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O aTom pykoBoacTBe

ITO PYKOBOJACTBO MPEACTABISAET OCHOBHBIE KOHIETIITUK O€30MacHOCTH

cuctembl B openSUSE. OHO oxBaTsIBaeT OOIIMPHYIO YacTh JOKYMEHTAIMH, 00
ayTeTU(UKAIMOHHBIX MeXxaHu3Max, focTymHbix B GNU/Linux, Takue kak NIS wim
LDAP. B pykoBoACTBe Takke OCBEUIAIOTCS TAKKE BOIPOCH O€30IMaCHOCTH KaK:
CIUCKH KOHTPOJIS JIOCTYIIA, U poBaHUe U OOHAPYKEeHHe BTOpKeHUs. B TpeTheit
yactu "CerteBas 6e3onacHocTh” Bbl y3HaeTe Kak 00€30MacuTh CBOH KOMIIBIOTED C
MOMOIIIbI0 OpaHIMayepa, a TaK jKe HACTPOUTh BUPTYasIbHYI0 YacTHyIo ceTb (VPN).
ITO PYKOBOACTBO TAKXKE PacCKa3bIBAET KaK MCIOJb30BaTh AOCTYIHOE B cucteme [10
1151 obecrieveHus 6e3onacHocTH, Takoe Kak: Novell AppArmor (¢ omonpio Hero Bbl
MoOxeTe HacTpauBaTh Joctyn s [0 k daitnam).

MHorue r71aBbl B 3TOM PYKOBOJICTBE COZIEPKAT CChUIKM Ha PECYPCHI C JOMOJHUTENLHOM
JOKyMeHTaluel. Bece 3Tu pecypchl U OpUrHHAIbHAS TOKYMEHTAIUSI, JOCTYITHBI KaK B
CUCTEME, TaK U B CETH.

JloKyMeHTaIuI, TOCTYIHYIO )1 Barero npoaykra, MOKHO HAWTH Ha STOW CTpaHMIIE:
http://www.novell.com/documentation , @ TaK k€ B CIEIYIOLINX
pasnenax.

1 OocTynHasa poKyMeHTauus

Mp1 npegocrasisieM HTML u PDF-Bepcuy HalmMx KHAT Ha pa3HbIX s3bIKax. s
JaHHOTO TUCTPUOYTHUBA JOCTYITHBI CJISAYIONHE PYKOBOACTBA [UIsl MOJIb30BaTe el 1
aJIMUHHUCTPATOPOB:

Berynnenne (TBerymienue)
PykoBoncTBo miar 3a marom npossezeT Bac uepes ycranoBky openSUSE ¢
DVD wm u3 ISO-06pa3a, mact kpatkoe BBeIeHHE B OKPYKeHHUs pabodero
crona GNOME u KDE, Bki1104ast HEKOTOpBIE KJIIOUEBBIE IPUIOKEHU. Takxke
nozHakomuT ¢ LibreOffice u ero Mogynsimu jist CO3JaHMS TEKCTA CO CIIOKHBIM
(opmaTupoBanueM, pabOThI C MEKTPOHHBIME TaOIMIIAMU WJIA CO3AaHUs Tpapuku
Y TIpe3eHTaIui.

Reference (TReference)
Hact Bam o0iiee nonnmanue padotsl openSUSE, 3atparuBas 3agaun
MPOJBUHYTOTO CUCTEMHOTO aIMUHUCTpUpoBaHusi. Ero Marepuan nperHa3HaveH B


http://www.novell.com/documentation

MEPBYIO O4YEPEab JId CUCTEMHbBIX AAMUHUCTPATOPOB U JOMAIITHUX HOJ'[I)3OBaTeIICI;’I,
o6aaoInyx 6a30BEIMU HABBIKAMU aJMUHHUCTPUPOBaHUs. CONEpKUT AETATLHYIO
nH(pOPMALUIO O TPOABUHYTHIX BAPMAHTAX pa3BEPThIBaHU, aIMUHUCTPUPOBAHUA,
B3aMMOJICHCTBUS KJIIOUYEBBIX KOMIIOHEHTOB U HACTPOIKE Pa3IUYHBIX CETEBBIX U
(paiinossix ciyx6 openSUSE.

PykoBoacTtBO 1o 6e3omacHocTH (cTp. 1)
OIUCHIBAIOTCSI OCHOBHBIE ITOHATHS CUCTEMBI O€30IIACHOCTH, OXBATHIBAIOIIIEH
KakK JIOKaJIbHBIE, TAK U CeTeBhbIe acreKThl. ITokaspiBaeTcs, Kak UCIIOIb30BaTh
TaKWe YTUINTHI JJ1s1 o0ecTiedueHns ceTeBoi Oe3omnacHocTH, kKak Novell AppArmor
(koTopasi MO3BOJISIET ONPEICIUTh K KakuM (hailyiaMm 3aJjaHHas iporpamma OyaeT
MMETh JIOCTYI Ha 3aIKCh, YTEHHWE WU BHIITOJHEHUE) WM CUCTEMA ay/IuTa,
KOTOpasi TIIATeIbHO coOrpaeT MH(POPMALIUIO O COOBITUSIX, TaK WA UHAYE
CBSI3aHHBIX C OOeCIieYeHNEeM HaJIeKAIIero YPOBHs 0€30MaCHOCTH CUCTEMBI.

System Analysis and Tuning Guide (TSystem Analysis and Tuning Guide)
PykoBoacTBO aqMUHHCTpaTOpa 10 00HAPYKEHHIO MTPOOJIEM, UX pa3pelleHue u
orrruMu3anys paboTel. B Hem HalimeTcst MH(pOpMAaIus O TOM, Kak MPOBEPUTH U
ONTUMHU3UPOBATH PAOOTY CUCTEMBI C TIOMOIIBIO CIIEIIMATBHBIX UHCTPYMEHTOB,
3¢ peKTUBHO YIIPaBIATh ee pecypcamu. Takxke B HEM COIEPKUTCS 0030p OOIIHX
mpo6JieM U UX PelIeHUH, a TaKxKe JOTOJTHUTEIIbHBIE CIIPABOYHbIE MaTEPUATbl U
0030p JOCTYIHBIX PECYPCOB.

Bupryamusauusa ¢ KVM (TBupryamsauusa ¢ KVM)
JlaHHOe pYKOBOJCTBO IMpejjlaraeT KpaTkoe OMUCaHue HACTPOUKH U yIIPaBJICHUS
cucremoit Buptyamm3anuu Ha 6aze KVM (Kernel-based Virtual Machine)
B openSUSE. Takxe nokasbiBaercs, Kak ynpasisite VM Guest ¢ TOMOIIIbI0
libvirt u QEMU.

BonpmmacTBo HTML-Bepcuii pyKOBOJCTB B YCTAaHOBJIEHHON CUCTEME MOXHO HAaUTH
no agpecy /usr/share/doc/manual WIN B CIIPaBOYHOM LieHTpe Baiero
OKpyXeHHsI pabodero croia. [TocienHiie OOHOBIEHMS JOKYMEHTAUH JOCTYITHBI

no agpecy http://www.novell.com/documentation , TJIe MOHO
3arpy3uth B PDF i HTML-Bepcuu pykoBoAcTB nis Baimero npogykra.

2 ObparHasi cBfi3b

HeKOTOpBIe 13 JOCTYIIHBIX KaHAJIOB 06paTHOfI CBA3U:

vi PykoBoncTtBo no 6e30nacHoCTm


http://www.novell.com/documentation

Bugs and Enhancement Requests
Yto0Bl COOOMMUTEL 00 OMKMOKE WK OTIIPABUTH 3aIPOC 00 YITyUIIEHUH,
Mo’KayicTa, UCnojb3yiTe https://bugzilla.novell.com/ . dna
ommbOK B JOKYMEHTAIUK OTIIpaBbTe Bai otyeT ajist komnoneHta Documentation
ISl COOTBETCTBYIOYILIETO MTPOYKTA.

Ecmm Bot moxo 3nakoMsl ¢ Bugzilla, To Bam MOTyT OBITh TIOJIE3HBIE STHUM CTaThH:

e http://ru.opensuse.org/openSUSE:CoobuuTs_06
_omubxke

e http://ru.opensuse.org/openSUSE:Bug_reporting
_FAQ

KomMMmeHnTapuu nosib3oBartene
Mpl XOTHM yCIbIaTh Balm KOMMEHTapHU U TIPeJIOKEeHUsT 00 3TOM PYKOBOJICTBE
Y IpYTO¥ TOKYMEHTAINH, TIOCTaBIsieMOM C JaHHBIM MpoayKToM. Mcrosnb3yiite
(pyHKIMIO KOMMEHTApHEB IMOJIb30BaTeNIel B HIKHEHW YacTh KaxXJI0M CTPAHUIIbI B
OHJIAlIH-JOKYMEHTALIMU WM TIepelinTe 1o cChlike http: //www.novell
.com/documentation/feedback.html U ocTaBbTe Bain
KOMMEHTapuH.

3 YcnoBHble 0603HaYeHUs

B 1aHHOM pyKOBOJCTBE MCHOJB3YIOTCS CIEAYIOIIME TUIIOTpad)CKUe COTalleHUs
* /etc/passwd : MMeHa KaTajoros U (paiyioB

* 3aHOJHHTEJb: 3aMeHa 3aH0JHK TeIb Ha (PAKTUUECKOe 3HAaUEHHE

* PATH: nepeMeHHas okpyxeHus PATH

* 1ls, ——help: KOMaH[IBI, OILUN U ITADAMETPHI

* user: [OJIb30BATENIN UIN IPYIIILI

» Alt, Alt + F1: kyaBumma wm KjIaBUaTypHast KOMOWHAIVST; HA3BAHU ST KITABUII
MOKa3aHbl B BEpXHEM perucTpe, Kak Ha KJIaBuatype

* Qaiin, @aiin > Coxpanums Kax: IyHKTHl MEHIO, KHOTIKH
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o Tanuyrowue nunzeunsvt (I'nasa ITunzeunvt, TJIpyroe pykoBOACTBO): 3TO CChLIKA HA
IJIaBY B IPYTOM PYKOBOICTBE.

4 O co3paHuM 3TOro pykoBoACTBa

Dra kHura 6bu1a co3nana B Novdoc, ocHoaH Ha DocBook (cMotpute http: //
www.docbook.org ). Ucxogabie XML-aiiibl poBepsIoTCs: MpOrpaMMoit
xmllint, obpaboranHble xsltproc u npeodbpasoBaHublii B XSL-FO ¢
MCIOJIb30BAHHIEM CIIeNNaIN3UPOBaHHOM Bepcun Tabmun ctuneit Hopmana Yommna
(Norman Walsh). Koneunsiit PDF-caiin orpopmaruposan yepe3 XEP ot RenderX.
WHCTpyMEHTHI C OTKPBITHIM MCXOIHBIM KOJIOM U Cpefia, UCTIONb3yeMas I CO3JaHUs
3TOTO PYyKOBOJICTBA, JOCTYITHHI B MakeTe susedoc, NOCTaBIsIeMbIM B COCTaBe
openSUSE.

5 UcxonHbin Kon,

Ucxonusiii ko openSUSE Haxomutest B OTKPBHITOM JI0CTyIie. UTOOH ero 3arpy3uTh,
BBINOJIHUTE cienymomee: http://ru.opensuse.org/Portal:
Ouctpubyrus/BosmMoxuocTtu . Ecim morpedyercst — MBI MOKEM OTIIPaBUTh
ucxonHbie Koasl Ha DVD. Msi 6epem $15 unu €15 3a 3amuck, yIakoBKY U JOCTaBKY
IUcKkoB. YToOwt 3ampocuth DVD ¢ UCXOHBIM KOJIOM, OTIIpaBbTe e-mail Ha
9eKTpoHHBIN afapec sourcedvd @suse.de [mailto:sourcedvd@suse.de ]
WM OOBIYHOE MTHCHMO:

SUSE Linux Products GmbH
Product Management
openSUSE

Maxfeldstr. 5

D-90409 Niirnberg

Germany

6 bnarogapHocTu

Pazpa6oTunku Linux coTpyIHUYAIOT C OTPOMHBIM YHCIOM JOOPOBOJIBIEB IO BCEMY
MHUPY, YTOOBI CIIOCOOCTBOBATH pa3BUTHIO Linux. MbI 6J1arofiaHbl MM 3a MPUJIOKEHHbIE
YCHITAST — 3TOT OUCTPUOYTHUB He CyIecTBOBaM OBl 6e3 Hux. Kpome Toro, Mel

viii PykoBoacTtBo no 6e3onacHocTu
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Bbe3onacHOCTb u
KOHdoUOeHUnanbHOCTb

Opxoit u3 rnaBHbIX XapaktepucTrk UNIX/Linux cucreM siBisieTcsi BO3MOXHOCTb
00CITy’)KUBaTh HECKOJIBKO MOJIb30BaTeNIel (MHOTOIOIB30BATENbCKIE CUCTEMBI), @ TaK
e TPEeOCTABISATh MM BO3MOKHOCTD BBHIITOJHSTH HECKOJIBKO 33/1a4 OJJHOBPEMEHHO
(MHOro3agauHocTh). Bonee Toro, onpeanyioHHas cucTeMa Ipo3pavHa Jyisl CeTH.
INonp30Bateny YacTo gaxe He 3HAIOT HAXOASTCS JIM JaHHBIE WX IPOTPAMMEI,
KOTOpPbIE OHU UCTIONB3YIOT, JIOKAILHO WM JOCTYITHBI Yepe3 CETb.

Tak Kak cucTeMbl MHOTOIIOJIb30BATENbCKUE, JaHHbIE Pa3HBIX MOJb30BATEEH JOIKHBI
XPaHUThCS pa3/IesIbHO, & TaK e JOJDKHA OBITh OOecrieyeHa uX 0e30MacHOCTh U
MPUBATHOCTh. Be30MacHOCTh JaHHBIX Beera ObUia BaXHOM MPOOIEMON, U Aaxe 0
TOT0, KaK MOsBUJIACH BOBMOKHOCTh OOBETUHATH KOMITBIOTEPHI Yepe3 ceTb. Ha MHOTO
Gotbiiee OECIIOKOMCTBO BBI3BIBACT HECAHKIIMOHMPOBAHHBIN JOCTYI K MH(OPMAIIHH,
HEXeJW ee TIoTeps WM Jake MOJIOMKa HOCUTeJIsl MHpopMaIuy (HarpuMep jKeCTKOTO
JIICKA).

Irot pasnen poxkycupyercs Ha podreMax KOH(PHUIEHINATLHOCTH U Ha CIIocodax
3l THI JIMYHBIX [I0JIb30BATENIbCKHUX JaHHBIX. KoHuemnys 6e301MacHOCTH BKJIOYaeT
B ce0s1 peryJisipHO OOHOBJIsIEMYI0, paboUyIo ¥ POBEPsIEMYI0 PE3EPBHYIO KOIHIO,
XpaHsiyocs: B 6e3onacHoM Mecte. bes atix mep Bam nmpuaercst noTpaTuth MHOTO
BpeMeHH, Bo3Bpalliasi HHGOpPMaIMio— IPUTOM He TOJIBKO B CIIy4ae TOJIOMKH WJIH
JedeKkTa HOCUTENsI, HO U B CIIy4ae HECAaHKIIMOHUPOBAHHOIO JOCTYIA.
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1.1 JlokanbHas n cereBasi
6e30MnacHOCTb

There are several ways of accessing data:

* personal communication with people who have the desired information or access
to the data on a computer

* directly through physical access from the console of a computer
* over a serial line
* using a network link

In all these cases, a user should be authenticated before accessing the resources or
data in question. A Web server might be less restrictive in this respect, but you still
would not want it to disclose your personal data to an anonymous user.

In the list above, the first case is the one where the highest amount of human
interaction is involved (such as when you are contacting a bank employee and are
required to prove that you are the person owning that bank account). Then, you are
asked to provide a signature, a PIN, or a password to prove that you are the person
you claim to be. In some cases, it might be possible to elicit some intelligence from
an informed person just by mentioning known bits and pieces to win the confidence
of that person. The victim could be led to reveal gradually more information, maybe
without even being aware of it. Among hackers, this is called social engineering.
You can only guard against this by educating people and by dealing with language
and information in a conscious way. Before breaking into computer systems,
attackers often try to target receptionists, service people working with the company,
or even family members. In many cases, such an attack based on social engineering
is only discovered at a much later time.

A person wanting to obtain unauthorized access to your data could also use the
traditional way and try to get at your hardware directly. Therefore, the machine
should be protected against any tampering so that no one can remove, replace, or
cripple its components. This also applies to backups and even any network cables
or power cords. Also secure the boot procedure, because there are some well-known
key combinations that might provoke unusual behavior. Protect yourself against this
by setting passwords for the BIOS and the boot loader.

2 PykoBoacTtBo no 6e3onacHocTm



Serial terminals connected to serial ports are still used in many places. Unlike
network interfaces, they do not rely on network protocols to communicate with the
host. A simple cable or an infrared port is used to send plain characters back and
forth between the devices. The cable itself is the weakest point of such a system:
with an older printer connected to it, it is easy to record any data being transferred
thusly. What can be achieved with a printer can also be accomplished in other ways,
depending on the effort that goes into the attack.

Reading a file locally on a host requires additional access rules than opening a
network connection with a server on a different host. There is a distinction between
local security and network security. The line is drawn where data must be put into
packets to be sent somewhere else.

1.1.1 Local Security

Local security starts with the physical environment at the location in which computer
is running. Set up your machine in a place where security is in line with your
expectations and needs. The main goal of local security is to keep users separate
from each other, so no user can assume the permissions or the identity of another.
This is a general rule to be observed, but it is especially true for the user root, who
holds system administration privileges. root can take on the identity of any other
local user and read any locally-stored file without being prompted for the password.

Passwords

On a Linux system, passwords are not stored as plain text and the entered text string
is not simply matched with the saved pattern. If this were the case, all accounts

on your system would be compromised as soon as someone got access to the
corresponding file. Instead, the stored password is encrypted and, each time it is
entered, is encrypted again and the two encrypted strings are compared. This only
provides more security if the encrypted password cannot be reverse-computed into
the original text string.

This is actually achieved by a special kind of algorithm, also called trapdoor
algorithm, because it only works in one direction. An attacker who has obtained

the encrypted string is not able to get your password by simply applying the same
algorithm again. Instead, it would be necessary to test all the possible character
combinations until a combination is found that looks like your password when
encrypted. With passwords eight characters long, there are quite a number of possible
combinations to calculate.

BesonacHoOCTb 1 KOHMAeHUMaNbHOCTL 3



In the seventies, it was argued that this method would be more secure than others
due to the relative slowness of the algorithm used, which took a few seconds to
encrypt just one password. In the meantime, however, PCs have become powerful
enough to do several hundred thousand or even millions of encryptions per second.
Because of this, encrypted passwords should not be visible to regular users (/etc/
shadow cannot be read by normal users). It is even more important that passwords
are not easy to guess, in case the password file becomes visible due to some error.
Consequently, it is not really useful to «translate» a password like «tantalize» into
«t@nt@ 11z3».

Replacing some letters of a word with similar looking numbers (like writing the
password «tantalize» as «t@nt@ 11z3» ) is not sufficient. Password cracking programs
that use dictionaries to guess words also play with substitutions like that. A better
way is to make up a word with no common meaning, something that only makes
sense to you personally, like the first letters of the words of a sentence or the title

of a book, such as «The Name of the Rose» by Umberto Eco. This would give the
following safe password: «TNotRbUE9». In contrast, passwords like «beerbuddy»

or «jasmine76» are easily guessed even by someone who has only some casual
knowledge about you.

The Boot Procedure

Configure your system so it cannot be booted from a floppy or from a CD, either

by removing the drives entirely or by setting a BIOS password and configuring the
BIOS to allow booting from a hard disk only. Normally, a Linux system is started

by a boot loader, allowing you to pass additional options to the booted kernel.
Prevent others from using such parameters during boot by setting an additional
password in /boot /grub/menu.lst (see I'naBa 18, The Boot Loader GRUB
(TReference)). This is crucial to your system's security. Not only does the kernel
itself run with root permissions, but it is also the first authority to grant root
permissions at system start-up.

File Permissions

As a general rule, always work with the most restrictive privileges possible for a
given task. For example, it is definitely not necessary to be root to read or write e-
mail. If the mail program has a bug, this bug could be exploited for an attack that acts
with exactly the permissions of the program when it was started. By following the
above rule, minimize the possible damage.

4 PykoBoacTBO No 6€30MacHoOCTM



The permissions of all files included in the openSUSE distribution are carefully
chosen. A system administrator who installs additional software or other files
should take great care when doing so, especially when setting the permission bits.
Experienced and security-conscious system administrators always use the —1 option
with the command 1s to get an extensive file list, which allows them to detect any
incorrect file permissions immediately. An incorrect file attribute does not only
mean that files could be changed or deleted. These modified files could be executed
by root or, in the case of configuration files, programs could use such files with
the permissions of root. This significantly increases the possibilities of an attack.
Attacks like these are called cuckoo eggs, because the program (the egg) is executed
(hatched) by a different user (bird), just like a cuckoo tricks other birds into hatching
its eggs.

An openSUSE® system includes the files permissions, permissions

.easy ,permissions.secure ,andpermissions.paranoid ,all

in the directory /et c. The purpose of these files is to define special permissions,
such as world-writable directories or, for files, the setuser ID bit (programs with the
setuser ID bit set do not run with the permissions of the user that has launched it, but
with the permissions of the file owner, in most cases root). An administrator can
use the file /etc/permissions.local  to add his own settings.

To define which of the above files is used by openSUSE's configuration programs to
set permissions, select Local Security in the Security and Users section of YaST. To
learn more about the topic, read the comments in /etc/permissions or consult
the manual page of chmod (man chmod).

Buffer Overflows and Format String Bugs

Special care must be taken whenever a program needs to process data that could be
changed by a user, but this is more of an issue for the programmer of an application
than for regular users. The programmer must make sure that his application interprets
data in the correct way, without writing it into memory areas that are too small

to hold it. Also, the program should hand over data in a consistent manner, using
interfaces defined for that purpose.

A buffer overflow can happen if the actual size of a memory buffer is not taken into
account when writing to that buffer. There are cases where this data (as generated

by the user) uses up more space than what is available in the buffer. As a result, data
is written beyond the end of that buffer area, which, under certain circumstances,
makes it possible for a program to execute program sequences influenced by the user
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(and not by the programmer), rather than just processing user data. A bug of this kind
may have serious consequences, especially if the program is being executed with
special privileges (see «File Permissions» (ctp. 4)).

Format string bugs work in a slightly different way, but again it is the user input that
could lead the program astray. In most cases, these programming errors are exploited
with programs executed with special permissions—setuid and setgid programs—
which also means that you can protect your data and your system from such bugs by
removing the corresponding execution privileges from programs. Again, the best way
is to apply a policy of using the lowest possible privileges (see «File Permissions»
(ctp. 4)).

Given that buffer overflows and format string bugs are bugs related to the handling
of user data, they are not only exploitable if access has been given to a local account.
Many of the bugs that have been reported can also be exploited over a network link.
Accordingly, buffer overflows and format string bugs should be classified as being
relevant for both local and network security.

Viruses

Contrary to popular opinion, there are viruses that run on Linux. However, the
viruses that are known were released by their authors as a proof of concept that the
technique works as intended. None of these viruses have been spotted in the wild so
far.

Viruses cannot survive and spread without a host on which to live. In this case, the
host would be a program or an important storage area of the system, such as the
master boot record, which needs to be writable for the program code of the virus.
Owing to its multiuser capability, Linux can restrict write access to certain files (this
is especially important with system files). Therefore, if you did your normal work
with root permissions, you would increase the chance of the system being infected
by a virus. In contrast, if you follow the principle of using the lowest possible
privileges as mentioned above, chances of getting a virus are slim.

Apart from that, you should never rush into executing a program from some Internet
site that you do not really know. openSUSE's RPM packages carry a cryptographic
signature, as a digital label that the necessary care was taken to build them. Viruses
are a typical sign that the administrator or the user lacks the required security
awareness, putting at risk even a system that should be highly secure by its very
design.
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Viruses should not be confused with worms, which belong entirely to the world of
networks. Worms do not need a host to spread.

1.1.2 Network Security

Network security is important for protecting from an attack that is started outside
the network. The typical login procedure requiring a username and a password for
user authentication is still a local security issue. In the particular case of logging in
over a network, differentiate between the two security aspects. What happens until
the actual authentication is network security and anything that happens afterwards is
local security.

X Window System and X Authentication

As mentioned at the beginning, network transparency is one of the central
characteristics of a UNIX system. X, the windowing system of UNIX operating
systems, can make use of this feature in an impressive way. With X, it is basically no
problem to log in at a remote host and start a graphical program that is then sent over
the network to be displayed on your computer.

When an X client needs to be displayed remotely using an X server, the latter should
protect the resource managed by it (the display) from unauthorized access. In more
concrete terms, certain permissions must be given to the client program. With the X
Window System, there are two ways to do this, called host-based access control and
cookie-based access control. The former relies on the IP address of the host where
the client should run. The program to control this is xhost. xhost enters the IP address
of a legitimate client into a database belonging to the X server. However, relying

on IP addresses for authentication is not very secure. For example, if there were a
second user working on the host sending the client program, that user would have
access to the X server as well—just like someone stealing the IP address. Because of
these shortcomings, this authentication method is not described in more detail here,
but you can learn about it with man xhost.

In the case of cookie-based access control, a character string is generated that is
only known to the X server and to the legitimate user, just like an ID card of some
kind. This cookie is stored on login in the file . Xauthority in the user's home
directory and is available to any X client wanting to use the X server to display
a window. The file . Xauthority can be examined by the user with the tool
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xauth. If you rename .Xauthority , or if you delete the file from your home
directory by accident, you would not be able to open any new windows or X clients.

SSH (secure shell) can be used to encrypt a network connection completely and
forward it to an X server transparently, without the encryption mechanism being
perceived by the user. This is also called X forwarding. X forwarding is achieved
by simulating an X server on the server side and setting a DISPLAY variable for the
shell on the remote host. Further details about SSH can be found in I'masa 13, SSH:
Fbezonacnas paboma é cemu (ctp. 167).

BHUMAHUE

If you do not consider the host where you log in to be a secure host,
do not use X forwarding. With X forwarding enabled, an attacker could
authenticate via your SSH connection to intrude on your X server and
perpetrate various actions (reading, or sniffing, your keyboard input, for
instance).

Buffer Overflows and Format String Bugs

As discussed in «Buffer Overflows and Format String Bugs» (cTp. 5), buffer
overflows and format string bugs should be classified as issues applying to both local
and network security. As with the local variants of such bugs, buffer overflows in
network programs, when successfully exploited, are mostly used to obtain root
permissions. Even if that is not the case, an attacker could use the bug to gain access
to an unprivileged local account to exploit other vulnerabilities that might exist on
the system.

Buffer overflows and format string bugs exploitable over a network link are certainly
the most frequent form of remote attacks, in general. Exploits for these—programs
to exploit these newly-found security holes—are often posted on security mailing
lists. They can be used to target the vulnerability without knowing the details of the
code. Over the years, experience has shown that the availability of exploit codes

has contributed to more secure operating systems, obviously due to the fact that
operating system makers were forced to fix the problems in their software. With free
software, anyone has access to the source code (openSUSE comes with all available
source codes) and anyone who finds a vulnerability and its exploit code can submit a
patch to fix the corresponding bug.

Denial of Service
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The purpose of a denial of service (DoS) attack is to block a server program or even
an entire system, something that could be achieved by various means: overloading
the server, keeping it busy with garbage packets, or exploiting a remote buffer
overflow. Often, a DoS attack is made with the sole purpose of making the service
disappear. However, once a given service has become unavailable, communications
could become vulnerable to man-in-the-middle attacks (sniffing, TCP connection
hijacking, spoofing) and DNS poisoning.

Man in the Middle: Sniffing, Hijacking, Spoofing

In general, any remote attack performed by an attacker who puts himself between
the communicating hosts is called a man-in-the-middle attack. What almost all
types of man-in-the-middle attacks have in common is that the victim is usually
not aware that there is something happening. There are many possible variants. For
example, the attacker could pick up a connection request and forward that to the
target machine. Now the victim has unwittingly established a connection with the
wrong host, because the other end is posing as the legitimate destination machine.

The simplest form of a man-in-the-middle attack is called sniffer (the attacker

is «just» listening to the network traffic passing by). As a more complex attack,

the «man in the middle» could try to take over an already established connection
(hijacking). To do so, the attacker would need to analyze the packets for some time
to be able to predict the TCP sequence numbers belonging to the connection. When
the attacker finally seizes the role of the target host, the victims notice this, because
they get an error message saying the connection was terminated due to a failure. The
fact that there are protocols not secured against hijacking through encryption (which
only perform a simple authentication procedure upon establishing the connection)
makes it easier for attackers.

Spoofing is an attack where packets are modified to contain counterfeit source data,
usually the IP address. Most active forms of attack rely on sending out such fake
packets (something that, on a Linux machine, can only be done by the superuser
(root)).

Many of the attacks mentioned are carried out in combination with a DoS. If an
attacker sees an opportunity to bring down a certain host abruptly, even if only for a
short time, it makes it easier for him to push the active attack, because the host will
not be able to interfere with the attack for some time.

DNS Poisoning
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DNS poisoning means that the attacker corrupts the cache of a DNS server by
replying to it with spoofed DNS reply packets, trying to get the server to send
certain data to a victim who is requesting information from that server. Many

servers maintain a trust relationship with other hosts, based on IP addresses or
hostnames. The attacker needs a good understanding of the actual structure of the
trust relationships among hosts to disguise itself as one of the trusted hosts. Usually,
the attacker analyzes some packets received from the server to get the necessary
information. The attacker often needs to target a well-timed DoS attack at the name
server as well. Protect yourself by using encrypted connections that are able to verify
the identity of the hosts to which to connect.

Worms

Worms are often confused with viruses, but there is a clear difference between the
two. Unlike viruses, worms do not need to infect a host program to live. Instead,

they are specialized to spread as quickly as possible on network structures. The
worms that appeared in the past, such as Ramen, Lion, or Adore, make use of well-
known security holes in server programs like bind8 or IprNG. Protection against
worms is relatively easy. Given that some time elapses between the discovery of a
security hole and the moment the worm hits your server, there is a good chance that
an updated version of the affected program is available on time. That is only useful if
the administrator actually installs the security updates on the systems in question.

1.2 Some General Security Tips and
Tricks

To handle security competently, it is important to observe some recommendations.
You may find the following list of rules useful in dealing with basic security
concerns:

* Get and install the updated packages recommended by security announcements as
quickly as possible.

 Stay informed about the latest security issues:
* opensuse-security—-announcelopensuse.org is the

SUSE mailinglist for security announcements. It is a first-hand source of
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opensuse-security-announce@opensuse.org

information regarding updated packages and includes members of SUSE's
security team among its active contributors. You can subscribe to this

list on page http://en.opensuse.org/Communicate/
Mailinglists

* Find SUSE security advisories as a news feed at http://www.novell
.com/linux/security/suse_security.xml

* bugtrag@securityfocus.com is one of the best-known security
mailing lists worldwide. Reading this list, which receives between 15 and
20 postings per day, is recommended. More information can be found at
http://www.securityfocus.com

Discuss any security issues of interest on our mailinglist opensuse—
security@opensuse.org

According to the rule of using the most restrictive set of permissions possible for
every job, avoid doing your regular jobs as root. This reduces the risk of getting
a cuckoo egg or a virus and protects you from your own mistakes.

If possible, always try to use encrypted connections to work on a remote machine.
Using ssh (secure shell) to replace telnet, ftp, rsh, and r1ogin should be
standard practice.

Avoid using authentication methods based solely on IP addresses.

Try to keep the most important network-related packages up-to-date and subscribe
to the corresponding mailing lists to receive announcements on new versions

of such programs (bind, postfix, ssh, etc.). The same should apply to software
relevant to local security.

Change the /etc/permissions file to optimize the permissions of files
crucial to your system's security. If you remove the setuid bit from a program,

it might well be that it cannot do its job anymore in the intended way. On the
other hand, consider that, in most cases, the program will also have ceased to be
a potential security risk. You might take a similar approach with world-writable
directories and files.

Disable any network services you do not absolutely require for your server to work
properly. This makes your system safer. Open ports, with the socket state LISTEN,
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can be found with the program net stat. As for the options, it is recommended
touse netstat —ap or netstat —anp. The —p option allows you to see which
process is occupying a port under which name.

Compare the net stat results with those of a thorough port scan done from
outside your host. An excellent program for this job is nmap, which not only
checks out the ports of your machine, but also draws some conclusions as to which
services are waiting behind them. However, port scanning may be interpreted as
an aggressive act, so do not do this on a host without the explicit approval of the
administrator. Finally, remember that it is important not only to scan TCP ports,
but also UDP ports (options —sS and —-sU).

* To monitor the integrity of the files of your system in a reliable way, use the
program ATDE (Advanced Intrusion Detection Environment), available on
openSUSE. Encrypt the database created by AIDE to prevent someone from
tampering with it. Furthermore, keep a backup of this database available outside
your machine, stored on an external data medium not connected to it by a network
link.

» Take proper care when installing any third-party software. There have been cases
where a hacker had built a trojan horse into the tar archive of a security software
package, which was fortunately discovered very quickly. If you install a binary
package, have no doubts about the site from which you downloaded it.

SUSE's RPM packages are gpg-signed. The key used by SUSE for signing is:

ID:9C800ACA 2000-10-19 SUSE Package Signing Key <build@suse.de>
Key fingerprint = 79C1 79B2 E1C8 20C1 890F 9994 A84E DAE8 9C80 OACA

The command rpm ——checksig package.rpm shows whether the checksum
and the signature of an uninstalled package are correct. Find the key on the first
CD of the distribution and on most key servers worldwide.

* Check backups of user and system files regularly. Consider that if you do not test
whether the backup works, it might actually be worthless.

* Check your log files. Whenever possible, write a small script to search for
suspicious entries. Admittedly, this is not exactly a trivial task. In the end, only

you can know which entries are unusual and which are not.

* Use tcp_wrapper to restrict access to the individual services running on your
machine, so you have explicit control over which IP addresses can connect to a
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service. For further information regarding t cp_wrapper, consult the manual
pages of tcpd and hosts_access (man 8 tcpd, man hosts_access).

» Use SuSEfirewall to enhance the security provided by t cpd (t cp_wrapper).

* Design your security measures to be redundant: a message seen twice is much
better than no message at all.

* If you use suspend to disk, consider configuring the suspend image encryption
using the configure-suspend-encryption. sh script. The program
creates the key, copies it to /etc/suspend.key ,and modifies /etc/
suspend.conf  to use encryption for suspend images.

1.3 Using the Central Security
Reporting Address

If you discover a security-related problem (please check the available update
packages first), write an e-mail to security@suse.de . Please include

a detailed description of the problem and the version number of the package
concerned. SUSE will try to send a reply as soon as possible. You are encouraged to
pgp-encrypt your e-mail messages. SUSE's pgp key is:

ID:3D25D3D9 1999-03-06 SUSE Security Team <security@suse.de>
Key fingerprint = 73 5F 2E 99 DF DB 94 C4 8F 5A A3 AE AF 22 F2 D5

This key is also available for download from http://www.novell.com/
linux/security/securitysupport.html
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Authentication with PAM

Linux uses PAM (pluggable authentication modules) in the authentication

process as a layer that mediates between user and application. PAM modules are
available on a systemwide basis, so they can be requested by any application. This
chapter describes how the modular authentication mechanism works and how it is
configured.

2.1 What is PAM?

System administrators and programmers often want to restrict access to certain
parts of the system or to limit the use of certain functions of an application. Without
PAM, applications must be adapted every time a new authentication mechanism,
such as LDAP, Samba, or Kerberos, is introduced. This process, however, is rather
time-consuming and error-prone. One way to avoid these drawbacks is to separate
applications from the authentication mechanism and delegate authentication to
centrally managed modules. Whenever a newly required authentication scheme

is needed, it is sufficient to adapt or write a suitable PAM module for use by the
program in question.

The PAM concept consists of:

* PAM modules which are a set of shared libraries for a specific authentication
mechanism.

e A module stack with of one or more PAM modules.

Authentication with PAM 17



* A PAM-aware service which needs authentication by using a module stack
or PAM modules. Usually a service is a familiar name of the corresponding
application, like 1ogin or su. The service name other is a reserved word for
default rules.

* module arguments with which the execution of a single PAM module can be
influenced.

* a mechanism evaluating each result of a single PAM module execution. A
positive value executes the next PAM module. The way a negative value is dealt
with, depends on the configuration— «no influence, proceed» up to «terminate
immediately» and anything in between are valid options.

2.2 Structure of a PAM
Configuration File

PAM can be configured in two ways:

File based configuration (/etc/pam.conf )
The configuration of each service is stored in /etc/pam.conf . However,
for maintenance and usability reasons, this configuration scheme is not used in
openSUSE.

Directory based configuration (/etc/pam.d/ )
Every service (or program) that relies on the PAM mechanism has its own
configuration file in the /etc/pam.d/  directory. For example, the service
for sshd can be found in the /etc/pam.d/sshd file.

The files under /etc/pam.d/  define the PAM modules used for authentication.
Each file consists of lines, which define a service, and each line consists of a
maximum of four components:

TYPE CONTROL MODULE_PATH MODULE_ARGS
The components have the following meaning:

TYPE
Declares the type of the service. PAM modules are processed as stacks. Different
types of modules have different purposes. For example, one module checks the
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password, another verifies the location from which the system is accessed, and
yet another reads user-specific settings. PAM knows about four different types of
modules:

auth
Check the user's authenticity, traditionally by querying a password.
However, this can also be achieved with the help of a chip card or through
biometrics (for example, fingerprints or iris scan).

account
Modules of this type check if the user has general permission to use the
requested service. As an example, such a check should be performed to
ensure that no one can log in with the username of an expired account.

password
The purpose of this type of module is to enable the change of an
authentication token. In most cases, this is a password.

session
Modules of this type are responsible for managing and configuring user
sessions. They are started before and after authentication to log login
attempts and configure the user's specific environment (mail accounts, home
directory, system limits, etc.).

CONTROL

Indicates the behavior of a PAM module. Each module can have the following
control flags:

required
A module with this flag must be successfully processed before the
authentication may proceed. After the failure of a module with the
required flag, all other modules with the same flag are processed before
the user receives a message about the failure of the authentication attempt.

requisite
Modules having this flag must also be processed successfully, in much
the same way as a module with the required flag. However, in case of
failure a module with this flag gives immediate feedback to the user and
no further modules are processed. In case of success, other modules are
subsequently processed, just like any modules with the required flag. The
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requisite flag can be used as a basic filter checking for the existence of
certain conditions that are essential for a correct authentication.

sufficient
After a module with this flag has been successfully processed, the requesting
application receives an immediate message about the success and no further
modules are processed, provided there was no preceding failure of a module
with the required flag. The failure of a module with the sufficient
flag has no direct consequences, in the sense that any subsequent modules
are processed in their respective order.

optional
The failure or success of a module with this flag does not have any direct
consequences. This can be useful for modules that are only intended to
display a message (for example, to tell the user that mail has arrived)
without taking any further action.

include
If this flag is given, the file specified as argument is inserted at this place.

MODULE_PATH
Contains a full filename of a PAM module. It does not need to be specified
explicitly, as long as the module is located in the default directory /1ib/
security (for all 64-bit platforms supported by openSUSE®), the directory is
/1ib64/security ).

MODULE_ARGS
Contains a space-separated list of options to influence the behavior of a PAM
module, such as debug (enables debugging) or nullok (allows the use of
empty passwords).

In addition, there are global configuration files for PAM modules under /etc/
security , which define the exact behavior of these modules (examples include
pam_env.conf and time.conf ). Every application that uses a PAM
module actually calls a set of PAM functions, which then process the information in
the various configuration files and return the result to the requesting application.

To facilitate the creation and maintenance of PAM modules, common default

configuration files for the types auth, account, password, and session
modules have been introduced. These are retrieved from every application's PAM
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configuration. Updates to the global PAM configuration modules in common-—
* are thus propagated across all PAM configuration files without requiring the
administrator to update every single PAM configuration file.

The global PAM configuration files are maintained using the pam-config
tool. This tool automatically adds new modules to the configuration, changes
the configuration of existing ones or deletes modules (or options) from the
configurations. Manual intervention in maintaining PAM configurations is
minimized or no longer required.

3AMEYAHME: 64-Bit and 32-Bit Mixed Installations

When using a 64-bit operating system, it is possible to also include a
runtime environment for 32-bit applications. In this case, make sure that
you install both versions of the pam modules.

2.3 The PAM Configuration of sshd

Consider the PAM configuration of sshd as an example:

Tpumep 2.1 PAM Configuration for sshd (/etc/pam.d/sshd)

#%$PAM-1.0 (1]

auth required pam_nologin.so @
auth include common—-auth (3]
account include common—-account
password include common-password ©
session required pam_loginuid.so @
session include common-session

©®  Declares the version of this configuration file for PAM 1.0. This is merely a
convention, but could be used in the future to check the version.

®  Checks, if /etc/nologin exists. If it does, no user other than root may
log in.

®  Refers to the configuration files of four module types: common—-auth |,
common—-account , common-password ,and common-session .
These four files hold the default configuration for each module type.

®  Sets the login uid process attribute for the process that was authenticated.
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By including them instead of adding each module separately to the respective

PAM configuration, you automatically get an updated PAM configuration when an
administrator changes the defaults. Formerly, you had to adjust all configuration files
manually for all applications when changes to PAM occurred or a new application
was installed. Now the PAM configuration is made with central configuration

files and all changes are automatically inherited by the PAM configuration of each
service.

The first include file (common—auth ) calls three modules of the auth
type: pam_env.so, pam_gnome_keyring.so and pam_unix?2.so. See
ITpumep 2.2, «Default Configuration for the auth Section» (ctp. 22).

Tpumep 2.2 Default Configuration for the auth Section

auth required pam_env.so
auth optional pam_gnome_keyring.so
auth required pam_unix2.so

The first one, pam_env. so, loads /etc/security/pam_env.conf

to set the environment variables as specified in this file. It can be used to set the
DISPLAY variable to the correct value, because the pam_env module knows about
the location from which the login is taking place. The second one automatically
unlocks the GNOME keyring when necessary. The last one, pam_unix2, checks
the user's login and password against /etc/passwd and /etc/shadow .

The whole stack of auth modules is processed before sshd gets any feedback

about whether the login has succeeded. Given that all modules of the stack have the
required control flag, they must all be processed successfully before sshd receives
a message about the positive result. If one of the modules is not successful, the entire
module stack is still processed and only then is sshd notified about the negative
result.

As soon as all modules of the auth type have been successfully processed,
another include statement is processed, in this case, that in [Ipumep 2.3, «Default
Configuration for the account Section» (cTp. 22). common-account

contains just one module, pam_unix?2. If pam_unix2 returns the result that the
user exists, sshd receives a message announcing this success and the next stack of
modules (password) is processed, shown in ITpumep 2.4, «Default Configuration
for the password Section» (ctp. 23).

TMpumep 2.3 Default Configuration for the account Section

account required pam_unix2.so
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TMpumep 2.4 Default Configuration for the password Section

password requisite pam_pwcheck.so nullok cracklib
password optional pam_gnome_keyring.so use_authtok
password required pam_unix2.so use_authtok nullok

Again, the PAM configuration of sshd involves just an include statement referring to
the default configuration for password modules located in common-password .
These modules must successfully be completed (control flags requisite and
required) whenever the application requests the change of an authentication
token.

Changing a password or another authentication token requires a security check. This
is achieved with the pam_pwcheck module. The pam_unix2 module used
afterwards carries over any old and new passwords from pam_pwcheck , so the
user does not need to authenticate again after changing the password. This procedure
makes it impossible to circumvent the checks carried out by pam_pwcheck .
Whenever the account or the auth type are configured to complain about expired
passwords, the password modules should also be used.

Tpumep 2.5 Default Configuration for the session Section

session required pam_limits.so

session required pam_unix2.so

session optional pam_apparmor.so

session optional pam_umask.so

session optional pam_gnome_keyring.so auto_start only_if=gdm, 1xdm

As the final step, the modules of the session type (bundled in the common-—
session file) are called to configure the session according to the settings for the
user in question. The pam_1limits module loads the file /etc/security/
limits.conf , which may define limits on the use of certain system resources.
The pam_unix2 module is processed again. The pam_umask module can be
used to set the file mode creation mask. Since this module carries the optional
flag, a failure of this module would not affect the successful completion of the entire
session module stack. The session modules are called a second time when the user
logs out.

2.4 Configuration of PAM Modules

Some of the PAM modules are configurable. The configuration files are located in /
etc/security . This section briefly describes the configuration files relevant to
the sshd example—pam_env.conf and l1imits.conf .
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2.4.1 pam_env.conf

pam_env.conf  can be used to define a standardized environment for users that
is set whenever the pam_env module is called. With it, preset environment variables

using the following syntax:
VARIABLE [DEFAULT=value] [OVERRIDE=value]

VARIABLE
Name of the environment variable to set.

[DEFAULT=<value>]
Default value the administrator wants to set.

[OVERRIDE=<value>]
Values that may be queried and set by pam_env, overriding the default value.

A typical example of how pam_env can be used is the adaptation of the DISPLAY
variable, which is changed whenever a remote login takes place. This is shown in
[Tpumep 2.6, «pam_env.conf» (ctp. 24).

Tpumep 2.6 pam_env.conf

REMOTEHOST DEFAULT=localhost OVERRIDE=@{PAM_RHOST}
DISPLAY DEFAULT=${REMOTEHOST}:0.0 OVERRIDE=${DISPLAY}

The first line sets the value of the REMOTEHOST variable to localhost, which
is used whenever pam_env cannot determine any other value. The DISPLAY
variable in turn contains the value of REMOTEHOST. Find more information in the
comments in /etc/security/pam_env.conf

2.4.2 pam_mount.conf

The purpose of pam_mount is to mount user home directories during the login
process, and to unmount them during logout in an environment where a central file
server keeps all the home directories of users. With this method, it is not necessary
to mount a complete /home directory where all the user home directories would
be accessible. Instead, only the home directory of the user who is about to log in, is
mounted.

After installing pam_mount, a template of pam_mount .conf .xml is
available in /etc/security . The description of the various elements can be
found in the manual page man 5 pam_mount.conf.
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A basic configuration of this feature can be done with YaST. Select Network
Settings > Windows Domain Membership > Expert Settings to add the file server; see
Paznen “Configuring Clients” (I'naBa 29, Samba, TReference).

2.4.3 limits.conf

System limits can be set on a user or group basis in 1imits.conf , whichis
read by the pam_1imits module. The file allows you to set hard limits, which
may not be exceeded at all, and soft limits, which may be exceeded temporarily.
For more information about the syntax and the options, see the comments in /etc/
security/limits.conf

2.5 Configuring PAM Using pam-
config

The pam-config tool helps you configure the global PAM configuration files
(/etc/pam.d/common—*-pc ) as well as several selected application
configurations. For a list of supported modules, use the pam-config —--
list-modules command. Use the pam—config command to maintain your
PAM configuration files. Add new modules to your PAM configurations, delete
other modules or modify options to these modules. When changing global PAM
configuration files, no manual tweaking of the PAM setup for individual applications
is required.

A simple use case for pam—-config involves the following:

1 Auto-generate a fresh Unix-style PAM configuration. Let pam-config create
the simplest possible setup which you can extend later on. The pam-config
——create command creates a simple UNIX authentication configuration. Pre-
existing configuration files not maintained by pam-config are overwritten, but
backup copies are kept as * . pam-config-backup.

2 Add a new authentication method. Adding a new authentication method (for
example, LDAP) to your stack of PAM modules comes down to a simple pam—
config —-add --1ldap command. LDAP is added wherever appropriate
across all common—-*-pc  PAM configuration files.
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3 Add debugging for test purposes. To make sure the new authentication
procedure works as planned, turn on debugging for all PAM-related operations.
The pam-config —--add --ldap-debug turns on debugging for
LDAP-related PAM operations. Find the debugging output in /var/log/
messages .

4 Query your setup. Before you finally apply your new PAM setup, check if
it contains all the options you wanted to add. The pam-config —-—-query
——module lists both the type and the options for the queried PAM module.

5 Remove the debug options. Finally, remove the debug option from your setup
when you are entirely satisfied with the performance of it. The pam-config
—-—-delete —--ldap-debug command turns off debugging for LDAP
authentication. In case you had debugging options added for other modules, use
similar commands to turn these off.

When you create your PAM configuration files from scratch using the pam—
config —-create command, it creates symbolic links from the common—*

to the common—-*-pc  files. pam-config only modifies the common-*-pc
configuration files. Removing these symbolic links effectively disables pam-config,
because pam-config only operates on the common—-*-pc  files and these files are
not put into effect without the symbolic links.

For more information on the pam—config command and the options available,
refer to the manual page of pam-config(8).

2.6 For More Information

Inthe /usr/share/doc/packages/pam directory of the installed
system, find the following additional documentation:

READMEs
In the top level of this directory, there is the general README file. The
modules subdirectory holds README files about the available PAM modules.

The Linux-PAM System Administrators' Guide
This document comprises everything that the system administrator should know
about PAM. It discusses a range of topics, from the syntax of configuration files
to the security aspects of PAM.
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The Linux-PAM Module Writers' Manual
This document summarizes the topic from the developer's point of view, with
information about how to write standard-compliant PAM modules.

The Linux-PAM Application Developers' Guide
This document comprises everything needed by an application developer who
wants to use the PAM libraries.

The PAM Manual Pages
PAM in general as well as the individual modules come with manual pages
that provide a good overview of the functionality provided by the respective
component.

Thorsten Kukuk has developed a number of PAM modules. Find the documentation
of these modules at http://www.suse.de/~kukuk/pam/
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Using NIS

As soon as multiple UNIX systems in a network access common resources, it
becomes imperative that all user and group identities are the same for all machines in
that network. The network should be transparent to users: their environments should
not vary, regardless of which machine they are actually using. This can be done by
means of NIS and NFS services. NFS distributes file systems over a network and is
discussed in I'nasa 28, Sharing File Systems with NFS (TReference).

NIS (Network Information Service) can be described as a database-like service

that provides access to the contents of /etc/passwd , /etc/shadow ,and /
etc/group across networks. NIS can also be used for other purposes (making
the contents of files like /etc/hosts or /etc/services available, for
example), but this is beyond the scope of this introduction. People often refer to NIS
as YP, because it works like the network's «yellow pages.»

3.1 Configuring NIS Servers

To distribute NIS information across networks, either install one single server (a
master) that serves all clients, or NIS slave servers requesting this information from
the master and relaying it to their respective clients.

* To configure just one NIS server for your network, proceed with Pazmen 3.1.1,
«Configuring a NIS Master Server» (ctp. 30).

 If your NIS master server needs to export its data to slave servers, set up the
master server as described in Paznen 3.1.1, «Configuring a NIS Master Server»
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(ctp. 30) and set up slave servers in the subnets as described in Pazgen 3.1.2,
«Configuring a NIS Slave Server» (ctp. 35).

3.1.1 Configuring a NIS Master Server

To configure a NIS master server for your network, proceed as follows:

1 To check whether the YaST NIS server configuration module is already installed,
start YaST and select Software > Software Management. Search for yast2—
nis-server and install it, if needed.

2 Start YaST > Network Services > NIS Server.

3 If you need just one NIS server in your network or if this server is to act as the
master for further NIS slave servers, select Install and Set Up NIS Master Server.
YaST installs the required packages.

NOJOCKA3KA

If NIS server software is already installed on your machine, initiate the
creation of a NIS master server by clicking Create NIS Master Server.
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PucyHok 3.1 NIS Server Setup

B Network Information Service (NIS) Server Setup

Select whether to configure the NIS server as a master or a slave or not to configure a NIS server. more

Current status: Mo WIS Software is installed,

Mo NIS Server is configured.

Select what you want to do
© Install and set up an NIS Master Server
Install and set up an NIS Slave Server

Do nothing and leave set up

Help Abort Back | Mext |

4 Determine basic NIS setup options:

4a Enter the NIS domain name.

4b Define whether the host should also be a NIS client (enabling users to log
in and access data from the NIS server) by selecting This Host is also a NIS
Client.

4c If your NIS server needs to act as a master server to NIS slave servers in
other subnets, select Active Slave NIS Server Exists.

The option Fast Map Distribution is only useful in conjunction with Active
Slave NIS Servers Exist. It speeds up the transfer of maps to the slaves.

4d Select Allow Changes to Passwords to allow users in your network (both
local users and those managed through the NIS server) to change their
passwords on the NIS server (with the command yppasswd). This
makes the options Allow Changes to GECOS Field and Allow Changes
to Login Shell available. <GECOS» means that the users can also change
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their names and address settings with the command ypchfn. «Shell»
allows users to change their default shell with the command ypchsh (for
example, to switch from bash to sh). The new shell must be one of the
predefined entries in /etc/shells

4e Select Open Port in Firewall to have YaST adapt the firewall settings for
the NIS server.

PucyHok 3.2 Master Server Setup

& Master Server Setup

Enter a NIS domain. more

NIS Domain Name

example. com|

This host is also a NIS client

B Active Slave NIS server exists
Fast Map distribution (ipc. ypxfrd)

Changing of passwords

Allow changes to passwords

Open Pant in Eirewall

Firswall port is closed

Giher global ssttings

Help Abort Back Next

4f Leave this dialog with Next or click Other Global Settings to make
additional settings.

Other Global Settings include changing the source directory of the NIS
server (/etc by default). In addition, passwords can be merged here.
The setting should be Yes to create the user database from the system
authentication files /etc/passwd , /etc/shadow ,and /etc/
group . Also, determine the smallest user and group ID that should
be offered by NIS. Click OK to confirm your settings and return to the
previous screen.
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PucyHok 3.3 Changing the Directory and Synchronizing Files for a NIS
Server

7Y NIS Master Server Details Setup

You can change NIS server source directory (usually Yetc). more

YP Source directory

fete |

Merge passwords

Minimum UID:  Minimum GID

Help Cancel | ok |

5 If you previously enabled Active Slave NIS Server Exists, enter the hostnames
used as slaves and click Next. If no slave servers exist, this configuration step is
skipped.

6 Continue to the dialog for the database configuration. Specify the NIS Server
Maps, the partial databases to transfer from the NIS server to the client. The

default settings are usually adequate. Leave this dialog with Next.

7 Check which maps should be available and click Next to continue.
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PucyHok 3.4 NIS Server Maps Setup

& NIS Server Maps Setup
With this dialog, adjust which maps will be available

Maps
ethers
group
hosts
netgrp
networks
passwd
printcap
protocols
pe
senices

BEOC0O00DE®ROOOO

shadow

Help Abart Back DNext

8 Determine which hosts are allowed to query the NIS server. You can add, edit,
or delete hosts by clicking the appropriate button. Specify from which networks
requests can be sent to the NIS server. Normally, this is your internal network. In
this case, there should be the following two entries:
255.0.0.0 127.0.0.0
0.0.0.0 0.0.0.0

The first entry enables connections from your own host, which is the NIS server.
The second one allows all hosts to send requests to the server.
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PucyHok 3.5 Setting Request Permissions for a NIS Server

{3 MIS Server Query Hosts Setup

Please enter which hosts are allowed to query the NIS server. mare

Netmask Network
[ 255000 127000

Add  Edit | | Delete

Help Abort Back Finish

9 Click Finish to save your changes and exit the setup.

3.1.2 Configuring a NIS Slave Server

To configure additional NIS slave servers in your network, proceed as follows:

1 Start YaST > Network Services > NIS Server.

2 Select Install and Set Up NIS Slave Server and click Next.

NMOACKA3KA

If NIS server software is already installed on your machine, initiate the
creation of a NIS slave server by clicking Create NIS Slave Server.

3 Complete the basic setup of your NIS slave server:

3a Enter the NIS domain.
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3b Enter hostname or IP address of the master server.

3c Set This Host is also a NIS Client if you want to enable user logins on this
server.

3d Adapt the firewall settings with Open Ports in Firewall.
3e Click Next.

4 Enter the hosts that are allowed to query the NIS server. You can add, edit,
or delete hosts by clicking the appropriate button. Specify all networks from
which requests can be sent to the NIS server. If it applies to all networks, use the
following configuration:

255.0.0.0 127.0.0.0
0.0.0.0 0.0.0.0

The first entry enables connections from your own host, which is the NIS server.
The second one allows all hosts with access to the same network to send requests
to the server.

5 Click Finish to save changes and exit the setup.

3.2 Configuring NIS Clients

To use NIS on a workstation, do the following:

1 Start YaST > Network Services > NIS Client.
2 Activate the Use NIS button.

3 Enter the NIS domain. This is usually a domain name given by your administrator
or a static IP address received by DHCP. For information about DHCP, see
I'nasa 26, DHCP (TReference).
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PucyHok 3.6 Setting Domain and Address of a NIS Server

& Configuration of NIS client

Enter your NIS domain, such as example.com, and the NIS semver's address, such as nis.example.com or 10.20.... mare

Do not use NIS

© Use NIS

NIS client
Metconfig NIS Policy
Default Policy ~
MIS Domain:

‘EXQI’HNE com |

Addresses of NIS servers

[192.168.1.113 |

Broadcast Find

Additional NIS Domains
Edit

[l Cpen Port in Firewall Firewall Details.

Firewall port is open on all interfaces
[ Start Automounter

Expert

Help Abort Back Einish

4 Enter your NIS servers and separate their addresses by spaces. If you do not
know your NIS server, click on Find to let YaST search for any NIS servers in
your domain. Depending on the size of your local network, this may be a time-
consuming process. Broadcast asks for a NIS server in the local network after the
specified servers fail to respond.

5 Depending on your local installation, you may also want to activate the
automounter. This option also installs additional software if required.

6 If you do not want other hosts to be able to query which server your client
is using, go to the Expert settings and disable Answer Remote Hosts. By
checking Broken Server, the client is enabled to receive replies from a server
communicating through an unprivileged port. For further information, see
man ypbind.

7 Click Finish to save them and return to the YaST control center. Your client is
now configured with NIS.
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LDAP—A Directory Service

The Lightweight Directory Access Protocol (LDAP) is a set of protocols designed to
access and maintain information directories. LDAP can be used for user and group
management, system configuration management, address management, and more.
This chapter provides a basic understanding of how OpenLDAP works and how to
manage LDAP data with YaST.

In a network environment it is crucial to keep important information structured
and to serve it quickly. A directory service—like the common yellow pages, keeps
information available in a well-structured and readily-searchable form.

Ideally, a central server stores the data in a directory and distributes it to all clients
using a well-defined protocol. The structured data allow a wide range of applications
to access them. A central repository reduces the necessary administrative effort. The
use of an open and standardized protocol like LDAP ensures that as many different
client applications as possible can access such information.

A directory in this context is a type of database optimized for quick and effective
reading and searching:

* To make multiple concurrent reading accesses possible, the number of updates
is usually very low. The number of read and write accesses is often limited to a
few users with administrative privileges. In contrast, conventional databases are
optimized for accepting the largest possible data volume in a short time.

* When static data is administered, updates of the existing data sets are very rare.
When working with dynamic data, especially when data sets like bank accounts
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or accounting are concerned, the consistency of the data is of primary importance.
If an amount should be subtracted from one place to be added to another, both
operations must happen concurrently, within one transaction, to ensure balance
over the data stock. Traditional relational databases usually have a very strong
focus on data consistency, such as the referential integrity support of transactions.
Conversely, short-term inconsistencies are usually acceptable in LDAP directories.
LDAP directories often do not have such strong consistency requirements as
relational databases.

The design of a directory service like LDAP is not laid out to support complex
update or query mechanisms. All applications are guaranteed to access this service
quickly and easily.

4.1 LDAP versus NIS

Unix system administrators traditionally use NIS (Network Information Service) for
name resolution and data distribution in a network. The configuration data contained
in the files group, hosts, mail, netgroup, networks, passwd, printcap,
protocols, rpc, and services in the /etc directory is distributed to clients
all over the network. These files can be maintained without major effort because
they are simple text files. The handling of larger amounts of data, however, becomes
increasingly difficult due to nonexistent structuring. NIS is only designed for

Unix platforms, and is not suitable as a centralized data administration tool in
heterogeneous networks.

Unlike NIS, the LDAP service is not restricted to pure Unix networks. Windows
servers (from 2000) support LDAP as a directory service. The application tasks

mentioned above are additionally supported in non-Unix systems.

The LDAP principle can be applied to any data structure that needs to be centrally
administered. A few application examples are:

* Replacement for the NIS service
* Mail routing (postfix, sendmail)
¢ Address books for mail clients, like Mozilla, Evolution, and Outlook

* Administration of zone descriptions for a BIND9 name server
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» User authentication with Samba in heterogeneous networks

This list can be extended because LDAP is extensible, unlike NIS. The clearly-
defined hierarchical structure of the data eases the administration of large amounts of
data, as it can be searched more easily.

4.2 Structure of an LDAP Directory
Tree

To get background knowledge on how a LDAP server works and how the data

is stored, it is vital to understand the way the data is organized on the server and
how this structure enables LDAP to provide fast access to the data. To successfully
operate an LDAP setup, you also need to be familiar with some basic LDAP
terminology. This section introduces the basic layout of an LDAP directory tree and
provides the basic terminology used with respect to LDAP. Skip this introductory
section if you already have some LDAP background knowledge and just want to
learn how to set up an LDAP environment in openSUSE. Read on at Paznen 4.3,
«Configuring an LDAP Server with YaST» (ctp. 44) or Paznen 4.7, «Manually
Configuring an LDAP Server» (ctp. 63).

An LDAP directory has a tree structure. All entries (called objects) of the
directory have a defined position within this hierarchy. This hierarchy is called the
directory information tree (DIT). The complete path to the desired entry, which
unambiguously identifies it, is called the distinguished name or DN. A single node
along the path to this entry is called relative distinguished name or RDN.

The relations within an LDAP directory tree become more evident in the following
example, shown in Pucynok 4.1, «Structure of an LDAP Directory» (ctp. 42).
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PucyHok 4.1 Structure of an LDAP Directory

dc=exanpl e, dc=com

ou=devel ou=doc ou=it

cn=Tux Li nux cn=CGeeko Li nux

The complete diagram is a fictional directory information tree. The entries on

three levels are depicted. Each entry corresponds to one box in the image. The
complete, valid distinguished name for the fictional employee Geeko Linux,

in this case, is cn=Geeko Linux, ou=doc, dc=example, dc=com. Itis
composed by adding the RDN cn=Geeko Linux to the DN of the preceding entry
ou=doc, dc=example, dc=comn.

The types of objects that can be stored in the DIT are globally determined following
a Schema. The type of an object is determined by the object class. The object class
determines what attributes the relevant object must or can be assigned. The Schema,
therefore, must contain definitions of all object classes and attributes used in the
desired application scenario. There are a few common Schemas (see RFC 2252 and
2256). The LDAP RFC defines a few commonly used Schemas (see e.g., RFC4519).
Additionally there are Schemas available for many other use cases (e.g., Samba,
NIS replacement, etc.). It is, however, possible to create custom Schemas or to use
multiple Schemas complementing each other (if this is required by the environment
in which the LDAP server should operate).

Ta6muna 4.1, «Commonly Used Object Classes and Attributes» (ctp. 43) offers a
small overview of the object classes from core.schema and inetorgperson
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.schema used in the example, including required attributes and valid attribute
values.

Tabnuua 4.1 Commonly Used Object Classes and Attributes

Object Class Meaning Example Required
Entry Attributes
dcObject domainComponent (name example dc

components of the domain)

organizationalUnit organizationalUnit doc ou
(organizational unit)

inetOrgPerson inetOrgPerson (person-related Geeko sn and cn
data for the intranet or Internet) Linux

[Mpumep 4.1, «Excerpt from schema.core» (ctp. 43) shows an excerpt from a
Schema directive with explanations.

Tpumep 4.1 Excerpt from schema.core

attributetype (2.5.4.11 NAME ( 'ou' 'organizationalUnitName') @
DESC 'RFC2256: organizational unit this object belongs to' @
SUP name ) &

objectclass ( 2.5.6.5 NAME 'organizationalUnit' @

DESC 'RFC2256: an organizational unit' @

SUP top STRUCTURAL ®

MUST ou @
MAY (userPassword $ searchGuide $ seeAlso $ businessCategory ©
x121Address $ registeredAddress $ destinationIndicator
preferredDeliveryMethod $ telexNumber
teletexTerminalIdentifier $ telephoneNumber
internationaliSDNNumber $ facsimileTelephoneNumber
street $ postOfficeBox $ postalCode $ postalAddress
physicalDeliveryOfficeName
st $ 1 $ description) )

v » »n

The attribute type organizationalUnitName and the corresponding object
class organizationalUnit serve as an example here.

©® The name of the attribute, its unique OID (object identifier) (numerical), and
the abbreviation of the attribute.
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® A brief description of the attribute with DESC. The corresponding RFC, on
which the definition is based, is also mentioned here.

®  SUP indicates a superordinate attribute type to which this attribute belongs.

®  The definition of the object class organizationalUnit begins—the same
as in the definition of the attribute—with an OID and the name of the object
class.

® A brief description of the object class.

® The SUP top entry indicates that this object class is not subordinate to another
object class.

@ With MUST list all attribute types that must be used in conjunction with an
object of the type organizationalUnit.

®  With MAY list all attribute types that are permitted in conjunction with this
object class.

A very good introduction to the use of Schemas can be found in the OpenLDAP

documentation. When installed, find it in /usr/share/doc/packages/
openldap2/guide/admin/guide.html

4.3 Configuring an LDAP Server
with YaST

Use YaST to set up an LDAP server. Typical use cases for LDAP servers include the
management of user account data and the configuration of mail, DNS, and DHCP
servers.
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PucyHok 4.2 YaST LDAP Server Configuration

ﬂ LDAP Server Configuration
With Start LDAP Server Yes or No, start or stop the LDAP server. more

Firewall Details
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PucyHok 4.3 YaST LDAP Server—New Database

) New Database
= Choose the Database from hdb and bdb. more

Basic Database Settings
Database Type:
hdb LA
Base DN:

|dc=example‘dc=cnm

Administrator DN
cn=Administrator ‘ £ Append Base DN

LDAP Administrator Passward:

Validate Passwaord,

Database Directory:

| Browse...

) Use this database as the default for OpenLDAP clients

Help Cancel Back | Next |

To set up an LDAP server for user account data, make sure the yast2-1dap-
server and openldap2 packages are installed. Then proceed as follows:

1 Start YaST as root and select Network Services > LDAP Server to invoke the
configuration wizard.

2 Configure the Global Settings of your LDAP server (you can change these settings
later)—see Pucynok 4.2, «YaST LDAP Server Configuration» (ctp. 45):

2a Set LDAP to be started.

2b If the LDAP server should announce its services via SLP, check Register at
an SLP Daemon.

2c Configure Firewall Settings.
2d Click Next.
3 Select the server type: stand-alone server, master server in a replication setup, or

replication (slave) server.
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4 Select security options (TLS Settings).

It is strongly recommended to Enable TLS. For more information, see Ilar 4
(ctp. 49).

BHUMAHME: Password Encryption

Enabling TLS ensures passwords are sent encrypted over the network.
When this option is not enabled, passwords are sent unencrypted.

Also consider to use LDAP over SSL and certificates.

5 Confirm Basic Database Settings with entering an LDAP Administrator Password
and then clicking Next—see Pucynok 4.2, «YaST LDAP Server Configuration»
(ctp. 45).

6 Check the LDAP Server Configuration Summary and click Finish to exit the
configuration wizard.

PucyHok 4.4 YaST LDAP Server Configuration

[@ LDAP Server Configuration

Select Yes if the LDAP server should be started automatically as part of the boot process. more

Startup Configuration Start LDAP Server

= Global Settings No
Log Level Settings O Yes
Allow/Disallow Features
TLS Settings

Schema Files
b Databases Protocol Listeners

€ LDAP
LDAP over SSL (ldaps)

Register at an SLP Dasmon

[ LDAE over IPC (Idapi)

Firewall Settings
[ Open Port in Eirewall Firewall Details...

Firewall port is open on all interfaces

Help Cancel oK
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For changes or additional configuration start the LDAP server module again and in
the left pane expand Global Settings to make subentries visible—see PucyHok 4.4,
«YaST LDAP Server Configuration» (ctp. 47):

1 With Log Level Settings, configure the degree of logging activity (verbosity) of
the LDAP server. From the predefined list, select or deselect the logging options
according to your needs. The more options are enabled, the larger your log files
grow.

2 Configure which connection types the server should offer under Allow/Disallow
Features. Choose from:

LDAPv2 Bind Requests
This option enables connection requests (bind requests) from clients using the
previous version of the protocol (LDAPvV2).

Anonymous Bind When Credentials Not Empty
Normally the LDAP server denies any authentication attempts with empty
credentials (DN or password). Enabling this option, however, makes it
possible to connect with a password and no DN to establish an anonymous
connection.

Unauthenticated Bind When DN Not Empty
Enabling this option makes it possible to connect without authentication
(anonymously) using a DN but no password.

Unauthenticated Update Options to Process
Enabling this option allows non-authenticated (anonymous) update
operations. Access is restricted according to ACLs and other rules.

3 Allow/Disallow Features also lets you configure the server flags. Choose from:

Disable Acceptance of Anonymous Bind Requests
The Server will no longer accept anonymous bind request. Note, that this does
not generally prohibit anonymous directory access.

Disable Simple Bind Authentication
Completely disable Simple Bind authentication.

Disable Forcing Session to Anonymous Status upon StartTLS Operation Receipt
The server will no longer force an authenticated connection back to the
anonymous state when receiving the StartTLS operation.
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Disallow the StartTLS Operation if Authenticated
The server will disallow the StartTLS operation on already authenticated
connections.

4 To configure secure communication between client and server, proceed with TLS
Settings:

4a Activate Enable TLS to enable TLS and SSL encryption of the client/server
communication.

4b Either Import Certificate by specifying the exact path to its location
or enable the Use Common Server Certificate. If the Use Common
Server Certificate is not available because it has not been created during
installation, go for Launch CA Management Module first— for more
information, see Paznen 16.2, «YaST Modules for CA Management»
(ctp. 209).

Add Schema files to be included in the server's configuration by selecting Schema
Files in the left part of the dialog. The default selection of schema files applies to the
server providing a source of YaST user account data.

YaST allows to add traditional Schema files (usually with a name ending in

. schema) or LDIF files containing Schema definitions in OpenLDAP's LDIF
Schema format.
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PucyHok 4.5 YaST LDAP Server Database Configuration

[@ LDAP Server Configuration

You can see a list of configured databases. more

Startup Configuration Suffix DN Datahase type
~ Global Settings
Log Level Settings cn=config config
Allow/Disallow Features| de=example de=com  hdb
TLS Settings
Schema Files
~
P (frontend)
P en=config (config)
P de=example,de=cam (h
_ 5 Add Database. Delete Database
Help Cancel oK

To configure the databases managed by your LDAP server, proceed as follows:

1 Select the Databases item in the left part of the dialog.
2 Click Add Database to add a new database.

3 Enter the requested data:

Base DN
Enter the base DN of your LDAP server.

Administrator DN
Enter the DN of the administrator in charge of the server. If you check
Append Base DN, only provide the cn of the administrator and the system
fills in the rest automatically.

LDAP Administrator Password
Enter the password for the database administrator.

50 PykoBoacTBo no 6e3onacHoCTU



Use This Database as the Default for OpenLDAP Clients
For convenience, check this option if wanted.

4 In the next dialog configure replication settings.

5 In the next dialog, enable enforcement of password policies to provide extra
security to your LDAP server:

5a Check Enable Password Policies to be able to specify a password policy.

5b Activate Hash Clear Text Passwords to have clear text passwords be
hashed before they are written to the database whenever they are added or
modified.

5¢ Disclose "Account Locked" Status provides a relevant error message for
bind requests to locked accounts.

BHUMAHME: Locked Accounts in Security Sensitive
Environments

Do not use the Disclose "Account Locked" Status option if your
environment is sensitive to security issues, because the «Locked
Account» error message provides security-sensitive information
that can be exploited by a potential attacker.

5d Enter the DN of the default policy object. To use a DN other than the
one suggested by YaST, enter your choice. Otherwise, accept the default
settings.

6 Complete the database configuration by clicking Finish.

If you have not opted for password policies, your server is ready to run at this point.
If you have chosen to enable password policies, proceed with the configuration of the
password policy in detail. If you have chosen a password policy object that does not
yet exist, YaST creates one:

1 Enter the LDAP server password. In the navigation tree below Databases expand
your database object and activate the Password Policy Configuration item.

2 Make sure Enable Password Policies is activated. Then click Edit Policy.

LDAP—A Directory Service 51



3 Configure the password change policies:

3a Determine the number of passwords stored in the password history. Saved
passwords may not be reused by the user.

3b Determine if users will be able to change their passwords and if they will
need to change their passwords after a reset by the administrator. Require
the old password for password changes (optional).

3¢ Determine whether and to what extent passwords should be subject to
quality checking. Set the minimum password length that must be met
before a password is valid. If you select Accept Uncheckable Passwords,
users are allowed to use encrypted passwords, even though the quality
checks cannot be performed. If you opt for Only Accept Checked
Passwords only those passwords that pass the quality tests are accepted as
valid.

4 Configure the password time-limit policies:
4a Determine the minimum password time-limit (the time that needs to pass
between two valid password changes) and the maximum password time-
limit.

4b Determine the time between a password expiration warning and the actual
password expiration.

4c¢ Set the number of postponement uses of an expired password before the
password expires permanently.

5 Configure the lockout policies:

5a Enable password locking.
5b Determine the number of bind failures that trigger a password lock.
5¢ Determine the duration of the password lock.

5d Determine the length of time that password failures are kept in the cache
before they are purged.

6 Apply your password policy settings with OK.
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To edit a previously created database, select its base DN in the tree to the left. In

the right part of the window, YaST displays a dialog similar to the one used for the
creation of a new database (with the main difference that the base DN entry is grayed
out and cannot be changed).

After leaving the LDAP server configuration by selecting Finish, you are ready to go
with a basic working configuration for your LDAP server. To fine-tune this setup,
make use of OpenLDAP's dynamic configuration backend.

The OpenLDAP's dynamic configuration backend stores the configuration in

an LDAP database. That database consists of a set of . 1dif filesin /etc/
openldap/slapd.d . There is no need to access these files directly.

To access the settings you can either use the YaST LDAP server module (the
yast2-1ldap-server package) or an LDAP client such as 1dapmodi fy or
ldapsearch. For more information on the dynamic configuration of OpenLDAP,
see the OpenLDAP Administration Guide.

4.4 Configuring an LDAP Client with
YaST

YaST includes a module to set up LDAP-based user management. If you did not
enable this feature during the installation, start the module by selecting Network
Services > LDAP Client. YaST automatically enables any PAM and NSS-related
changes as required by LDAP and installs the necessary files. Simply connect your
client to the server and let YaST manage users over LDAP. This basic setup is
described in Pasnen 4.4.1, «Configuring Basic Settings» (ctp. 54).

Use the YaST LDAP client to further configure the YaST group and user
configuration modules. This includes manipulating the default settings for new

users and groups and the number and nature of the attributes assigned to a user or
group. LDAP user management allows you to assign far more and different attributes
to users and groups than traditional user or group management solutions. This is
described in Paznen 4.4.2, «Configuring the YaST Group and User Administration
Modules» (ctp. 57).
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4.4.1 Configuring Basic Settings

The basic LDAP client configuration dialog (Pucynok 4.6, «YaST: LDAP Client
Configuration» (ctp. 54)) opens during installation if you choose LDAP user
management or when you select Network Services > LDAP Client in the YaST
Control Center in the installed system.

PucyHok 4.6 YaST: LDAP Client Configuration

] LDAP Client Configuration

Here, your machine can be set up as an LDAP client. more

User Authentication
Do Not Use LDAP
© [Use LDAP|
Use LDAP but Disable Logins

LDAP Client
Addresses of LDAP Servers:

[192.188.1 113 | Find

LDAP Base DN

‘dc=examp\e dec=com ‘ Fetch DN
Secure Connection

@ LDAP TLS/SSL Download CA Certificate

[ Start Automounter

Create Home Directory on Login

Advanced Configuration
Help Cancel oK

To authenticate users of your machine against an OpenL.DAP server and to enable
user management via OpenLDAP, proceed as follows:

1 Click Use LDAP to enable the use of LDAP. Select Use LDAP but Disable Logins
instead if you want to use LDAP for authentication, but do not want other users to
log in to this client.

2 Enter the IP address of the LDAP server to use.

3 Enter the LDAP Base DN to select the search base on the LDAP server. To
retrieve the base DN automatically, click Fetch DN. YaST then checks for any
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LDAP database on the server address specified above. Choose the appropriate
base DN from the search results given by YaST.

4 If TLS or SSL-protected communication with the server is required, select LDAP
TLS/SSL. Click Download CA Certificate to download a certificate in PEM format

from a URL.

5 Select Start Automounter to mount remote directories on your client, such as a
remotely managed /home.

6 Select Create Home Directory on Login to have a user's home automatically
created on the first user login.

7 Click Ok to apply your settings.

To modify data on the server as administrator, click Advanced Configuration.
The following dialog is split into two tabs. See Pucynok 4.7, «YaST: Advanced

Configuration» (ctp. 55).

PucyHok 4.7 YaST: Advanced Configuration

@ Advanced Configuration

Specify the search bases to use for specific maps (users, passwords, and groups) if they are different from the b... more

Client Settings | Administration Settings

Naming Contexts

User Map

|dc:example‘d:=cam

| Browse

Password Map:

|dc:example‘d:=cam

| Browse

Group Map

|dc:example‘d:=cam

| Browse

Password Change Protocol:

‘exop

Group Member Attribute:

member

Certificate Directory:

CA Certificate File:

Browse

Browse

LDAP Version 2

Help

Cancel oK

1 In the Client Settings tab, adjust the following settings according to your needs:
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1a If the search base for users, passwords, and groups differs from the global
search base specified in the LDAP base DN, enter these different naming
contexts in User Map, Password Map, and Group Map.

1b Specify the password change protocol. The standard method to use
whenever a password is changed is crypt, meaning that password hashes
generated by crypt are used. For details on this and other options, refer to
the pam_1dap man page.

1c Specify the LDAP group to use with Group Member Attribute. The default
value for this is member.

1d If a secure connection requires certificate checking, specify where your
CA Certificate File in PEM format is located. Or specify a directory with
certificates.

1e If the LDAP server still uses LDAPv2, enable the use of this protocol
version by selecting LDAP Version 2.

2 In Administration Settings, adjust the following settings:

2a Set the base for storing your user management data via Configuration Base
DN.

2b Enter the appropriate value for Administrator DN. This DN
must be identical with the rootdn value specified in /etc/
openldap/slapd.conf to enable this particular user to
manipulate data stored on the LDAP server. Enter the full DN (such as
cn=Administrator,dc=example, dc=com) or activate Append
Base DN to have the base DN added automatically when you enter
cn=Administrator.

2c Check Create Default Configuration Objects to create the basic
configuration objects on the server to enable user management via LDAP.

2d If your client machine needs to act as a file server for home directories
across your network, check Home Directories on This Machine.

2e Use the Password Policy section to select, add, delete, or modify the
password policy settings to use. The configuration of password policies
with YaST is part of the LDAP server setup.
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2f Click OK to leave the Advanced Configuration, then Finish to apply your
settings.

Use Configure User Management Settings to edit entries on the LDAP server. Access
to the configuration modules on the server is then granted according to the ACLs

and AClIs stored on the server. Follow the procedures outlined in Paznen 4.4.2,
«Configuring the YaST Group and User Administration Modules» (ctp. 57).

4.4.2 Configuring the YaST Group and
User Administration Modules

Use the YaST LDAP client to adapt the YaST modules for user and group
administration and to extend them as needed. Define templates with default values
for the individual attributes to simplify the data registration. The presets created
here are stored as LDAP objects in the LDAP directory. The registration of user data
is still done with the regular YaST modules for user and group management. The
registered data is stored as LDAP objects on the server.

PucyHok 4.8 YaST: Module Configuration

® Module Configuration

Here, manage the configuration stored in LDAP directory. more

Configuration Maodule:

userConfig LA

Mew | Delete

Attribute Value

suseDefaultBase
suseDefaultTemplate
suseMapAttribute

suseMaxUnigueld
suseMinPasswordLength
suseMinUnigueld
suseNextUnigueld
susePasswardHash
suseSearchFilter
suseSkelDir

ou=people, dc=example,dc=com
cn=usertemplate, ou=ldapconfig,de=example dc=com

suseMaxPasswordLength 8

60000

5

1000

1000

CRYPT
objectClass=posixAccount
letciskel

Edit

Help

Configure Template

Cancel oK
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The dialog for module configuration (PucyHok 4.8, «YaST: Module Configuration»
(ctp. 57)) allows the creation of new modules, selection and modification of
existing configuration modules, and design and modification of templates for such
modules.

To create a new configuration module, proceed as follows:

1 Inthe LDAP Client Configuration click Advanced Configuration, then open the
Administration Settings tab. Click Configure User Management Settings and enter
the LDAP server credentials.

2 Click New and select the type of module to create. For a user configuration
module, select suseUserConfiguration and for a group configuration
choose suseGroupConfiguration.

3 Choose a name for the new template (e.g., userConfig). The content view
shows a table listing all attributes allowed in this module and their assigned
values.

4 Accept the preset values or adjust the defaults to use in group and user
configurations by selecting the relevant attribute, pressing Edit, and entering
the new value. Rename a module by changing the cn attribute of the module.
Clicking Delete deletes the currently selected module.

5 After you click OK, the new module is added to the selection menu.

The YaST modules for group and user administration embed templates with standard
values. To edit a template associated with a configuration module, start the object
template configuration (Pucynok 4.9, «YaST: Configuration of an Object Template»
(ctp. 59)):

1 In the Module Configuration dialog, click Configure Template.

2 Determine the values of the general attributes assigned to this template according
to your needs or leave them empty. Empty attributes are deleted on the LDAP
server.

3 Modity, delete, or add new default values for new objects (user or group
configuration objects in the LDAP tree).
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PucyHok 4.9 YaST: Configuration of an Object Template

) Object Template Configuration
Here, configure the template used for creating new objects (like users or groups). mare

Attribute Value

suseNamingAttribute  uid

susePlugin UsersPluginLDAPAII

suseSecondaryGroup

Edit

Default Walues for New Objects

Attribute of Object Default Valug

loginShell [hinfbash

Add | Edit | Delete

Help Cancel oK

Connect the template to its module by setting the susedefaulttemplate
attribute value of the module to the DN of the adapted template.

NMOACKA3KA

The default values for an attribute can be created from other attributes by
using a variable instead of an absolute value. For example, when creating
a new user, cn=%sn %givenName is created automatically from the
attribute values for sn and givenName.

Once all modules and templates are configured correctly and ready to run, new
groups and users can be registered in the usual way with YaST.

4.5 Configuring LDAP Users and
Groups in YaST
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The actual registration of user and group data differs only slightly from the procedure
when not using LDAP. The following instructions relate to the administration of
users. The procedure for administering groups is analogous.

1 Access the YaST user administration with Security and Users > User and Group
Management.

2 Use Set Filter to limit the view of users to the LDAP users and enter the password
for Root DN.

3 Click Add to enter the user configuration. A dialog with four tabs opens:

3a Specify username, login, and password in the User Data tab.

3b Check the Details tab for the group membership, login shell, and home
directory of the new user. If necessary, change the default to values that
better suit your needs. The default values (as well as those of the password
settings) can be defined with the procedure described in Paznen 4.4.2,
«Configuring the YaST Group and User Administration Modules»
(ctp. 57).

3c Modify or accept the default Password Settings.

3d Enter the Plug-Ins tab, select the LDAP plug-in, and click Launch to
configure additional LDAP attributes assigned to the new user (see
Pucynok 4.10, «YaST: Additional LDAP Settings» (ctp. 61)).

4 Click OK to apply your settings and leave the user configuration.
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PucyHok 4.10 YaST: Additional LDAP Settings

Additional LDAP Settings

Here, see the table of all allowed attributes for the current LDAP entry that were not set in previous dialogs. mare

Attribute Malue
givenMame Tux
sn Geeko

audio
businessCategory
carlicense
departmenthlumber
displayMame
employeeNumber
employeeType
homePhone
homePostalAddress
initials

jpegPhoto
labeledURI

mail

manager

maobile

0

pager

photo ~

Edit

Help Cancel oK

The initial input form of user administration offers LDAP Options. This allows you
to apply LDAP search filters to the set of available users. Alternatively open the
module for configuring LDAP users and groups by selecting LDAP User and Group
Configuration.

4.6 Browsing the LDAP Directory
Tree

To conveniently browse the LDAP directory tree and all its entries, use the YaST
LDAP Browser:

1 Loginas root.

2 Start YaST > Network Services > LDAP Browser.
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3 Enter the address of the LDAP server, the Administrator DN, and the password for
the Root DN of this server (if you need both to read and write the data stored on
the server).

Alternatively, choose Anonymous Access and do not provide the password to gain
read access to the directory.

The LDAP Tree tab displays the content of the LDAP directory to which your
machine connected. Click to expand each item's submenu.

PucyHok 4.11 Browsing the LDAP Directory Tree

LDAP Browser
Browse the LDAP tre in the Ieft part of the dialog. more

de=example de=com uid=tuxg,ou=pe ople de=example de=com
' de=example de=com Attibute Value
en=Default Policy
~ ouldapeonfig gidNumber 100
cn=userconfig givenhiame Tux
cr=usertemplate homeDirectory fhomeftuxg
< ou=people loginShell fhinfbash
ObjectClass top posixAccount inet OrgPerson
sn Geeko
uid tuxg
uidNumber 1002
userPassword {cryptNABIDLgdcdss
audio

businessCategory
carlicense
departmenthumber
displayName
employeehumber
employesType
homePhane
homePostalAddress

initials

Reload

Help Close

4 To view any entry in detail, select it in the LDAP Tree view and open the Entry
Data tab.

All attributes and values associated with this entry are displayed.
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PucyHok 4.12 Browsing the Entry Data

=) LDAP Browser
Browse the LDAP tre in the Ieft part of the dialog. more

e e e uid=tuxg,ou=pe ople de=example de=com
' de=example de=com Attibute Value
cn=Default Policy
< ou=ldapeonfig gidNumber 100
cn=userconfig giventiame Tux
cn=usertemplate homeDirectory fhomeftuxg
~ ou=people

jash

sixAccount inetOrgPerson
Values of "o’ Attribute:

OK | | Cancel | | Help || Add Value

- ehABIDLgdcdss
audio

businessCatzgory

5 To change the value of any of these attributes, select the attribute, click Edit, enter
the new value, click Save, and provide the Root DN password when prompted.

6 Leave the LDAP browser with Close.

4.7 Manually Configuring an LDAP
Server

YaST uses OpenLDAP's dynamic configuration database (back-config) to

store the LDAP server's configuration. For details about the dynamic configuration
backend please see the slapd-config (5) man page or the OpenLDAP Software
2.4 Administrator's Guide located at /usr/share/doc/packages/
openldap2/guide/admin/guide.html on your system if the
openldap?2 package is installed.

MNOOCKA3KA: Upgrading an Old OpenLDAP Installation

YaST does not use /etc/openldap/slapd.conf to store the
OpenLDAP configuration anymore. In case of a system upgrade, a copy of
the original /etc/openldap/slapd.conf file will get created as /
etc/openldap/slapd.conf.YaSTsave
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To conveniently access the configuration backend, you use SASL external
authentication. For example, the following 1dapsearch command executed as
root can be used to show the complete s1apd configuration:

ldapsearch -Y external -H ldapi:/// -b cn=config

4.7.1 Starting and Stopping the Servers

Once the LDAP server is fully configured and all desired entries have been made
according to the pattern described in Pa3nen 4.8, «Manually Administering LDAP
Data» (ctp. 64), start the LDAP server as root by entering rcldap start.

To stop the server manually, enter the command rcldap stop. Query the status of
the running LDAP server with rcldap status.

Use the YaST runlevel editor, described in Paznen “Configuring CucteMHbIe CITyKOBI
(Yposens 3anycka) with YaST” (I'naBa 17, Booting and Configuring a Linux System,
TReference), to have the server started and stopped automatically on system bootup
and shutdown. It is also possible to create the corresponding links to the start and
stop scripts with the insserv command from a command prompt as described

in Paznen “Init Scripts” (I'naBa 17, Booting and Configuring a Linux System,
TReference).

4.8 Manually Administering LDAP
Data

OpenLDAP offers a series of tools for the administration of data in the LDAP
directory. The four most important tools for adding to, deleting from, searching
through and modifying the data stock are explained in this section.

4.8.1 Inserting Data into an LDAP
Directory

Once your LDAP server is correctly configured (it features appropriate entries

for suffix, directory, rootdn, rootpw and index), proceed to entering
records. OpenLDAP offers the 1dapadd command for this task. If possible, add the
objects to the database in bundles (for practical reasons). LDAP is able to process
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the LDIF format (LDAP data interchange format) for this. An LDIF file is a simple
text file that can contain an arbitrary number of attribute and value pairs. The LDIF
file for creating a rough framework for the example in Pucynok 4.1, «Structure of an
LDAP Directory» (ctp. 42) would look like the one in ITpumep 4.2, «<An LDIF

File» (ctp. 65).

BAXHO: Encoding of LDIF Files

LDAP works with UTF-8 (Unicode). Umlauts must be encoded correctly.
Otherwise, avoid umlauts and other special characters or use iconv to
convert the input to UTF-8.

Tpumep 4.2 An LDIF File

# The Organization

dn: dc=example, dc=com
objectClass: dcObject
objectClass: organization
o: Example dc: example

# The organizational unit development (devel)
dn: ou=devel, dc=example,dc=com

objectClass: organizationalUnit

ou: devel

# The organizational unit documentation (doc)
dn: ou=doc, dc=example, dc=com

objectClass: organizationalUnit

ou: doc

# The organizational unit internal IT (it)
dn: ou=it,dc=example,dc=com

objectClass: organizationalUnit

ou: it

Save the file with the . 1dif suffix then pass it to the server with the following
command:
ldapadd -x -D dn_of_the_administrator -W -f file.ldif

-x switches off the authentication with SASL in this case. —D declares the user
that calls the operation. The valid DN of the administrator is entered here just

like it has been configured in slapd.conf . In the current example, this is
cn=Administrator, dc=example, dc=com. —-W circumvents entering the
password on the command line (in clear text) and activates a separate password
prompt. The — £ option passes the filename. See the details of running 1dapadd in
[Mpumep 4.3, «ldapadd with example.ldif» (cTp. 66).
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TMpumep 4.3 ldapadd with example.ldif

ldapadd -x -D cn=Administrator,dc=example,dc=com -W —-f example.ldif

Enter LDAP password:

adding new entry "dc=example,dc=com"

adding new entry "ou=devel,dc=example,dc=com"
adding new entry "ou=doc,dc=example,dc=comn"
adding new entry "ou=it,dc=example,dc=com"

The user data of individuals can be prepared in separate LDIF files. [Ipumep 4.4,
«LDIF Data for Tux» (ctp. 66) adds Tux to the new LDAP directory.

lMpumep 4.4 LDIF Data for Tux

# coworker Tux

dn: cn=Tux Linux,ou=devel, dc=example,dc=com
objectClass: inetOrgPerson

cn: Tux Linux

givenName: Tux

sn: Linux

mail: tux@example.com

uid: tux

telephoneNumber: +49 1234 567-8

An LDIF file can contain an arbitrary number of objects. It is possible to pass
directory branches (entirely or in part) to the server in one go, as shown in the
example of individual objects. If it is necessary to modify some data relatively often,
a fine subdivision of single objects is recommended.

4.8.2 Modifying Data in the LDAP
Directory

The tool 1dapmodify is provided for modifying the data stock. The easiest way
to do this is to modify the corresponding LDIF file and pass the modified file to the
LDAP server. To change the telephone number of colleague Tux from +49 1234
567-8to+49 1234 567-10, edit the LDIF file like in ITpumep 4.5, «Modified
LDIF File tux.1dif» (cTp. 66).

Tpumep 4.5 Modified LDIF File tux.ldif

# coworker Tux

dn: cn=Tux Linux,ou=devel, dc=example,dc=com
changetype: modify

replace: telephoneNumber

telephoneNumber: +49 1234 567-10
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Import the modified file into the LDAP directory with the following command:

ldapmodify -x -D cn=Administrator,dc=example,dc=com -W —-f tux.ldif
Alternatively, pass the attributes to change directly to 1dapmodi fy as follows:

1 Start 1dapmodify and enter your password:

ldapmodify -x -D cn=Administrator,dc=example, dc=com -W
Enter LDAP password:

2 Enter the changes while carefully complying with the syntax in the order
presented below:

dn: cn=Tux Linux,ou=devel, dc=example,dc=com
changetype: modify

replace: telephoneNumber

telephoneNumber: +49 1234 567-10

For more information about 1dapmodi fy and its syntax, see the 1dapmodify
man page.

4.8.3 Searching or Reading Data from an
LDAP Directory

OpenLDAP provides, with 1dapsearch, a command line tool for searching data
within an LDAP directory and reading data from it. This is a simple query:

ldapsearch -x -b dc=example,dc=com " (objectClass=*)"

The —b option determines the search base (the section of the tree within which the
search should be performed). In the current case, this is dc=example, dc=com.

To perform a more finely-grained search in specific subsections of the LDAP
directory (for example, only within the devel department), pass this section

to 1dapsearch with —b. —x requests activation of simple authentication.
(objectClass=*) declares that all objects contained in the directory should be
read. This command option can be used after the creation of a new directory tree to
verify that all entries have been recorded correctly and the server responds as desired.
For more information about the use of 1dapsearch, see the 1dapsearch (1)
man page.

4.8.4 Deleting Data from an LDAP
Directory
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Delete unwanted entries with 1dapdelete. The syntax is similar to that of the
other commands. To delete, for example, the complete entry for Tux Linux, issue
the following command:

ldapdelete -x -D cn=Administrator,dc=example,dc=com -W cn=Tux \
Linux, ou=devel, dc=example, dc=com

4.9 For More Information

More complex subjects (like SASL configuration or establishment of a replicating
LDAP server that distributes the workload among multiple slaves) were omitted from
this chapter. Find detailed information about both subjects in the OpenLDAP 2.4
Administrator's Guide—see at OpenLDAP 2.4 Administrator's Guide (ctp. 68).

The Web site of the OpenLDAP project offers exhaustive documentation for
beginner and advanced LDAP users:

OpenLDAP Faq-O-Matic
A detailed question and answer collection applying to the installation,
configuration, and use of OpenLDAP. Find itat http://www.openldap
.org/fag/data/cache/1.html

Quick Start Guide
Brief step-by-step instructions for installing your first LDAP server. Find it at
http://www.openldap.org/doc/admin24/quickstart
.html oron an installed system in Section 2 of /usr/share/doc/
packages/openldap2/guide/admin/guide.html

OpenLDAP 2.4 Administrator's Guide
A detailed introduction to all important aspects of LDAP configuration,
including access controls and encryption. See http://www.openldap
.org/doc/admin24/ or, on an installed system, /usr/share/
doc/packages/openldap?2/guide/admin/guide.html

Understanding LDAP
A detailed general introduction to the basic principles of LDAP: http://www
.redbooks.ibm.com/redbooks/pdfs/sg244986.pdf

Printed literature about LDAP:
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* LDAP System Administration by Gerald Carter ISBN 1-56592-491-6)

* Understanding and Deploying LDAP Directory Services by Howes, Smith, and
Good (ISBN 0-672-32316-8)

The ultimate reference material for the subject of LDAP are the corresponding RFCs
(request for comments), 2251 to 2256.
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Active Directory Support

Active Directory* (AD) is a directory-service based on LDAP, Kerberos, and other
services that is used by Microsoft Windows to manage resources, services, and
people. In an MS Windows network, AD provides information about these objects,
restricts access to them, and enforces policies. openSUSE® lets you join existing AD
domains and integrate your Linux machine into a Windows environment.

5.1 Integrating Linux and AD
Environments

With a Linux client (configured as an Active Directory client) that is joined to an
existing Active Directory domain, benefit from various features not available on a
pure openSUSE Linux client:

Browsing Shared Files and Folders with SMB
Both Nautilus (the GNOME file manager) and Konqueror (its KDE counterpart)
support browsing shared resources through SMB.

Sharing Files and Folders with SMB
Both Nautilus (the GNOME file manager) and Konqueror (its KDE counterpart)
support sharing folders and files as in Windows.

Accessing and Manipulating User Data on the Windows Server
Through Nautilus and Konqueror, users are able to access their Windows user
data and can edit, create, and delete files and folders on the Windows server.
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Users can access their data without having to enter their password multiple
times.

Offline Authentication
Users are able to log in and access their local data on the Linux machine even if
they are offline or the AD server is unavailable for other reasons.

Windows Password Change
This port of AD support in Linux enforces corporate password policies stored in
Active Directory. The display managers and console support password change
messages and accept your input. You can even use the Linux passwd command
to set Windows passwords.

Single-Sign-On through Kerberized Applications
Many applications of both desktops are Kerberos-enabled (kerberized), which
means they can transparently handle authentication for the user without the need
for password reentry at Web servers, proxies, groupware applications, or other
locations.

A brief technical background for most of these features is given in the following
section.

5.2 Background Information for
Linux AD Support

Many system components need to interact flawlessly in order to integrate a Linux
client into an existing Windows Active Directory domain. PucyHok 5.1, «Active
Directory Authentication Schema» (ctp. 73) highlights the most prominent ones.
The following sections focus on the underlying processes of the key events in AD
server and client interaction.
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PucyHok 5.1 Active Directory Authentication Schema

Kerberos
Credential
pam_winbind Cache

pam_unix2

pam_mkhomedir

Offline Cache winbindd [¢—

A

and various MS protocols
Kerberos

LDAP, Kerberos

\ /

Windows DC

(Active Directory)

To communicate with the directory service, the client needs to share at least two
protocols with the server:

LDAP
LDAP is a protocol optimized for managing directory information. A Windows
domain controller with AD can use the LDAP protocol to exchange directory
information with the clients. To learn more about LDAP in general and about
the open source port of it, OpenLDAP, refer to I'naBa 4, LDAP—A Directory
Service (ctp. 39).
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Kerberos
Kerberos is a third-party trusted authentication service. All its clients trust
Kerberos's authorization of another client's identity, enabling kerberized single-
sign-on (SSO) solutions. Windows supports a Kerberos implementation, making
Kerberos SSO possible even with Linux clients.

The following client components process account and authentication data:

Winbind
The most central part of this solution is the winbind daemon that is a part of the
Samba project and handles all communication with the AD server.

NSS (Name Service Switch)
NSS routines provide name service information. Naming service for both users
and groups is provided by nss_winbind . This module directly interacts with
the winbind daemon.

PAM (Pluggable Authentication Modules)
User authentication for AD users is done by the pam_winbind module.
The creation of user homes for the AD users on the Linux client is handled by
pam_mkhomedir .The pam_winbind module directly interacts with
winbindd. To learn more about PAM in general, refer to ['naBa 2, Authentication
with PAM (ctp. 17).

Applications that are PAM-aware, like the login routines and the GNOME and KDE
display managers, interact with the PAM and NSS layer to authenticate against

the Windows server. Applications supporting Kerberos authentication (such as file
managers, Web browsers, or e-mail clients) use the Kerberos credential cache to
access user's Kerberos tickets, making them part of the SSO framework.

5.2.1 Domain Join

During domain join, the server and the client establish a secure relation. On the
client, the following tasks need to be performed to join the existing LDAP and
Kerberos SSO environment provided by the Window domain controller. The entire
join process is handled by the YaST Domain Membership module, which can be run
during installation or in the installed system. The steps involved are:

1 The Windows domain controller, providing both LDAP and KDC (Key
Distribution Center) services, is located.
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2 A machine account for the joining client is created in the directory service.

3 An initial ticket granting ticket (TGT) is obtained for the client and stored in its
local Kerberos credential cache. The client needs this TGT to get further tickets
allowing it to contact other services, like contacting the directory server for LDAP
queries.

4 NSS and PAM configurations are adjusted to enable the client to authenticate
against the domain controller.

During client boot, the winbind daemon is started and retrieves the initial Kerberos
ticket for the machine account. winbindd automatically refreshes the machine's ticket
to keep it valid. To keep track of the current account policies, winbindd periodically
queries the domain controller.

5.2.2 Domain Login and User Homes

The login managers of GNOME and KDE (GDM and KDM) have been extended
to allow the handling of AD domain login. Users can choose to log into the primary
domain the machine has joined or to one of the trusted domains with which the
domain controller of the primary domain has established a trust relationship.

User authentication is mediated by a number of PAM modules as described in
Paznen 5.2, «Background Information for Linux AD Support» (ctp. 72). The
pam_winbind module used to authenticate clients against Active Directory or
NT4 domains is fully aware of Windows error conditions that might prohibit a user's
login. The Windows error codes are translated into appropriate user-readable error
messages that PAM gives at login through any of the supported methods (GDM,
KDM, console, and SSH):

Password has expired
A message stating that the password has expired and needs to be changed is
displayed. The system prompts for a new password and informs the user if the
new password does not comply with corporate password policies (for example
the password is too short, too simple, or already in the history). If a user's
password change fails, the reason is shown and a new password prompt is given.

Account disabled
The user sees an error message stating that the account has been disabled and to
contact the system administrator.
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Account locked out
The user sees an error message stating that the account has been locked and to
contact the system administrator.

Password has to be changed
The user can log in but receives a warning that the password needs to be changed
soon. This warning is sent three days before that password expires. After
expiration, the user cannot log in.

Invalid workstation
When a user is restricted to specific workstations and the current openSUSE
machine is not among them, a message appears that this user cannot log in from
this workstation.

Invalid logon hours
When a user is only allowed to log in during working hours and tries to log in
outside working hours, a message informs the user that logging in is not possible
at that time.

Account expired
An administrator can set an expiration time for a specific user account. If that
user tries to log in after expiration, the user gets a message that the account has
expired and cannot be used to log in.

During a successful authentication, pam_winbind acquires a ticket granting
ticket (TGT) from the Kerberos server of Active Directory and stores it in the
user's credential cache. It also renews the TGT in the background, requiring no user
interaction.

openSUSE supports local home directories for AD users. If configured through
YaST as described in Paznen 5.3, «Configuring a Linux Client for Active Directory»
(ctp. 77), user homes are created at the first login of a Windows (AD) user into

the Linux client. These home directories look and feel entirely the same as standard
Linux user home directories and work independently of the AD domain controller.
Using a local user home, it is possible to access a user's data on this machine (even
when the AD server is disconnected) as long as the Linux client has been configured
to perform offline authentication.

It is also possible to mount server home directories automatically; for more
information, see Paszen “Configuring Clients” (I'napa 29, Samba, TReference).
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5.2.3 Offline Service and Policy Support

Users in a corporate environment must have the ability to become roaming users (for
example, to switch networks or even work disconnected for some time). To enable
users to log in to a disconnected machine, extensive caching was integrated into the
winbind daemon. The winbind daemon enforces password policies even in the offline
state. It tracks the number of failed login attempts and reacts according to the policies
configured in Active Directory. Offline support is disabled by default and must be
explicitly enabled in the YaST Domain Membership module.

When the domain controller has become unavailable, the user can still access
network resources (other than the AD server itself) with valid Kerberos tickets that
have been acquired before losing the connection (as in Windows). Password changes
cannot be processed unless the domain controller is online. While disconnected
from the AD server, a user cannot access any data stored on this server. When a
workstation has become disconnected from the network entirely and connects to the
corporate network again later, openSUSE acquires a new Kerberos ticket as soon as
the user has locked and unlocked the desktop (for example, using a desktop screen
saver).

5.3 Configuring a Linux Client for
Active Directory

Before your client can join an AD domain, some adjustments must be made to your
network setup to ensure the flawless interaction of client and server.

DNS
Configure your client machine to use a DNS server that can forward DNS
requests to the AD DNS server. Alternatively, configure your machine to use the
AD DNS server as the name service data source.

NTP
To succeed with Kerberos authentication, the client must have its time set
accurately. It is highly recommended to use a central NTP time server for this
purpose (this can also be the NTP server running on your Active Directory
domain controller). If the clock skew between your Linux host and the domain
controller exceeds a certain limit, Kerberos authentication fails and the client is
logged in using the weaker NTLM (NT LAN Manager) authentication. For more
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details about using active directory for time synchronization, see IIponenypa 5.1,
«Joining an AD Domain» (ctp. 78).

DHCP
If your client uses dynamic network configuration with DHCP, configure DHCP
to provide the same IP and hostname to the client. If possible, use static IP
addresses.

Firewall
To browse your network neighborhood, either disable the firewall entirely or
mark the interface used for browsing as part of the internal zone.

To change the firewall settings on your client, log in as root and start the YaST
firewall module. Select Interfaces. Select your network interface from the list of
interfaces and click Change. Select Internal Zone and apply your settings with
OK. Leave the firewall settings with Next > Accept. To disable the firewall, just
set Service Start to Manually and leave the firewall module with Next > Accept.

AD Account
You cannot log in to an AD domain unless the AD administrator has provided
you with a valid user account for that domain. Use the AD username and
password to log in to the AD domain from your Linux client.

Join an existing AD domain during installation (or by later activating SMB user
authentication with YaST in the installed system).

3AMEYAHUE

Currently only a domain administrator account, such as Administrator,
can join openSUSE into Active Directory.

To join an AD domain in a running system, proceed as follows:
Tpouenypa 5.1 Joining an AD Domain

1 Loginas root and start YaST.

2 Start Network Services > Windows Domain Membership.

3 Enter the domain to join at Domain or Workgroup in the Windows Domain
Membership screen (see Pucynok 5.2, «Determining Windows Domain
Membership» (ctp. 79)). If the DNS settings on your host are properly
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integrated with the Windows DNS server, enter the AD domain name in its
DNS format (mydomain.mycompany .com). If you enter the short name of
your domain (also known as the pre—Windows 2000 domain name), YaST must
rely on NetBIOS name resolution instead of DNS to find the correct domain
controller. To select from a list of available domains instead, use Browse to list
the NetBIOS domains, then select the desired domain.

PucyHok 5.2 Determining Windows Domain Membership

(=] Windows Domain Membership

A Linux client can be a member of a workgroup, NT domain, or Active Directory domain. more

Membership
Domain or Workgroup:

WORKGROUP

Also Use SME Information for Linux Authentication

Expert Settings...

Sharing by Users

Allow Users to Share Their Directories

NTIP Configuration...

Help Cancel oK

Check Also Use SMB Information for Linux Authentication to use the SMB
source for Linux authentication.

Check Create Home Directory on Login to automatically create a local home
directory for your AD user on the Linux machine.

Check Offline Authentication to allow your domain users to log in even if
the AD server is temporarily unavailable, or if you do not have a network

connection.

Select Expert Settings, if you want to change the UID and GID ranges for the
Samba users and groups. Let DHCP retrieve the WINS server only if you need
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it. This applies when some of your machines are resolved by the WINS system
only.

8 Configure NTP time synchronization for your AD environment by selecting
NTP Configuration and entering an appropriate server name or IP address.
This step is obsolete if you have already entered the appropriate settings in the
standalone YaST NTP configuration module.

9 Click Finish and confirm the domain join when prompted for it.

10 Provide the password for the Windows administrator on the AD server
and click OK (see PucyHok 5.3, «Providing Administrator Credentials»
(ctp. 80)).

PucyHok 5.3 Providing Administrator Credentials

Enter the username and the passwerd
for joining the domain sbs-test site

To jein the doemain anenymously, leave the
text entries empty

Usemame

IAdministrator

Password

After you have joined the AD domain, you can log in to it from your workstation
using the display manager of your desktop or the console.

5.4 Logging In to an AD Domain

Provided your machine has been configured to authenticate against Active Directory
and you have a valid Windows user identity, you can log in to your machine using
the AD credentials. Login is supported for both desktop environments (GNOME and
KDE), the console, SSH, and any other PAM-aware application.

BA>XHO: Offline Authentication

openSUSE supports offline authentication, allowing you to remain logged
in to your client machine even if the client machine is disconnected from
the network.
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5.4.1 GDM and KDM

To authenticate a GNOME client machine against an AD server, proceed as follows:

1 Select the domain.
2 Enter your Windows username and press Enter.
3 Enter your Windows password and press Enter.

To authenticate a KDE client machine against an AD server, proceed as follows:

1 Select the domain.
2 Enter your Windows username.
3 Enter your Windows password and press Enter.

If configured to do so, openSUSE creates a user home directory on the local machine
on the first login of each AD authenticated user. This allows you to benefit from the
AD support of openSUSE while still having a fully functional Linux machine at your
disposal.

5.4.2 Console Login

You can not only log in to the AD client machine using a graphical front-end, but
also by using the text-based console login or by using SSH.

To log in to your AD client from a console, enter DOMAIN\ user at the login:
prompt and provide the password.

To remotely log in to your AD client machine using SSH, proceed as follows:

1 At the login prompt, enter:

ssh DOMAIN\\user@hostname
The \ domain and login delimiter is escaped with another \ sign.

2 Provide the user's password.
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5.5 Changing Passwords

openSUSE has the ability to help a user choose a suitable new password that meets
the corporate security policy. The underlying PAM module retrieves the current
password policy settings from the domain controller, informing the user about the
specific password quality requirements a user account typically has, by means of

a message on login. Like its Windows counterpart, openSUSE presents a message
describing:

» Password history settings

* Minimum password length requirements
* Minimum password age

* Password complexity

The password change process cannot succeed unless all requirements have been
successfully met. Feedback about the password status is given both through the
display managers and the console.

GDM and KDM provide feedback about password expiration and prompt for new
passwords in an interactive mode. To change passwords in the display managers, just
provide the password information when prompted.

To change your Windows password, you can use the standard Linux utility,
passwd, instead of having to manipulate this data on the server. To change your
Windows password, proceed as follows:

1 Log in at the console.

2 Enter passwd.

3 Enter your current password when prompted.

4 Enter the new password.

5 Reenter the new password for confirmation. If your new password does not

comply with the policies on the Windows server, you are prompted for another
password.
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To change your Windows password from the GNOME desktop, proceed as follows:

1 Click the Computer icon on the left edge of the panel.
2 Select Control Center.

3 From the Personal section, select Change Password.
4 Enter your old password.

5 Enter and confirm the new password.

6 Leave the dialog with Close to apply your settings.

To change your Windows password from the KDE desktop, proceed as follows:

1 Select Personal Settings from the main menu.

2 Select Security & Privacy.

3 Click Password & User Account.

4 Click Change Password.

5 Enter your current password.

6 Enter and confirm the new password and apply your settings with OK.

7 Leave the Personal Settings with File > Quit.
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Network Authentication with
Kerberos

An open network provides no means of ensuring that a workstation can identify

its users properly, except through the usual password mechanisms. In common
installations, the user must enter the password each time a service inside the network
is accessed. Kerberos provides an authentication method with which a user registers
only once and is trusted in the complete network for the rest of the session. To have a
secure network, the following requirements must be met:

» Have all users prove their identity for each desired service and make sure that no
one can take the identity of someone else.

* Make sure that each network server also proves its identity. Otherwise an
attacker might be able to impersonate the server and obtain sensitive information
transmitted to the server. This concept is called mutual authentication, because the
client authenticates to the server and vice versa.

Kerberos helps you meet these requirements by providing strongly encrypted

authentication. Only the basic principles of Kerberos are discussed here. For detailed
technical instruction, refer to the Kerberos documentation.

6.1 Kerberos Terminology

The following glossary defines some Kerberos terminology.
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credential
Users or clients need to present some kind of credentials that authorize them
to request services. Kerberos knows two kinds of credentials—tickets and
authenticators.

ticket
A ticket is a per-server credential used by a client to authenticate at a server
from which it is requesting a service. It contains the name of the server, the
client's name, the client's Internet address, a time stamp, a lifetime, and a random
session key. All this data is encrypted using the server's key.

authenticator
Combined with the ticket, an authenticator is used to prove that the client
presenting a ticket is really the one it claims to be. An authenticator is built using
the client's name, the workstation's IP address, and the current workstation's
time, all encrypted with the session key known only to the client and the relevant
server. An authenticator can only be used once, unlike a ticket. A client can build
an authenticator itself.

principal
A Kerberos principal is a unique entity (a user or service) to which it can assign
a ticket. A principal consists of the following components:

* Primary—the first part of the principal, which can be the same as your
username in the case of a user.

* Instance—some optional information characterizing the primary. This string
is separated from the primary by a /.

* Realm—this specifies your Kerberos realm. Normally, your realm is your
domain name in uppercase letters.

mutual authentication
Kerberos ensures that both client and server can be sure of each other's identity.
They share a session key, which they can use to communicate securely.

session key
Session keys are temporary private keys generated by Kerberos. They are
known to the client and used to encrypt the communication between the client
and the server for which it requested and received a ticket.
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replay
Almost all messages sent in a network can be eavesdropped, stolen, and resent.
In the Kerberos context, this would be most dangerous if an attacker manages
to obtain your request for a service containing your ticket and authenticator.
The attacker could then try to resend it (replay) to impersonate you. However,
Kerberos implements several mechanisms to deal with this problem.

server or service
Service is used to refer to a specific action to perform. The process behind this
action is referred to as a server.

6.2 How Kerberos Works

Kerberos is often called a third party trusted authentication service, which means all
its clients trust Kerberos's judgment of another client's identity. Kerberos keeps a
database of all its users and their private keys.

To ensure Kerberos is working correctly, run both the authentication and ticket-
granting server on a dedicated machine. Make sure that only the administrator can
access this machine physically and over the network. Reduce the (networking)
services running on it to the absolute minimum—do not even run sshd.

6.2.1 First Contact

Your first contact with Kerberos is quite similar to any login procedure at a normal
networking system. Enter your username. This piece of information and the name
of the ticket-granting service are sent to the authentication server (Kerberos). If the
authentication server knows you, it generates a random session key for further use
between your client and the ticket-granting server. Now the authentication server
prepares a ticket for the ticket-granting server. The ticket contains the following
information—all encrypted with a session key only the authentication server and the
ticket-granting server know:

* The names of both, the client and the ticket-granting server
* The current time

* A lifetime assigned to this ticket
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* The client's IP address
* The newly-generated session key

This ticket is then sent back to the client together with the session key, again in
encrypted form, but this time the private key of the client is used. This private

key is only known to Kerberos and the client, because it is derived from your user
password. Now that the client has received this response, you are prompted for your
password. This password is converted into the key that can decrypt the package sent
by the authentication server. The package is «unwrapped» and password and key are
erased from the workstation's memory. As long as the lifetime given to the ticket
used to obtain other tickets does not expire, your workstation can prove your identity.

6.2.2 Requesting a Service

To request a service from any server in the network, the client application needs to
prove its identity to the server. Therefore, the application generates an authenticator.
An authenticator consists of the following components:

* The client's principal

* The client's IP address

* The current time

* A checksum (chosen by the client)

All this information is encrypted using the session key that the client has already
received for this special server. The authenticator and the ticket for the server

are sent to the server. The server uses its copy of the session key to decrypt the
authenticator, which gives it all the information needed about the client requesting its
service, to compare it to that contained in the ticket. The server checks if the ticket
and the authenticator originate from the same client.

Without any security measures implemented on the server side, this stage of the
process would be an ideal target for replay attacks. Someone could try to resend

a request stolen off the net some time before. To prevent this, the server does not
accept any request with a time stamp and ticket received previously. In addition to
that, a request with a time stamp differing too much from the time the request is
received is ignored.
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6.2.3 Mutual Authentication

Kerberos authentication can be used in both directions. It is not only a question of
the client being the one it claims to be. The server should also be able to authenticate
itself to the client requesting its service. Therefore, it sends an authenticator itself.

It adds one to the checksum it received in the client's authenticator and encrypts it
with the session key, which is shared between it and the client. The client takes this
response as a proof of the server's authenticity and they both start cooperating.

6.2.4 Ticket Granting—Contacting All
Servers

Tickets are designed to be used for one server at a time. This implies that you have
to get a new ticket each time you request another service. Kerberos implements
a mechanism to obtain tickets for individual servers. This service is called the
«ticket-granting service». The ticket-granting service is a service (like any other
service mentioned before) and uses the same access protocols that have already
been outlined. Any time an application needs a ticket that has not already been
requested, it contacts the ticket-granting server. This request consists of the following
components:

* The requested principal
* The ticket-granting ticket
* An authenticator

Like any other server, the ticket-granting server now checks the ticket-granting ticket
and the authenticator. If they are considered valid, the ticket-granting server builds a
new session key to be used between the original client and the new server. Then the
ticket for the new server is built, containing the following information:

* The client's principal
* The server's principal
* The current time

¢ The client's IP address
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* The newly-generated session key

The new ticket has a lifetime, which is either the remaining lifetime of the ticket-
granting ticket or the default for the service. The lesser of both values is assigned.
The client receives this ticket and the session key, which are sent by the ticket-
granting service, but this time the answer is encrypted with the session key that came
with the original ticket-granting ticket. The client can decrypt the response without
requiring the user's password when a new service is contacted. Kerberos can thus
acquire ticket after ticket for the client without bothering the user.

6.2.5 Compatibility to Windows 2000

Windows 2000 contains a Microsoft implementation of Kerberos 5. openSUSE®
uses the MIT implementation of Kerberos 5, find useful information and guidance in
the MIT documentation at Pazmen 6.5, «For More Information» (ctp. 111).

6.3 Users' View of Kerberos

Ideally, a user's one and only contact with Kerberos happens during login at the
workstation. The login process includes obtaining a ticket-granting ticket. At logout,
a user's Kerberos tickets are automatically destroyed, which makes it difficult for
anyone else to impersonate this user. The automatic expiration of tickets can lead

to a somewhat awkward situation when a user's login session lasts longer than the
maximum lifespan given to the ticket-granting ticket (a reasonable setting is 10
hours). However, the user can get a new ticket-granting ticket by running kinit.
Enter the password again and Kerberos obtains access to desired services without
additional authentication. To get a list of all the tickets silently acquired for you by
Kerberos, run k1ist.

Here is a short list of some applications that use Kerberos authentication. These
applications can be found under /usr/lib/mit/bin or /usr/lib/
mit/sbin after installing the package krb5-apps—clients. They all have
the full functionality of their common UNIX and Linux brothers plus the additional
bonus of transparent authentication managed by Kerberos:

¢ telnet, telnetd

* rlogin
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* rsh, rcp, rshd
* ftp, ftpd
e ksu

You no longer have to enter your password for using these applications because
Kerberos has already proven your identity. ssh, if compiled with Kerberos support,
can even forward all the tickets acquired for one workstation to another one. If you
use ssh to log in to another workstation, ssh makes sure that the encrypted contents
of the tickets are adjusted to the new situation. Simply copying tickets between
workstations is not sufficient because the ticket contains workstation-specific
information (the IP address). XDM, GDM, and KDM offer Kerberos support, too.
Read more about the Kerberos network applications in Kerberos V5 UNIX User's
Guide at http://web.mit.edu/kerberos

6.4 Installing and Administering
Kerberos

A Kerberos environment consists of several different components. A key distribution
center (KDC) holds the central database with all Kerberos-relevant data. All clients
rely on the KDC for proper authentication across the network. Both the KDC and the
clients need to be configured to match your setup:

General Preparations
Check your network setup and make sure it meets the minimum requirements
outlined in Pazgein 6.4.1, «Kerberos Network Topology» (ctp. 92). Choose
an appropriate realm for your Kerberos setup, see Paznen 6.4.2, «Choosing the
Kerberos Realms» (ctp. 93). Carefully set up the machine that is to serve
as the KDC and apply tight security, see Paznen 6.4.3, «Setting Up the KDC
Hardware» (ctp. 94). Set up a reliable time source in your network to make
sure all tickets contain valid timestamps, see Paznen 6.4.4, «Configuring Time
Synchronization» (ctp. 95).

Basic Configuration

Configure the KDC and the clients, see Paznen 6.4.5, «Configuring the KDC»
(ctp. 96) and Paznen 6.4.6, «Configuring Kerberos Clients» (ctp. 98).
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Enable remote administration for your Kerberos service, so you do not need
physical access to your KDC machine, see Pa3nen 6.4.7, «Configuring Remote
Kerberos Administration» (ctp. 104). Create service principals for every
service in your realm, see Paznen 6.4.8, «Creating Kerberos Service Principals»
(ctp. 105).

Enabling Kerberos Authentication
Various services in your network can make use of Kerberos. To add Kerberos
password-checking to applications using PAM, proceed as outlined in
Paznen 6.4.9, «<Enabling PAM Support for Kerberos» (ctp. 107). To
configure SSH or LDAP with Kerberos authentication, proceed as outlined in
Pasnen 6.4.10, «Configuring SSH for Kerberos Authentication» (ctp. 108)
and Paznen 6.4.11, «Using LDAP and Kerberos» (ctp. 108).

6.4.1 Kerberos Network Topology

Any Kerberos environment must meet the following requirements to be fully
functional:

* Provide a DNS server for name resolution across your network, so clients and
servers can locate each other. Refer to I'naBa 25, The Domain Name System
(TReference) for information on DNS setup.

* Provide a time server in your network. Using exact time stamps is crucial to a
Kerberos setup, because valid Kerberos tickets must contain correct time stamps.
Refer to I'mapa 27, Time Synchronization with NTP (TReference) for information
on NTP setup.

* Provide a key distribution center (KDC) as the center piece of the Kerberos
architecture. It holds the Kerberos database. Use the tightest possible security
policy on this machine to prevent any attacks on this machine compromising your
entire infrastructure.

» Configure the client machines to use Kerberos authentication.
The following figure depicts a simple example network with just the minimum

components needed to build a Kerberos infrastructure. Depending on the size and
topology of your deployment, your setup may vary.
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PucyHok 6.1 Kerberos Network Topology
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MOOCKA3KA: Configuring Subnet Routing

For a setup similar to the one in PucyHok 6.1, «Kerberos Network
Topology» (cTp. 93), configure routing between the two subnets
(192.168.1.0/24 and 192.168.2.0/24). Refer to «Configuring

Routing» ("nasa 23, Basic Networking, TReference) for more information
on configuring routing with YaST.

6.4.2 Choosing the Kerberos Realms

The domain of a Kerberos installation is called a realm and is identified by a name,
such as EXAMPLE . COM or simply ACCOUNT ING. Kerberos is case-sensitive, so
example.com is actually a different realm than EXAMPLE . COM. Use the case you
prefer. It is common practice, however, to use uppercase realm names.

It is also a good idea to use your DNS domain name (or a subdomain, such as
ACCOUNTING.EXAMPLE.COM). As shown below, your life as an administrator can
be much easier if you configure your Kerberos clients to locate the KDC and other
Kerberos services via DNS. To do so, it is helpful if your realm name is a subdomain
of your DNS domain name.
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Unlike the DNS name space, Kerberos is not hierarchical. You cannot set up a
realm named EXAMPLE . COM, have two «subrealms» named DEVELOPMENT and
ACCOUNTING underneath it, and expect the two subordinate realms to somehow
inherit principals from EXAMPLE . COM. Instead, you would have three separate
realms for which you would have to configure crossrealm authentication for users
from one realm to interact with servers or other users from another realm.

For the sake of simplicity, let us assume you are setting up just one realm for
your entire organization. For the remainder of this section, the realm name
EXAMPLE.COM is used in all examples.

6.4.3 Setting Up the KDC Hardware

The first thing required to use Kerberos is a machine that acts as the key distribution
center, or KDC for short. This machine holds the entire Kerberos user database with
passwords and all information.

The KDC is the most important part of your security infrastructure—if someone
breaks into it, all user accounts and all of your infrastructure protected by Kerberos is
compromised. An attacker with access to the Kerberos database can impersonate any
principal in the database. Tighten security for this machine as much as possible:

1 Put the server machine into a physically secured location, such as a locked server
room to which only a very few people have access.

2 Do not run any network applications on it except the KDC. This includes servers
and clients—for example, the KDC should not import any file systems via NFS or
use DHCP to retrieve its network configuration.

3 Install a minimal system first then check the list of installed packages and remove
any unneeded packages. This includes servers, such as inetd, portmap, and cups,
as well as anything X-based. Even installing an SSH server should be considered a
potential security risk.

4 No graphical login is provided on this machine as an X server is a potential
security risk. Kerberos provides its own administration interface.

5 Configure /etc/nsswitch.conf  touse only local files for user and group
lookup. Change the lines for passwd and group to look like this:

passwd: files
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group: files

Edit the passwd, group, and shadow files in /et c and remove the lines that
start with a + character (these are for NIS lookups).

6 Disable all user accounts except root's account by editing /etc/shadow and
replacing the hashed passwords with * or ! characters.

6.4.4 Configuring Time Synchronization

To use Kerberos successfully, make sure that all system clocks within your
organization are synchronized within a certain range. This is important because
Kerberos protects against replayed credentials. An attacker might be able to observe
Kerberos credentials on the network and reuse them to attack the server. Kerberos
employs several defenses to prevent this. One of them is that it puts time stamps into
its tickets. A server receiving a ticket with a time stamp that differs from the current
time rejects the ticket.

Kerberos allows a certain leeway when comparing time stamps. However, computer
clocks can be very inaccurate in keeping time—it is not unheard of for PC clocks

to lose or gain half an hour over the course of a week. For this reason, configure all
hosts on the network to synchronize their clocks with a central time source.

A simple way to do so is by installing an NTP time server on one machine and
having all clients synchronize their clocks with this server. Do this either by running
an NTP daemon in client mode on all these machines or by running ntpdate once
a day from all clients (this solution probably works for a small number of clients
only). The KDC itself needs to be synchronized to the common time source as well.
Because running an NTP daemon on this machine would be a security risk, it is
probably a good idea to do this by running ntpdate via a cron entry. To configure
your machine as an NTP client, proceed as outlined in Pazaen “Configuring an NTP
Client with YaST” (I'nasa 27, Time Synchronization with NTP, TReference).

A different way to secure the time service and still use the NTP daemon is to attach
a hardware reference clock to a dedicated NTP server as well as an additional
hardware reference clock to the KDC.

It is also possible to adjust the maximum deviation Kerberos allows when checking
time stamps. This value (called clock skew) can be set in the krb5.conf file as
described in «Adjusting the Clock Skew» (ctp. 103).

Network Authentication with Kerberos 95



6.4.5 Configuring the KDC

This section covers the initial configuration and installation of the KDC, including
the creation of an administrative principal. This procedure consists of several steps:

1 Install the RPMs On a machine designated as the KDC, install the following
software packages: krb5, krb5-server and krb5-client packages.

2 Adjust the Configuration Files The /etc/krb5.conf and /var/lib/
kerberos/krb5kdc/kdc.conf configuration files must be adjusted
for your scenario. These files contain all information on the KDC.

3 Create the Kerberos Database Kerberos keeps a database of all principal
identifiers and the secret keys of all principals that need to be authenticated. Refer
to «Setting Up the Database» (ctp. 96) for details.

4 Adjust the ACL Files: Add Administrators The Kerberos database on
the KDC can be managed remotely. To prevent unauthorized principals from
tampering with the database, Kerberos uses access control lists. You must
explicitly enable remote access for the administrator principal to enable him to
manage the database. The Kerberos ACL file is located under /var/1ib/
kerberos/krb5kdc/kadm5.acl . Refer to Paznen 6.4.7, «Configuring
Remote Kerberos Administration» (ctp. 104) for details.

5 Adjust the Kerberos Database: Add Administrators You need at least one
administrative principal to run and administer Kerberos. This principal must be
added before starting the KDC. Refer to «Creating a Principal» (ctp. 97) for
details.

6 Start the Kerberos Daemon Once the KDC software is installed and properly
configured, start the Kerberos daemon to provide Kerberos service for your realm.
Refer to «Starting the KDC» (ctp. 98) for details.

7 Create a Principal for Yourself You need a principal for yourself. Refer to
«Creating a Principal» (ctp. 97) for details.

Setting Up the Database

Your next step is to initialize the database where Kerberos keeps all information
about principals. Set up the database master key, which is used to protect the
database from accidental disclosure (in particular if it is backed up to tape). The

96 PykoBoacTBo no 6e3onacHoCTU



master key is derived from a pass phrase and is stored in a file called the stash file.
This is so you do not need to enter the password every time the KDC is restarted.
Make sure that you choose a good pass phrase, such as a sentence from a book
opened to a random page.

When you make tape backups of the Kerberos database (/var/1ib/
kerberos/krb5kdc/principal ), do not back up the stash file (which
isin /var/lib/kerberos/krb5kdc/.k5.EXAMPLE .COM ).
Otherwise, everyone able to read the tape could also decrypt the database. Therefore,
keep a copy of the pass phrase in a safe or some other secure location, because you
will need it to restore your database from backup tape after a crash.

To create the stash file and the database, run:
kdb5_util create -r EXAMPLE.COM -s

You will see the following output:

Initializing database '/var/lib/kerberos/krb5kdc/principal' for realm
'EXAMPLE.COM',

master key name 'K/MQEEXAMPLE.COM'

You will be prompted for the database Master Password.

It is important that you NOT FORGET this password.

Enter KDC database master key: @

Re-enter KDC database master key to verify: @

®  Type the master password.
®  Type the password again.

To verify, use the list command:

kadmin.local
kadmin> listprincs

You will see several principals in the database, which are for internal use by
Kerberos:

K/MQEXAMPLE . COM
kadmin/admin@EXAMPLE.COM
kadmin/changepw@EXAMPLE .COM
krbtgt /EXAMPLE .COM@EXAMPLE .COM

Creating a Principal

Create two Kerberos principals for yourself: one normal principal for everyday work
and one for administrative tasks relating to Kerberos. Assuming your login name is
geeko, proceed as follows:

kadmin.local
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kadmin> ank geeko

You will see the following output:

geeko@EXAMPLE.COM's Password: @
Verifying password: @

©® Type geeko's password.
® Type geeko's password again.

Next, create another principal named geeko/admin by typing ank geeko/
admin at the kadmin prompt. The admin suffixed to your username is a role.
Later, use this role when administering the Kerberos database. A user can have
several roles for different purposes. Roles are basically completely different accounts
with similar names.

Starting the KDC

Start the KDC daemon and the kadmin daemon. To start the daemons manually,
enter rckrb5kdec start and rckadmind start. Also make sure that KDC
and kadmind are started by default when the server machine is rebooted with the
command insserv krb5kdc and insserv kadmind or use the YaST runlevel
editor.

6.4.6 Configuring Kerberos Clients

Once the supporting infrastructure is in place (DNS, NTP) and the KDC has been
properly configured and started, configure the client machines. You can either
use YaST to configure a Kerberos client or use one of the two manual approaches
described below.

Configuring a Kerberos Client with YaST

Rather than manually editing all relevant configuration files when configuring a
Kerberos client, let YaST do the job for you. You can either perform the client
configuration during the installation of your machine or in the installed system as
follows:

1 Login as root and select Network Services > Kerberos Client.

2 Select Use Kerberos.
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3 To configure a DNS-based Kerberos client, proceed as follows:

3a Enable Use DNS to acquire the configuration data at runtime and confirm
the Basic Kerberos Settings that are displayed.

3AMEYAHME: Using DNS Support

The Use DNS option cannot be selected if the DNS server does
not provide such data.

3b Click Advanced Settings to configure details on ticket-related
issues, OpenSSH support, time synchronization, and extended PAM
configurations.

4 To configure a static Kerberos client, proceed as follows:

4a Set Default Domain, Default Realm, and KDC Server Address to the values
that match your setup.

4b Click Advanced Settings to configure details on ticket-related
issues, OpenSSH support, time synchronization, and extended PAM
configurations.

PucyHok 6.2 YaST: Basic Configuration of a Kerberos Client

(E) Kerberos Client Configuration

() Do NotUse Kerberos
(@ Use Kerberos

[ ] Use DNS to aguire the configuration data at runtime

Basic Kerberos Setti

Detault Domain Default Realm

[examme com ] [EXAMPLE COM
KDC ServerAddress
[ kele.example com
Advanced Seffings.
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To configure ticket-related options in the Advanced Settings dialog, choose from the
following options:

» Specify the Default Ticket Lifetime and the Default Renewable Lifetime in days,
hours, or minutes (using the units of measurement d, /i, and m, with no blank space
between the value and the unit).

* To forward your complete identity (to use your tickets on other hosts), select
Forwardable.

* Enable the transfer of certain tickets by selecting Proxiable.

* Enable Kerberos authentication support for your OpenSSH client by selecting the
corresponding check box. The client then uses Kerberos tickets to authenticate
with the SSH server.

* Exclude a range of user accounts from using Kerberos authentication by providing
a value for the Minimum UID that a user of this feature must have. For instance,
you may want to exclude the system administrator (root).

¢ Use Clock Skew to set a value for the allowable difference between the time
stamps and your host's system time.

* To keep the system time in sync with an NTP server, you can also set up the
host as an NTP client by selecting NTP Configuration, which opens the YaST
NTP client dialog that is described in Paznen “Configuring an NTP Client with
YaST” (I'nasa 27, Time Synchronization with NTP, TReference). After finishing
the configuration, YaST performs all the necessary changes and the Kerberos
client is ready to use.
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PucyHok 6.3 YaST: Advanced Configuration of a Kerberos Client

(£, Advanced Kerberos Client Configuration

[ PAM Setiings { Expert PAM Seftings ‘ PAM Senvices

Ticket Attribut

Default Lifetime

[ l
Default Renewable Lifetime

[ l
Forwardable Proxiable

[n'services [+] [Nosemices [

[ ] Kerberos Supportfor OpenSSH Client

[%] lgnore Unknown Users

Minimum UID

i S
Clock Skew
[300 ] NTP Configuration.

For more information about the configuration of Expert PAM Settings and PAM
Services tabs, see the official documentation referenced in Pazgen 6.5, «For More
Information» (ctp. 111) and the manual page man 5 krb5.conf.

Manually Configuring Kerberos Clients

When configuring Kerberos, there are basically two approaches you can take—static

configuration in the /etc/krb5.conf file or dynamic configuration with DNS.
With DNS configuration, Kerberos applications try to locate the KDC services using

DNS records. With static configuration, add the hostnames of your KDC server to

krb5.conf (and update the file whenever you move the KDC or reconfigure your
realm in other ways).

DNS-based configuration is generally a lot more flexible and the amount of
configuration work per machine is a lot less. However, it requires that your realm
name is either the same as your DNS domain or a subdomain of it. Configuring
Kerberos via DNS also creates a minor security issue—an attacker can seriously
disrupt your infrastructure through your DNS (by shooting down the name server,
spoofing DNS records, etc.). However, this amounts to a denial of service at worst. A

similar scenario applies to the static configuration case unless you enter IP addresses
inkrb5.conf instead of hostnames.
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Static Configuration

One way to configure Kerberos is to edit /etc/krb5.conf . The file installed
by default contains various sample entries. Erase all of these entries before starting.
krb5.conf is made up of several sections (stanzas), each introduced by the
section name in brackets like [this].

To configure your Kerberos clients, add the following stanza to krb5.conf
(where kdc .example . com is the hostname of the KDC):

[libdefaults]
default_realm = EXAMPLE.COM

[realms]
EXAMPLE.COM = {
kdc = kdc.example.com
admin_server = kdc.example.com

}

The default_realm line sets the default realm for Kerberos applications. If you
have several realms, just add additional statements to the [realms] section.

Also add a statement to this file that tells applications how to map hostnames to
a realm. For example, when connecting to a remote host, the Kerberos library
needs to know in which realm this host is located. This must be configured in the
[domain_realms] section:

[domain_realm]
.example.com = EXAMPLE.COM
www.foobar.com = EXAMPLE.COM

This tells the library that all hosts in the example.com DNS domains are in
the EXAMPLE.COM Kerberos realm. In addition, one external host named www
.foobar.com should also be considered a member of the EXAMPLE . COM
realm.

DNS-Based Configuration

DNS-based Kerberos configuration makes heavy use of SRV records. See
(RFC2052) A DNS RR for specifying the location of services athttp://www
.ietf.org

The name of an SRV record, as far as Kerberos is concerned, is always in the format
_service._proto.realm, where realm is the Kerberos realm. Domain names
in DNS are case insensitive, so case-sensitive Kerberos realms would break when

102 PykoBoacTBO No 6€30nacHoCTy


http://www.ietf.org
http://www.ietf.org

using this configuration method. _service is a service name (different names
are used when trying to contact the KDC or the password service, for example).
_proto can be either _udp or _tcp, but not all services support both protocols.

The data portion of SRV resource records consists of a priority value, a weight, a
port number, and a hostname. The priority defines the order in which hosts should be
tried (lower values indicate a higher priority). The weight value is there to support
some sort of load balancing among servers of equal priority. You probably do not
need any of this, so it is okay to set these to zero.

MIT Kerberos currently looks up the following names when looking for services:

_kerberos
This defines the location of the KDC daemon (the authentication and ticket
granting server). Typical records look like this:

_kerberos._udp.EXAMPLE.COM. IN SRV 0 0 88 kdc.example.com.
_kerberos._tcp.EXAMPLE.COM. IN SRV 0 0 88 kdc.example.com.

_kerberos-adm
This describes the location of the remote administration service. Typical records
look like this:

_kerberos-adm._tcp.EXAMPLE.COM. IN SRV 0 0 749 kdc.example.com.
Because kadmind does not support UDP, there should be no _udp record.

As with the static configuration file, there is a mechanism to inform clients
that a specific host is in the EXAMPLE . COM realm, even if it is not part of the
example.com DNS domain. This can be done by attaching a TXT record to
_kerberos.hostname, as shown here:

_kerberos.www. foobar.com. IN TXT "EXAMPLE.COM"

Adjusting the Clock Skew

The clock skew is the tolerance for accepting tickets with time stamps that do not
exactly match the host's system clock. Usually, the clock skew is set to 300 seconds
(five minutes). This means a ticket can have a time stamp somewhere between five
minutes behind and five minutes ahead of the server's clock.

When using NTP to synchronize all hosts, you can reduce this value to about one
minute. The clock skew value can be setin /etc/krb5.conf  like this:
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[libdefaults]
clockskew = 60

6.4.7 Configuring Remote Kerberos
Administration

To be able to add and remove principals from the Kerberos database without
accessing the KDC's console directly, tell the Kerberos administration server
which principals are allowed to do what by editing /var/lib/kerberos/
krb5kdc/kadm5.acl . The ACL (access control list) file allows you to
specify privileges with a precise degree of control. For details, refer to the manual
page withman 8 kadmind.

For now, just grant yourself the privilege to administer the database by putting the
following line into the file:

geeko/admin *

Replace the username geeko with your own. Restart kadmind for the change to take
effect.

You should now be able to perform Kerberos administration tasks remotely using
the kadmin tool. First, obtain a ticket for your admin role and use that ticket when
connecting to the kadmin server:

kadmin -p geeko/admin

Authenticating as principal geeko/admin@EXAMPLE.COM with password.
Password for geeko/admin@EXAMPLE.COM:

kadmin: getprivs

current privileges: GET ADD MODIFY DELETE

kadmin:

Using the getprivs command, verify which privileges you have. The list shown
above is the full set of privileges.

As an example, modify the principal geeko:

kadmin -p geeko/admin
Authenticating as principal geeko/admin@EXAMPLE.COM with password.
Password for geeko/admin@EXAMPLE.COM:

kadmin: getprinc geeko

Principal: geeko@EXAMPLE.COM
Expiration date: [never]
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Last password change: Wed Jan 12 17:28:46 CET 2005
Password expiration date: [none]

Maximum ticket life: 0 days 10:00:00

Maximum renewable life: 7 days 00:00:00

Last modified: Wed Jan 12 17:47:17 CET 2005 (admin/admin@EXAMPLE.COM)
Last successful authentication: [never]

Last failed authentication: [never]

Failed password attempts: 0

Number of keys: 2

Key: vno 1, Triple DES cbc mode with HMAC/shal, no salt
Key: vno 1, DES cbc mode with CRC-32, no salt
Attributes:

Policy: [none]

kadmin: modify_principal -maxlife "8 hours" geeko
Principal "geeko@EXAMPLE.COM" modified.

kadmin: getprinc joe

Principal: geeko@EXAMPLE.COM

Expiration date: [never]
Last password change: Wed Jan 12 17:28:46 CET 2005
Password expiration date: [none]

Maximum ticket life: 0 days 08:00:00

Maximum renewable life: 7 days 00:00:00

Last modified: Wed Jan 12 17:59:49 CET 2005 (geeko/admin@EXAMPLE.COM)
Last successful authentication: [never]

Last failed authentication: [never]

Failed password attempts: 0

Number of keys: 2

Key: vno 1, Triple DES cbc mode with HMAC/shal, no salt

Key: vno 1, DES cbc mode with CRC-32, no salt

Attributes:
Policy: [none]
kadmin:

This changes the maximum ticket life time to eight hours. For more information
about the kadmin command and the options available, see the krb5-doc package,
refer to http://web.mit.edu/kerberos/www/krb5-1.8/
krb5-1.8.3/doc/krb5-admin.html#Kadmin%200ptions

or the man8 kadmin manual page.

6.4.8 Creating Kerberos Service
Principals

So far, only user credentials have been discussed. However, Kerberos-compatible
services usually need to authenticate themselves to the client user, too. Therefore,
special service principals must be present in the Kerberos database for each service
offered in the realm. For example, if 1dap.example.com offers an LDAP service,
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you need a service principal, 1dap/ldap.example.com@EXAMPLE . COM, to
authenticate this service to all clients.

The naming convention for service principals is service/hostname@REALM,
where hostname is the host's fully qualified hostname.

Valid service descriptors are:

Service Descriptor Service

host Telnet, RSH, SSH

nfs NFSv4 (with Kerberos support)
HTTP HTTP (with Kerberos authentication)
imap IMAP

pop POP3

ldap LDAP

Service principals are similar to user principals, but have significant differences. The
main difference between a user principal and a service principal is that the key of the
former is protected by a password—when a user obtains a ticket-granting ticket from
the KDC, he needs to type his password so Kerberos can decrypt the ticket. It would
be quite inconvenient for the system administrator if he had to obtain new tickets for
the SSH daemon every eight hours or so.

Instead, the key required to decrypt the initial ticket for the service principal is
extracted by the administrator from the KDC only once and stored in a local file
called the keytab. Services such as the SSH daemon read this key and use it to obtain
new tickets automatically, when needed. The default keytab file resides in /etc/
krb5.keytab

To create a host service principal for jupiter.example.com enter the following
commands during your kadmin session:

kadmin -p geeko/admin

Authenticating as principal geeko/admin@EXAMPLE.COM with password.

Password for geeko/admin@EXAMPLE.COM:
kadmin: addprinc -randkey host/jupiter.example.com
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WARNING: no policy specified for host/jupiter.example.com@EXAMPLE.COM;
defaulting to no policy
Principal "host/jupiter.example.com@EXAMPLE.COM" created.

Instead of setting a password for the new principal, the —randkey flag tells
kadmin to generate a random key. This is used here because no user interaction is
wanted for this principal. It is a server account for the machine.

Finally, extract the key and store it in the local keytab file /etc/krb5

.keytab . This file is owned by the superuser, so you must be root to execute the

next command in the kadmin shell:

kadmin: ktadd host/jupiter.example.com

Entry for principal host/jupiter.example.com with kvno 3, encryption type
Triple

DES cbc mode with HMAC/shal added to keytab WRFILE:/etc/krb5.keytab.

Entry for principal host/jupiter.example.com with kvno 3, encryption type
DES

cbc mode with CRC-32 added to keytab WRFILE:/etc/krb5.keytab.
kadmin:

When completed, make sure that you destroy the admin ticket obtained with kinit
above with kdestroy.

6.4.9 Enabling PAM Support for Kerberos

openSUSE® comes with a PAM module named pam_krb5 , which supports
Kerberos login and password update. This module can be used by applications such
as console login, su, and graphical login applications like KDM (where the user
presents a password and would like the authenticating application to obtain an initial
Kerberos ticket on his behalf). To configure PAM support for Kerberos, use the
following command:

pam-config —--add —--krbb

The above command adds the pam_krb5 module to the existing PAM
configuration files and makes sure it is called in the right order. To make precise
adjustments to the way in which pam_krb5 is used, edit the file /etc/krb5
.conf and add default applications to pam. For details, refer to the manual page
withman 5 pam_krb5.

The pam_krb5 module was specifically not designed for network services that
accept Kerberos tickets as part of user authentication. This is an entirely different
matter, and is discussed below.
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6.4.10 Configuring SSH for Kerberos
Authentication

OpenSSH supports Kerberos authentication in both protocol version 1 and 2. In
version 1, there are special protocol messages to transmit Kerberos tickets. Version 2
does not use Kerberos directly anymore, but relies on GSSAPI, the General Security
Services API. This is a programming interface that is not specific to Kerberos—it
was designed to hide the peculiarities of the underlying authentication system, be it
Kerberos, a public-key authentication system like SPKM, or others. However, the
included GSSAPI library only supports Kerberos.

To use sshd with Kerberos authentication, edit /etc/ssh/sshd_config
and set the following options:

# These are for protocol version 1

#

# KerberosAuthentication yes
# KerberosTicketCleanup yes

# These are for version 2 - better to use this
GSSAPIAuthentication yes
GSSAPICleanupCredentials yes

Then restart your SSH daemon using rcsshd restart.

To use Kerberos authentication with protocol version 2, enable it on the client side

as well. Do this either in the systemwide configuration file /etc/ssh/ssh
_config oron aper-user level by editing ~/ . ssh/config . In both cases,
add the option GSSAPIAuthentication yes.

You should now be able to connect using Kerberos authentication. Use k11ist to
verify that you have a valid ticket, then connect to the SSH server. To force SSH
protocol version 1, specify the —1 option on the command line.

NMNOOCKA3KA: Additional Information

The file /usr/share/doc/packages/openssh/README
.kerberos discusses the interaction of OpenSSH and Kerberos in more
detail.

6.4.11 Using LDAP and Kerberos
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When using Kerberos, one way to distribute the user information (such as user ID,
groups, and home directory) in your local network is to use LDAP. This requires a
strong authentication mechanism that prevents packet spoofing and other attacks.
One solution is to use Kerberos for LDAP communication, too.

OpenLDAP implements most authentication flavors through SASL, the simple
authentication session layer. SASL is basically a network protocol designed for
authentication. The SASL implementation is cyrus-sasl, which supports a number

of different authentication flavors. Kerberos authentication is performed through
GSSAPI (General Security Services API). By default, the SASL plug-in for GSSAPI
is not installed. Install the cyrus—-sasl—-gssapi with YaST.

To enable Kerberos to bind to the OpenLDAP server, create a principal 1dap/
ldap.example.com and add that to the keytab.

By default, the LDAP server slapd runs as user and group 1dap, while the

keytab file is readable by root only. Therefore, either change the LDAP
configuration so the server runs as root or make the keytab file readable

by the group 1dap. The latter is done automatically by the OpenLDAP start

script (/etc/init.d/1ldap ) if the keytab file has been specified in the
OPENLDAP_KRB5_KEYTARB variable in /etc/sysconfig/openldap and
the OPENLDAP_ CHOWN_DIRS variable is set to yes, which is the default setting. If
OPENLDAP_KRB5_KEYTAB is left empty, the default keytab under /etc/krb5
.keytab isused and you must adjust the privileges yourself as described below.

To run slapd as root, edit /etc/sysconfig/openldap . Disable the
OPENLDAP_USER and OPENLDAP_ GROUP variables by putting a comment
character in front of them.

To make the keytab file readable by group LDAP, execute

chgrp ldap /etc/krb5.keytab
chmod 640 /etc/krb5.keytab

A third (and maybe the best) solution is to tell OpenLDAP to use a special keytab
file. To do this, start kadmin, and enter the following command after you have added
the principal Idap/ldap.example.com:

ktadd -k /etc/openldap/ldap.keytab ldap/ldap.example.com@EXAMPLE.COM

Then in the shell run:

chown ldap.ldap /etc/openldap/ldap.keytab
chmod 600 /etc/openldap/ldap.keytab
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To tell OpenLDAP to use a different keytab file, change the following variable in /
etc/sysconfig/openldap

OPENLDAP_KRB5_KEYTAB="/etc/openldap/ldap.keytab"

Finally, restart the LDAP server using rcldap restart.

Using Kerberos Authentication with LDAP

You are now able to automatically use tools such as ldapsearch with Kerberos
authentication.

ldapsearch -b ou=people,dc=example,dc=com ' (uid=geeko)"'

SASL/GSSAPI authentication started
SASL SSF: 56

SASL installing layers

[...]

# geeko, people, example.com

dn: uid=geeko, ou=people,dc=example, dc=com
uid: geeko

cn: Olaf Kirch

[...]

As you can see, ldapsearch prints a message that it started GSSAPI authentication.
The next message is very cryptic, but it shows that the security strength factor (SSF
for short) is 56 (The value 56 is somewhat arbitrary. Most likely it was chosen
because this is the number of bits in a DES encryption key). What this tells you

is that GSSAPI authentication was successful and that encryption is being used to
protect integrity and provide confidentiality for the LDAP connection.

In Kerberos, authentication is always mutual. This means that not only have
you authenticated yourself to the LDAP server, but also the LDAP server has
authenticated itself to you. In particular, this means communication is with the
desired LDAP server, rather than some bogus service set up by an attacker.

Kerberos Authentication and LDAP Access
Control

Now, allow each user to modify the login shell attribute of their LDAP user record.
Assuming you have a schema where the LDAP entry of user joe is located at uid=

joe, ou=people, dc=example, dc=com , set up the following access
controls in /etc/openldap/slapd.conf
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# This is required for things to work _at all_

access to dn.base="" by * read

# Let each user change their login shell

access to dn="*,ou=people,dc=example,dc=com" attrs=loginShell
by self write

# Every user can read everything

access to *
by users read

The second statement gives authenticated users write access to the loginShell
attribute of their own LDAP entry. The third statement gives all authenticated users
read access to the entire LDAP directory.

There is one minor piece of the puzzle missing—how the LDAP server can find out
that the Kerberos user joe@EXAMPLE . COM corresponds to the LDAP distinguished
name uid=Jjoe, ou=people, dc=example, dc=com. This sort of mapping
must be configured manually using the sas1Expr directive. In this example, add
the following to slapd.conf

authz-regexp
uid=(.*),cn=GSSAPI,cn=auth
uid=$1, ou=people, dc=example, dc=com

To understand how this works, you need to know that when SASL authenticates a
user, OpenLDAP forms a distinguished name from the name given to it by SASL
(such as joe) and the name of the SASL flavor (GSSAPT). The result would be
uid=joe, cn=GSSAPI, cn=auth.

If a authz-regexp has been configured, it checks the DN formed from the
SASL information using the first argument as a regular expression. If this regular
expression matches, the name is replaced with the second argument of the authz-
regexp statement. The placeholder $1 is replaced with the substring matched by
the (.*) expression.

More complicated match expressions are possible. If you have a more complicated
directory structure or a schema in which the username is not part of the DN, you can
even use search expressions to map the SASL DN to the user DN.

6.5 For More Information

The official site of the MIT Kerberos is http://web.mit.edu/
kerberos . There, find links to any other relevant resource concerning Kerberos,
including Kerberos installation, user, and administration guides.
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The paper at ftp://athena-dist.mit.edu/pub/kerberos/
doc/usenix.PS gives quite an extensive insight to the basic principles of
Kerberos, without being too difficult to read. It also provides a lot of opportunities
for further investigation and reading about Kerberos.

The official Kerberos FAQ is available at http://www.nrl.navy.mil/
CCS/people/kenh/kerberos—faq.html . The book Kerberos
—A Network Authentication System by Brian Tung (ISBN 0-201-37924-4) offers
extensive information.
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Ucnonb3oBaHMe ckaHepa
oTnevyarkoB najbL,eB

Ecimm y Bam ecTb ckaHep oTneuaTkoB najibLeB, Bel MoxkeTe UCIONb30BaTh
OUOMETPUUECKYI0 ayTEHTU(DUKALIMIO B JOIOJIHEHUE K CTAaHJAPTHOH (IO CpeACTBaM
JoruHa ¥ napouist). Iocne perucrpanuy CBOMX OTIEYATKOB MAJBLEB, 10JIb30BATENb
MOXET BOWTH B CUCTEMY, IPOBE/S MANbLEM 110 CKAHEPY, WM BBE/s Mapolb.
openSUSE® nonnepxusaeT 60JIbIIOE KOJIMYECTBO HOJOOHBIX cKaHepoB. CIUCcOK
MOAJEPKUBAEMBIX YCTPOMCTB MOXKHO HaliTM Ha http://reactivated.net/
fprint/wiki/Supported_devices

Ecm openSUSE® HaxomuT CKaHep OTIIEYaTKOB MAJIbIIEB, KOTOPBIM HHTErPUPOBAH C
HOYTOYKOM (MJTHM IIPOCTO TOJIKJIIOYEHHOT'O K Balllel cucTeMe), makeTel Libfprint,
pam_fp,uyast2-fingerprint-reader OyayT aBTOMAaTHYECKH
YCTaHOBJICHHBI.

B Hacrosiiiee Bpemsi MOKET ObITh 3apETUCTPUPOBAH TOJIBKO OJIUH OTIIEYATOK MabIla
IUTST KaXI0ro mosib3oBaTenisa. OH xpanurcsi B /home/login/ . fprint/
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7.1 NMporpammel,
nonnepXxuearoLime
6noMeTpnUeckyro
ayTeHTUdomKaumio

PAM moaynb pam_ fp noaiep:KUBaeT ayTeHTU(UKALMKN paclio3HaBaHUs OTIeYaTKa
NaJiblia B CJAEMYIONIMX CIydasx (XOTs M He BO BCeX ciayvasix Bam moxer ObITh
MPEIOKEHO ayTeHTHU(UIPOBATh CeOsI TAKIM 00pa3oM):

* Apropuzauus B GDM/KDM wiu npu UCTIOJIB30BaHMU ITPOrpaMMel login

* biokuposka sxkpana B GNOME/KDE

* 3anyck YaST u YaST monyneit

* 3amyck MpuIOKEHHH, KOTOphle TpeOyIoT MpaBa root: sudo Wik gnomesu

e BxonB CUCTEMY OT UMEHU APYTOro MOJIb30BaTEJICA ITPHU IIOMOIIIM sU WX sUu  —
username

3AMEYAHME: YcTponcTtea ans cUMTbiBaHWUSA oTneyarka nanbua u
wmcppoBaHue gomallHen AUpeKTopun

Ecnn Bbl xoTnTe ayTeHTUgMLMpPOBaThL CeOs C MOMOLLbIO ckaHepa, Bbl

He MOXeTe MpY 3TOM MCNOMb30BaTh 3aWNGPOBAHHYIO OMALIHIOK
avpekTopuio (cM. Mnasa 9, Managing Users with YaST (TReference)

0N Nony4eHns LONOAHUTENBHON MHpopMauun). B npoTnBHOM

cnyyae ayTeHTMMUMpPoBaTh cebst Taknm 06pas3oM He MonyynuTCs,

T.K. [0 YCMEewWwHoro 0OKOHYaHusa npouecca asTopmsaumnu, T.e. Kkorga
NCnonb3yeTcsl YCTPONCTBO CHUTbIBAHWUS OTNEeYaTkoB nasbLues, HEBO3MOXHO
pacwugpoBaTtb JOMALWHIOWN AMPEKTOPUIO.

114 PykoBoacTBO Nno 6€30nacHoCTy



7.2 YnpaBneHue 6MomeTprnyeckomn
ayTeHTUpuKaumm yepes YaST

npoue,qypa 7.1 Braiouenue 6uomempuueckoii aymenmugpuxayuu

JIJ1s1 UCTIONIb30BaHUST OMOMETPUIECKON ayTeHTH(HUKAIMU Bbl JOJKHBI HACTPOUTD
PAM. Kak npaBujio, 3T0 IPOMCXOIUT aBTOMaTUYECKH BO BPEMs1 YCTaHOBKHU
cucremsbl, koraa openSUSE oOHapykuBaeT mojiepkuBaeMblil ckanep. Ecim atoro
HE MPOU301ILI0, Bbl MOXETe BKIIIOUUTD MOIEPKKY OTIEYAaTKOB NaybleB B YaST
CJIeTYIOIIUM 00pa3oM:

1 3amyctute YaST u BoiGepere Ooopydosanue > Pacnosnasarue omneuamrog
naavyes.

2 B okHe HaCTpOCK, Bbl6€peTe Hcnoavzosamo pacno3rHaeadue omneuamrxkos naavuee
u Haxmutel omoeo nis COXpaHEHU A HACTPOECK.

IMocne sToro Bor MoxkeTe ayTeHTH(DHUIIMPOBATE cedsI C TOMOIIBIO CKaHepa.

npoue,qypa 7.2 Pezucmpayus omneuamkog nanviyes

1 B YaST, naxmure bezonachocmo u noavsosamenu > Ynpaenenue
noav3zogamensmu st OTKpeITUsl okHa User and Group Administration. B Hem

OTO6pa)KaCTC$[ CITHCOK TOJIb30BaTeJiel U r'pyImIl B CUCTEME.

2 BribGeperte mop30Barelis, st KOTOporo Bel XoTHTe 3aperncTpUpoBaTh OTIIEYATOK
naJsiblia ¥ HAKMUTe Pedakmuposame.

3 Bo Briaake Plug-Ins, BeidepeTte the fingerprint entry u Haxkmute Launch mis
OTKpHITUSI OKHA KoHpuzypayusi omneuamrxos nanivies.

4 YaST nonpocut moJjib30BaTesisi CKaHUPOBATh OTIEUYATOK MaJiblia JI0 TEX MOp, MOKa
He Oy/IeT cIeJIaHHO TPY YETKUX CHUMKA.
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Fingerprint configuration

Please swipe your finger

Successful swipes: 2, failed swipes: 0

ancel

5 Ilocrne Toro, Kak OTIEYaTKH ObLTA CHATHI, HAKMUTE KHOINKY [Ipumerums, 9TOObI
3aKpBITh OKHO KoHgbueypauus omneuamxos nanvyes.

6 Ecim Bbl Tak ke XOTHTE UCHOJIb30BATh OTIEYATKU NAJbLEB Ul ayTeHTH(UKALMH
npu 3anycke YaST win YaST monyseit, Bel JOKHBI HACTPOUTH UCTIONIB30BAHUE
OTIIEYATKOB [UIA MOJIb30BaTeNA root.

Yrobs! crienathb 310, ycraHoBuTe puitbtp System Users B okue User and Group
Administration, v BeIOepeTe TI0JIb30BaTeNsl root, a TaK ke OCTaBTe 3 YeTKUX
OTIEYaTKa Nablia, KAK OMUCAHHO BBILIE.

7 Tlocne perucTpanyu OTIe4YaTKOB NAJIbUEB IJId KEJIA€MOIO M0JIb30BATEJIA, HAXKMUTE
F il’liS]’l, YTOOBI 3aKPbITh JUAJIOTOBOE OKHO U COXPAHUTb NU3MEHEHHA.

Kaxk To/pKO OTIeYaTKy NasiblieB 3aperuCTPUPOBAHBI, TIOJI30BATEh MOKET BHIOPATh
METO]] ayTeHTU(DUKAIMN: WM OTIICYATOK MANIBIIA, WX NTAPOJIb, KOTOPHIE OYyIyT
UCTIOJIb30BAThCS U1l JOCTYIA K IIporpaMmam, NiepedrciieHHsM B Paznen 7.1,
«[IporpamMmsl, moIepKUBAIOIIEe OMOMETpPUIECKY0 ayTeHThduKamumo» (ctp. 114).

B nacrosee Bpems B YaST He peanmzoBana (hyHKLMS IPOBEPKU WIH yIAJIEHUS
CYIIECTBYIOIIUX OTNEeYaTKOB najblieB. Eciu Bel Bce ke XoTuTe yaanuTh Ux, MPOCTo
yaanurte aupekTopuio /home/login/ . fprint

s ostydeHusi JOMOJHUTEIbHOM TeXHUUecKor uHdopManuu cM. http: //
reactivated.net/fprint/
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KoHdourypauusa HacTpoek
6e30nacHOCTU C MOMOLLLbIO
YaST

Monyns Llenmp bezonacnocmu YaST npeqHa3zHaueH /151 U3BMEHEHUST HACTPOEK
openSUSE cBs3aHHBIX ¢ 6€30MaCHOCTBIO CUCTEMBI. DTOT MOIYJIb UCTIOTB3YETCS

IJIs1 HACTPOMKH TaKMX acleKTOB 0e30MacHOCTH, KaK BXOJ B CHCTEMY, YCTaHOBKA
napoJisi, OILMHU 3arpy3KH, CO3JaHue M0JIb30BaTeNIeN 1 MpaBa JocTyna K (aiinam

1o ymosryanuio. OH 3amyckaercs u3 Llenrpa Ynpasnenusa YaST Bezonacnocme u
IHonavzoeamenu > Ilenmp bezonacnocmu. Ilocne 3anycka [{enmpa Bezonachocmu
aKTUBHBIM sIBJIsIeTCS Juasor O630p 6e3onacrocmu, OCTaIbHbIE TUATIOTH HACTPOEK
JOCTYITHBI B IIPaBOil NaHe!.

8.1 O630p 6e3onacHocTN

0630p 6e3onacrocmu 0TOOPaXaeT MOHITHBIN CIIFICOK CAMBIX BayKHBIX HACTPOEK
6e3omacHocTr Bameii cucremsl. CraTyc 6€30MacHOCTH KaK/I0TO ITyHKTa CIHCKA
OUeBHIEH. 3eIeHast Talka COOTBETCTBYET Oe30MacHBIM 3HAUCHHUSIM, B TO BpeMs Kak
KPacHBIA KPecT TOBOPUT O TOM, YTO 3HAUEHHE IAHHOTO MYHKTA CIMCKA He SIBJISIETCS
6e3omacusiM. HaxxaB Onucanue Bel momydnte 0630p HACTPOEK U MH(DOPMAIIUIO O TOM,
Kak 00e30macuth cucteMy. J11st "3BMEHeHHsI HACTPOeK Ha)XMHUTE COOTBETCTBYIOLIYIO
CCBUIKY B KosIoHKe CocTosiHue. B 3aBUCMMOCTH OT HACTPOMKM JOCTYIIHBI CJIeLyIoIIre
3HAYCHUS:

Bxaouenol Bvikaoueno

Haxap Ha 3TOT 3JIeMeHT Bbl MOkKeTe BKIIIOUUTh U OTKJIIOUUTh
COOTBETCTBYIOIIYIO OIIIIUIO.
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Hacmpoumy
Haxag Ha 3TOT 351emMeHT Bl 3amycTrTe cooTBeTCTBYIOIIMI MOy b YaST mis
W3MEHeHUsl HacTpoeK. Bel BepHetech B auanor O030p 6€30MacHOCTH, KaK TOJIBKO
MOJYJIb OyJET 3aKPHIT.

Heuzsecmno
JlaHHBIH CTATyC O3HAYAET, YTO COOTBETCTBYIOIIAA CIyk0a He ycTaHOBIeHa. OH He
SBJISIETCS MHIUKATOPOM TOTEHIIMAIBHBIX MTPOOJIeM Oe30IacHOCTH.

PucyHok 8.1 YaST Local Security - Security Overview

i Security Overview

wl This is overview of the most important security settings. more
Security Setting Status Security Status
Predefined Security Conf]
Password Settings Use secure file permissions Configure x
Boot Settings Remote access to the display manager Enabled x
. . Use current directory in root's path Disabled 4
Login Settings
o Use current directory in path of regular users Disabled v
User Addition Write back system time to the hardware clock Enabled v
Miscellaneous Settings | | always generate syslog message for cron scripts Disabled x
Run the DHCP daemaon in a chroot Unknown x
Run the DHCP daemon as dhcp user Unknown x
Disable remote root login in the display manager Enabled x
Disable remote access to the X server Disabled v
Remote access to the email delivery subsystem Enabled x
Disable senvice restart on update Disabled v
Disable service stop on removal Disabled v
Enable TCP syncookies Enabled v
Disable IPv4 forwarding Disabled -
Disable IPv6 forwarding Disabled -
Enab\g basic‘system services in runlevel 3 Configure Z
(multiuser with network)
Enable basic system services in runlevel 5 Configure .

(multiuser with network and araphical loain)

Change Status Description

[&|Help @cancel| | <FoK |

8.2 lpenonpenerneHHblIe
HacTpoukun besornacHocTu

B openSUSE ectb Tpu npepomnpeeeHHbIX Habopa HACTpoeK Oe30MacHOCTH. DTH
HaOOPBI MPUMEHSIOTCS KO BceM HacTporikaM moayiis [[enmp Bezonacnocmu. Kaxmplii
U3 HUX MOXKeET OBITh M3MEHEH 110 CBOEMY YCMOTPEHHIO UCTIONB3YSI TUAJTIOTH B IIPABOM
na"esm. Crivicok HaOOPOB CJIeTYIOTTHIA:
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Jomawnsasn pabouas cmanyus
It0T HAbOp HACTpOEK pa3padoTaH AJs KOMIBIOTEPA, KOTOPHII He ABJISETCS
YacThIO JIOKAJIBHOU CETU U He NojkodeH k Murepuery. CooTBeTcTByer
COCTOSTHHMIO C HaMEHBIIIEl 6e30MaCHOCTHIO.

Cemesas pabouas cmanyus
JaHHast KOH(UrypaIus UCHIONb3YeTCs Tl KOMIBIOTEpa, MOAKIIOYEHHOTO K
JIOKaJIbHO# cetn 6o UHTepHeTy.

Cepesep cemu
KoHnurypauus pazpabotaHa aj1si KOMIIbIOTEpa MPEAOCTABIISIONIETO CETEBbIE
cepBuCH: BebcepBepa, (aiinoBoro cepBepa, DNS cepsepa u T.1. CooTBETCTBYET
HanOosiee 6e30MaCHBIM 3HAYESHHSIM HACTPOEK.

Hoavzoeamenvciue HacmMpoiKu
Ecmu nyskt Ioavzoeamensckue Hacmpotiky BHIOPaH MPU OTKPBITHN IUAJIOTa
IIpedonpedenernvie nacmpoiiku 6e30naACHOCMI STO TOBOPUT O TOM, 4TO
3HAYEHHsI OJJHOTO M3 MPEIyCTaHOBJICHHBIX HAOOPOB HACTPOEK ObLIM N3MEHEHBI.
CaMOCTOSITEJIbHOE TIEPEKTIOYEHHE Ha ITOT IYHKT C JTII000ro APYyroro He W3MeHsIET
HACTpoeK Oe30MacHOCTH - BbI IOJKHBI M3MEHSATD MX C IOMOIIIbI0 auanora O630p
Oezonacrocmu.

8.3 Hacrpowuku napons

OpHOM U3 CaMBIX BaXXHBIX MPOOJIEM 0e30IaCHOCTH SIBJISIIOTCS JIETKO MOAOUpaeMble
napos. Cpencrsa auanora Hacmpoiiku napoas peJHa3sHaueHsl AJ1s IPOBEPKU
6€30MacHOCTH MCIOJIb3yEMBIX MTapOJIeH.

IIposepsimb Hoavle napoau
Ecnu 3TOT NyHKT akTUBUPOBaH, MOJIb30BaTe b MOJYUUT NpeaynpexaeHue, Ipu
WCIIOJIb30BAHMY B KAUECTBE MApOJIsl CJI0BA U3 CIIOBAPS WM UMEHU COOCTBEHHOTO.
JJist orpaHrUeHNs MUHUMAJTbHOU JITMHBI TIAPOJIsl BBE/IUTE €€ 3HaUeHMe B ToJie
Munumanvhas npuemaemas 0auna napons ocyie akTuBauuu I1posepsime Hoawvie
napoau.

Yuco 3anoMuHaeMbIX apoJieit
Korma mpoBepka Bo3pacra mapoJisi aKTHBHPOBaHA, 9TAa HACTPOUKA MCIIONIB3YeTCs
JJIS1 COXpaHEHMsI 3aaHHOTO YHCTIa IPeJbIIyIIHX Mapojel Mojb30BaTelts,
MpeIOTBpAIlas UX IOBTOPHOE UCTIONb30BaHHUE.
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Merton mmdppoBanus naposs
Auroput™m mwgpoBanus naposis. 3Hadenue no ymomrdanuio (Blowfish) o6prano
He TpeOyeT U3MEHEHHUH.

Bospacr naposs
[TpoBepka Bo3pacTa napoJisi ak TUBUPYETCS MyTeM YKa3aHWsi MUHUMAJIbHOTO
1 MaKCHMAaJIbHOTO 3HaYeHUH (B JHSX). Y CTAHOBOBMB MUHUMAJILHOE 3HAUEHUE
Goubiie O JHEH, BBl MOXETE 3alPETUTh MOJIb30BATEITIO IIOBTOPHYIO HEMEITIEHHYIO
CMeHY TapoJis (M clieyioliee 3a Hell OKOHYaHVe BPEeMEHH KU3HM naposist). s
OTKJIIOUEHU I ITPOBEPKU CPOKa JEUCTBUS MAPOJIsl UCMONb3YIOTCS 3HaYeHus1 0 u
99999 COOTBETCTBEHHO.

JHei 1o npenynpeskaeHns 00 UCTEUSHUH CpoKa JAEHCTBHSI MapoJist
IMosnp30BaTens MOXET 3a0J1arOBPEMEHHO IOJTy4aTh IIpeayIpexaeHue 00
WCTEYEeHUM CPOKa JIeiicTBUSA naposis. B 3ToM 1moJjie yka3plBaeTcsl KOJIMYECTBO THEH
J0 UCTEUeHUSI CPOKa JISUCTBUS MapOoJIs, MO JOCTHKEHUH KOTOPOTO MOJIb30BaTe b
OyIeT MmoyJaTh mpeaynpexaeHine O HeOOXOANMOCTH CMEHHUTD MapOJib.

8.4 HacTponku 3arpysku

ITOT ANATOT YCTAHABIMBAET, KOMY M3 MOJb30BATENEN pa3pelieHo BHIKIIOYATh
KOMIIBIOTEP Yepe3 MEHEKEDP aBTOPU3AIMU. 3/1eCh TAKKE MOKHO yKa3aTh, Kak Oy1eT
unreprperuposatbes Gtrl + Alt + Delete.

8.5 HacTponku Bxoga B CUCTEMY

Jluaior mo3BoJisieT YCTAHOBUTh HACTPOWKU OE30MaCHOCTH, CBSI3aHHBIE CO BXOJIOM B
cUCTeMYy:

3azepkKa Nocjie HelPaBUIBHOW MOMBITKH BXOJA
Orpenensiet 3a1epkKy (B CEKyH/IaX) TIOC/Ie HEYAauYHOW TOTIBITKYA BXO/A B
cucreMy. PekoMeHyeTcs yCTaHOBUTh JAHHOE 3HAYEHHE JIs 3aTPyJHEHUS
MIPOHUKHOBEHHUSI B CHICTEMY ITyTeM Tepebopa maposieid. [TockosbKy 3Ta HacTporKa
BJIMSICT HA TIOJIb30BAaTeNIeH, JOMYCTUBIIMX OIMHOKY TPH HAOOpe MapoJis, He
3aCTaBJIANTE WX KAATh MOBTOPHON aBTOPU3AIMU CJVMIIKOM JOJTO.

3anuchBaTh YCIIEIIHbIE TTOMBITKA BXO1a
[Tpu BKJTIOUEHUM JAHHOW OIIIUM TOC/EHSISA yaauHask TOMbITKA aBTOPU3aIiu
OyneT coxpaHAThes B ailn /var/log/lastlog ¥ oToOpaxarbcs Mpu
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MOCJIeIyI0IIEM BXOZE B CUCTEMY. DTH JIaHHBIE TAK)KE HCIIOJIb3YIOTCSI KOMaH 101
finger.

3AMEYAHMUE

BHuMmaHue! O1a onums He BAMSET HAa XypHan /var/log/wtmp
KOTOPbI COOEPXUT Aaty 1 BPEMS BCEX aBTOpU3aLnii n nepesarpyskok
cuctembl. Cooepxumoe /var/log/wtmp  oTobpaxaercs c
MOMOLLbIO KOMaHObl last.

Paspemmts ynaneHHsIi rpadpudeckuii BXxoq
Ecim BrimoueHo, rpadudecknii MeHekep aBTopu3anuy (Harpumep gdm wimm
kdm) Gyner noctyneH u3 cetu. BrioueHne npecrasiser NOTeHIMAIbHYIO
OIACHOCTD IS CHCTEMB.

8.6 [lob6aBneHue nonb3oBaTens

MuHuMabHble ¥ MaKCUMaJIbHbIE 3HAU€HUS UAEHTU(UKATOPOB IPYIII U
noJjib30Batened. Mi3aMeHeHre 3HAUSHUI TI0 YMOJTYaHHIO TPeOyeTcsl KpaliHe peko.

8.7 Pa3nnyHble HaCTPOMKHU

31ech npescTaBiIeHbl HACTPONKH O€30MaCHOCTH, He COOTBETCTBYIOIINE OCTAIBHBIM
KaTeropusim:

Pazpemenus daiinos
openSUSE npeanaraer Tpu npeaycTaHOBJIEHHBIX YPOBHS (pailJIOBBIX
MIPUBIJIETHI TSI CUCTEMHBIX (hailyioB. DTH HAOOPHI IIPUBUIIETUIA OIIPEIEIISIOT,
MOJKET JI1 OOBIYHBIH TOJIb30BATE b YMTATH (DAIJIBI KYPHAIOB MJIM 3aITyCKaTh
orpeliesieHHbIE POrpaMMBbl. Y poBeHb Jlezkuii IpeiHa3HAUEH IS CUCTEMBI
C OJTHUM TI0JIb30BATENIEM U MO3BOJISIET, HAIIPUMEP, YUTATh OOJIBIIMHCTBO
CHCTEMHBIX (DafIoB OOBIYHOMY TOJIb30BaTENI0. [10THBIN CIIFICOK MPUBIUICTHI
JOoCTyneH B aiine /etc/permissions.easy . YpoBeHb be3onacHblii
pa3padoTaH It MHOTOIIOIB30BATEIbCKUX CUCTEM C TOCTYIIOM K ceTr. [lompobHoe
00bsICHEHHE ero HaCTPOEK MOXKHO TIOCMOTpETh B aiiie /etc/permissions
.secure .Haunbonee xecTKUM sIBJIsIeTCS] YPOBeHDb [laparnoudanvhviii,
UCIIOJIb30BaTh KOTOPHIH clieyeT ocToposkHo. MH(popMarumio 06 3ToM ypoBHE
MOXHO NOJIY4IUTb U3 hailna /etc/permissions.paranoid
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[Tonb3oBarens, 3anyckatomuil updatedb
IMporpamma updatedb cKaHUPYET CUCTEMY U co3laeT 0a3y JaHHBIX
pasmertienus ¢aiiioB, UCIIONb3yeMylo KoMaH10il Locate. [1pu 3amycke
updatedb ot monp3oBarens nobody, B 6a3y JaHHBIX JOOABISAIOTCS TOIBKO
(paiiibl JOCTYIIHBIE HA YTEHUE BCEM I0JIb30BaTesAM. Ilpu 3amycke ee oT
MOJIb30BaTeNsd root, B 6a3y JaHHBIX MOMAYT MPAKTUIECKH Bee (Dafibl (3a
UCKJIIOYEHHE TeX, K KOTOPBIM root He UMeeT JOCTyIa Ha YTCHUE).

Texywuii kamanoe é nymu root | Texywuii kamanoez 6 nymu 0ObIYHLIX

noav3zoeameneit
ITpu 3amycke nmporpamMMel 6e3 yKa3aHHUs TIOJHOTO MYTH K €€ UCTIOTHIEMOMY
(paiiy, cuctema npoOU3BOJUT MOUCK ITOW MPOrPaAMMBbI IO IIYTH YCTaHOBJIEHHOMY
nepeMeHHoON $PATH. [1o yMO/IYaHUIO B CIIUCOK AWPEKTOPUI 1S ITOUCKA
KOMaH/Ibl He BXOJIUT TeKYIIasi UPEKTOPHsL. DTO HEOOXOIUMO IS TOTO, YTOOBI,
HampuMep, MpH 3aIycKe KOMaH/bl 1 s 3amycKanach nporpamMa /bin/ls , a He
TpOsSiH U3 / Texymui xaranor/ls . Jljis 3amycka nporpamm U3 TEKyLien
IUPEKTOPHH K €€ FIMEHU HyKHO T00aBUTh Npedpukc . / . IIpn u3ameneHnu 31oi
OIMIMY TeKYIast AUpeKTopus (. ) Oyzer mob6aBieHa B MyTh T IOMCKA KOMAH/IBL.
W3MeHATh 3HaUeHKE 110 YMOIYAHUIO AJIS 3TUX OILMIA HE PeKOMEHIYEeTCSl.

Pazpewiums mazuueckue xaasuwu SysRq
Bomme6nas kHorka SysRq - 9T0 Kj1aBuaTypHOe coyeTaHue, T03BOJISIoIIee
KOHTPOJIPOBATh CUCTEMY, JaKe eI B Hell mpou3sorien cOooi. [Iyis momydenust
noapoOHO# uH(popMalmu odpatutecs K (ainy /usr/src/linux/
Documentation/sysrq.txt (TpebyeTcs ycTaHOBKA MakeTa kernel—
source).
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PolicyKit

PolicyKit is an application framework that acts as a negotiator between the
unprivileged user session and the privileged system context. Whenever a process
from the user session tries to carry out an action in the system context, PolicyKit

is queried. Based on its configuration—specified in a so-called «policy»—the
answer could be «yes», «no», or « authentication needed». Unlike classical privilege
authorization programs such as sudo, PolicyKit does not grant root permissions to
an entire process, following the «least privilege» concept.

3AMEYAHME: Two PolicyKit Versions in Parallel

At the moment, there are two PolicyKit versions available with openSUSE
in parallel: the «old» PolicyKit and the «new» polkit version (polkit-1),
which is a re-write of the old PolicyKit version. The following sections
are basically documentation on the «old» PolicyKit version.

9.1 Available Policies and
Supported Applications

At the moment, not all applications requiring privileges make use of PolicyKit. In the
following the most important policies available on openSUSE® are listed.

PulseAudio

Set scheduling priorities for the PulseAudio daemon
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smpppd

Controlling dial-up connections
CUPS

Add, remove, edit, enable or disable printers
Backup Manager

Modify schedule
GNOME

Modify system and mandatory values with GConf
Change the system time

libvirt

Manage and modify local virtualized systems
NetworkManager

Apply and modify connections
PolicyKit

Read and change privileges for other users
Modify defaults

PackageKit

Update and remove packages
Refresh repositories

System

Wake on LAN

Mount or unmount fixed, hotpluggable and encrypted devices
Eject and decrypt removable media

Enable or disable WLAN

Enable or disable Bluetooth

Device access

Stop, suspend, hibernate and restart the system

Undock a docking station
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YaST

Register product
Change the system time and language

9.2 Authorization Types

Every time a PolicyKit-enabled process carries out a privileged operation,
PolicyKit is asked whether this process is entitled to do so. The answer PolicyKit
gives depends on the policy defined for this process. It can be «yes», «no», or
«authentication needed». By default, a policy contains «implicit» privileges, which
automatically apply to all users. It is also possible to specify «explicit» privileges
which apply to a specific user.

9.2.1 Implicit Privileges

Implicit privileges can be defined for any, active, and inactive sessions. An active
session is the one in which you are currently working. It becomes inactive when you
switch to another console for example. When setting implicit privileges to «no», no
user is authorized, whereas «yes» authorizes all users. However, in most cases it is
useful to demand authentication.

A user can either authorize by authenticating as root or by authenticating as self.
Both authentication methods exist in four variants:

Authentication
The user always has to authenticate

One Shot Authentication
The authentication is bound to the instance of the program currently running.
Once the program is restarted, the user is required to authenticate again.

Keep Session Authentication
The authentication dialog box offers a check button Remember authorization for
this session. If checked, the authentication is valid until the user logs out.

Keep Indefinitely Authentication
The authentication dialog box offers a check button Remember authorization. If
checked, the user has to authenticate only once.
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9.2.2 Explicit Privileges

Explicit privileges can be granted to specific users. They can either be granted
without limitations, or, when using constraints, limited to an active session and/or a
local console.

It is not only possible to grant privileges to a user, a user can also be blocked.
Blocked users will not be able to carry out an action requiring authorization, even
though the default implicit policy allows authorization by authentication.

9.3 Modifying and Setting Privileges

To modify implicit privileges or to set explicit ones, you can either use the graphical
System Policies tool available in the Advanced tab of the KDE System Settings,

use the command line tools shipped with PolicyKit, or modify the configuration
files. While the GUI and the command line tools are a good solution for making
temporary changes, editing the configuration files should be the preferred way to
make permanent changes.

3AMEYAHME: The graphical GNOME Authorizations tool

The graphical Authorizations tool available with GNOME is for the old
PolicyKit. Better use the above mentioned tools.

9.3.1 Using the Command Line Tools

At the moment, there are two PolicyKit versions available in parallel with
openSUSE: the «old» PolicyKit and the «new» polkit version (polkit-1), which
is a re-write of the old PolicyKit version.

PolicyKit

PolicyKit (PolicyKit) comes with two command line tools for changing implicit
privileges and for assigning explicit privileges. Each existing policy has got a
speaking, unique name with which it can be identified and which is used with

the command line tools. List all available policies with the command polkit-
action.
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polkit—-action
List and modify implicit privileges. Using this command you can also reset all
policies to the default value. When invoked with no parameters, the command
polkit-action shows alist of all policies. See man 1 polkit-action
for more information.

polkit-auth
Inspect, grant, block and revoke explicit privileges. To print a list of explicit
privileges for a specific user, use the command polkit-auth --
explicit-detail —--user USER where USER has to be replaced by
a valid username. If the ——user option is left out, privileges for the user
executing the command are shown. See man 1 polkit-auth for more
information.

3AMEYAHME: Restrictions of polkit-action on openSUSE

Using the option ——show-overrides, polkit-action lists all policies
that differ from the default values. With ——reset-defaults action
one can reset the privileges for a given action to the defaults. However,
polkit-action always operates on the upstream defaults, so it is not
possible to list or restore the defaults shipped with openSUSE. Refer to
Pazpnen 9.3.3, «Restoring the Default Privileges» (ctp. 132) for further
information.

Paznen 9.3.2, «Modifying Configuration Files» (ctp. 129) and Paznen 9.3.3,
«Restoring the Default Privileges» (ctp. 132) apply for the «old» PolicyKit
only.

polkit

For more information about polkit, see http://hal.freedesktop
.org/docs/polkit/

9.3.2 Modifying Configuration Files

Adjusting privileges by modifying configuration files is useful when you want to
deploy the same set of policies to different machines, for example to the computers
of a specific team. It is possible to change implicit as well as explicit privileges by
modifying configuration files.
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Modifying Configuration Files for Implicit
Privileges

openSUSE ships with two sets of default authorizations located in /etc/polkit
—-default-privs.standard and /etc/polkit-default-
privs.restrictive .The .standard file defines privileges suitable

for most desktop systems. It is active by default. The . restrictive setof
privileges is designed for machines administrated centrally. Activate it by setting
POLKIT_DEFAULT_PRIVSto restrictivein /etc/sysconfig/
security andrun set_polkit_default_privs as root afterwards. Do
not modify these two files.

In order to define your custom set of privileges, use /etc/polkit-default
-privs.local . Privileges defined here will always take precedence over the
ones defined in the other configuration files. To define a privilege, add a line for each
policy with the following format:

privilege_name any_session:inactive_session:active_session

For a list of all privilege names available, run the command polkit-action. The
following values are valid for the session parameters:

yes
grant privilege

no

block

auth_self
user needs to authenticate with own password every time the privilege is
requested

auth_self_keep_session
user needs to authenticate with own password once per session, privilege is
granted for the whole session

auth_self keep_always
user needs to authenticate with own password once, privilege is granted for the
current and for future sessions

auth_admin
user needs to authenticate with root password every time the privilege is
requested
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auth_admin_keep_session
user needs to authenticate with root password once per session, privilege is
granted for the whole session

auth_admin_keep_always
user needs to authenticate with root password once, privilege is granted for the
current and for future sessions

Run set_polkit_default_privs to activate your settings.

Modifying Configuration Files for Explicit
Privileges

Explicit privileges can be setin /etc/PolicyKit/PolicyKit.conf

This configuration file is written in XML using the PolicyKit DTD. The file that is
shipped with openSUSE already contains the necessary headers and the root element
<config>. Place your edits inside the <config> tags.

match
Specify an action or a user. mat ch knows two attributes, user and action,
but only a single attribute is allowed. Use nested mat ch statements to combine
attributes. POSIX Extended Regular Expressions are allowed as attribute values.

user=USER
Specify one or more login names. Separate multiple names by the «|»
symbol.

action=policy
Specify a policy by it's unique identifier. To get a list of all available policy
identifiers use the command polkit—action.

return
Specify the answer PolicyKit will return. Takes a single attribute,
result=value with one of the values listed under «Modifying Configuration
Files for Implicit Privileges» (ctp. 130).

define_admin_auth
Specify users or groups allowed to authorize with their own password
where normally the root password would be required. Takes the attributes
user=USER or group=GROUP, but only one may be used at a time. Multiple

PolicyKit 131



attribute values must be separated by «l», Extended POSIX Regular Expressions
are not supported. Applies to all policies when used at the top level, or to
specific policies when used within <match> statements.

Tpumep 9.1 An example /etc/PolicyKit/PolicyKit.conf file

<?xml version="1.0" encoding="UTF-8"7?>
<!DOCTYPE pkconfig PUBLIC "-//freedesktop//DTD PolicyKit Configuration 1.0//
EN"
"http://hal.freedesktop.org/releases/PolicyKit/1.0/config.dtd">@®
<config version="0.1">0®
<match action="org.freedesktop.packagekit.system—-update">®
<match user="tux">
<return result="yes"/>
</match>
</match>
<match action="org.freedesktop.policykit.*">@®
<match user="tux|wilber">
<return result="no"/>
</match>
</match>
<define_admin_auth group="administrators"/>®
</config>

©®  The first three lines of the config file are the XML header. These lines are
already present in the template file, leave them untouched.

®  The XML root element must always be present. The attribute version
is mandatory, currently the only valid value is 0 . 1. Already present in the
template file.

® A statement granting the user tux the privilege to update packages via
PackageKit without having to authorize.

®  Withdraw privileges for all PolicyKit related policies from the users tux and
wilber.

®  This statement allows all members of the group administrators to
authenticate with their own password whenever authentication with the
root password would be required. Since this statement is not nested within
constraining match statements, it applies to all policies.

9.3.3 Restoring the Default Privileges

Each application supporting PolicyKit comes with a default set of implicit policies
defined by the application's developers, the so-called «upstream defaults». The
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privileges defined by the upstream defaults are not necessarily the ones that are
activated by default on openSUSE. openSUSE comes with a predefined set of
privileges (see «Modifying Configuration Files for Implicit Privileges» (ctp. 130)
for more information) that is activated by default, overriding the upstream defaults.

Since the Authorization tool and the PolicyKit command line utilities always
operate on the upstream defaults, openSUSE comes with the command-

line tool set_polkit_default_privs that resets privileges to the

values defined in /etc/polkit-default-privs.* . However,
set_polkit_default_privs will only reset policies that are set to the
upstream defaults. To reset all policies to the upstream defaults first and then apply
the openSUSE defaults, run the following command:

rm -f /var/lib/PolicyKit-public/* && set_polkit_default_privs

BAXHO: /etc/polkit-default—-privs.local

In order to apply the openSUSE defaults, make sure /etc/polkit
-default-privs.local does not contain any overrides,
otherwise these will be applied on top of the defaults when running
set_polkit_default_privs.

9.4 For more information

PolicyKit:http://hal.freedesktop.org/docs/PolicyKit/
polkit:http://hal.freedesktop.org/docs/polkit/

PolicyKit 133


http://hal.freedesktop.org/docs/PolicyKit/
http://hal.freedesktop.org/docs/polkit/




Cnucku ynpasneHus
AocTtynom B Linux

POSIX ACLs (access control lists - criicku yripaBieHus JOCTYIOM) MOTYT
ObITh MCIOJIB30BaHbl KAK pAaCHIMPEHUE TPAJUIIMOHHON KOHIETIIMY TPUBUJICTUIA
1t 00beKTOB (haiioBoit cuctembl. C nomornpbio ACL npuBwierus Moryt ObITh
YCTaHOBJICHBI 00Jiee TMOKO, YeM P TOMOIIH TPaIUIIOHHON KOHIICIIIIUH.

Tepmun POSIX ACL npennonaraert, 4to 310 Hactosmuii crangapt POSIX (portable
operating system interface nepeHOCUMBIN UHTEPQENC ONepaIIOHHBIX CICTEM).
CootsetcrBymomue uepHoBble cTanmapthl POSIX 1003.1e u POSIX 1003.2¢ 6butn
WCKJIIOYEHbI 0 psay npuuuH. Tem He menee, ACLs (B ToM Buze, B KOTOPOM OHU
peaM30BaHbl BO MHOTHX CUCTEMaXx, MpuHaiexanmux cemeidctsy UNIX) ocHOBaHbI
Ha 3TuX yepHoBuKax. Peanuzanus ACL st ¢aiinoBoit cucteMsl (OMMcaHHas B 3TOU
IJIaBe) TaKKe CIeAyeT 3TUM JBYM CTaHJapTaM.

10.1 TpaanuuoHHble channoBblie
npusunernmn

BbI MoXkeTe HalTU MOAPOOHYI0 MH(OPMAIIHIO O TPAJUITHOHHBIX (hallJIOBBIX
npuBmierusx Ha Info crpanniie makera GNU Coreutils, cexiust File permissions
(info coreutils "File permissions"). CylecTByIOT TaKxke
JOTIOJTHUTENIbHBIE aTTpUOYTHI setuid, setgid, sticky bit.
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10.1.1 bwmT setuid

B HEKOTOpBIX CUTYyaAlUSIX MPUBKUJIETUH JIOCTYIIA MOTYT OBITh CJIMIIKOM CTPOTMMH.
IMostomy B Linux cymecTByOT ZOMOTHUTEbHbIE HACTPOUKH, TIO3BOJISIOIINE

JUIs1 ONPEJIEJICHHOTO AENCTBUS BpEMEHHO CMEHUTh UJICHTU(HKATOP TEKYILETO
nosip30BaTess win rpymmsl. Hampumep, nmporpamma pas swd oOsr9HO Tpedyer
MIPUBWJIETUI CYNEPIIONIb30BaTells AJ1s1 IoCcTyna K ailny /etc/passwd . DToT haiin
COJIEP’KUT BAKHYIO MH(OPMAIMIO, TAKYI0 KaK JOMAIHUE KaTaJloTy MoJIb30BaTeNeH,
UJIeHTU(UKATOPBI N0JIb30BaTelNel U rpynr. Takum 06pa3oM OOBIYHBIN M0JIK30BATEINb
HE CMOXET U3MEHUTh pa s swd, MOTOMY YTO MPEJOCTaBIIATh BCEM MOJIB30BATEAM
HPSIMOM JIOCTYII K 3TOMY (haiijTy CIUIIKOM ONacHO. BO3MOXKHBIM pelieHreM

9TOM MpoOJIeMBI SIBJIIETCS MeXaHu3M setuid. setuid (set user ID - ycraHoBKa
MJIeHTU(UKATOPA TTOJTB30BATENS) STO CHIEHAIbHBINA (DAIOBHIN aTTPHOYT, KOTOPBIH
CoOO0IIaeT CUCTEME, YTO MPOrpaMMy HYKHO BBIITOIHATh UCIIONB3Ys ONpPEAEIeHHbIN
uzieHTH(UKaTop Mnojs3oBaress. PaccMorpum komaHay passwd:

—rwsr-xr-x 1 root shadow 80036 2004-10-02 11:08 /usr/bin/passwd

Bbl BUIMTE S, UTO YKa3bIBACT HA YCTAHOBJIGHHBIN OUT setuid Juis npuBUIIernii
nosp3oBaresist. CorylacHO eMy, Bee MOJIb30BaTeIH, 3allyCKaIOIIUe KOMaHAy passwd,
BBITNIOJIHAT €€ OT MO0JIb30BaTeNsA root.

10.1.2 burt setgid

bur setuid mpumensiercs k moap3zoBaTenssM. OQHAKO CYIIECTBYET aHAJIOTHYHOE
CBOWCTBO JuIs TpyNIL: OUT setgid. Eci 3TOT GUT yCTaHOBIIEH [UIsl IPOTPaMMBbl, TO
nporpaMma OyjeT MCIOJIb30BaTh Mpu paboTe UIeHTU(HUKATOP COOCTBEHHOU IPYIIIIH,
BHE 3aBUCHMOCTH OT TOTO, KaKOH MOJIb30BaTeNb €€ 3amycTil. B qupekropuu ¢
YCTaHOBJIEHHBIM OUTOM setgid, Bce BHOBb CO3/IaHHBIC TIOAIMPEKTOPUN ¥ (PaiiIbl OyIyT
MIPUHAJIEKATH K TOW e TpyIe, K KOTOPOH MPUHAAJIeKUT TupekTopusi. Paccmotpum
CIIEIYIONIYI0 AUPEKTOPHUIO:

drwxrws—-—-- 2 tux archive 48 Nov 19 17:12 Dbackup

Bol BUMTE S, UTO YKa3bIBaeT Ha YCTAHOBJICHHBIN OUT setgid a1 IpUBWIIET i TPYIIIIHL.
Buianesen AMpeKTOPUY U WICHBI IPYIIILL archive OyayT UMETh AOCTYH K 9TOM
qupexropuu. [lonb3oBareny, He IpUHALIEKALLME K STOU IPyIIe, «OTPa3sITCs» Ha Hee.
D¢ dekTUBHBIM UIEHTU(HUKATOPOM IPYIIIBL 11 1)1 BCEX 3allUCaHHBIX B IUPEKTOPUIO
(aiinos 6yner archive. Hanpumep, nmporpamMme pe3epBHOro KONMPOBaHWS,
paboTarorei ¢ nAeHTU(UKATOPOM IPyHIEl archive, He HOHAZOOATCS MPUBIJIETHN
CYNepIIoJb30BaTeis A1l JOCTYIA K 3TOM JUPEKTOPHH.
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10.1.3 Sticky Bit

CymecTtByeT Takxke sticky bit. Ero moBegenne otamdaeTcs 111 (paiiyioB v AUPEKTOPUT.
Ecmu oH ycTaHOBJEH 1151 UCHONHSAEMOTO (hailyia, To COOTBETCTBYIOIIAs IIPOrpaMma

He OyIeT BBHIIPYKaThCs U3 ONEPATUBHON MaMSTH, YTOOB! N30eKaTh TTOBTOPHOI
3arpy3KH C XKEeCTKOro Jucka. [TockobKy COBpEMEHHBIE KECTKUE AUCKH JOCTATOYHO
MIPOU3BOIUTEINBHBI, UCTIONB3YETCS 3TO peaKo. Eciu 3ToT 6UT ycTaHOBIICH A7
JUPEKTOPUH, MOJIb30BATENN HE CMOTYT YIAIATh U3 Hee uyxkue (ailiibl. TUMMYHBIMU
TIpUMepaMu SIBJISIIOTCS JUpeKTopun /tmp u /var/tmp

drwxrwxrwt 2 root root 1160 2002-11-19 17:15 /tmp

10.2 Npeunmywectea ACL

TpamunmonHo B Linux s kaxaoro ¢aidioBoro 00beKkTa 3aiaHo Tpy Habopa
npuBmiernid. OHU BKJIIOYAIOT B ceOsl ITpaBa Ha UTeHue (1), 3arich (w) U UCTIOJTHEHUE
(x) IS KKI0TO M3 TpeX TUIIOB MOJIb30BaTesel: Biaaesblia ¢aiina, Tpymmsl, 1
OCTaJIbHBIX TTOJIK30BaTeNiel. [loMuMO 3TOro MOKHO YCTAaHOBUTH Set user id, set
group id v sticky 6uT. DTa CKyJHasi KOHIEMIIUS BIOJIHE MPUMEHUMA B OOJIBIIUHCTBE
cutyaruid. OHaKo 17151 60Jiee CIOKHBIX CIICHAPHEB WU MTePeJOBbIX PUITOKEHUN
CUCTEMHBIE aJMUHUCTPATOPHI JOJKHBI ObLIIM UCTIONBb30BAaTh OOXOIHBIE MTYTH, YTOObI
TPEOA0JIeTh OrPaHUYEHUS TPAJUIIMOHHON KOHIICTIIIUY MPUBUIETUN.

ACL moryT ObITh UCITOJIL30BAHBI KK PACIIMPEHUE TPAAUITUOHHON KOHIICTIITH
nipuBmiIeruil. OHU MO3BOJISIOT MPEAOCTABIIATH JOCTYI MHIUBUIYJIbHBIM
TOJIb30BAaTENISAIM WITH IPYIIIaM JaXxe eClv Te He SBJISIOTCS BaJe/IblieM WU IPYIIon-
BiafesnbiieM. CIUCKY YIpaBIeHUs I0CTYIIOM — 3TO KOMIIOHEHT siipa Linux, KoTopblit
B Hacrostee Bpems noanepxubaercsa ReiserFS, Ext2, Ext3, JES u XFS. C nomorsio
ACL clioxHbIe CIIeHApUU MOTYT OBITh PEaIM30BaHbl O3 HCIIOJb30BAHUS CIIOKHBIX
MO/IeJIel IPUBIJIETUI HA YPOBHE MPHUIIOKEHHUSI.

Ecmu Bel xotute 3amenuts Windows cepBep Ha Linux cepBep, TO IpeuMyIecTBa
ACL oueBugnsl. HekoTOphIe U3 MOAKIIIOYEHHBIX paO0YIX MAIIIFH MOTYT paboTaTh
noa Windows naxe nocie murpanui. OC Linux npegocrtaBisier cyxObl evaTu 1
joctyna K aidinam kmmeHTaM Windows nocpenctsoMm Samba. ITockosbky Samba
MOJJIEPKUBAET CIIMCKU YIIPABJIEHUS TOCTYIIOM, MPUBUJIETHU MOJIb30BATES MOTYT
OBITh YCTAHOBJIEHBI UCTIOJNL3YS rpadrueckuii MHTepderc Kak Ha cepBepe Linux,

tak 1 B Windows (tosisko misg Windows NT u 6osee no3gaux). C MOMOIIBIO YacTH
nakera Samba winbindd, BO3BMOXHO TakKe HA3HAYUTH MPUBUIIETUH TIOJIH30BATEISAM
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CYIIECTBYIOIIUM TOJIbKO B lIoMeHe Windows 1 He UMEIOIIUM aKKayHTa Ha cepBepe
Linux.

10.3 OnpepneneHus

Knacc nons3oBaTtens
CranpaptHas koHuenuus npuswiernii POSIX ucnons3yer Tpu kaacca
TOJIK30BaTEIEH [Is1 HA3HAYEHU s TIPUBILIETUI (DAaIOBOI CUCTEMBI: BJIajIesIell,
rpymnma-Biajesel] u qpyrue nojb3opareau. Tpu OUTa MPUBUIIETHIA MOTYT ObITh
YCTaHOBJIEHBI JIJIS1 KaXIOTO KJIacca MOJIb30BaTelel MPeIoCTaBIsAsl JOCTYIT Ha
YyTeHue (r), 3amuch (W) U BHIIOJHEHHE (X).

ACL
[puBMIerny moabp30BaTelNIs U TPYIITH 1T BCEX BUIOB OOBEKTOB (PaliIoBOi
cucreMsl ((paiisIoB U AMPEKTOpHil) onpeaessiorcs nocpeactsom ACL.

Hesasurie ACL
Hessable ACL MOryT NpUMeHSThCS TOJBKO K JUpeKTopusasM. OHU onpelensioT
MPUBIJIETUH, KOTOPBIE OOBEKT (DaiIOBOM CUCTEMBI HACJIEYeT OT POAUTEIBCKOM
JUPEKTOPHYU MPU CO3AAHUU.

3amuce ACL
Kaxaplil ciicok ynpasJieHus1 JOCTYIIOM COCTOMT U3 Hadopa 3amuceir ACL.
3anuce ACL copepKuUT THII, onucaTesb M0JIb30BATEsl WU IPYIIIBL, HA KOTOPBIHA
CCBUIAETCS 3TA 3aIUCh, U HaOOp NpuBMIIerHil. [ HEKOTOPBIX TUIIOB 3amucei
ornucaTesb IPYMIbl U NOJNb30BaTeNsl HE YKa3bIBAETCS.

10.4 Pabota c ACL

Tabmuma 10.1, «Tums 3anuceir ACL» (ctp. 139) orpaxkaeT 6 cyniecTBYIOIINX
tunos 3anuceil ACL, KaXJplil U3 KOTOPBIX OIpe/esisieT MPUBWIETUH M0Ib30BaTEN S
WM TPYIIIIBI I0JIb30BaTeNNel. 3aruch aaadeney, OnpeleliseT NIPUBUIETHH BilaaesbLa
(paiina WM IMPEeKTOpUH. 3alUCh 2pynna-enadenel, ONpeaessieT NPUBUIETUN
rpyninsl, Biagemouei gaiiom. Cyneprnosb30BaTesib MOXKET CMEHUTh BilaJesiblia
WY TPYIITY-Biajesblia Mpy MOMOIIY KOMaH chown U chgrp, B cliydyae 4ero
BJIafIesiel] ¥ rpymma-Biagesner OyayT OTHOCUTHCS K HOBOMY BJIAJEIIbIy VJIH TPYIIIe-

138 PykoBoacTBO Nno 6e30nacHoOCTy



Biagenblly. Kakaas 3anmch umenosantbwlii noav3oeaments ONpeessieT IpUBUICI UM
T0JIL30BaTEIsI, yKa3aHHOTO B ToJie "kBaymdukaTop" sToi 3anmucu. Kaxnas 3anmch
UMEHO8ANHAS 2pYnNa ONPeieIsieT IPUBUIIETUH I'PYIIITH], YKa3aHHOU B MOJIe
"kBaymdukarop" 3roi 3anucu. [Tore "KBamupukaTop" 3aNOJTHEHO TOIBKO IS
3anucel TUIa UIMEHOBAHHBIA MMOJIb30BATENIb 1 UMEHOBAHHAS TPYMIIA. 3aMuCh Opyzue
oIpefeNsieT MPUBUIETHH BCEX OCTAIBHBIX TT0JIb30BATENICH.

3amnuch Macka OrpaHUYMBAET IPUBMIIETMU IMEHOBAHHOTO TIOJIb30BATEN ,
MMEHOBAHHOW TPYIITLI ¥ TPYITIbI-BIIae/blia ONpeaesss, KaKue pa3pelieHrs STUX
3amrcei IPIMEHSTHCS, a KaKue - MacKUpoBaThes. Eciu mpaBo cyInecTByeT B
OJIHOM U3 3THX 3aIlMCell U B Macke, TO OHO npumMeHsiercs. [Ipasa, conepxatuecs
TOJIBKO B MacCKe WJIM TOJIBKO B 3aITHCH He MPUMEHSIIOTCSI, ¥ JOCTYI B 9TOM CJIydae
He OyzeT paspelieH. [IpaBa Biajenbiia ¥ rpyIibl-BiIagesblia IPUMEHSIIOTCS BCET/Ia.
Ta6mmma 10.2, «MackupoBka npuBWIeruii nocryna» (ctp. 140) qeMoHCTpUpyeT
9TOT MEXaHU3M.

CymectByeT nBa ocHOBHbIX Kjlacca ACL: munumanvrorii ACL — conepxur
3aIMKCH TUTIOB «BJIAMIEIIEI]», «IPYIA-BIAAEIEI» U «APYTHe», COOTBETCTBYIOIINE
TPaJAUIIMOHHBIM OUTaM JOCTyMA ISl (PaiyioB M QUPEKTOPUIA. PacuupenHmwiii
ACL 6ouee mpoaBuHyT. OH JOJDKEH COIepKaTh MacKy U MOXKET BKJIIOUATh B ceOs1
HECKOJIbKO 3amKCcel JIsi UMEHOBAHHBIX TI0JIb30BaTE el 1 UMEHOBAHHBIX TPYIIIL.

Tabnuua 10.1 Tunw: 3anuceii ACL

Tun TekcToBasi popma
BJIaJesel user: :rwx
MMEHOBAHHBIH MOJIb30BaTEIh user:name:rwx
rpynna-Biajesen group: :rwx
MMEHOBaHHAas rpyma group:name:rwx
Macka mask::rwx

apyrue other::rwx
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Tabnuua 10.2 Mackuposka npusuaezuii docmyna

Tun 3anucu TekcroBast (popma IIpuBniaernu

MMEHOBaHHBII user:geeko:r—-x r-x

T0JIb30BATEIh

Macka mask::rw-— rw-—
3¢peKTUBHbIE r——
MIPUBWJIETUN:

10.4.1 3anucu ACL n 6utbl pocTtyna

Pucynok 10.1, «Munnmansssiii ACL: CpaBHenue 3anmceit ACL ¢ 6utamun

nocrymna» (ctp. 140) u Pucynok 10.2, «Pactmmpennsiii ACL: CpaBHenue

3ammmceir ACL ¢ 6uramu noctyna» (ctp. 141) cOOTBETCTBYIOT MUHUMAITBHOMY U
pacimpenHomy ACL. Ha pucynkax u3o0paxeHbl Tpy OJI0Ka: JIEBbIN MTOKa3bIBAET

tHn crienmdukanyy 3anvceit ACL, neHTpanbHblii otoopaxaer npumep ACL, u
HpaBbIil GJIOK COOTBETCTBYET OMTaM JIOCTyMa TPaJAULIMOHHON KOHIIEIIINY TPUBHIIET I
(oToOpaxkaeMbIM, HaIIpUMep, KOMaHoi 1s —1). B 06oux ciyyasx npuBuierau
KJlacca eaadeney otodpakaiotcs Ha 3anuch ACL «Bnaneneny. [Tpusuieruu kiacca
Opyeue oToOpaxalorcs Ha cooTBeTcTBYlomIyIo 3ammck ACL. OnHako oToOpaxeHue
1paB JOCTyNa KJIAcCa 2pynna OTIMYAeTCs 1)1 KakKIOro U3 CIIy4aeB.

PucyHok 10.1 Munumanvuviii ACL: Cpasnenue zanuceii ACL ¢ 6umamu docmyna

el el pou
owner user: :rw— class
. group
owWning Jgroup group: [ r—-= - - class
class

B ciiyuae munumasnbHoro ACL — 6e3 Macku — TpaBa JOCTYyIIa PYIIIbl OTPaXaloTCs
Ha 3anuch ACL rpynna-siagenen, kak nokasseisaer PucyHok 10.1, «MuHUMAaIbHBIA
ACL: Cpapuenue 3anuceit ACL ¢ 6uramu goctyna» (ctp. 140). B cimyuae
pacumpenHoro ACL— ¢ Mackoil — npaBa JOCTyIa IpyInibl OTOOpakaloTcsl Ha MacKy,
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Pucynoxk 10.2, «Pactmpennsiiit ACL: Cpasaenue 3anuceit ACL ¢ 6utamu focTymnax»
(ctp. 141).

PucyHok 10.2 Pacwupennvui ACL: Cpasnenue zanuceit ACL ¢ oumamu docmyna

awner
owner user: (rw— o » class

named user

owning group

group
mask mask::rw— - Lag class
other
class

D10 0TOOpaXKEHUE UCITONIB3YETCS ISl YIIPOIIEHNUS B3aUMOIECHCTBUS C MIPHIIOKEHUSMH,
n306aBJiss oT HeOxoaumoctu noanepxku ACL npusoxenuem. [IpuBuierun gocTyna,
Ha3HaYeHHbIE TIOCPEJICTBOM OMTOB JIOCTYIIA, 33/IAI0T BEPXHUM NIpeies I BCeX
«TOHKMX HACTPOEK», clieanHbIX rpu oMo ACL. M3meHeHne OGUTOB OCTyIa
orpaxaercs Ha ACL u Hao60poT.

10.4.2 Oupektopusa c ACL

Ber moskete mosyuuts goctyn kK ACL ¢ momormpio komann get facl u set facl.
Ncnonp3oBaHue 3TUX KOMaH/1 IOKAa3aHO B CIIEAYIOLIEM [TpUMEpE.

IMepen co3manueM AUPEKTOPUH UCIIOIB3YHTE KOMaHIy uma sk, YToObI 3a/1aTh

OWTHI IOCTYIIA MACKMPYEeMBIe IIpU cOo3/1aHuy (paiimoBoro oobekTa. Komanma umask
027 ycTaHaBIMBAaET MPUBUIIETHH 10 YMOJIYAHHUIO CJEIYIOIIIM 00pa3oM: Biiageser
MOJTy4aeT MOJHbIN 1ocTyn (0), rpyIiie 3anpelleH JOCTYIl Ha 3aluch (2 ), AOCTYI
OCTaJIbHBIM TTOJIB30BATENSIM 3aKphIT (7). B meiicTBUTEIBHOCTH uma sk MacKUpyeT
COOTBETCTBYIOIIME OUTHI JOCTYIIA WK cOpackiBaeT ux. [loqpoOHOCTH MOKHO Y3HATH
Ha man CTpaHuLle umask.

mkdir mydir co3gaer JUPEKTOPUIO My dir C MPUBWIETUAMU, YCTAHOBIEHHBIMU
KomaHzoi umask. C nomompio 1s —dl mydir MOXHO ONpeJesUTh MPAaBIIHOCTD

YCTaHOBKH HpI/IBI/IJIeFI/IfI. I[JIS[ JAHHOT'O IIpUMeEpa BbIBOI 6y;[eT CJICOYIOIIM:
drwxr-x-—-— ... tux project3 ... mydir

Ucnoneiyst get facl mydir, mpoBepbTe ucxomHoe cocrosiane ACL. Byner
oToOpaxeHa cleayoiias nHpopMaIlusi:

# file: mydir

# owner: tux

# group: project3
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user: :rwx
group: :r-x
other::——-

[MepBBie TpU CTPOKHM BBHIBOJA OTOOPAKAIOT MM, BIIAJEIIbIIA U TPYIITY-BJIa/IebIla
nupextopun. Crieyonye Tpu CTpoku coaepxkat Tpu 3anucu ACL: «Bnagenern,
«TpyNIa-Biajaesel» U «apyrue». PakTHuecku Mbl UMEeT eJ1o ¢ MUHUMaibHbiM ACL
Y KoMaHsia get facl He JaeT AOMOJHUTEILHON MH(DOPMAIH TIO CPABHEHUIO C
KOMaHJI0H 1s.

3menute ACL, pa3peunB JOCTYII Ha YTEHHUE, 3aIIMChb U BbIIIOJIHEHUE 110JIb30BATEIIIO

geeko u rpynne mascot s KOMaH/I0M:
setfacl -m user:geeko:rwx,group:mascots:rwx mydir

Ormus —m ykasbiBaeT set facl usmenuts cymmectByiomuil ACL. Crenyrommii 3a
Heli aprymeHT omnpezessier 3amucu ACL, koTopsie OyayT U3MEHEeHbI (MOKHO yKa3aTbh
HECKOJIbKO 3aIuceit, pa3jaensis u3 3anateiMu). [locneansis yacte onpeaensier ums
IMPEKTOPHH, K KOTOpOU OyIyT NMPUMEHEHBI 3TH 3MeHeHus1. Mcnonb3yiTe KoMaHIy
getfacl, yrobsl y3Hath nomydeHHsie ACL.

# file: mydir

# owner: tux

# group: project3

user: :rwx

user:geeko:rwx

group: :r-x

group:mascots:rwx

mask: :rwx

other::———

B nonosHeHue K 3anMcsAM, CO3aHHBIM TS TIOJIb30BaTeNsl geek o U rpymibl
mascots, Obl1a J0OaBIEHa 3aMKMCh C MACKOM. Ta 3aMuch ObUIa co3JaHa
ABTOMAaTHYECKH, TAKMM 00pa30M, UTO BCE 3a/IaHHBIE MpaBa A0CTyMa OyayT
MpUMeHeHbl. set facl aBTOMAaTUYECKU aJalTUPYET CYIIECTBYIOIIHE 3aMKCH C
MacKaMH K U3MEHsIeMbIM OUTaM. DTO TOBEJCHUE MOKHO M3MEHHUTh UCTIOJB3YS1 OMIIHIO
—-n. Macka onpefesnsier MakcuManbHble 3 (EKTUBHBIE MPUBUJIETHH [T Kacca
«TpyNIa», BKJIOYass UMEHOBAHHOTO MOJIb30BATENS], UMEHOBAHHYIO TPYIILY U TPYIITY-
BJIafielblia. BUTHI TocTyna Kilacca «rpyImax», OToOpakaeMble KOMaHaou 1s, —d1

mydirTawpbcmancnme3wHwHMaCKa
drwxrwx——-—-+ ... tux project3 ... mydir

IepBbiii cTonGel] BHIBO/IA TENIEPh COIEPKUT JOTOJHUTENBHO 3HAK +, YKa3biBast Ha
cyuiectBoBaHue pacutupertvix ACL 1j1s1 3TOro 3j1eMeHTa.

CoriacHO BbIBOAY KOMaH/bI 1 s, MacKka BKJIIOUAeT B ceOsl IOCTYI Ha 3aIUCh.
TpaaAuIIMOHHO 3TH OUTHI O3HAYAM Obl, YTO Ipymma-Biazesel (pro ject 3) Takxke
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VIMEET MpaBo Ha 3amuch B AupeKTopuio mydir. OgHako 3¢ pekTUBHbIE paBa
JOCTYIIa COOTBETCTBYIOT COUETAHUIO MPAB 3aJaHHBIX AJIs1 TPYIIIbI-BIaAEbLA U
Macku — r—x B HameM npumepe (Tabauma 10.2, «MackupoBKa MpUBUIIETH
poctyna» (cTp. 140)). IToaromy B oTHOLIEHUH 3(P(EKTUBHBIX IPUBUIIETHUIA TPYIIIIBI-
BJIAJENbLIA, JaxKe [ocie 100aBIeHnA TONOJHUTENbHbIX 3anmuced ACL, Huyero He
WU3MEHWIOCh.

N3mennTe 3HaueHne Macku ¢ momolpio komann set facl wim chmod. Hanpumep

ucnoip3yite chmod g-w mydir.ls -dl mydir HOKakeT:
drwxr-x—-—-—-+ ... tux project3 ... mydir

getfacl mydir gacrt ciienyiomuii BEIBOI:
# file: mydir

# owner: tux

# group: project3

user: :rwx

user:geeko:rwx # effective: r-x
group: :r—x
group:mascots:rwx # effective: r-x
mask::r-x
other::-—-

Iocye cOpoca Guta JOCTyIA HA 3alKCh IS TPYIIBI KOMaHIoW chmod, BEIBOJA
KOMaH/Ibl 1S JIOCTATOYHO, YTOOBI YBUAETh, YTO OMTH MAaCKH U3MEHIIVCH: IOCTYII Ha
3aMMch CHOBA €CTh TOJILKO Yy Biafenbiia mydir. BemBon get facl moarBepxkaaet
970. OH BKJIIOYAET B ceOs1 KOMMEHTAPHIA JUIsl BCEX 3aITiCel, B KOTOPBIX OUTHI

JIOCTYTIAa HE COOTBETCTBYIOT PEaIbHBIM MPUBUIICTHSAM M3-32 TPUMEHEHU ST MACKU.
OpuruHaibHbIE IPaBa MOT'YT OBITh BOCCTAHOBJIEHBI B JII0O0OE BpeMsl KOMaHIol chmod
gt+w mydir.

10.4.3 Oupektopus ¢ ACL no ymonyaHuio

Hupextopuu MoryT uMeTs ACL 10 yMOJT9aHMIO, KOTOPBIE ABJISAIOTCS CTIENNATbHON
pasHoBugHOCThI0O ACL, onpefensiomeil npaBa A0CTyNa, HacueyeMble 0ObEeKTaMH B
3TOM JUpeKTopHH npu ux co3ganni. ACL mo ymosrdaHuio BIMsAeT Ha MOAANPEKTOPHN
U haiisl.

Henctena ACL no ymonyaHuio

CymiectByet aBa nmytu nepegaur ACL no ymondanuio (paitnam 1 nogIupeKTopusim:

* Tlognupexropus Hacaenyer ACL poaurtenbckoit nupektopun kak ceou ACL o
yMosdanuio u oobraabie ACL.
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* ®aiin Hacnenyer ACL no ymomuanuio kak ceou ACL.

Bce cuctemHBIe BBI30OBH, CO3IAI0OMIIE OOBEKTH (halJIOBON CHCTEMBI, UCTIOTB3YIOT
napameTp pexuM, KOTOPHIN OIpelesseT PeKUM J0CTYIa K CO3JaHHOMY OOBEKTY.
Ecmu pogurensckas nupekropus He umeer ACL o ymon4aHmio, 3aJaHHble umask
OUTHI JIOCTYIA BHIYMTAIOTCS M3 OMTOB JIOCTYIIA MapaMeTpa pexuM, a pe3yJibTar
yCTaHABIMBAETCs co3iaHHOMY 00BeKTy. Ecmu ke ACL no ymonmdanuio 3a1aH, OUTH
JOCTYIa HOBOTO OOBEKTa COOTBETCTBYIOT COBIIAJAIOIINM YACTSAM IapaMeTpa PEXuM U
paspemtenusam ACL o ymonvanuio. B 3Tom cityyae uma sk He yYUTHIBaeTCS.

NpumeHeHue ACL no ymonyaHuio

Crenyrolue Tpy MpUMepa NMOKa3bIBAIOT OCHOBHBIE onepauuu s qupektopuid 1 ACL
10 YMOJTYaHHIO:

1. Hobaeuts ACL 110 yMOTYaHHMIO CYIIECTBYIOIIEH AUPeKTOpUM my dir:

setfacl -d -m group:mascots:r-x mydir

Onuus —d komanapl set facl ykaspiBaeT set facl BBINOIHATh U3MEHEHUS
(ot —m) ans ACL o ymoagaHuio.

B3arisHem noommke Ha PE3YIbTAT BBIIIOJIHEHUA 9TOU KOMaH/bI:

getfacl mydir

# file: mydir

# owner: tux

# group: project3
user: :rwx
user:geeko:rwx
group: :r—x
group:mascots:rwx
mask::rwx
other::——-
default:user::rwx
default:group::r—-x
default:group:mascots:r—-x
default:mask::r-x
default:other::———

get facl Bo3Bpamaer kak ACL, Tak u ACL no ymomyanuio. ACL 1o ymon4anuio
COOTBETCTBYIOT CTPOKaM, HaunHatoummcs ¢ default. HecmoTps Ha To, uTo BhI
nepenam KoMaHae set facl tompko 3amuck ACL o yMoT9aHuUIO TSI TPYIIITEL
mascots, set facl aBTOMaTHUECKH CKOMMPOBAJIA BCE OCTAJIbHBIE 3AMUCH U3
ACL, uto6si coznath BasuaHbii ACL no ymomuanuo. ACL o ymoyaHuio He
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OKa3bIBAET MOMEHTAJILHOIO BJIMSIHKSI Ha IOCTYI K 00beKTYy. OHU BCTYNAIOT B UIPY
TP CO3/IaHUH HOBBIX OOBEKTOB. DTH HOBbIE OOBEKTH HACTEAYIOT IPUBIIIETHH
T0JbKO OT ACL 110 yMOJIYaHUIO CBOEH POAUTENIBCKON TUPEKTOPHH.

. B ciienmyrorem npumepe uctonib3yiite koManay mkdi r, YToObl co3AaTh B mydir
MOJANPEKTOPHI0, KoTopast yHacneayer ACL o ymon4aHuio.

mkdir mydir/mysubdir
getfacl mydir/mysubdir

# file: mydir/mysubdir
# owner: tux

# group: project3
user::rwx

group: :r-x
group:mascots:r—x
mask::r-x

other::——-
default:user::rwx
default:group::r—-x
default:group:mascots:r—-x
default:mask::r—-x
default:other::——-

Kak 1 o%kuaanoces, BHOBb CO3[JaHHAs AUPEKTOPUs my subdir noiyuuia npasa
Joctyna u3 ACL no ymosuanuio poguresibekoit gupektopun. ACL nupextopun
mysubdir aBagerca TouHbIM oTpakeHueM ACL 1o yMo4aHHIO IUPEKTOPUM
mydir. [logaupekTopus nepenacT 3TH NpaBa BJIOKEHHBIM B Hee 0OBbEKTaM U T.JI.

. Ucnonp3yiite t ouch A cozganus aitna B tupekTopuu mydi r, Hanpumep,
touch mydir/myfile.ls -1 mydir/myfile nokaxer:

—rw-r—-——-—-— + ... tux project3 ... mydir/myfile

BoiBon get facl mydir/myfile:

# file: mydir/myfile
# owner: tux

# group: project3
user::rw-

group: :r—x # effective:r——
group:mascots:r—x # effective:r——
mask::r——
other::-—-

Ecmun ACL no ymouaHuio ¥ uma sk He HaKJIaJIplBal0T HUKAKUX OrPaHUYEHUH,
touch npu co3aaHnu HOBBIX (haiJIOB UCIIONB3YET peXuM CO 3HaUeHueM 0666,
co3naBast (paiiIbl ¢ JOCTYIIOM Ha UTeHHe U 3anuch s Beex («eficteuss ACL mo
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yMourdanuio» (ctp. 143)). Takxke 3T0 03Ha4aeT, YTo Bee Mpasa AOCTyIA, KOTOpbIe
HE COIepKUT 3HaYeHNe pexuM OyIyT yIaJeHbl i3 COOTBETCTBYIOIINX 3aNHcei
ACL. HecMmOTps1 Ha TO, 4TO 3aIKCH AJIsI TPYIITE He ObutH yaaneHs u3 ACL,
3HaYeHNe Macky ObUI0 MOAN(UIMPOBAHO Ui MACKHPOBKHY TIPaB HE 3aJaHHBIX
3HAUYEHHUEM DEXHUM.

Ata Mo HeOOXOAMMA IS IPABUJILHOTO B3aMMOJECHCTBUS TIPUIIOKEHHUH
(manpumep, kommiaTopoB) ¢ ACL. Bl Mmoxere co3naBaTh (haiiisl ¢
OrpaHUUYEHHBIM JIOCTYIIOM M 3aTeM MOMeYaTh UX KaK UCHOIHsieMble. MeXaHu3M
mask rapaHTHpyeT, 4YTO HyXHbIE ITOJH30BATENN U TPYIIIHI CMOTYT 3aIyCKaTh MX
KaK UM 3a0J1aropaccyauTcs.

10.4.4 Anroputm nposepkn ACL

AJITOPHUTM MIPOBEPKU MIPUMEHSIETCS TIepel] TeM, KaK JII0OOMY IPOIecCy WIN
MPUIOKEHHIO OyeT MpeaocTaBieH 10CcTyIl K 3amuiieHHoMy ACL 00bekTy (haitioBoit
crcteMbl. OCHOBHOE ITPaBIJIO IIPOBEPKHU 3aKTioyaeTcs B ToM, uto 3armucu ACL
MIPOBEPSIOTCSA B CIEAYIOLIEM MOPsAKe: Biajenell, IMEHOBAHHbIN IT0JIb30BaTENb,
TpyIIia-Biajaesel] Wid IMEHOBaHHASI TPYIIa, Ipyrue mojb3oBarei. Joctyn
NPeJOCTaBIISIETCs] B COOTBETCTBUHM C 3aITUChIO, KOTOpasi 60Jiee MTOXOIHT ITPOLIECCy.
[TpuBmIerny He HAKAIUTUBAIOTCS.

Bce YCIOXKHACTCSA, €CJIN MTPOLECC MPUHAIJICIKHAT 0oJree 4YeM K OIIHOfI rpynre u
MOTEHIHUAJIBHO COOTBETCTBYET HECKOJIbKUM I'PDYIIIIOBBIM 3aITUCAM. B stom cliydae
N3 MHOJXECTBA BLI6I/IpaeTCH IMPpOU3BOJIbHAA 3alIMCh C Tpe6yeMHMI/I NPpUBUICTUAMM.
HeBa)KHO, Kakas U3 3armcei MPUBEAECT K PEIYJIbTATY «IOCTYIl PA3PECLICH».
AHaJIOFI/I‘IHO, €CJIM1 HU OJHA U3 I'PYIIIOBbIX 3armcen He COIEPIKUT Tpe6yeMbe
HpHBHHeFHﬁ, cnyqaﬁﬁo BLI6paHHaH 3alrChb NPUBEAET K KOHEYHOMY PE3YJIbTATY
«IOCTYII 3aIIPCHICH».

10.5 Nopoepxka ACL
NPUNOXEeHUAMUN

ACL moryT ObITh UCITOJIL30BAHBI JIJIS1 peaTU3alMy OYeHb CJIOXKHBIX MOesIeH
MIPUBIJIET U, KOTOPBIE COOTBETCTBYIOT TPEOOBAHUSM COBPEMEHHBIX TPIJIOKEHUH.
Tpamurnmonnas cucrema npusmiernii 1 ACL moryT a¢p(peKTHBHO cOueTaThCsl.
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OcHoBHblI€e (pailiioBble KOMaHbI (CP, mv, 1S, U T.1.) nogaepxueaiotr ACL, paBHO Kak
Samba u Konqueror.

K coxaieHnio MHOXECTBO PEAKTOPOB U (hailJIOBBIX MEHEAKEPOB JO CUX MOp HE
nonaepxusaet ACL. Hanpumep, konmpoBanwue ¢aitos ¢ nomortnpsio Emacs npuBoaut
k notepe ACL. Ilpu uzmenenuu ¢aiinos B pepakrope ACL nHorga coxpaHsiores, a
WHOT/IA HET, B 3aBUCHMOCTH OT TOTO CII0c00a, KOTOPBIM PEeIaKTOp CO3aeT pe3epBHBIE
konuu. Eciu pefakTop 3anuchiBaeT U3MEHEHUS B OpUrMHaIbHBIHA aitin, ACL
coxpaHsioTcsl. Ecnu n3mMeHeHHoe cofiepkaHne COXPaHsIeTCsI B HOBBIH (pailsl, KOTOPBI
BIIOCJIEICTBUH TOJIy4aeT UMsI OPUTMHAJIBHOTO (paiiia U peflakTop He MOAAEPKUBAET
ACL, oHM MOTYT OBITh ITOTEPSAHBL. 3a MCKIIIOUCHUEM apXUBaTOpa star B HaCTosIIee
BpEMsI HE CYILIECTBYET IPOrpaMM Pe3epPBHOI0 KonupoBaHus, coxpansonmx ACL.

10.6 JononHutenbHasn
UHpopmMauuma

3a nonpo6Hoit napopmanueir 06 ACL obparmaiitech B ClIpaBKy 0 KOMaHIaM
getfacl(l),acl (5) nsetfacl(l).
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LLinchpoBaHue channos n
pa3nenos

BonbIMHCTBO MoJb30BaTeNeil UMeeT Ha CBOMX KOMITbIOTepax KOH(HUIEHIIMAIbHbIS
JaHHbIE, TOCTYI K KOTOPBHIM JOJUKEH OBITh 3aKPHIT TSI TPETHUX JIUI. Yem Oostbiie

BpI mostaraetech Ha MepeHOCHBIE KOMITBIOTEPHI M PabOTy B PA3IUNYHOM OKPYKEHHUU U
Pa3HBIX CETSIX, TeM OoJiee OCTOPOKHBIM BaM ciiemyeT ObITh CO cBoMMU JaHHBIMH. [1pu
HAJIMYMU CETEBOro WM (pU3UYECKOro JOCTyMa K Barel cucteMe nocTOpOHHUX JIHIL
peKkoMeHAayeTcs U poBaTh (paiiyIbl WK LeNble AUCKOBBIE pa3aensl. HoyTOyku nmm
HocUTe M MH(POPMALIMK, TAKUE KaK BHEIIHUE xkecTkue qucku win USB-Hakonureny,
MOTYT OBITh TOTEPSIHBI WIIH yKpaaeHsl. [IoaToMy pekomeHayeTcs mudpoBaTh 9acTh
(paiinioBoii cHCTEMBI, XPaHSAIIYI0 KOH(PUIEHIIMAIbHbIE IaHHbIE.

Cy1iecTByeT HECKOJIBKO CIIOCOOOB 3aIUTHI JAHHBIX ITPY IIOMOIIH U POBAHUS:

[ITuppoBanue pasiena KecTKOro AucKa
Bel MoskeTe co3aath 3anmgpoBaHHBIA pa3iesa BO BpeMsl MHCTALISALMY WU Ha ykKe
YCTaHOBJIEHHOH cucteme nipu niomotim YaST. bonee moapo6Has uHdopMarus
conepxurcs B Pazgen 11.1.1, «Coznanue 3ammgpoBaHHOTO pasjesa BO BpeMst
uHCcTausimn» (ctp. 151) u Pazgen 11.1.2, «Co3nanve 3ammdpoBaHHOTO
pazzena Ha paboTamwieit cucteme» (cTp. 152). DTOT ke crnocod MOKeT
OBITH MCIIOJIB30BaH JJIsI CMEHHBIX HAKOIIUTENIEHN, TAKMX KaK BHEIIHUE XECTKUE
JIMCKH, Kak orucaHo B Paznen 11.1.4, «llludpoBanue cogepKkUMOro CheMHBIX
Hocutenen» (ctp. 153).

Coznanue 3amu@poBaHHOro (paiia B KauecTBe KOHTEHHepa
B MoxeTe co3maTh 3amugppoBaHHbIN (haiil Ha CBOEM KECTKOM AUCKE WU
CMEHHOM HakormuTeJsie py oMot YaST. DToT ¢aii MoxeT ObITh KCIOIb30BaH
IUTSL TOTO, YTOOBI Xpanume Opyrue (aiiisl 1 KaTaxord. 3a JOTIONTHATEIBHON
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undopmarmeit ooparutech kK Pazmen 11.1.3, «Co3znanue 3amudpoBanHoro daiia
B KavecTBe KOHTelHepa» (cTp. 152).

[udppoBanye JOMAITHUX KATAJIOTOB
C momortpio openSUSE Brl Takke MoXxeTe co3naBaTh 3amudpoBaHHbBIE
JOoMaIlllHie AMPEKTOPUH MoJb3oBaTesneil. Korma moyis30Baress BXOJUT B CUCTEMY,
3amugpoBaHHAs JOMAIHAS AUPEKTOPUS MOHTHPYETCSI, U ee COJIEPKUMOe
CTAHOBUTCS JOCTYITHO IMOJI30BATEN0. 3a MOApOOHOM HH(pOopMaluel oOpaTiuTech
k Paznen 11.2, «Mcnonp3oBanne 3ammppoOBaHHBIX JOMAITHUX IAPEKTOPHI »
(cTp. 154)

[udpoBanme oTaenbHbIX TeKCTOBBIX (paiinoB ASCII
Ecnu Bes Baiua koHpuaeHumanbHass HGOpMAaIUs XpaHUTCS B HECKOJIBKUX
tekcToBbIxX (pamax ASCII, Bor Mmoxete 3ammgpoBaTh UX OTAENIBHO U 3aALTUTUTH
naposeM ucnoinb3ys Kgpg wnm pegakrop vi. 3a fanbHeiinieit nHhopmanueit
obparurech k Paznen 11.3, «Mcnonb3oBaHue Vi s mMUdpPOBaHUS OTIEIbHBIX
tekctoBbiX ASCII aiinos» (ctp. 155) .

BHUMAHME: 3awmdppoBaHHbIA HOCUTENb NpeajiaraeT orpaHUYEHHYHo
3awmTy

OnwncaHHble B 3TOM rnaBe METOAbl MPennaraioT TObKO OrpaHNYeHHYo
3awuTy. Bbl He MOXeTe 3aWnTUTb 3anyweHHyto cucteMy oT Banoma. Mocne
TOro, Kak 3awmngpPoBaHHbIA HocUTeNb Hbin 61aronony4HO CMOHTUPOBAH,
noboit Nonb3oBaTenb ¢ COOTBETCTBYOWMMY NPUBMNErnsSMm Bynet uMeTb K
Hemy gocTtyn. OnHako 3awmngpoBaHHbIR HocuTens ByneT NnoneseH B cryyae
noTepu Unu Kpaxu Bawero koMnbloTepa unu ons NpeaoTepalleHuns
yTeHust Bawnx KoHpMAEHUMANbHbIX AaHHBIX TPETbUMU NLAMK.

11.1 Co3paHue 3awumdppoBaHHOM
c¢hansioBon cuctTeMbl Mpuv NOMOLLLU
YaST

YaST MoxHO UCHOIBb30BATh AJ1s1 MG POBaHUs pa3AesioB UK yacteil Barei
(paiimoBoii cHCTEMBI KaK BO BpeMs HHCTAJUISALINH, TaK ¥ Ha YK€ YCTAHOBJICHHON
cucreme. OnHako MmmdpoBaHue pasjiesa yxke YCTaHOBJICHHOW CUCTEMBI OoJiee
TPYIOEMKO, TIOCKOJIBKY OHO TpeOyeT BHECEHHsI U3MEHEHHH B TAOJIHIy pa3/IeyioB.
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B atoMm cityyae Gosiee 1iesiecooOpa3HbIM MOKET OBITh CO3JjaHKe 3aIU(POBAHHOTO
(paiina onpeneneHHoi o6MacT, KOTOpast OyIeT UCTIONB30BAHA IS XPAHeHUs: TPYTUX
(aiinoB win yacten Bameii daitioBoit cuctemsl. YTo0bI 3a1mdpoBath HEJblid pa3ies,
BBIJICJIUTE B TAOJUIIE pa3fiesioB pa3aen s mudposanus. PazMerka, npennaraemast
YaST no ymomyaHuo, He COAEPKUT 3alInppoBaHbIX pasaesoB. [Jo0aBbTe NX BPyUHYIO
B IMAJIOTe pa3METKH JHCKa.

11.1.1 Co3paHue 3aumcppoBaHHOro
pa3gena BO BpeMs MHCTanNsiumm

BHMUMAHME: BeBoa napons

Y6enuntech, 4To Bbl XOpOoLLO 3anoMHWAM Naponb AN 3awngpoBaHHOro
pasnena. bes atoro naponsi Bel He CMOXETE HM NOMYYUTb JOCTYM, HU
BOCCTaHOBMWTb 3alMPPOBAHHbIE OaHHbIE.

Huanor YaST Pa3meTka npenocTapiisieT BO3MOXXHOCTh CO3JJaHMsI 3aIM(PPOBAHHOTO
paznena. UToOwl co3maTh HOBBIH 3alM(PPOBAHHBIA pa3e:

1 3anycrure moaynb YaST Pasmerka Komnviomep > Cucmema > Pazmemxka.

2 BoibepuTe KECTKHI UCK, HAXMUTE JJ06a8ums U BHIOEPUTE EPBUYHBIN WA
pacIIMpeHslil pa3zaed.

3 BuibGepute pazmep pasjena win o0aacTh Ui UCTIOb30BAHMUS Ha [IUCKeE.
4 BriGepure (hailIoByI0 CHCTEMY M TOUKY MOHTHPOBAHUS pa3ziea.

5 Ormerste Llugposams ycmpoticmso.

3AMEYAHME: TpebyeTcs [oNonHUTENbHOE NPpOrpaMMHoOe
obecneuyeHue

Mocne Bbibopa LLngbpoBaTb yCTPOCTBO, BO3MOXHO NOSIBNEHME
BCMNbIBAIOLLEr0 OKHA, 3anpallmsatoLero yCTaHOBKY AOMONHUTENbHOMO
nporpamHoro obecneyeHmns. MoaTeepauTe yctaHOBKY BCeX TpebyeMbIx
MakeToB €Cv XOTUTe, 4TODObI 3aWndpPoBaHHbIA pasaen bbin
paboTocrnocobeH.
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6 Haxwmure Janree u BBeauTe Maposib, KOTOPHIA OyAeT UCIONIB30BATHCS IS
nmdpoBanus paznuena. OH He OyeT 0ToOpaxaThCsl Ha SKpaHe, IOITOMY BO
n30exaHue OIMMOOK ero Hy)KHO OyJeT BBECTH JIBAKIbL.

7 3aepumte Ipoliecc HaxaB 3agepuumy, ociie 4ero Oy/ieT co3aH HOBBIH
3amudpoOBaHHBINA pa3iel.

Koraa Bam noHamoOuTcst CMOHTUPOBATD 3ali(ppOBAHHBIN paszien, OTKPOUTe
(paiimoBEIil MEHeIKEp U BO BKIIALIKE, OToOpakamomie odmue Mecta Barei
(paiinoBoii cucTeMsbl, BRIOEpUTE 3aITUCh C pa3aenoM. Y Bac Oyner 3ampolieH
MapoJib, MOCIE Yero pasziest OyaeT CMOHTHPOBAH.

[Tpu MHCTAIIAIUY CUCTEMBI HAa KOMIIBIOTEP C YK€ CYIIECTBYIOIMMHY pa3esiaMu Bot
MO3KeTe 3aIudpoBaTh CYIIECTBYIOIIUI pa3zien. B aToM ciyvae cienyiiTe ormucaHuio
B Paznen 11.1.2, «Co3nanue 3ammpoBaHHOTO pasjiesa Ha padoTalolei cucremMe»
(ctp. 152) 1 nmeiiTe B BUJLY, YTO BCE CYLIECTBYIOIME JaHHBIE OYIyT YHHUYTOXKEHBI
BO BpeMsI 3TOH Omeparyu.

11.1.2 Co3paHue 3aumdppoBaHHOIo
pa3nena Ha paboTaroLen cucteme

BHUMAHME: AktuBauums wncppoBaHusi Ha paboTaroluen cucteme

Bo3mMoXxHO Takxe co3natb 3awmngpoBaHHblii pa3aen Ha paboTtatowen
cucteme. OgHako WngpoBaHMe CyWwecTBYIOWEro pasaena YHU4TOXUT BCe
[aHHble Ha HEM, a Takxe NoTpebyeT N3MEHEHNsI pa3MepoB 1 CTPYKTYpPbI
CYILECTBYIOWNX pa3aenos.

Ha 3anymenHoii cucreme Beidepure Cucmema > Pazmemxa B LleHTpe yripaBineHus
YaST. Haxwmure /la 4To0bl IPOIOKUTh. B JKxcnepmuoii pasmemie BoiOepute
paznen ans nmdgpoBaHus U HaxMuTe Pedakmuposams. OctanbHas poreaypa
cxonHa ¢ onucanHoi B Paznen 11.1.1, «Co3aanue 3ammdppoBaHHOTO pasjiena Bo
BpeMs uHCTayuIsIimm» (ctp. 151).

11.1.3 Co3paHue 3aumcppoBaHHOro
chamna B Ka4ecTBe KOHTENHepa
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Bmecro ucnosnp3oBaHus pasjelia MOXXHO CO3JaTh 3allMpoBaHHbIN (haiisl, KOTOPHIi
Oyner comepkarth B ceOe apyrue (hailibl ¥ KaTaaoru ¢ KoH(pUAeHINATbHBIMA
naHHbIMU. Takue KoHTelHepHble (hailiibl CO3AATCS U3 IUanora JKCIepTHas
pa3meTka YaST. Beibepure [lugposannvie daiinwt > Jobasums wudposariiviii
¢baiin v BBeAUTE MOJHBINA MyTh K (paiiny u ero pasmep. Eciu YaST nomxen coznath
KOHTeHHepHbId (paiti, akTuBupyiite onuuio Cozdame nemaesoti gpaiin. [lonTeepaute
WM U3MEHUTE MpejiaraemMble HaCTPOUKHU (pOpMaTUPOBAHUS U TUII (pailTIoBOM
CHCTEMBI. YKaKHUTe TOUKY MOHTHPOBAHUSA U YOSAUTECh, UTO OIS 3auugdposams
ycmpoiicmeo BHIOpaHa.

Haxwmure Janee, BBeaure naposs 11 geidposanus dailjla 1 IpUMeHUTe
WU3MEHEHU HaXaB 3agepuiume.

IMpenmymiectBo 3ammdpoBaHHbIX (GaiIOB-KOHTEMHEPOB Hal pa3eaMH 3aKII09aeTCs
B TOM, 4TO OHHM MOTYT OBbITh JOOABJICHBI O¢3 U3MEHEHHS Pa3METKH KECTKOTO IUCKA.
OHM MOHTHUPYIOTCS TP ITOMOIIIY METIEBOr0 YCTPONCTBA M BEIYT Ce0s1 KaKk OOBIYHbIE
pasmebl.

11.1.4 lLndppoBaHue comepXxmMmoro
CbEeMHbIX HOCUTENEN

YaST oTHOCUTCSI K CLEeMHOMY HOCUTEITIO (TaKOMY, Kak kecTkuil aquck uiu USB
flash) Tax xe, Kak JOOOMY KeCTKOMY JHICKY. Paiibl-KOHTEHHEPHI WM pa3zesl Ha
TaKMX YCTPOMCTBAaX MOTYT OBITh 3alIM(PpOBAHBI 0 MHCTPYKLUHM Bhile. OHAKO He
paspelaiiTe UM MOHTUPOBAaHUE BO BPEMsI 3arPY3KH, IOCKOJIbKY ChbEMHbIE HOCUTENIN
OOBIYHO MOJKJIIOYAIOTCS K yXKe 3aMylIeHHON CHCTeMe

Ecnmu chemHoe ycTporicTBo Obuto 3ammudpoBano mpu nomonm YaST, cpeast KDE

1 GNOME aBTOMaTHUYeCKH pacro3HAIOT 3aIIM(POBAHHbINA pa3les 1 3apocsT
napoJib Mpu oOHapyKeHUH ycTpoiicTBa. Ecnu Bel mogxmounTte cheMHOE YCTPOUCTBO
oropmarupoBanHoe B FAT npu 3anymennom KDE v GNOME, nosns3oBaresns
TocJie BBOJa Maposisi aBTOMAaTUIECKH CTaHET BJIaJesIbLieM YCTPOMCTBA U CMOKET
YHUTATh U 3aMUCHBATh (haiiibl. 1711 qpyrux (ailIoBBIX CUCTEM HEOOXOAUMO SIBHO
yKa3aTh BJIaJeNbla OTIMYHOIO OT root, YTOOBI pa3pelnTh STUM MOJTb30BATEIIAM
YTEeHUE WY 3aIiCh (haiiyioB Ha YCTPOUCTBO.
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11.2 Ucnonb3oBaHue
3awumdopoBaHHbIX AOMaLLHUX
ANPEeKTOpUn

JI71s1 321U T JaHHBIX B JOMAILIHUX JUPEKTOPHUAX OT KPaXkU U NOCJELYIOIErO
HECAHKI[MOHUPOBAHHOT'O JIOCTYTIA, UCTIoNb3yiiTe Moyb YaST Ympasienue
TI0JIb30BATENSAMH, YTOOBI pa3pelnTh M1 poBaHNE JOMAITHIX AUPEKTOPHIA.

Br1 MoxeTe co3maBath 3aum(ppoBaHHBIEC JOMAIIHIE TUPEKTOPUH AJIs1 HOBBIX
CYILLECTBYIOILUX MoJb30Bateield. st mugposaHus Wiy JemrdpoBaHus JOMAIIHUX
JUPEKTOPUI YK€ CyLIECTBYIOLIMX MOJIb30BaTe el Bbl JOIKHBI 3HATh UX NapOJIH.
Paznen “Managing Encrypted Home Directories” (I'maBa 9, Managing Users with
YaST, TReference) moapoGHO OMUCHIBAET ITY TIPOLEAYPY.

3ammdpoBaHHbIe JOMAIIHKE Pa3/iesibl CO3AAI0TCS BHYTpH (paiiia-KOHTelHepa

kak onucaHo B Paznen 11.1.3, «Co3panue 3ammgpoBaHHOro (aiiia B KauecTse
KoHTeiHepa» (cTp. 152). B nupektopun /home coznaercs nBa dpaiiia 1uisi KaxIou
3amppOBaHHON JOMALIHEN TUPEKTOPUH:

LOGIN.img
Copepxaluii AUPEKTOpUIo 00pa3

LOGIN.key
Kitiou k 06pa3y 3aluiieHHbli napoJeM Mojb30BaTellsl.

IMpu BXO/IE B CHCTEMY JIOMAIIHSIS IUPEKTOPUS AelpyeTcs: aBTOMaTuuecku. s
9TOrO UCHOJIb3YETCs: MOJIYJIb Pam HasbiBaeMbiil pam_mount. Eciin Bam Hano no6aButh
JIOTIOJIHUTEJIbHBI METOJT BXOJIa B CUCTEMY, KOTOPBIil 0OecrieunBaeT 3amgppoBaHHbIE
JOMAIIIHUE AUPEKTOPUH, 100aBbTE ITOT MOJIYJIb B COOTBETCTBYIOIMI
KOH(HUTIyparmoHHbIA (aiin /etc/pam.d/ . 3a mogpoOHOCTAMU 0OpPAaTUTECH B
I'maBa 2, Authentication with PAM (ctp. 17) u man ctpanuiie pam_mount.

BHUMAHME: OrpaHunyeHus 6e30nacHOCTH

LUndopoBaHme noMalHen oMpekTopum nonb3oBatens He obecneynBaeTt
BbICOKOrO YPOBHS 3alMTbl OT APYrux nonb3osateneii. Ero MoxHo nobutscs
TONbKO HEe pasfensis CUCTEMY C APYrMX NONb30BaTENSIMU OU3NYECKN.

Lns ycunenus 6esonacHocTn Bbl MOXeETe Takxe 3awngpoBaTb swap
pasgnen, a Takxe oUPEeKTopun /tmp U /var/tmp , NOCKOJIbKY OHU MOTYT
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cofepXxaTtb BpeMeHHble 06pasbl v KPUTUYECKME OaHHble. 3awndpoBaTb
swap, /tmp U /var/tmp npu nomMowmn moayns PasmeTka YaST kak
onucaHo B Pazgen 11.1.1, «Co3gaHne 3awmndpoBaHHOro pasaena

BO BpeMs uHcTannaumm» (ctp. 151) unm Paspen 11.1.3, «Co3naHue
3awmncpoBaHHOro goaina B kayecTse KOHTelHepa» (cTp. 152).

11.3 Ucnonb3oBaHue vi gns
LundopoBaHUs oTaeNbHbIX
TekctoBbix ASCII dbannos

HenocraTtok ncronp3oBanus 3ammdpoBaHHBIX Pa3eIoB OYEBHACH: KOIJa pa3ziel
CMOTHPOBAH IO KpailHell Mepe root OyJeT Takxke UMeTh JOCTYI K JaHHbIM B
3TOM pasfene. [ IpeqoTBpaIe s 3TOro MOXHO MCIOJIb30BATh Vi B PEXIMe
muppoBaHuUsl.

Yro0bl OTpeIaKTUPOBATH HOBBIH (Paiijl UCIIONB3YHTEe KOMaHLy vi —x filename.
Vi IpeIoKUT Bam ycTaHOBUTH MapoJib, MOCIIE Yero OH 3almdpyeT coaepKuMoe
(paiina. OTkyma 66 Bbl He 3ampocHiii JOCTYIT K 9ToMYy (hafity vi OyeT 3anpammBaTth
MapoJIb IS TOCTYIIA.

Jnst eme Gosbineit 6e3onacHocTH Bel MoxkeTe pa3mMecTuTh 3aipoBaHHBIA (aii
Ha 3amm(pPOBaHHOM pasjiesie. ITO peKOMeHIyeTcs IOCKOJbKY M poBaHie
UCIOJIb3YEMOE B Vi HE CIIMIIKOM YCTOIUMBO.
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O6HapyXeHue BTOPXEHUN
npu noMmoiuu AIDE

3ammra CUCTEMEBI - 00s3aTeIbHAS 3a0a49a JUIsl JII0OOro OTBETCTBEHHOI'O CUCTEMHOIO
aaMuHKCTpaTopa. [TI0CKOIbKY HEBO3MOKHO rapaHTUPOBATh, UTO CUCTEMA He
TOJJBEPTHETCS B3JIOMY, OUeHb BaKHO TIPOU3BOIUTH JOTIOJHUTEIIbHBIE TPOBEPKH
peryJisipHO (HarmpuMep 10 KPOHY), YTOObI YOEIUTHCS B TOM, UTO CUCTEMA JIO CHX TIOP
noj; Barimm koHTposiem. [l atoro ymooHo ucnonb3oBath AIDE Advanced Intrusion
Detection Environment - ycogeputenCmeo8anHyto cpedy 0OHAPYICEHUSL 8MOPICEHUIL.

12.1 [nsa 4yero HyxHa AIDE?

[Tpocrast mpoBepka, KOTOpast YaCTO MOMOTaeT OOHAPYKUTh HEXeJIaTeIbHbIC
W3MEHEeHH s, MOXeT OBITh TIpou3BeieHa ¢ moMombio RPM. B maketHoM MeHemxkepe
€CTh BCTpOEHHAs (DYHKIIMSI MPOBEPKH U3MeHEeHU! B hailyiax cucteMsl. 171 mpoBepKu
Bcex (hailyioB, BBHIMOIHATE KOMaHAy rpm —Va. OIHaKo 3Ta KOMaH[a TaKkxke
0TOOpa3uT U3MeHeHus B (paiiiax KoHpuUrypawu u Bam npuaercs mpousBectu
(pubTpanuio, 9ToOBl ONMPENSIUTh TOJILKO BaXKHbIE H3MEHEHMS.

Eme ogHa npo6iiema ¢ RPM 3akimodaercs, B TOM, YTO YMHBIN B3JIOMIIUK MOXET
MOJIMEHUTDh rPm, YTOOB! 3aMaCKHPOBATh BCE U3MEHEHHSI. DTO MOKET ObITh CIICJIAHO
TIpY TTOMOIIY PYTKUTA, KOTOPHIN TTO3BOJUT B3JIOMIIUKY CKPBITh BTOPXKEHUE 1
TIOJTyYUTh IPUBWIETUY cynepnoib3oBareis. [loatomy Bbl [omkHBI peann3oBaTh
eIre OJIHy MTPOBEPKY, KOTOPYIO MOKHO MPOU3BOIUTH HE3ABUCUMO OT YCTAaHOBJICHHOMN
CHUCTEMBI.
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12.2 YctaHoBKa 6a3bl gaHHbix AIDE

BA>XXHO: UHnumanuanpymnte 6a3y aaHHbix AIDE nocne yctaHOBKM

Mepen TeM, Kak Bbl YCTAHOBMTE CUCTEMY NPOBEPbLTE KOHTPOMbHYIO CyMMY
Hocutens («Checking Media» (Mpunoxexwne A, MNomolus u pelweHne
npobnem, TBcTynneHmne)), 4tobbl y6eanTbca B €ro NOAAMHHOCTH.

Mocne ycTtaHOBKM CUCTEMBI, MHULMann3npyinte 6asy naHHbix AIDE.
YT106bl yIOCTOBEPUTHLCS, HTO BCE NMPOLO YCMNEWHO BO BPEMS U nocne
WHCTaNNAUMM, NPON3BEAUTE UHCTANNSALUMIO MPSMO U3 KOHCONW, Ha
KOMMbIOTEP He MOAKMIOYEHHDBIV K ceTU. He ocTasnsiite komnbtotep 6e3
npucMoTpa 1 He NoAKMYanTe ero K ceTn noka 4o Toro, 40 CO34aHuns
6a3bl fnaHHbix AIDE.

AIDE no ymonuanuio He yctaHoBsieHa Ha openSUSE. [ ycTaHOBKU UCTIONb3YiiTe
Komnviomep > Ycmanoska npoepavm, unv BBeaute zypper install aideB
KOMAaHJIHOH CTpOKe OT root.

Yrobs! ykazate AIDE kakue arpuOyThl Kakux ¢aiioB JOJKHBI IIPOBEPSITHCS,
UCIIOJIL3YHTe KOH(UTYpAIIMOHHBIN (aii/etc/aide.conf . OH IOJIKeH OBITh
W3MEHEH, YTOOBI BCTYIUTD B cruty. [lepBast cekiyisi ynpasJisieT OOLMMHU TTapaMeTpamy,
TaKUMHM Kak pasMelnieHue aiina 6asbl jaHHbX AIDE. K j0KaibHbIM HacTpoiikam
OTHOCATCS ceKImu Custom RulesuDirectories and Files. TunuuHoe
MIPABIJIO BHITJISAUT CIIEIYIOIINAM 00pa3oM:

Binlib = p+it+n+utg+st+b+m+tc+mdS+shal

ITocne onpenenenus nepemeHHor Binlilb, COOTBETCTBYIOIIME OMLIMYU IPOBEPKU
WCTIONIB3YIOTCS B CeKIMH (paiiyioB. BaxXHBIMI HACTpOWKaMU SIBJISAIOTCS ClleIyIOIIHe:

Tabnuua 12.1 Basxcuvie nacmpoiixu npoéepox AIDE

Onuusg Onucanne

p IpoBepsieT mepmMuccHy BHIOPaHHBIX
(paityioB M JUPEKTOPU.

i [TpoBepsier HOMep (hartIOBOTO

neckpunropa (inode). Kaxgomy nveHu
(paiina cOOTBETCTBYET YHUKAIHLHBIN

158 PykoBoacTBO No 6€30nacHoOCTy



Onuus Onucanne

HOMEp JECKPUIITOpa, KOTOPHIN He
JOJIKEH U3MEHSIThCSL.

n ITpoBepsier 4uciio CChUIOK Ha
COOTBETCTBYIOINY (pai.

u ITpoBepsieT, n3MEHUIICS JIN BIageser]
paiina.

g ITposepser, u3smMeHunach Ju rpymmna
paiina.

S ITposepsieT, n3MEHUIICS TN pa3Mep
paiina.

b IIpoBepsier, UBMEHUIIOCH JIU YUCJIO

UCITOJIb3yeMBIX (DaiiIoM OJIOKOB.

m [TpoBepsieT, UIBMEHUIIOCH JIU BpeMs
Moaudukaum ¢aiina.

c IIpoBepsier, U3MEHUIIOCH JIU BpeMs
MOCTIETHETO JTOCTYTIA K paiiy.

md>5 [TpoBepsier, u3MeHMnach Ju y ¢aitia
KOHTpOJIbHAsl cymMMa mdS.

shal [TpoBepsier, u3MeHMnach Jau y daitia
KOHTpoJbHasA cymma shal (160 6ur).

Bort koupwuryparwsi, mpoBepsiorias Bce ¢aiiyibl B AUPEKTOPUH / Sbin ¢ ONIusaMu
3alaHHBIMU B Binlib 3a uckimodeHuem nqupektopun /sbin/conf.d/

/sbin Binlib
!/sbin/conf.d

Inst cosmanust 6a3el qaHHbiXx AIDE BBIONHKTE Clieyioline JedCTBHIS:

1 Orkpoiite /etc/aide.conf
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2 Vkaxwure (aiisibl, KOTOpbIE HEOOXOUMO POBEPSITH U HACTPOUKU MPOBEPKHU.
3a noApoOHBIM CITUCKOM HAcTpPOeK oOpaTutech K /usr/share/doc/
packages/aide/manual.html . Onpepienenuie daiinos Tpedyer
HEKOTOPBIX 3HAHUM O peryJisipHbIX BelpaxkeHusx. Coxpanurte Baiy namMeHeHusl.

3 Yrto0sl MPOBEPUTH MPABHIBHOCTh KOH(HUIYPALIIOHHOTO (haiisia, BBIOJIHUTE:

aide --config-check

JIro60¥1 BBIBOJI, TPOU3BEICHHBIA STON KOMAH/IOMN, SIBJISETCS TIOACKAa3KOH 00
ommOKax B KoH(purypanun. Hanpumep Bbl MOXXeTe YBUAETD CIIeAyIOIIee:
aide --config-check

35:syntax error:!

35:Error while reading configuration:!
Configuration error

The error is to be expected in line 36 of /etc/aide.conf . OOparure
BHUMAaHUE, YTO COOOIIeHHE 00 OMIMOKE COEPKUT TOCIICIHIOK YCIIEITHO
CUMTAHHYIO CTPOKY KOH(UTYpAIIMOHHOTO (haiina.

4 Vnvmanmsupyite 6a3y nanaeix AIDE. BeimonHuTe KOMaHIy:

aide -1

5 Ckonupyiite co3naHHyo 0a3y B Ge3onacHoe Mecto, Harpumep CD-R wmn DVD-R,
yaaneHHb cepeep wim USB muick [ist MOCeIyIomero NCnoib30BaHMs.

BAXHO:

OTOT wWar BaxeH, NoCKOosbKy rnomMoraeT nabexarb noanenku

6a3bl fJaHHbIX. YTobbl NpenoTBpaTMTb N3MEeHeHNe 6a3bl AaHHbIX,
PEKOMEHAYETCS MCNONb30BaTh HOCUTENb, KOTOPbIA MOXET ObITb
3anncaH TonbkKo OAuNH pas. Hukorga He OCTaBnsiATe ee Ha KOMMNbIOTepeE,
3a KoTopbiM Bbl xoTnTE Habnonatb.

12.3 JlokanbHbie npoBepku AIDE

YTtoOs! IPOBEPHUTH (DAIIOBYIO CHCTEMY, BHITTOJHUTE CJIEAYIONINE Iary:

1 Ilepenmenyiite 6a3y AaHHBIX:

mv /var/lib/aide/aide.db.new /var/lib/aide/aide.db
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2 Tlocne moObIX U3MEHEHHUI KOH(MUTYpaluK Bbl BCET/Ia JOJIKHBI
TepEeNHUITNATIN3UPOBaTh 0a3y naHHbIX AIDE nepeHecTrt BHOBb CO3JaHHYIO Oa3y
nanabix. Co3naHue pe3epBHOM Komuu 0a3bl Takke xoportias unes. [TogpodHee 06
9TOM pacckasbiBaeT Pazien 12.2, «YcraHoBka 6a3bl jaHHBIX AIDE» (cTp. 158).

3 BbrinosHUTE MPOBEPKY MPU MOMOIIIHU CIISAYIONEed KOMaH/IbI:

aide --check

Ecim BeiBoz iycT - Bee xopoio. Ecnu AIDE Haiinet usmenenus, Oyer otoopaxkaer
CBOJHBIN OTYET U3MEHEHHI, HAIIpUMep:

aide --check
AIDE found differences between database and filesystem!!

Summary:
Total number of files: 1992
Added files: 0
Removed files: 0
Changed files: 1

Uro6bl moipoOHee y3HATh 00 U3MEHEHHSIX, CMEHHUTE YPOBEHb NEeTaTM3alNH TIPOBEPKU
C TOMOIIBIO TTapamMeTpa —V. [ mpeIpIIyIero npiuMepa, pe3yibTaT MOKET
BBIIJISZIETH CJIENYIONIAM 00pa3oM:

aide —--check -V
AIDE found differences between database and filesystem!!
Start timestamp: 2009-02-18 15:14:10

Summary :
Total number of files: 1992
Added files: 0
Removed files: 0
Changed files: 1

changed: /etc/passwd

File: /etc/passwd
Mt ime : 2009-02-18 15:11:02 , 2009-02-18 15:11:47
Ctime : 2009-02-18 15:11:02 , 2009-02-18 15:11:47

B atom npumepe Mbl oOpadoTanu aitnt /etc/passwd KomaHIol touch.
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12.4 lNpoBepKa N3 He3aBUCUMOM
CUCTEMbI

Jl11 OTBETCTBEHHBIX aIMUHUCTPATOPOB (KOTOPBIMHU MBI BCE SIBJISIEMCS])
pekoMeHyeTcs 3amyck OuHapHoro ¢aina AIDE 13 oBepeHHOro UCTOYHUKA. DTO
WCKJII0YAeT BO3MOKHOCTb Mogudukauu aiiina AIDE B3OMIIMKOM [U1S1 CKPBITHS
CJIEJOB TPOHUKHOBEHUS B CUCTEMY.

st storo AIDE nomkeH OBITh 3aIyIIIEH B CUCTeMe, HE3aBUCHMOM OT YCTaHOBJICHHOMN
cucremsl. [1pu momorm openSUSE oTHOCHTENBHO JIeTKO J00aBUTh B CUcTeMy
BOCCTaHOBJICHUS IIPOU3BOJIbHBIE TIPOTPAMMBI IJIs1 TOCTHKEHUS TPeOyeMOoro
(pyHKIIMOHATA.

ITepen Hauanom ucnonb3oBanust CrucTeMbl BOCCTAHOBIEHUSI Bbl JOTKHBI
MpeI0CTaBUTh cucTeMe /iBa nakera. OHM BKIIIOYAIOTCS B HEE TOYHO TaKkKe, Kak
JIMCK OOHOBJICHHS paiiBepoB. 3a MOJPOOHBIM OMMCAHKEM BO3MOXHOCTEH linuxre
WCITOJIb3yEeMBIX JIJISI ITUX IleJiel oOpaTuTech K http://en.opensuse.org/
SDB:Linuxrc . Jlanee Oyaer omucaH OfMH U3 BOZMOXKHBIX CIIOCOOOB.

TMpouenypa 12.1 3anyck Cucmemwvt 6occmarosnenus ¢ AIDE

1 VYkaxute FTP cepBep B KauecTBe BTOPOro KOMIIBIOTEPA.

2 Ckomupyiite naketsl aide n mhash B aupektopuio FTP cepeepa, B Hallem
ciyvae /srv/ftp/ . 3amenure ARCHUM VERSION Ha Barmm 3HaYeHUS:
cp DVD1/suse/ARCH/aideVERSION.ARCH.rpm /srv/ftp
cp DVD1/suse/ARCH/mhashVERSION.ARCH.rpm /srv/ftp

3 Cospaitre daiin /srv/ftp/info.txt , COfiepKalluil mapaMeTpbl 3arpy3Ku
CucteMbl BOCCTAaHOBJIEHHS:
dud: ftp://ftp.example.com/aideVERSION.ARCH. rpm
dud: ftp://ftp.example.com/mhashVERSION.ARCH. rpm

3amenute ums jomeHa FTP, VERSTON u ARCH 3HaYeHUSIMU, UCIIOJIb3yeMbIMU Ha
Bameii cucreme.

4 TlepesamycTuTe cepBep, KOTOPbI HEOOXOAUMO MPOBEepUTH pu nomoriu AIDE

ucnosb3ys Boccranopnenue crucreMsl Bariero DVD. JIo6aBbTe ciieyoIyo
CTPOKY B IIapaMeTpH! 3arpy3KHu:
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info=ftp://ftp.example.com/info.txt

DTOT napaMmeTp yKasbIBaeT linuxrc cuuTarth BCo HHGopManuio u3 ¢aina info
.Ext

ITocne 3arpy3ku CucreMsl BoccraHoBjeHus nporpamma AIDE rorosa k
MCTIOJIb30BAHMIO.

12.5 [1ns panbHenLuen
UHJpopMaLnn

Nudpopmanus 06 AIDE pocrynHa:
» Jomammss crpanuna AIDE http://aide.sourceforge.net
* B moxymeHTpoBaHHOM 0Opa3iie KoHdurypammm /etc/aide.conf

* B Heckonpkux aiinax, nepednuciieHHsIX Hike /usr/share/doc/
packages/aide  mocie yCTaHOBKH IakeTa aide.

* B paccouike HoBocTell AIDE https://mailman.cs.tut.£fi/
mailman/listinfo/aide
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SSH: BeaonacHasi paboTa B
ceTu

Yacro OGbiBacT HEOOXOAUMO MOYUUTh JOCTYI K KOMIIbIOTEPY yaaieHHo. Eciu
TMOJTE30BATENb OTIIPABJISET JIOTUH U MAPOJIb B BUIE OOBIYHOTO TEKCTA, OHU MOTYT OBITh
nepexBayeHHbl U UCTIONb30BAHHBI 3JI0YMBIIIEJICHHUKOM JJIs1 TOTO, YTOOBI MOJIYYUTh
JOOCTYIH K yOaJIeHHOM CHCTeMe OT IMEHHH 3TOTO IOJIb30BaTeIs. DTO OTKPOET IOCTYII
HamaJaBIIeMy KO BceM (paiiyiaM MOJIb30BaTeIs, TaK Ke MOXKET OBITh HCIIOJIb30BaH JIJIs
MOTBITKY TTOJYYeHNsI rOoOt MPUBWIETHI WM TOMBITKY IPOHUKHOBEHUS Ha IPYTYIO
cucreMy. B mponuioM asisi yaaneHHbIX COeJUHEHUH HCTIONb30Balach MporpaMmMa
telnet, koTopas He mmdpyeT nepenaBaembiii TpaphUK U He MPEATTPUHUMAET HUYETO
JUTs IpeOTBpaIlleHus pocyBanus. ECTh v Apyrue He3aluIeHHbIe KaHAbI
CBSI3H, CO3[aBacMble, HATIPUMep, MpH ucrob3oBanuu FTP v npyrux mporpamm st
KOIMPOBaHUS Yepe3 CeTb.

KommiekT nporpamm SSH obecnieunBaeT HEOOXOAUMYIO 3aIUTY, APy
nepeaaBaemblid Tpad UK, BKIIOYAs JJOTUH U NapoJib. [Ipu ucnonszoBanun SSH
IaHHBIE BCE K€ MOTYT OBITh TIepeXBaveHbl, HO 0e3 KJII0Ya, HCIIOb3YIOIIEerocst

1151 b pOBaHMs, UX HEBO3MOXKHO OyJet paciudpoBath. Takum odpazom SSH
obecnieunBaeT 6e30IMacHOe COeIMHEHNE B HeOS30MacCHOH CeTH, TaKOi KaK MHTEPHET.
KowmmnekT nporpamm SSH noctynen B openSUSE B makere OpenSSH.

13.1 NMaket OpenSSH

B openSUSE naker OpenSSH ycranonien no ymosadanuio. [Iporpammel ssh, scp,
U s ftp NpefocTaBisOT albTepHAaTUBY telnet, rlogin, rsh, rcpu ftp. B
KOH(Urypaluu 1no ymonryanuio goctyn k openSUSE BO3MOkeH TOJBKO C TOMOILIBIO
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ciykeOHbIX porpaMm u3 komriekta OpenSSH, u Tosbko ecnu 3anyiieH sshd u
OTKPBITH COOTBETCTBYIOIIHE ITOPTH B OpaHaMAay3pe.

13.2 ssh

HUcnonb3ys ssh, MOKXHO MOIKJIIOUYUTHCS K YAATICHHBIM CHCTEMaM U padoTaTh B
VHTEPAaKTUBHOM pexume. 1o 3aMeHnsieT u telnet u rlogin. [Tporpamma slogin
SIBJISIETCS BCETO JIMIIb JTMHKOM Ha ssh. Hanpumep, 111 TOro, 4roObl 3aJI0TMHUTHCS
B CHCTEME Sun, HCTIOJNIb3YITe KOMaHAy ssh sun, mocie 4ero Hago OyaeT BBECTH
[apoJb, T.e. MPOUTH ayTEeHTU(UKALIMIO B CUCTEME Sun.

IMocre ycnerHoit ayTeHTH(UKALN MOKHO HCTIOIB30BATh JIMOO KOHCOJIb, MO0
HMHTEPAaKTUBHbIE NTPUJIOKEHU, Takue Kak YaST. Eciu umsa nosns3oBaresncs Ha
JIOKQJIbHOM MallMHE OTJIMYAETCs] OT UMEHU Ha YAAJICHHOM, UCTIONb3yHTe KOMaHy
ssh -1 augustine sunwm ssh augustine@sun.

KpOMe TOro, Ssh M03B0OJISIET BBIINOJIHATH KOMaH/Ibl Ha YAQJIEHHBIX CUCTEMMAX,
HCIOJIb3YA I sh. B cieayomeM nNpuMepe 3amyCcKaeTcss KomaHaa upt ime HaA MalIMHE
sun 1 CO3J4aeTCs JUPEKTOPHUA C UMEHEM tmp. BrIBOa KOMaH/IbI MOXHO BUAETh HA
JIOKAQJIbHOM TE€PMHUHAJIC CUCTEMBI jupiter.

ssh otherplanet "uptime; mkdir tmp"

Password:
1:21lpm up 2:17, 9 users, load average: 0.15, 0.04, 0.02

KaBbiuku 371€Ch HEOOXOAMUMBI, YTOOBI MOCHLIATh 00€ UHCTPYKLIMU B OJJHON KOMaH/IE.
Bropast koMaHza co3aaeT JUPEKTOPHIO tmp B CHCTEME Sun, Cpasy Iocyie OKOHYaHHS
padoTh upt ime.

13.3 scp—6e3onacHoe
KonupoBaHue

scp KormupyeT (hafiibl Ha yoadeHHyo MamuHy. 1o 6olee Ge30macHast 3aMeHa JUist rep.
Hampumep scp MyLetter.tex sun: ckomupyer aitn MyLetter.tex wu3
cucteMsl jupiter B sun. Eciii nMs osib30Bartesieit B CUCTEMe jupiter OTIm4JaeTcst OT
MMEHHU B CUCTEME SUn, YKaKUTE ero, UCTOb3Ys TaKoi popmar: username@host.
Kimou -1 umeer apyroe 3HaYeHHUE A1 STOM KOMAaHIBL.
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[Mocne Toro, kKak nMpaBUJIBHBIA MAPOJIb BBEJICH, SCP HAUMHAET Mepeaavy AaHHbIX

Y MOKAa3bIBaeT PacTyIUUH psif 3BE340UEK, UMUTUPYsI IPOLEHTHOE COOTHOLLIEHNE
BHINIOJIHEH U Tipoliecca. Kpome Toro, mporpamma rmokassiBaeT MpejrnoiaraeMoe BpeMsi
10 ero 3aBepiieHus. Ecim ykazaH K04 —qg, mporpaMmma He 6yJeT HI9ero BHBOAUTD
Ha TepMUHAJL.

SCp Tak:xe MOJJIeP:KUBAET peKypcuBHOE KonupoBaHue. Komanna scp -r src/
sun:backup/ ckonMpyeT coaepKUMOE Bcell TUPEKTOPHUHU S T C, BKIIIOYAs BCE
MOJAMPEKTOPUH, B MarnkKy backup cuctems! sun. Ecim 3Ti nonaupekTopun He
CYIIECTBYIOT, OHH OyIyT CO3/IaHHBI aBTOMATHUYECKH.

HpI/I HCIIOJIb30BAHWHU KJTI0Ya —O, SCP COXPAaHUT JaTy MMOCJIIEAHETO UBMEHCHHUA KaK Yy
ncrouHuka. Kimou —C mo3BoyuT ckaTh rnepeaaBacMMbIC JaHHBIC. 3t10 MUHUMU3HUPYET
00BeM NnepeaaBa€MbIX JaHHBIX, HO HAIPY3UT IIPOLECCOP.

13.4 sftp—6e3onacHas nepenaya
cdoannos

Jnst 6e30macHOM nepegadn JaHHBIX, BMECTO IIPOTPAMMBI SCP, MOKET MCIIOIb30BAThCS
sftp. Bo Bpems# sftp-ceccuu JOCTYITHBI MHOTHE U3 KOMaH], UCTIOJIb3yEMBIX MPU paboTe
¢ ftp. Mcnonp3oBanme sftp MoxeT ObITh O0JTee JTydIM BEIOOPOM YeM SCp, OCOOEHHO
€CJIY He U3BECTHBI UMEHA KOUPYEMBIX (paiisIoB.

13.5 [lemoH SSH (sshd)—
cepBepHas 4yacTtb

st paboTHI ¢ mMporpaMMamMu ssh 1 scp, B (GOHOBOM pexuMe TOJKHEH ObITh
3amymieH SSH-eMoH, KOTOpbIi Oy#eT Mcnoabp30BaTh mopt 22 TCP/IP. [lpn
3aIlyCKe B IIEPBbII pa3, JEMOH Ir'eHepupyeT Tpu napsl Kimodei. Kaxngasa napa

CTOUT M3 CEKPETHOTO M OTKPBITOTO KJoYa. YTOOBI rapaHTHPOBATh 0€30MacHOCTh
coepuHenus yepe3 SSH, nocTym K (aiiy ¢ CeKpeTHbIM KJTI0YeM JI0JIKEH OBbITh
TOJIBKO y CUCTEMHOr0 agMuHUCTpaTtopa. 1o ymonuanuio, 3T0T (hailn uMeeT UMEHHO
Takue npasa. CeKpeTHbIH KJII0Y UCIIOJIb3YETCs TOJIBKO JoKaabHbM SSH-gemMonom
Y He I0JIKeH OBITh Ipe/IocTaBiieH KOMY-To enl€. OTKPBITHIN K04 (y3HaBaeMBbIi
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TI0 paciIupeHuio gaiia . pub ) OTHpPaBIISIETCs KJIMEHTY, 3alPOCHUBIIEMY
coenuHaeHue. Paii, B KOTOPOM HaXOIUTCST OTKPHITHIA KITIOY, MOKET IIPOYUTATD JTIOOOH
MOJIb30BATEb CUCTEMBI.

Cas3p unuuupyet SSH-kiment. SSH-gemon oxwunaer 3ampoca ot SSH-kimeHTa

IUTs CO3/IaHMsI CoeTMHeHus1. [IepBbIM IaroM oHM OOMEHUBAIOTCS UH(OpMaIHen
nAeHTUUKAIN, TTPOBEPSIsSI MPOTOKOJ M Bepcuio SSH, a Tak xe yTouHsist Homep
HOpTa, T.K. IOUYEPHUE MTPOLIECCHL, NOPOKAEHHbIE SSH-1eMOHOM, MOTYT OAHOBPEMEHHO
o0ciyxuBaTh Heckobko SSH-ceccuii.

OpenSSH 1 cBs3u mexny SSH-cepsepoM 1 SSH-KIMEHTOM MOAAEPKUBAET MEPBYIO
u BTOpYI0 Bepcuio mporokosa SSH. ITo ymosuanuio ucrnone3yercs BTopas Bepcusl.
Ecnu Bel X0THTE UCTIONB30BATh MIEPBYIO BEPCHIO, HCIIONB3YITE K0T — 1.

ITpu ucnonb3oBanuu Bepcuu 1, SSH-cepBep NOChLTaeT CBOM OTKPHITHINA KJIIOY U TaK
Ha3bIBaeMbIi "KJII0Y cepBepa’’, KOTOphle TeHEpUpYIOTCs pa3 B yac. Ha ocHoBaHuu
3TUX Kmoueil SSH-KIMeHT renepupyeT KJI04 CECCUU, KOTOPbIN B IOC/IEICTBUM

oH nocbutaer SSH-cepeepy. SSH-K/IMEHT Takke TOBOPHUT cepBepy KaKow METOH
¢ poBaHus UCTIOIB30BaTh. Bropas Bepcus npotokona SSH He TpebyloT Kioda
cepepa. Obe cTopoHbI UcToNL3YI0T anroput™ dnddu-Xennmmana (Diffie-Hellman)
1151 OOMeHa KJTI0YaMH.

CeKkpeTHBI 1 CepBEPHBIH KITIOUM HEOOXOIMUMBI TSI PacII(POBKH KITI0YA CECCHU U
HE MOTYT OBITh TTOJIYYeHBI, ITPY UCIIOJIB30BAHUH JIUIIIb OTKPHITHIX Kiouei. ToIbKo
nipu coequHeHnn SSH-aeMoH MoxeT paciimgpoBaTth KJII0Y CECCHU, UCTIONb3YsI CBOU
CEeKpeTHBIe KoY. JTa HayajbHas (ha3a yCTAaHOBKU COSAMHUHEHHS Oojee NeTaabHO
OyzeT mokaszaHa (BKJII0Yast OTIaJOYHYI0 MH(DOPMAIHIO) TTPU UCTIOIb30BAaHUU KJTI0Ya —
V.

KineHT coxpaHsieT OTKpbIThie host-kimoun B (paitie ~/ . ssh/known

_hosts , mocje nepBoro COeAMHEHMS C yAAJIEeHHON CUCTEMO. DTO MpeI0TBpaIiaeT
moOble MONBITKY "HarageHui nocpeaute” BHemHUMU SSH cepBepamy,
WCIIOJIL3YIOIIUMHU TIOIeNIbHbIe MeHa uin [P-angpeca. Takue HanageHus OymyT

cpa3y e 0OHapyKeHBI MO OTIMYHOMY KITI0Uy, KOTOPOro HeT B ~/ . ssh/
known_hosts  WIH HECHOCOOHOCTBIO cepBepa pacIur(ppoBaTh KI0Y CECCUH M3-3a
OTCYTCBHUSI COOTBETCTBYIOIINX CEKPETHBIX KITIOYEH.

Pexomennyectcs COXpaHATb CEKPETHBIE U OTKPBITBIE KJIIOUU, KOTOPbIE HAXOAATCA B
/etc/ssh/ , Ha KakoM-HHOYIb 6€30MacHOM BHEITHEM Hocutete. B atom ciryuae
ST KJIIOYM MOTYT OBITh CHOBA MCIIOJIb30BAHHEI, K IPUMEPY, MOCIIE MepeyCTaHOBKU
CHCTEMBI.
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13.6 MexaHn3m ayTeHTUCpUKaL UK
SSH

Ayrtentudukanus B CBoel npocreniieil popme, Kak YIIOMUHAIOCH BHIIIIE, 3TO
mpocto BBoj napods. Leab SSH cocout B Tom, YTOOB! MPEIOCTABUTH MOJIH30BATEIIO
6e30macHoe IPOrpaMMHOE 0OecIIedeHre, KOTOpoe TakK e MPOCTO B UCTIOTb30BAHUH.
[TockoubKy Npu cozgaHny nojpasyMeBaiachk ajbTepHarusa rsh u rlogin, SSH tak
e NPeOCTaBIIIO OYEHb IPOCThIe METO/IBl Ay TEHTU(MDUKALIMH, TOAXOIAIINE I
€XKEe/IHEBHOI'O UCTIO/Ib30BaHus. JJocTuraercs 3To NoCpeACTBOM €1le OHOM Mapbl
KJIIOYeil, co3[jaBaeMbIX MoJib30BaresneM. B cocraBe openssh-nakera cnenyansHO

11 3TOTO eCTh BeIloMoraresbHas nporpamma ssh-keygen. ITocie komann ssh-
keygen -t rsawm ssh-keygen -t dsa, reHepUpyercs 3Ta napa KJIoJeu.

[NoaTBepAnTE UCIIOIB30BAHUE YCTAHOBOK MO YMOJYAHUIO U BBeAUTE MapoJib. [lapoib
JOJIKEH cofiepkaTh (PEKOMEHIOBAHHOE KOJMYECTBO IJIs IPOLIEAYPHI, OIIUCAHHOU TYT)
ot 10 o 30 cumBosioB. He ucnosnp3yiiTe MpocThie UM KOPOTKUE CJIOBA WK (hpasbl.
[Toareepnute naposb (BBeguTe ero eie pas). Ilocie 3Toro ceKpeTHb U OTK PHITHIN
KJTIOYH, B 9TOM TIprMepe, OYIyT COXpaHeHHH B 1d_rsa u id_rsa.pub

Ucnonw3yiite ssh-keygen -p -t rsawm ssh-keygen -p -t dsa,
YTOOBI U3MEHUTH NMaposib. CKOMUPYITE OTKPHITHIN K04 (1d_rsa.pub  B3TOM
MIpUMeEpe) Ha IPYrylo MallMHYy U COXpaHUTe ero B ~/ . ssh/authorized
_keys . Ilpu cienymomuieM coequHeHUH OyIeT NPeAIoKeHHO HICHTU(PUIIPOBATh
ce0s1, T.e. TIONTBEPIUTH MapoJh emle pa3. Eciu aToro He mpom3oiner, mpoBepbTe
pacroNioXeHNe U COAepKUMOe 3TUX (pailyioB.

Sra npolenypa He Tak yA00Ha, YeM BBOJ MAapoJIsl MPU KaskJOM HOBOM COEJMHEHUH.
ITo sT0#1 mpuumnHe naket openssh npexocraBisgeT Apyrylo nporpammy, ssh-

agent, KOTOPBII COXpaHSIET CeKPETHBIE KJTI0UM Ha BpeMsi X-ceccuu. Bee X-ceccun
3aIyCKaloTCs Kak JovepHuii mporiecc ssh-agent. Camblil mpocToit crocod caeaTh
3TO - YCTAaHOBUTb ITApaMeTp yes AJIA IepeMEHHON usessh B Havase (paiiia
.xsession , BBIATH U 3alTH B CUCTEMY CHOBA, UCMOJIB3YS, K nnpuMepy, KDM nim
GDM. MoxHo Tak e npocTo cienaTh ssh—agent startx.

ITocne sToro Bol MOXeTe MCIONIB30BaTh Ssh WK scp Kak 00bgHO. Ecyu Bet
CO3JIaIuTe CBOM OTKPHITHIA KJII0Y, KaK ONMMCAHHO BhIe, Bam He npuaercs 60Jibiie
BBOJIMTH CBOM maposib. He 3a0biBaiiTe 0 3aBepilieHnH X-CecChH, a TaK jKe ee 3alluTe
TIPY TIOMOIIM TIAPOJisi, KCIONB3Ys1, Hanpumep, xlock.
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3AMEYAHME: lNpaBa pocrtyna K cpannam npu ucnonb3osaHum host-
ayTeHTU(pMKaumm

Mpw ncnonb3oeaHum host-ayteHTUdmMKaumm, ann /usr/1ib/ssh/
ssh-keysign WM /usr/1ib64/ssh/ssh-keysign DOJNXeH
nmetb SETUID 6uT, KoTOpbIi B 0penSUSE He ycTaHOBNEH MO YMONYaHUIO.
Bbl [ONXHBI YCTAHOBUTB €r0 caMu B pyyHyto. icnonbayiite ons aToro
gaiin /etc/permissions.local , 4TOObl ObITb YBEPEHHbIM, YTO
SETUID 6uT coxpaHutbes 1 nocne obHoeneHns OpenSSH.

13.7 X, ayTeHTUpMKaLUna n
MexaHU3Mbl Nepeanpecauum

[TomMuMO onMCcaHHBIX BBIIIIE BOBMOKHOCTEH, yepe3 SSH Takke MOKHO paboTaTh

¢ ynaneHHbIMU X-TIpuiiokeHussMu. [1py ucnosb30BaHuM s sh ¢ KimoveM —X,
nepemeHHast DI SPLAY aBTOMATHUYECKH YCTAHABIMBACTCS HA YAAICHHON MallliHE,
Y Bech BbIBOJ X-TIPUWIOKEeHUs SKcnoptupyercs yepe3 SSH-coenunenue. Ipyrumu
cioBamH, X-TPIIOKEHNE 3aITyCKaeTCs Ha yIaJeHHOW CUCTeMe, HO padoTaTh ¢ Hel
MOXHO JIOKAJIbHO, TIPY TOM IepeiaBaeMble IaHHBIE HE MOTYT OBITh IEPEXBAYCHBI
3JI0YMBIIUICHHIKOM.

IIpu ucnonb30BaHUM KiI0Ya —A, AJIs MeXaHu3Ma ayTeHThduKaluu ssh-agent
UCHONIb3YeTCs ClIeyIolas MamKrHa. TakuM 00pa3oM, MOKHO TTOJKITIOUATHCS C
Pa3NIIYHBIX MalIvH 6e3 He0OXOIMMOCTH BBOAUTD MapoIib. DTOT MEXaHI3M padoTaeT
JIMIIIH B TOM CIy4ae, eCJId Ha HUX €CTh OTKPBITHIN KJIIOY MOJIb30BaTENsl, OT UMEHU
KOTOPOT'O CO3JIaeTCsl COEIMHEHHE.

0O06a MexaHU3Ma He UCTIONB3YIOTCS TI0 YMOTYAHUIO, HO MOTYT OBITh B JTII00OE BpeMsI
BKJIIOYEHBI. [[7151 3TOro oTpeaakTupynTe CUCTEMHBIN KOH(MUTYpaIMOHHbIN (aits /
etc/ssh/sshd_config WK TIOJIb30BATENbCKUN ~/ . ssh/config

ssh Takxe MoxeT ObITh UcHONIb30BaH s nepeHaripasienust TCP/IP coenunenus. B
nipuBeieHHOM Hibke nipumepe SSH nepenarnpasisier SMTP u POP3 noprt:
ssh -L 25:sun:25 jupiter

C nomolpio 3Tl KOMaH/Ipl, Bce coeanHenus Ha 25 nopt (SMTP) cucremsl

jupiter 6yIyT mepeHarnpaBIsAThcs Yepe3 3amudpoBanHblii KaHat Ha SMTP mopt
CHCTEMBI sun. ITo 0COOEHHO MOJIE3HO IS TeX, KTo ucnonb3yeT SMTP cepBeps! Ge3
SMTP-AUTH wumu POP-before-SMTP. DnekTpoHHas ouTa, OTKyAa Ob OHA HU
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npuiia, OyaeT nepeiaHHa Ajisl JaTbHEeHIen TI0CTABKU «JOMAIITHEMY» TOYTOBOMY
cepBepy. Touno Tak xke Bce POP3 3anpocs! (mopt 110) Ha jupiter MOTyT OBITh
niepeHanpasyieHHsl Ha POP3 nopt sun, rnpu nomoni cieayomeil KoMaH bl

ssh -L 110:sun:110 Jjupiter

O6e KOMaHIbI IOJKHBL OBITH BHITOJHEHHHI C PABAMH rOOt, TaK KaK COSIMHEHUE
UCTIOJIB3YET MPUBUJIETMPOBAaHHbIE IOPTHI. [Ipy UCTIOIB30BAHUY JIEKTPOHHON

MOYTH OOBIYHBIMH TTOJIB30BATENSAMH OyIeT Mcnons3oBaThess SSH coenmnenue.
JlononHuTebHYI0 HH(GOPMAIIMIO MOKHO HAUTH B Man-pyKOBOACTBAX IS KXKI0U U3
TpOrpamMM, OITUCAHHOM BHIIIIE, a TAKXke B JoKyMeHTaiuu npoekta OpenSSH: /usr/
share/doc/packages/openssh

13.8 HacTtpoika SSH-peMoHa ¢
nomoLubro YaST

YaST-momyns, oTBevarommii 3a HacTpoiiky SSHD, He ycTaHaBnmBaeTtcs 1mo
ymosuanuio. [{71s1 ero ycranoBku 3amnycrute YaST, Beibepere Software > Software
Management M HAWAWTE W YCTAHOBUTE MaKeT yast2—-sshd.

s Hactpotiku sshd-ceprepa ¢ momoribio YaST 3amyctute YaST u BoiOepere
Cemesvle cayocovt > Hacmpoiika SSHD. 3atem clienaiite cienyoiiee:

1 Ha Brianke Obuue, B Tabnune SSHD TCP Ports, BeIOepuTe TIOPTHI, KOTOPBIE
nomkeH ucnonb3oBath SSHD. Tlo ymomuanmio ucrions3yercs mopt 22. Bel MoxeTe
BBIOPATh HECKOJIBKO MOPTOB. UTOOHI T00aBUTh HOBBII MOPT, HAKMHUTE KHOIKY
Jlobasumw, BBEUTE HOMEP MOPTa U HaxkmuTe KHONKY OK. [ig ynaneHus mnopra,
HalauTe ero B TaOJIuLe, HAKMUTE KHONIKY YOoaaumo 1 NOATBEPAUTE yIAJICHUE.

2 Ha Bkiagke "OOimue" HaXOASITCA U APyrue HACTPOUKH, MMOAepKUBaeMbie sshd-
aemonoM. [171s otkmouenus nepeaapecaiyu TCP (TCP Forwarding), cHumuTe
naxok Pazpewums TCP nepeadpecayuro. Otkmodenue nepeanpecarun TCP
HE yJIydinaet 6e30MacHOCTb, €CIU MOJIb30BATENN HE UMEIOT JIOCTYIA K TepMUHATY,
TaK KaK OHHU BCET/Ia MOTYT YCTAaHOBHUTH CBOM COOCTBEHHBIE Nepeapecari. Cm.
Paspen 13.7, «X, ayrenTupukanysa u MEXaHU3MBI lepeagpecanumn» (crp. 172)
JUTS1 TIOJTy9eHH sl JOTIOJTHUTETbHON nH(opMaruu o nepeaapecanuu TCP.

UtoObl OTKJIIOUHUTS Mepeapecariuio X, cHumute (piaxok Paspewums X11
nepeaopecayuro. Eciy 3Ta onmys OTKJII0OYeHa, JTI0OBIe 3aIpOCH IIepeaipecalun
X11 Brepen 6yayT npuBOAUTSH K ormoKe. OHAKO 10JIb30BaTENN BCeraa

SSH: besonacHas pabota B cetn 173



MOT'YT YCTAHOBUTB CBOIO COOCTBeHHYIO nepeaapecanuio. Cv.Pazmen 13.7, «X,
ayTeHTU(UKALMA 1 MEXaHU3MBI Iiepeaipecatiiu» (ctp. 172) aas noaydeHust
JOTIOJTHUTEIbHON MH(OPMAIMK O Tepeagpecanuu X.

Onuums Paspewums cocamue onpeaessier, 10JKHA JIU CBSA3b MEXAY CEPBEPOM U
KJIMEHTaM OBIThb CXKaTa.

3 Bxuanka Hacmpoiiku éxoda é cucmemy COISPKUT OOLIMe HACTPOMKHU BXOJA B
cucremy u ayreHTudukarmu. B [loxaszvieamv Coobuernue Ons nocae 6xoda 6
cucmemy oripepensieTcs, 1ojukeH i sshd BeBoauTh coobmmieHne u3 /et c/motd
NIPY MHTEPAKTUBHOM peKMMe BXofa B cucTeMy. Ecimi Bbl XOTHT OTKIIIOUHTB
BO3MOKHOCTb BXOJUTh B CUCTEMY IOJIB30BATENIO rOOt, OTKIIIOUUTE Paspeuams
8X00 AOMUHUCMPAMOPA 8 CUCEMY.

B Maxcumanvrom uucae nonvimox aymenmugukauuu yCTaHABIUBAETCS
MaKCHMAaJIbHOE KOJIMIECTBO MOMBITOK ayTEHTU(UKAIIMH 33 OJHO COSIUHEHHUE.
Aymenmugpuxayus RSA onpenensier, pa3pellleHHa JIu ayTeHTU(DUKaLus

RSA. DT0oT mapamerp npumMeHsieTcsi TOJIBKO K MEPBOIl BEPCUH MTPOTOKOJIA

SSH. Aymenmugpurxayus no omxpwimomy Kaouy oupeaesser, paspeliiea Ju
ayTeHTU(UKAIMS TIOIB30BATENS C IIOMOIIBI0 OTKPHITOTO KJI04a. DTOT MapaMeTp
UCTIOJIB3YETCsI TOJILKO BO BTOPOM Bepcuu NpoTokosia SSH.

4 Ha sxnanke I[lpomoxon u wugposanus onpeaessoTcs Bepcun mpotokoiaa SSH,
KOTOpHIE JIOJUKHBI TTOJIEpXKUBATCs. BB MOkeTe BHIOPaTh MEPBYIO WIN BTOPYIO
BEPCHIO, a TaK Xe MapauieNIbHY moanaepxKy oooux SSH-poTokosos.

B I1odoepoicusaemvie memoovt uwugposarus NepedncieHHbl Bce
MOAAeP/KUBAEMBbIE aTOPUTMBI M poBaHust. Bol MOXeTe yaaamTh mmdp, BEIOpaB
€ro B CITMCKE M HaXaB KHOMKY Yoaaums. YTo0b1 1o0aBuUTH MM(p, BHOSPUTE €ro U3
BBITIAAIOIIEr0 MEHIO M HAKMUTE KHOIMKY Jo0asums.

5 Haxwure Finish njisi coxpaHeHUsT HACTPOEK.

13.9 [lononHutenbHas
UHJpopMaLma

http://www.openssh.com/ru
Crpanwnna npoexta OpenSSH
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man ssh_config
man-cTpaHuLa 0 KoH(pUrypauuonHsix ¢aiiax OpenSSH.

man sshd
man-ctpanuna o OpenSSH-nemone

man scp , man sftp , man slogin , man ssh , man ssh-add ,
man ssh-agent , man ssh-copy—-id , man ssh-keyconvert ,
man ssh-keygen , man ssh-keyscan
man-CcTpaHUIIbl O IpOrpaMMax KonupoBaHus (aiisios (scp, sftp), login
(slogin, ssh), u KJIOYax.
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Masquerading and Firewalls

Whenever Linux is used in a network environment, you can use the kernel functions
that allow the manipulation of network packets to maintain a separation between
internal and external network areas. The Linux netfilter framework provides the
means to establish an effective firewall that keeps different networks apart. With the
help of iptables—a generic table structure for the definition of rule sets—precisely
control the packets allowed to pass a network interface. Such a packet filter can

be set up quite easily with the help of SuSEfirewall2 and the corresponding YaST
module.

14.1 Packet Filtering with iptables

The components netfilter and iptables are responsible for the filtering and
manipulation of network packets as well as for network address translation (NAT).
The filtering criteria and any actions associated with them are stored in chains, which
must be matched one after another by individual network packets as they arrive. The
chains to match are stored in tables. The iptables command allows you to alter
these tables and rule sets.

The Linux kernel maintains three tables, each for a particular category of functions of
the packet filter:

filter
This table holds the bulk of the filter rules, because it implements the packet
filtering mechanism in the stricter sense, which determines whether packets are
let through (ACCEPT) or discarded (DROP), for example.
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nat
This table defines any changes to the source and target addresses of packets.
Using these functions also allows you to implement masquerading, which is a
special case of NAT used to link a private network with the Internet.

mangle
The rules held in this table make it possible to manipulate values stored in IP
headers (such as the type of service).

These tables contain several predefined chains to match packets:

PREROUTING
This chain is applied to incoming packets.

INPUT
This chain is applied to packets destined for the system's internal processes.

FORWARD
This chain is applied to packets that are only routed through the system.

OUTPUT
This chain is applied to packets originating from the system itself.

POSTROUTING
This chain is applied to all outgoing packets.

Pucynok 14.1, «iptables: A Packet's Possible Paths» (ctp. 179) illustrates the

paths along which a network packet may travel on a given system. For the sake of
simplicity, the figure lists tables as parts of chains, but in reality these chains are held
within the tables themselves.

In the simplest of all possible cases, an incoming packet destined for the system
itself arrives at the et hO interface. The packet is first referred to the PREROUTING
chain of the mangle table then to the PREROUTING chain of the nat table. The
following step, concerning the routing of the packet, determines that the actual target
of the packet is a process of the system itself. After passing the INPUT chains of the
mangle and the £ilter table, the packet finally reaches its target, provided that
the rules of the £i1lter table are actually matched.
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PucyHok 14.1 iptables: A Packet's Possible Paths

incoming packet

- =

PREROUTING

mangle

nat

INPUT

mangle

filter

FORWARD

mangle

filter

Processes
in the local
system
OUTPUT
Routing
mangle
nat

POSTROUTING

mangle

nat

outgoing packet

14.2 Masquerading Basics
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Masquerading is the Linux-specific form of NAT (network address translation).

It can be used to connect a small LAN (where hosts use IP addresses from the
private range—see Pa3znen “Netmasks and Routing” (I'maBa 23, Basic Networking,
TReference)) with the Internet (where official IP addresses are used). For the LAN
hosts to be able to connect to the Internet, their private addresses are translated to an
official one. This is done on the router, which acts as the gateway between the LAN
and the Internet. The underlying principle is a simple one: The router has more than
one network interface, typically a network card and a separate interface connecting
with the Internet. While the latter links the router with the outside world, one or
several others link it with the LAN hosts. With these hosts in the local network
connected to the network card (such as eth0) of the router, they can send any
packets not destined for the local network to their default gateway or router.

BA>XHO: Using the Correct Network Mask

When configuring your network, make sure both the broadcast address
and the netmask are the same for all local hosts. Failing to do so prevents
packets from being routed properly.

As mentioned, whenever one of the LAN hosts sends a packet destined for an
Internet address, it goes to the default router. However, the router must be configured
before it can forward such packets. For security reasons, this is not enabled in a
default installation. To enable it, set the variable IP_ FORWARD in the file /etc/
sysconfig/sysctl to IP_FORWARD=yes.

The target host of the connection can see your router, but knows nothing about the
host in your internal network where the packets originated. This is why the technique
is called masquerading. Because of the address translation, the router is the first
destination of any reply packets. The router must identify these incoming packets and
translate their target addresses, so packets can be forwarded to the correct host in the
local network.

With the routing of inbound traffic depending on the masquerading table, there is no
way to open a connection to an internal host from the outside. For such a connection,
there would be no entry in the table. In addition, any connection already established
has a status entry assigned to it in the table, so the entry cannot be used by another
connection.

As a consequence of all this, you might experience some problems with a number of
application protocols, such as ICQ, cucme, IRC (DCC, CTCP), and FTP (in PORT
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mode). Web browsers, the standard FTP program, and many other programs use the
PASYV mode. This passive mode is much less problematic as far as packet filtering
and masquerading are concerned.

14.3 Firewalling Basics

Firewall is probably the term most widely used to describe a mechanism that
provides and manages a link between networks while also controlling the data flow
between them. Strictly speaking, the mechanism described in this section is called
a packet filter. A packet filter regulates the data flow according to certain criteria,
such as protocols, ports, and IP addresses. This allows you to block packets that,
according to their addresses, are not supposed to reach your network. To allow
public access to your Web server, for example, explicitly open the corresponding
port. However, a packet filter does not scan the contents of packets with legitimate
addresses, such as those directed to your Web server. For example, if incoming
packets were intended to compromise a CGI program on your Web server, the packet
filter would still let them through.

A more effective but more complex mechanism is the combination of several types
of systems, such as a packet filter interacting with an application gateway or proxy.
In this case, the packet filter rejects any packets destined for disabled ports. Only
packets directed to the application gateway are accepted. This gateway or proxy
pretends to be the actual client of the server. In a sense, such a proxy could be
considered a masquerading host on the protocol level used by the application. One
example for such a proxy is Squid, an HTTP and FTP proxy server. To use Squid,
the browser must be configured to communicate via the proxy. Any HTTP pages
or FTP files requested are served from the proxy cache and objects not found in the
cache are fetched from the Internet by the proxy.

The following section focuses on the packet filter that comes with openSUSE. For
further information about packet filtering and firewalling, read the Firewall HOWTO
included in the howt o package. If this package is installed, read the HOWTO with
less /usr/share/doc/howto/en/txt/Firewall-HOWTO.gz

14.4 SuSEfirewall2

SuSEfirewall2 is a script that reads the variables setin /etc/sysconfig/
SuSEfirewall2 to generate a set of iptables rules. It defines three security
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zones, although only the first and the second one are considered in the following
sample configuration:

External Zone
Given that there is no way to control what is happening on the external network,
the host needs to be protected from it. In most cases, the external network is the
Internet, but it could be another insecure network, such as a WLAN.

Internal Zone
This refers to the private network, in most cases the LAN. If the hosts on this
network use IP addresses from the private range (see Paznen “Netmasks and
Routing” (I'naBa 23, Basic Networking, TReference)), enable network address
translation (NAT), so hosts on the internal network can access the external one.

Demilitarized Zone (DMZ)
While hosts located in this zone can be reached both from the external and the
internal network, they cannot access the internal network themselves. This setup
can be used to put an additional line of defense in front of the internal network,
because the DMZ systems are isolated from the internal network.

Any kind of network traffic not explicitly allowed by the filtering rule set is
suppressed by iptables. Therefore, each of the interfaces with incoming traffic must
be placed into one of the three zones. For each of the zones, define the services or
protocols allowed. The rule set is only applied to packets originating from remote
hosts. Locally generated packets are not captured by the firewall.

The configuration can be performed with YaST (see Paznen 14.4.1, «Configuring
the Firewall with YaST» (ctp. 182)). It can also be made manually in the

file /etc/sysconfig/SuSEfirewall?2 , which is well commented.
Additionally, a number of example scenarios are available in /usr/share/
doc/packages/SuSEfirewall2/EXAMPLES

14.4.1 Configuring the Firewall with YaST

BAXHO: Automatic Firewall Configuration

After the installation, YaST automatically starts a firewall on all configured
interfaces. If a server is configured and activated on the system, YaST can
modify the automatically-generated firewall configuration with the options
Open Ports on Selected Interface in Firewall or Open Ports on Firewall in
the server configuration modules. Some server module dialogs include
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a Firewall Details button for activating additional services and ports. The
YaST firewall configuration module can be used to activate, deactivate, or
reconfigure the firewall.

The YaST dialogs for the graphical configuration can be accessed from the YaST
Control Center. Select Security and Users > Firewall. The configuration is divided
into seven sections that can be accessed directly from the tree structure on the left
side.

Start-Up
Set the start-up behavior in this dialog. In a default installation, SuSEfirewall2
is started automatically. You can also start and stop the firewall here. To
implement your new settings in a running firewall, use Save Settings and Restart
Firewall Now.

PucyHok 14.2 The YaST Firewall Configuration

= Firewall Configuration: Start-Up

== To start the service every time your computer is booted, set Enable Firewall Automatic Starting. more

Service Start

Interfaces Enable Firewall Automatic Starting

Allowed Services .
@ Disable Firewall Automatic Starting
Masquerading

Broadcast

Logging Level Switch On and Off
Custom Rules Current Status: Firewall is not running

Start Firewall Now

Save Settings and Restart Firewall Now

Help Cancel Next

Interfaces
All known network interfaces are listed here. To remove an interface from a
zone, select the interface, press Change, and choose No Zone Assigned. To add
an interface to a zone, select the interface, press Change and choose any of the
available zones. You may also create a special interface with your own settings
by using Custom.

Allowed Services
You need this option to offer services from your system to a zone from which
it is protected. By default, the system is only protected from external zones.
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Explicitly allow the services that should be available to external hosts. After
selecting the desired zone in Allowed Services for Selected Zone, activate the
services from the list.

Masquerading
Masquerading hides your internal network from external networks (such as
the Internet) while enabling hosts in the internal network to access the external
network transparently. Requests from the external network to the internal one
are blocked and requests from the internal network seem to be issued by the
masquerading server when seen externally. If special services of an internal
machine need to be available to the external network, add special redirect rules
for the service.

Broadcast
In this dialog, configure the UDP ports that allow broadcasts. Add the required
port numbers or services to the appropriate zone, separated by spaces. See also
the file /etc/services .

The logging of broadcasts that are not accepted can be enabled here. This may
be problematic, because Windows hosts use broadcasts to know about each other
and so generate many packets that are not accepted.

IPsec Support
Configure whether the IPsec service should be available to the external network
in this dialog. Configure which packets are trusted under Details.

Logging Level
There are two rules for the logging: accepted and not accepted packets. Packets
that are not accepted are DROPPED or REJECTED. Select from Log All, Log
Only Critical, or Do Not Log Any for both of them.

Custom Rules
Here, set special firewall rules that allow connections, matching specified criteria
such as source network, protocol, destination port, and source port. Configure
such rules for external, internal, and demilitarized zones.

When finished with the firewall configuration, exit this dialog with Next. A zone-
oriented summary of your firewall configuration then opens. In it, check all settings.
All services, ports, and protocols that have been allowed and all custom rules are
listed in this summary. To modify the configuration, use Back. Press Finish to save
your configuration.
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14.4.2 Configuring Manually

The following paragraphs provide step-by-step instructions for a successful
configuration. Each configuration item is marked as to whether it is relevant to
firewalling or masquerading. Use port range (for example, 500 : 51 0) whenever
appropriate. Aspects related to the DMZ (demilitarized zone) as mentioned in the
configuration file are not covered here. They are applicable only to a more complex
network infrastructure found in larger organizations (corporate networks), which
require extensive configuration and in-depth knowledge about the subject.

First, use the YaST module Cucremnsie ciryx0bi (Y poBeHb 3ammycka) to enable
SuSEfirewall2 in your runlevel (3 or 5 most likely). It sets the symlinks for the
SuSEfirewall2_* scripts in the /etc/init.d/rc?.d/ directories.

FW_DEV_EXT (firewall, masquerading)
The device linked to the Internet. For a modem connection, enter ppp0. For an
ISDN link, use ippp0. DSL connections use ds10. Specify auto to use the
interface that corresponds to the default route.

FW_DEV_INT (firewall, masquerading)
The device linked to the internal, private network (such as et h0). Leave this
blank if there is no internal network and the firewall protects only the host on
which it runs.

FW_ROUTE (firewall, masquerading)
If you need the masquerading function, set this to yes. Your internal hosts
will not be visible to the outside, because their private network addresses (e.g.,
192.168.x.x) are ignored by Internet routers.

For a firewall without masquerading, set this to yes if you want to allow access
to the internal network. Your internal hosts need to use officially registered IP
addresses in this case. Normally, however, you should not allow access to your
internal network from the outside.

FW_MASQUERADE (masquerading)
Set this to yes if you need the masquerading function. This provides a virtually
direct connection to the Internet for the internal hosts. It is more secure to
have a proxy server between the hosts of the internal network and the Internet.
Masquerading is not needed for services that a proxy server provides.
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FW_MASQ_NETS (masquerading)
Specify the hosts or networks to masquerade, leaving a space between the
individual entries. For example:

FW_MASQ_NETS="192.168.0.0/24 192.168.10.1"

FW_PROTECT_FROM_INT (firewall)
Set this to yes to protect your firewall host from attacks originating in your
internal network. Services are only available to the internal network if explicitly
enabled. Also see FW_SERVICES_INT_TCP and FW_SERVICES_INT_UDP.

FW_SERVICES_EXT_TCP (firewall)
Enter the TCP ports that should be made available. Leave this blank for a normal
workstation at home that should not offer any services.

FW_SERVICES_EXT_UDP (firewall)
Leave this blank unless you run a UDP service and want to make it available
to the outside. The services that use UDP include include DNS servers, IPsec,
TFTP, DHCP and others. In that case, enter the UDP ports to use.

FW_SERVICES_ACCEPT_EXT (firewall)
List services to allow from the Internet. This is a more generic form of the
FW_SERVICES_EXT_TCP and FW_SERVICES_EXT_UDP settings, and
more specific than FW_TRUSTED_NETS. The notation is a space-separated list
of net, protocol([,dport] [, sport], for example 0/0, tcp, 22 or
0/0,tcp,22,,hitcount=3,blockseconds=60, recentname=ssh,
which means: allow at most three ssh connects per minute from the same P
address.

FW_SERVICES_INT_TCP (firewall)
With this variable, define the services available for the internal network.
The notation is the same as for FW_SERVICES_EXT_TCP, but the settings
are applied to the internal network. The variable only needs to be set if
FW_PROTECT_FROM_INT is setto yes.

FW_SERVICES_INT_UDP (firewall)
See FW_SERVICES_INT_TCP.

FW_SERVICES_ACCEPT_INT (firewall)
List services to allow from internal hosts. See FW_SERVICES_ACCEPT_EXT.
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FW_SERVICES_ACCEPT_RELATED_* (firewall)
This is how the SuSEfirewall2 implementation considers packets RELATED by
netfilter.

For example, to allow finer grained filtering of Samba broadcast packets,
RELATED packets are not accepted unconditionally. Variables starting with
FW_SERVICES_ACCEPT_RELATED_ allow restricting RELATED packets
handling to certain networks, protocols and ports.

This means that adding connection tracking modules (conntrack modules) to
FW_LOAD_MODULES does not automatically result in accepting the packets
tagged by those modules. Additionally, you must set variables starting with
FW_SERVICES_ACCEPT_RELATED_ to a suitable value.

FW_CUSTOMRULES (firewall)
Uncomment this variable to install custom rules. Find examples in /etc/
sysconfig/scripts/SuSEfirewall2-custom

After configuring the firewall, test your setup. The firewall rule sets are created by
entering SuSEfirewall2 start as root. Then use telnet, for example,
from an external host to see whether the connection is actually denied. After that,
review /var/log/messages , where you should see something like this:

Mar 15 13:21:38 linux kernel: SFW2-INext-DROP-DEFLT IN=ethO
OUT= MAC=00:80:c8:94:c3:e7:00:a0:¢c9:4d:27:56:08:00 SRC=192.168.10.0
DST=192.168.10.1 LEN=60 TOS=0x10 PREC=0x00 TTL=64 ID=15330 DF PROTO=TCP

SPT=48091 DPT=23 WINDOW=5840 RES=0x00 SYN URGP=0
OPT (020405B40402080A061AFEBC0000000001030300)

Other packages to test your firewall setup are Nmap (portscanner) or OpenVAS
(Open Vulnerability Assessment System). The documentation of Nmap is found at
/usr/share/doc/packages/nmap after installing the package and the
documentation of openVAS resides at http://www.openvas.org

14.5 For More Information

The most up-to-date information and other documentation about the
SuSEfirewall?2 package is found in /usr/share/doc/packages/
SuSEfirewall2 .The home page of the netfilter and iptables project, http://
www.netfilter.org , provides a large collection of documents in many
languages.
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Configuring VPN Server

Nowadays, the Internet connection is cheap and available almost everywhere. It

is important that the connection is as secure as possible. Virtual Private Network
(VPN), is a secure network within a second, insecure network such as the Internet
or WLAN. It can be implemented in different ways and serves several purposes. In
this chapter, we focus on VPNss to link branch offices via secure wide area networks
(WANS).

15.1 Overview

This section introduces a brief overview of some scenarios which VPN offers, and
some relevant terminology as well.

15.1.1 VPN Scenarios

There are many solutions to set up and build of a VPN connection. This chapter
focuses on the OpenVPN package. Compared to other VPN software, OpenVPN can
be operated in two modes:

Routed VPN
Routing is an easy solution to set up. It is more efficient and scales better than
bridged VPN. Furthermore, it allows the user to tune MTU (Maximum Transfer
Unit) to raise efficiency. However, in a heterogeneous environment NetBIOS
broadcasts do not work if you do not have a Samba server on the gateway. If you
need IPv6, each tun drivers on both ends must support this protocol explicitly.
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PucyHok 15.1 Routed VPN
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Switch/Router
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ethl

LAN 1 (192.168.1.1/24)

Bridged VPN
Bridging is a more complex solution. It is recommended when you need to
browse Windows file shares across the VPN without setting up a Samba or
WINS server. Bridged VPN is also needed if you want to use non-IP protocols
(such as IPX) or applications relying on network broadcasts. However, it is less
efficient than routed VPN. Another disadvantage is that it does not scale well.
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PucyHok 15.2 Bridged VPN - Scenario 1
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PucyHok 15.4 Bridged VPN - Scenario 3
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The major difference between bridging and routing is that a routed VPN cannot IP-
broadcast while a bridged VPN can.

15.1.2 Tun and Tap Devices

Whenever you setup a VPN connection your IP packets are transferred over your

secured tunnel. The connection between the client's device and the server's device
is called a funnel. A tunnel can use a so-called fun or tap device. They are virtual

network kernel drivers which implement the transmission of ethernet frames or ip
frames/packets:

tun device
A tun device simulates a point-to-point network (layer 3 packets in the OSI
model such as Ethernet frames). A tun device is used with routing and works
with IP frames.

tap device
A tap device simulates an ethernet device (layer 2 packets in the OSI model such
as IP packets). A tap device is used for creating a network bridge. It works with
Ethernet frames.

The userspace program OpenVPN can attach itself to a tun or tap device to
receive packets sent by your OS. The program is also able to write packets to the
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device. For more information, see /usr/src/linux/Documentation/
networking/tuntap.txt . You must install the kernel-source
package to read this file.

15.2 Creating the Simplest VPN
Example

The following example creates a point-to-point VPN tunnel. It demonstrates how to
create a VPN tunnel between one client and a server. It is assumed that your VPN
server will use private IP addresses like 192.168.1.120 and your client the IP
address 192.168.2.110. You can modify these private IP addresses to your needs
but make sure you select addresses which do not conflict with other IP addresses.

BHUMAHME: Use It Only For Testing

This scenario is only useful for testing and is considered as an example to
get familiar with VPN. Do not use this as a real world scenario to connect
as it can compromise your security and the safety of your IT infrastructure!

15.2.1 Configuring the VPN Server

To configure a VPN server, proceed as follows:
Tpouenypa 15.1 VPN Server Configuration

1 Install the package openvpn on the machine that will later become your VPN
server.

2 Open a shell, become root and create the VPN secret key:

openvpn —--genkey --secret /etc/openvpn/secret.key

3 Copy the secret key to your client:

scp /etc/openvpn/secret.key root@192.168.2.110:/etc/openvpn/

4 Create the file /etc/openvpn/server.conf with the following
content:
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dev tun
ifconfig 192.168.1.120 192.168.2.110
secret secret.key

5 If you use a firewall, start YaST and open UDP port 1194 (Security and Users >
Firewall > Allowed Services.

6 Start the OpenVPN service as root:

rcopenvpn start

15.2.2 Configuring the VPN Client

To configure the VPN client, do the following:
lMpouenypa 15.2 VPN Client Configuration

1 Install the package openvpn on your client VPN machine.

2 Create /etc/openvpn/client.conf with the following content:

remote IP_OF_SERVER

dev tun

ifconfig 192.168.2.110 192.168.1.120
secret secret.key

Replace the placeholder TP_OF_SERVER in the first line with either the domain
name, or the public IP address of your server.

3 If you use a firewall, start YaST and open UDP port 1194 as described in IIlar 5
(ctp. 194) of IIponemypa 15.1, «VPN Server Configuration» (ctp. 193).

4 Start the OpenVPN service as root:

rcopenvpn start

15.2.3 Testing the VPN Example

After the OpenVPN is successfully started, test if the tun device is available with the
following command:

ifconfig tunO
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To verify the VPN connection, use ping on both client and server to see if you can
reach each other. Ping server from client:

ping —-I tun0 192.168.1.120

Ping client from server:

ping -I tunO 192.168.2.110

15.3 Setting Up Your VPN Server
Using Certificate Authority

The example shown in Paznen 15.2 (ctp. 193) is useful for testing, but not for

daily work. This section explains how to build a VPN server that allows more than
one connection at the same time. This is done with a public key infrastructure (PKI).
A PKI consists of a pair of public and private keys for the server and each client

and a master certificate authority (CA), which is used to sign every server and client
certificate.

The general overview of this process involves the following steps explained in these
sections:

1 Pazgen 15.3.1, «Creating Certificates» (ctp. 195)
2 Paspnen 15.3.2, «Configuring the Server» (ctp. 198)

3 Pasgnen 15.3.3, «Configuring the Clients» (ctp. 199)

15.3.1 Creating Certificates

Before a VPN connection gets established, the client must authenticate the server
certificate. Conversely, the server must also authenticate the client certificate. This is
called mutual authentication.

You can use two methods to create the respective certificates and keys:

* Use the YaST CA module (see I'naBa 16, Managing X.509 Certification
(ctp. 205)), or
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» Use the scripts included with the openvpn package.

Generating Certificates with easy-rsa

The easy-rsa utilities use the openssl.cnf file stored under /usr/share/
openvpn/easy-rsa/ VER. In most cases you can leave this file as it is.

TMpouenypa 15.3 Generate the Master CA And Key

1 Open a shell and become root.

2 Change the directory to /usr/share/openvpn/easy-rsa/ VER/ .
Replace the placeholder VER with either 1.0 or 2.0 , the current versions.

3 Copy the file vars to /etc/openvpn and set export EASY_RSAto /
usr/share/openvpn/easy-rsa

export EASY_RSA="/usr/share/openvpn/easy-rsa/VER"

4 In the vars file change the KEY_ COUNTRY, KEY_PROVINCE, KEY_CITY,
KEY_ORG, and KEY_EMATIL variables according to your needs.

5 Initialize the PKI:

source /etc/openvpn/vars && ./clean-all && ./build-ca

6 Enter the data required by the build-ca script. Usually you can take
the defaults that you have set in Illar 4 (ctp. 196). Additionally set
Organizational Unit Name and Common Name that were not set
previously.

Once done, the master certificate and key are saved as /usr/share/
openvpn/easy-rsa/ VER/keys/ca.*

lpouenypa 15.4 Generate The Private Server Key

1 Change to the /usr/share/openvpn/easy-rsa/ VER/ directory.

2 Run the following script:

./build-key-server server

The argument (here: server) is used for the private key filename.
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3 Accept the default parameters, but fill server for the Common Name option.

4 Answer the next two questions («Sign the certificate? [y/n]» and «1 out of 1
certificate requests certified, commit? [y/n]») with y (yes).

Once done, the private server key is saved as /usr/share/openvpn/easy
-rsa/ VER/keys/server.*

lMpouenypa 15.5 Generate Certificates and Keys for a Client

1 Change to the /usr/share/openvpn/easy-rsa/ VER/ directory.
Replace the placeholder VER with either 1.0 or2.0

2 Create the key as in ITlar 2 (ctp. 196) of Tponeaypa 15.4, «Generate The
Private Server Key» (ctp. 196):

./build-key client

3 Repeat the previous step for each client that is allowed to connect to the VPN
server. Make sure you use a different name (other than «client») and an
appropriate Common Name, because this parameter has to be unique for each
client.

Once done, the client certificate keys are saved as /usr/share/openvpn/
easy-rsa/keys/client.* (depending on the name that you have given
for the build-key command).

lMpouenypa 15.6 Final Configuration Steps

1 Make sure your current working directory is /usr/share/openvpn/
easy-rsa/ VER/ .

2 Create the Diffie-Hellman parameter:

./build-dh

3 Create the /etc/openvpn/ssl  directory.

4 Copy the following files to /etc/openvpn/ssl

cp keys/ca.{crt,key} keys/dhl024.pem keys/server.{crt,key} /etc/openvpn/
ssl

5 Copy the client keys to the relevant client machine. You should have the files
client.crt andclient.key inthe /etc/openvpn/ssl  directory.
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15.3.2 Configuring the Server

The configuration file is mostly a summary of /usr/share/doc/
packages/openvpn/sample—-config-files/server.conf
without the comments and with some small changes concerning some paths.

Tpumep 15.1 VPN Server Configuration File

# /etc/openvpn/server.conf
port 1194 @
proto udp ©
dev tun0 &

# Security @

ca ssl/ca.crt
cert ssl/server.crt
key ssl/server.key
dh ss1/dh1024.pem

server 192.168.1.120 255.255.255.0 ®
ifconfig-pool-persist /var/run/openvpn/ipp.txt ®

# Privileges @
user nobody
group nobody

# Other configuration ©
keepalive 10 120
comp—-1lzo

persist-key

persist-tun

status /var/log/openvpn-status.log
log—append /var/log/openvpn.log
verb 4

©® The TCP/UDP port to which OpenVPN listens. You have to open up the port
in the Firewall, see I'nmaBa 14, Masquerading and Firewalls (ctp. 177). The
standard port for VPN is 1194, so in most cases you can leave that as it is.

®  The protocol, either UDP or TCP.

®  The tun or tap device, see Paznmen 15.1.2, «Tun and Tap Devices» (ctp. 192)
for the differences.

® The following lines contain the relative or absolute path to the root server CA
certificate (ca), the root CA key (cert), the private server key (key) and
the Diffie-Hellman parameters (dh). These were generated in Pazuen 15.3.1,
«Creating Certificates» (ctp. 195).
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®  Supplies a VPN subnet. The server can be reached by 192.168.1.120.

® Records a mapping of clients and its virtual IP address in the given file. Useful
when the server goes down and (after the restart) the clients get their previously
assigned IP address.

@  For security reasons it is a good idea to run the OpenVPN daemon with reduced
privileges. For this reason the group and user nobody is used.

®  Several other configurations, see comment in the original configuration from /
usr/share/doc/packages/openvpn/sample-config—
files.

After this configuration, you can see log messages from your OpenVPN server under
/var/log/openvpn.log . When you have started it for the first time, it
should finish it with:

. Initialization Sequence Completed

If you do not see this message, check the log carefully. Usually OpenVPN gives you
some hints what is wrong in your configuration file.

15.3.3 Configuring the Clients

The configuration file is mostly a summary from /usr/share/doc/
packages/openvpn/sample-config-files/client.conf
without the comments and with some small changes concerning some paths.
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Tpumep 15.2 VPN Client Configuration File

# /etc/openvpn/client.conf
client @

dev tun @

proto udp ©

remote IP_OR_HOSTNAME 1194 @
resolv-retry infinite

nobind

# Privileges ®
user nobody
group nobody

# Try to preserve some state across restarts.
persist-key
persist-tun

# Security @

ca ssl/ca.crt
cert ssl/client.crt
key ssl/client.key

comp-lzo @

©®  We must specify that this machine is a client.

®  The network device. Both clients and server must use the same device.
®  The protocol. Use the same settings as on the server.
o

Replace the placeholder TP_OR_HOSTNAME with the respective hostname

or IP address of your VPN server. After the hostname the port of the server is
given. You can have multiple lines of remote entries pointing to different
VPN servers. This is useful for load balancing between different VPN servers.

®  For security reasons it is a good idea to run the OpenVPN daemon with reduced
privileges. For this reason the group and user nobody is used.

® Contains the client files. For security reasons, it is better to have a separate file
pair for each client.

©®  Turns compression on. Use it only when the server has this parameter switched
on as well.

15.4 Changing Nameservers in VPN

If you need to change nameservers before or during your VPN session, use
netconfig.
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Use the following procedure to change a nameserver:
lpouenypa 15.7 Changing Nameservers

1 Open a shell and log in as root.

2 Create the file /etc/openvpn/client.up with the following contents:

/sbin/netconfig modify —-i "${1}" -s openvpn <<EOT
DNSSEARCH="'S${domain}"'

DNSSERVERS="${dns[*]}"'

EOT

3 Start your VPN connection with rcopenvpn start.

4 Create the file /etc/openvpn/client .down with the following
contents:

/sbin/netconfig remove -1 "S${1}" -s openvpn

5 Run netconfig and replace the line DNSSERVERS with your respective entry:

netconfig modify -i tun0 -s openvpn <<EOT
DNSSEARCH='mt-home.net'
DNSSERVERS='192.168.1.116"

EOT

To check, if the entry has been successfully inserted into /etc/resolv
.conf ,execute:

grep -v “# /etc/resolv.conf
search mt-home.net mat-home.net
nameserver ...

nameserver ...

nameserver 192.168.1.116

6 To remove the DNS entry, execute:

netconfig remove -i tun0 -s openvpn

Find another example in /usr/share/doc/packages/openvpn/
contrib/pull-resolv-conf/

If you need to specify a ranking list of fallback services, use the
NETCONFIG_DNS_RANKING variable in /etc/sysconfig/network/
config . The default value is aut o which resolves to:

+strongswan +openswan +racoon +openvpn —-avahi
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Preferred service names have the + prefix, fallback services the — prefix.

15.5 KDE- and GNOME Applets For
Clients

The following sections describe the setup of OpenVPN connections with GNOME
and KDE desktop tools.

15.5.1 KDE

To setup an OpenVPN connection in KDE4 that can be easily turned on or off,
proceed as follows:

1 Make sure you have installed the NetworkManager—-openvpn-kde4
package with all dependencies resolved.

2 Right-click on a widget of your panel and select Panel Options > Add
Widgets....

3 Select Networks.
4 Right-click on the icon and choose Manage Connections.
5 Add anew VPN connection with Add > OpenVPN. A new window opens.

6 Choose the Connection Type between X.509 Certificates or X.509 With
Password depending on what you have setup with your OpenVPN server.

7 Insert the necessary files into the respective text fields. From our example
configuration these are:

CA file /etc/openvpn/ssl/ca
.crt
Certificate /etc/openvpn/ssl/

clientl.crt
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Key /etc/openvpn/ssl/
clientl.key

Username The user

Password The password for the user

8 If you have not used the KDE Wallet System, you are asked if you want to
configure it. Follow the steps in the wizard. After you have finished this step,
you are reverted back to the Network Settings dialog.

9 Finish with Ok.

10 Enable the connection with your Network manager applet.

15.5.2 GNOME

To setup a OpenVPN connection in GNOME that can be easily turned on or off,
proceed as follows:

1 Make sure you have installed the NetworkManager—-openvpn—-gnome
package with all dependencies resolved.

2 Start the Network Connection Editor with Alt + F2 and insert nm—connection-
editor into the text field. A new window appears.

3 Select the VPN tab and click Add.
4 Choose the VPN connection type, in this case OpenVPN.

5 Choose the Authentication type. Select between Certificates (TLS) or Password
with Certificates (TLS) depending on the setup of your OpenVPN server.

6 Insert the necessary files into the respective text fields. According to the example
configuration, these are:

Username The user (only available when
you have selected Password with
Certificates (TLS))
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Password The password for the user (only
available when you have selected
Password with Certificates (TLS))

User Certificate /etc/openvpn/ssl/
clientl.crt

CA Certificate /etc/openvpn/ssl/ca
.crt
Private Key /etc/openvpn/ssl/

clientl.key

7 Finish with Apply and Close.

8 Enable the connection with your Network Manager applet.

15.6 For More Information

For more information about VPN, visit:
e http://www.openvpn.net : Homepage of VPN

e /usr/share/doc/packages/openvpn/sample-config-
files/: Examples of configuration files for different scenarios
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Managing X.509
Certification

An increasing number of authentication mechanisms are based on cryptographic
procedures. Digital certificates that assign cryptographic keys to their owners play an
important role in this context. These certificates are used for communication and can
also be found, for example, on company ID cards. The generation and administration
of certificates is mostly handled by official institutions that offer this as a commercial
service. In some cases, however, it may make sense to carry out these tasks yourself.
For example, if a company does not wish to pass personal data to third parties.

YaST provides two modules for certification, which offer basic management
functions for digital X.509 certificates. The following sections explain the basics
of digital certification and how to use YaST to create and administer certificates of
this type. For more detailed information, refer to http://www.ietf.org/
html.charters/pkix—-charter.html

16.1 The Principles of Digital
Certification

Digital certification uses cryptographic processes to encrypt data, protect the data
from access by unauthorized people. The user data is encrypted using a second

data record, or key. The key is applied to the user data in a mathematical process,
producing an altered data record in which the original content can no longer be
identified. Asymmetrical encryption is now in general use (public key method). Keys
always occur in pairs:
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Private Key
The private key must be kept safely by the key owner. Accidental publication of
the private key compromises the key pair and renders it useless.

Public Key
The key owner circulates the public key for use by third parties.

16.1.1 Key Authenticity

Because the public key process is in widespread use, there are many public keys

in circulation. Successful use of this system requires that every user be sure that a
public key actually belongs to the assumed owner. The assignment of users to public
keys is confirmed by trustworthy organizations with public key certificates. Such
certificates contain the name of the key owner, the corresponding public key, and the
electronic signature of the person issuing the certificate.

Trustworthy organizations that issue and sign public key certificates are usually

part of a certification infrastructure that is also responsible for the other aspects of
certificate management, such as publication, withdrawal, and renewal of certificates.
An infrastructure of this kind is generally referred to as a public key infrastructure
or PKI. One familiar PKI is the OpenPGP standard in which users publish their
certificates themselves without central authorization points. These certificates
become trustworthy when signed by other parties in the «web of trust.»

The X.509 Public Key Infrastructure (PKIX) is an alternative model defined by

the IETF (Internet Engineering Task Force) that serves as a model for almost all
publicly-used PKIs today. In this model, authentication is made by certificate
authorities (CA) in a hierarchical tree structure. The root of the tree is the root CA,
which certifies all sub-CAs. The lowest level of sub-CAs issue user certificates. The
user certificates are trustworthy by certification that can be traced to the root CA.

The security of such a PKI depends on the trustworthiness of the CA certificates.
To make certification practices clear to PKI customers, the PKI operator defines

a certification practice statement (CPS) that defines the procedures for certificate
management. This should ensure that the PKI only issues trustworthy certificates.

16.1.2 X.509 Certificates

An X.509 certificate is a data structure with several fixed fields and, optionally,
additional extensions. The fixed fields mainly contain the name of the key owner,
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the public key, and the data relating to the issuing CA (name and signature). For
security reasons, a certificate should only have a limited period of validity, so a field
is also provided for this date. The CA guarantees the validity of the certificate in the
specified period. The CPS usually requires the PKI (the issuing CA) to create and
distribute a new certificate before expiration.

The extensions can contain any additional information. An application is only
required to be able to evaluate an extension if it is identified as critical. If an
application does not recognize a critical extension, it must reject the certificate. Some
extensions are only useful for a specific application, such as signature or encryption.

Ta6mmua 16.1 shows the fields of a basic X.509 certificate in version 3.

Tabnuua 16.1 X.509v3 Certificate

Field

Content

Version

Serial Number

The version of the certificate, for
example, v3

Unique certificate ID (an integer)

Signature The ID of the algorithm used to sign the
certificate

Issuer Unique name (DN) of the issuing
authority (CA)

Validity Period of validity

Subject Unique name (DN) of the owner

Subject Public Key Info Public key of the owner and the ID of
the algorithm

Issuer Unique ID Unique ID of the issuing CA (optional)

Subject Unique ID Unique ID of the owner (optional)

Extensions Optional additional information, such as

«KeyUsage» or «BasicConstraints»
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16.1.3 Blocking X.509 Certificates

If a certificate becomes untrustworthy before it has expired, it must be blocked
immediately. This can become necessary if, for example, the private key has
accidentally been made public. Blocking certificates is especially important if

the private key belongs to a CA rather than a user certificate. In this case, all user
certificates issued by the relevant CA must be blocked immediately. If a certificate
is blocked, the PKI (the responsible CA) must make this information available to all
those involved using a certificate revocation list (CRL).

These lists are supplied by the CA to public CRL distribution points (CDPs) at
regular intervals. The CDP can optionally be named as an extension in the certificate,
so a checker can fetch a current CRL for validation purposes. One way to do this

is the online certificate status protocol (OCSP). The authenticity of the CRLs is
ensured with the signature of the issuing CA. Ta6mma 16.2 shows the basic parts of
a X.509 CRL.

Tabnuua 16.2 X.509 Certificate Revocation List (CRL)

Field Content

Version The version of the CRL, such as v2

Signature The ID of the algorithm used to sign the
CRL

Issuer Unique name (DN) of the publisher of

the CRL (usually the issuing CA)

This Update Time of publication (date, time) of this
CRL

Next Update Time of publication (date, time) of the
next CRL

List of revoked certificates Every entry contains the serial number

of the certificate, the time of revocation,
and optional extensions (CRL entry
extensions)
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Field Content

Extensions Optional CRL extensions

16.1.4 Repository for Certificates and
CRLs

The certificates and CRLs for a CA must be made publicly accessible using a
repository. Because the signature protects the certificates and CRLs from being
forged, the repository itself does not need to be secured in a special way. Instead,

it tries to grant the simplest and fastest access possible. For this reason, certificates
are often provided on an LDAP or HTTP server. Find explanations about LDAP in
I'naBa 4, LDAP—A Directory Service (ctp. 39). I'naBa 30, The Apache HTTP Server
(TReference) contains information about the HTTP server.

16.1.5 Proprietary PKI

YaST contains modules for the basic management of X.509 certificates. This mainly
involves the creation of CAs, sub-CAs, and their certificates. The services of a PKI
go far beyond simply creating and distributing certificates and CRLs. The operation
of a PKI requires a well-conceived administrative infrastructure allowing continuous
update of certificates and CRLs. This infrastructure is provided by commercial

PKI products and can also be partly automated. YaST provides tools for creating
and distributing CAs and certificates, but cannot currently offer this background
infrastructure. To set up a small PKI, you can use the available YaST modules.
However, you should use commercial products to set up an «official» or commercial
PKIL

16.2 YaST Modules for CA
Management

YaST provides two modules for basic CA management. The primary management
tasks with these modules are explained here.
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16.2.1 Creating a Root CA

The first step when setting up a PKI is to create a root CA. Do the following:

1 Start YaST and go to Security and Users > CA Management.

2 Click Create Root CA.

3 Enter the basic data for the CA in the first dialog, shown in Pucynok 16.1. The
text fields have the following meanings:

PucyHok 16.1 YaST CA Module—Basic Data for a Root CA

Create New Root CA (step 1/3)

CA Name

Commen Name

Example CA

Organization Organizational Unit

Locality State
Counry:
[ Germany . ]

CA Name
Enter the technical name of the CA. Directory names, among other things, are
derived from this name, which is why only the characters listed in the help
can be used. The technical name is also displayed in the overview when the
module is started.

Common Name
Enter the name for use in referring to the CA.

E-Mail Addresses

Several e-mail addresses can be entered that can be seen by the CA user. This
can be helpful for inquiries.
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Country
Select the country where the CA is operated.

Organization, Organizational Unit, Locality, State
Optional values

Proceed with Next.

4 Enter a password in the second dialog. This password is always required when
using the CA—when creating a sub-CA or generating certificates. The text fields
have the following meaning:

Key Length
Key Length contains a meaningful default and does not generally need to be
changed unless an application cannot deal with this key length. The higher the
number the more secure your password is.

Valid Period (days)
The Valid Period in the case of a CA defaults to 3650 days (roughly ten
years). This long period makes sense because the replacement of a deleted CA
involves an enormous administrative effort.

Clicking Advanced Options opens a dialog for setting different attributes from
the X.509 extensions (Pucynok 16.4, «YaST CA Module—Extended Settings»
(ctp. 216)). These values have rational default settings and should only be
changed if you are really sure of what you are doing. Proceed with Next.

5 Review the summary. YaST displays the current settings for confirmation. Click
Create. The root CA is created then appears in the overview.

NOJOCKA3KA

In general, it is best not to allow user certificates to be issued by the

root CA. It is better to create at least one sub-CA and create the user
certificates from there. This has the advantage that the root CA can be
kept isolated and secure, for example, on an isolated computer on secure
premises. This makes it very difficult to attack the root CA.
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16.2.2 Changing Password

If you need to change your password for your CA, proceed as follows:

1 Start YaST and open the CA module.
2 Select the required root CA and click Enter CA.

3 Enter the password if you entered a CA the first time. YaST displays the CA key
information in the Description tab (see Pucynok 16.2).

4 Click Advanced and select Change CA Password. A dialog box opens.
5 Enter the old and the new password.

6 Finish with OK

16.2.3 Creating or Revoking a Sub-CA

A sub-CA is created in exactly the same way as a root CA.

3AMEYAHMUE

The validity period for a sub-CA must be fully within the validity period

of the «parent» CA. A sub-CA is always created after the «parent» CA,
therefore, the default value leads to an error message. To avoid this, enter
a permissible value for the period of validity.

Do the following:

1 Start YaST and open the CA module.
2 Select the required root CA and click Enter CA.

3 Enter the password if you are entering a CA for the first time. YaST displays the
CA key information in the tab Description (see PucyHok 16.2).
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PucyHok 16.2 YaST CA Module—Using a CA

Certificate Authority (CA)

CA Name: example-cert
De

iption Certificates CRL Requests

Description for example-cert E
kssued For:

Common Name: Example CA
Organization:

Location:

State:

Country: DE

EMATL: root@ezanple.org

e:  Example CA
on:

Country: DE
EMATL: root@ezanple.org

Valid from: Oct 23 15:7:20 2008 GMT =

[Advanced... -

Help Back Abort

4 Click Advanced and select Create SubCA. This opens the same dialog as for
creating a root CA.

5 Proceed as described in Pazpmen 16.2.1, «Creating a Root CA» (ctp. 210).
It is possible to use one password for all your CAs. Enable Use CA Password as

Certificate Password to give your sub-CAs the same password as your root CA.
This helps to reduce the amount of passwords for your CAs.

3AMEYAHME: Check your Valid Period

Take into account that the valid period must be lower than the valid
period in the root CA.

6 Select the Certificates tab. Reset compromised or otherwise unwanted sub-CAs
here, using Revoke. Revocation alone is not enough to deactivate a sub-CA. You
must also publish revoked sub-CAs in a CRL. The creation of CRLs is described
in Paznen 16.2.6, «Creating CRLs» (ctp. 217).

7 Finish with OK
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16.2.4 Creating or Revoking User
Certificates

Creating client and server certificates is very similar to creating CAs in

Pazpen 16.2.1, «Creating a Root CA» (ctp. 210). The same principles apply

here. In certificates intended for e-mail signature, the e-mail address of the sender
(the private key owner) should be contained in the certificate to enable the e-

mail program to assign the correct certificate. For certificate assignment during
encryption, it is necessary for the e-mail address of the recipient (the public key
owner) to be included in the certificate. In the case of server and client certificates,
the hostname of the server must be entered in the Common Name field. The default
validity period for certificates is 365 days.

To create client and server certificates, do the following:

1 Start YaST and open the CA module.
2 Select the required root CA and click Enter CA.

3 Enter the password if you are entering a CA for the first time. YaST displays the
CA key information in the Description tab.

4 Click Certificates (see PucyHok 16.3).

PucyHok 16.3 Certificates of a CA

Certificate Authority (CA)

CA Name: example-cert

Description Certificates CRL Reguests

Status 4 CommonName E-Mall Address Crganization Organizational Unit Locality State  Country
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5 Click Add > Add Server Certificate and create a server certificate.

6 Click Add > Add Client Certificate and create a client certificate. Do not forget to
enter an e-mail address.

7 Finish with OK

To revoke compromised or otherwise unwanted certificates, do the following:
1 Start YaST and open the CA module.

2 Select the required root CA and click Enter CA.

3 Enter the password if you are entering a CA for the first time. YaST displays the
CA key information in the Description tab.

4 Click Certificates (see Pazmen 16.2.3, «Creating or Revoking a Sub-CA»
(ctp. 212).)

5 Select the certificate to revoke and click Revoke.
6 Choose a reason to revoke this certificate

7 Finish with OK.

3AMEYAHUE

Revocation alone is not enough to deactivate a certificate. Also publish
revoked certificates in a CRL. Pazgen 16.2.6, «Creating CRLs» (cTp. 217)
explains how to create CRLs. Revoked certificates can be completely
removed after publication in a CRL with Delete.

16.2.5 Changing Default Values

The previous sections explained how to create sub-CAs, client certificates, and
server certificates. Special settings are used in the extensions of the X.509 certificate.
These settings have been given rational defaults for every certificate type and do not
normally need to be changed. However, it may be that you have special requirements
for these extensions. In this case, it may make sense to adjust the defaults. Otherwise,
start from scratch every time you create a certificate.
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Start YaST and open the CA module.

Enter the required root CA, as described in Pa3pnen 16.2.3, «Creating or Revoking
a Sub-CA» (ctp. 212).

Click Advanced > Edit Defaults.

Choose the type the settings to change. The dialog for changing the defaults,
shown in Pucynok 16.4, «YaST CA Module—Extended Settings» (ctp. 216),
then opens.

PucyHok 16.4 YaST CA Module—FExtended Settings

Advanced Options
Basic Constaints
CRL Distribution Point
Challenge Password
Issuer Alt Name
Key Usage

Current Selection:

Default

This frame shows further attribute s and OpenSSL X509v3 extensions thatcan be set, If you
are not familiar with the se extentions, refer o the file /usr/share/doc/package siopenssl-
dociopenssl.ti (package openssl-doc).

= Nelscape Settings
nsComment
nsCeriType
nsSs/Se rve rName
Subject Alt Name
Unstructured Name
= Expert Settings
Key ldentifier
= Nelscape Settings
nsBaseUr
nsRevocationUr
nsCaRevocationUrl
nsRenewalUrl

nsCaPolioyUrl
authoritylnfoAcce s
extandedKeyll sage

Change the associated value on the right side and set or delete the critical setting
with critical.

Click Next to see a short summary.

Finish your changes with Save.

3AMEYAHUE

All changes to the defaults only affect objects created after this point.
Already-existing CAs and certificates remain unchanged.
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16.2.6 Creating CRLs

If compromised or otherwise unwanted certificates need to be excluded from further
use, they must first be revoked. The procedure for this is explained in Pazgen 16.2.3,
«Creating or Revoking a Sub-CA» (ctp. 212) (for sub-CAs) and Paznen 16.2.4,
«Creating or Revoking User Certificates» (ctp. 214) (for user certificates). After
this, a CRL must be created and published with this information.

The system maintains only one CRL for each CA. To create or update this CRL, do
the following:

1 Start YaST and open the CA module.

2 Enter the required CA, as described in Pazuen 16.2.3, «Creating or Revoking a
Sub-CA» (ctp. 212).

3 Click CRL. The dialog that opens displays a summary of the last CRL of this CA.

4 Create a new CRL with Generate CRL if you have revoked new sub-CAs or
certificates since its creation.

5 Specity the period of validity for the new CRL (default: 30 days).

6 Click OK to create and display the CRL. Afterwards, you must publish this CRL.

3AMEYAHMUE

Applications that evaluate CRLs reject every certificate if the CRL is not
available or has expired. As a PKI provider, it is your duty always to create
and publish a new CRL before the current CRL expires (period of validity).
YaST does not provide a function for automating this procedure.

16.2.7 Exporting CA Objects to LDAP

The executing computer should be configured with the YaST LDAP client for LDAP
export. This provides LDAP server information at runtime that can be used when
completing dialog fields. Otherwise (although export may be possible), all LDAP
data must be entered manually. You must always enter several passwords (see
Ta6muma 16.3, «Passwords during LDAP Export» (ctp. 218)).
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Tabnuua 16.3 Passwords during LDAP Export

Password Meaning

LDAP Password Authorizes the user to make entries in
the LDAP tree.

Certificate Password Authorizes the user to export the
certificate.

New Certificate Password The PKCS12 format is used during

LDAP export. This format forces the
assignment of a new password for the
exported certificate.

Certificates, CAs, and CRLs can be exported to LDAP.

Exporting a CA to LDAP
To export a CA, enter the CA as described in Paznen 16.2.3, «Creating or
Revoking a Sub-CA» (ctp. 212). Select Extended > Export to LDAP in the
subsequent dialog, which opens the dialog for entering LDAP data. If your
system has been configured with the YaST LDAP client, the fields are already
partly completed. Otherwise, enter all the data manually. Entries are made in
LDAP in a separate tree with the attribute «caCertificate».

Exporting a Certificate to LDAP
Enter the CA containing the certificate to export then select Certificates. Select
the required certificate from the certificate list in the upper part of the dialog
and select Export > Export to LDAP. The LDAP data is entered here in the
same way as for CAs. The certificate is saved with the corresponding user
object in the LDAP tree with the attributes «userCertificate» (PEM format) and
«userPKCS12» (PKCS12 format).

Exporting a CRL to LDAP
Enter the CA containing the CRL to export and select CRL. If desired, create a
new CRL and click Export. The dialog that opens displays the export parameters.
You can export the CRL for this CA either once or in periodical time intervals.
Activate the export by selecting Export to LDAP and enter the respective LDAP
data. To do this at regular intervals, select the Repeated Recreation and Export
radio button and change the interval, if appropriate.
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16.2.8 Exporting CA Objects as a File

If you have set up a repository on the computer for administering CAs, you can use
this option to create the CA objects directly as a file at the correct location. Different
output formats are available, such as PEM, DER, and PKCS12. In the case of PEM,
it is also possible to choose whether a certificate should be exported with or without
key and whether the key should be encrypted. In the case of PKCS12, it is also
possible to export the certification path.

Export a file in the same way for certificates, CAs as with LDAP, described in
Pasnen 16.2.7, «<Exporting CA Objects to LDAP» (ctp. 217), except you should
select Export as File instead of Export to LDAP. This then takes you to a dialog for
selecting the required output format and entering the password and filename. The
certificate is stored at the required location after clicking OK.

For CRLs click Export, select Export to file, choose the export format (PEM or DER)
and enter the path. Proceed with OK to save it to the respective location.

NMOACKA3KA

You can select any storage location in the file system. This option can also
be used to save CA objects on a transport medium, such as a USB stick.
The /media directory generally holds any type of drive except the hard
drive of your system.

16.2.9 Importing Common Server
Certificates

If you have exported a server certificate with YaST to your media on an isolated
CA management computer, you can import this certificate on a server as a common
server certificate. Do this during installation or at a later point with YaST.

3AMEYAHUE

You need one of the PKCS12 formats to import your certificate
successfully.

The general server certificate is stored in /etc/ssl/servercerts and can be
used there by any CA-supported service. When this certificate expires, it can easily
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be replaced using the same mechanisms. To get things functioning with the replaced
certificate, restart the participating services.

NOJOCKA3KA

If you select Import here, you can select the source in the file system. This
option can also be used to import certificates from a transport medium,
such as a USB stick.

To import a common server certificate, do the following:

1 Start YaST and open Common Server Certificate under Security and Users

2 View the data for the current certificate in the description field after YaST has
been started.

3 Select Import and the certificate file.

4 Enter the password and click Next. The certificate is imported then displayed in
the description field.

5 Close YaST with Finish.
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Introducing AppArmor

Many security vulnerabilities result from bugs in trusted programs. A trusted
program runs with privileges that attackers would like to have. The program fails to
keep that trust if there is a bug in the program that allows the attacker to acquire said
privilege.

Novell® AppArmor is an application security solution designed specifically to apply
privilege confinement to suspect programs. AppArmor allows the administrator to
specify the domain of activities the program can perform by developing a security
profile for that application (a listing of files that the program may access and the
operations the program may perform). AppArmor secures applications by enforcing
good application behavior without relying on attack signatures, so it can prevent
attacks even if previously unknown vulnerabilities are being exploited.

Novell AppArmor consists of:

* A library of AppArmor profiles for common Linux* applications, describing what
files the program needs to access.

* A library of AppArmor profile foundation classes (profile building blocks) needed
for common application activities, such as DNS lookup and user authentication.

* A tool suite for developing and enhancing AppArmor profiles, so that you can

change the existing profiles to suit your needs and create new profiles for your
own local and custom applications.
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» Several specially modified applications that are AppArmor enabled to provide
enhanced security in the form of unique subprocess confinement (including
Apache and Tomcat).

* The Novell AppArmor—loadable kernel module and associated control scripts to
enforce AppArmor policies on your openSUSE® system.

17.1 Background Information on
AppArmor Profiling

For more information about the science and security of Novell AppArmor, refer to
the following papers:

SubDomain: Parsimonious Server Security by Crispin Cowan, Steve Beattie, Greg
Kroah-Hartman, Calton Pu, Perry Wagle, and Virgil Gligor
Describes the initial design and implementation of Novell AppArmor. Published
in the proceedings of the USENIX LISA Conference, December 2000, New
Orleans, LA. This paper is now out of date, describing syntax and features that
are different from the current Novell AppArmor product. This paper should be
used only for background, and not for technical documentation.

Defcon Capture the Flag: Defending Vulnerable Code from Intense Attack by
Crispin Cowan, Seth Arnold, Steve Beattie, Chris Wright, and John Viega
A good guide to strategic and tactical use of Novell AppArmor to solve severe
security problems in a very short period of time. Published in the Proceedings
of the DARPA Information Survivability Conference and Expo (DISCEX III),
April 2003, Washington, DC.

AppArmor for Geeks by Seth Arnold
This document tries to convey a better understanding of the technical details of
AppArmor. It is available at http://en.opensuse.org/AppArmor
_Geeks .

AppArmor Technical Documentation by Andreas Gruenbacher and Seth Arnold
This document discusses the concept and design of AppArmor from a very
technical point of view. It is available at http://forgeftp.novell
.com//apparmor/LKML_Submission-June-07/techdoc
.html .
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Getting Started

Prepare a successful deployment of Novell AppArmor on your system by carefully
considering the following items:

1 Determine the applications to profile. Read more on this in Pazmen 18.3,
«Choosing the Applications to Profile» (ctp. 227).

2 Build the needed profiles as roughly outlined in Paznen 18.4, «Building and
Modifying Profiles» (ctp. 228). Check the results and adjust the profiles when
necessary.

3 Keep track of what is happening on your system by running AppArmor reports
and dealing with security events. Refer to Pazgen 18.5, «Configuring Novell
AppArmor Event Notification and Reports» (ctp. 230).

4 Update your profiles whenever your environment changes or you need to react
to security events logged by AppArmor's reporting tool. Refer to Paznen 18.6,
«Updating Your Profiles» (ctp. 231).

18.1 Installing Novell AppArmor

Novell AppArmor is installed and running on any installation of openSUSE® by
default, regardless of what patterns are installed. The packages listed below are
needed for a fully-functional instance of AppArmor

* apparmor-docs
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* apparmor-parser

* apparmor-profiles
* apparmor-utils

e audit

* libapparmorl

* perl-libapparmor
* yast2—-apparmor

18.2 Enabling and Disabling Novell
AppArmor

Novell AppArmor is configured to run by default on any fresh installation of
openSUSE. There are two ways of toggling the status of AppArmor:

Using YaST System Services (Runlevel)
Disable or enable AppArmor by removing or adding its boot script to the
sequence of scripts executed on system boot. Status changes are applied on
reboot.

Using Novell AppArmor Control Panel
Toggle the status of Novell AppArmor in a running system by switching it off
or on using the YaST Novell AppArmor Control Panel. Changes made here
are applied instantaneously. The Control Panel triggers a stop or start event for
AppArmor and removes or adds its boot script in the system's boot sequence.

To disable AppArmor permanently (by removing it from the sequence of scripts
executed on system boot) proceed as follows:

1 Start YaST.

2 Select System > System Services (Runlevel).

3 Select Expert Mode.

4 Select boot .apparmor and click Set/Reset > Disable the service.

5 Exit the YaST Runlevel tool with Finish.
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AppArmor will not be initialized on reboot, and stays inactive until you reenable it.
Reenabling a service using the YaST Runlevel tool is similar to disabling it.

Toggle the status of AppArmor in a running system by using the AppArmor Control
Panel. These changes take effect as soon as you apply them and survive a reboot of
the system. To toggle AppArmor's status, proceed as follows:

1 Start YaST.
2 Select Novell AppArmor > AppArmor Control Panel.
3 Select Enable AppArmor. To disable AppArmor, uncheck this option.

4 Exit the AppArmor Control Panel with Done.

18.3 Choosing the Applications to
Profile

You only need to protect the programs that are exposed to attacks in your particular
setup, so only use profiles for those applications you actually run. Use the following
list to determine the most likely candidates:

Network Agents
Web Applications
Cron Jobs

To find out which processes are currently running with open network ports and might
need a profile to confine them, run aa-unconfined as root.

Tpumep 18.1 Output of aa-unconfined

19848 /usr/sbin/cupsd not confined

19887 /usr/sbin/sshd not confined

19947 /usr/lib/postfix/master not confined

29205 /usr/sbin/sshd confined by '/usr/sbin/sshd (enforce)'

Each of the processes in the above example labeled not confined might need a
custom profile to confine it. Those labeled confined by are already protected by
AppArmor.
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NMOAOCKA3KA: For More Information

For more information about choosing the the right applications to profile,
refer to Pazgen 19.2, «Determining Programs to Immunize» (ctp. 236).

18.4 Building and Modifying
Profiles

Novell AppArmor on openSUSE ships with a preconfigured set of profiles for the
most important applications. In addition, you can use AppArmor to create your own
profiles for any application you want.

There are two ways of managing profiles. One is to use the graphical front-end
provided by the YaST Novell AppArmor modules and the other is to use the
command line tools provided by the AppArmor suite itself. Both methods basically
work the same way.

For each application, perform the following steps to create a profile:

1 As root, let AppArmor create a rough outline of the application's profile by
running aa-genprof programname

or

Outline the basic profile by running YaST > Novell AppArmor > Add Profile
Wizard and specifying the complete path to the application you want to profile.

A basic profile is outlined and AppArmor is put into learning mode, which means
that it logs any activity of the program you are executing, but does not yet restrict

1t.

2 Run the full range of the application's actions to let AppArmor get a very specific
picture of its activities.

3 Let AppArmor analyze the log files generated in Ilar 2 (ctp. 228) by typing S
in aa-genprof.

or

228 PykoBoacteo no 6e3onacHocT



Analyze the logs by clicking Scan System Log for AppArmor Events in the Add
Profile Wizard and following the instructions given in the wizard until the profile
is completed.

AppArmor scans the logs it recorded during the application's run and asks you to
set the access rights for each event that was logged. Either set them for each file or
use globbing.

4 Depending on the complexity of your application, it might be necessary to repeat
Mar 2 (ctp. 228) and Hlar 3 (ctp. 228). Confine the application, exercise
it under the confined conditions, and process any new log events. To properly
confine the full range of an application's capabilities, you might be required to
repeat this procedure often.

5 Once all access permissions are set, your profile is set to enforce mode. The
profile is applied and AppArmor restricts the application according to the profile
just created.

If you started aa-genprof on an application that had an existing profile that was in
complain mode, this profile remains in learning mode upon exit of this learning
cycle. For more information about changing the mode of a profile, refer to «aa-
complain—Entering Complain or Learning Mode» (ctp. 299) and «aa-enforce
—Entering Enforce Mode» (ctp. 300).

Test your profile settings by performing every task you need with the application you
just confined. Normally, the confined program runs smoothly and you do not notice
AppArmor activities at all. However, if you notice certain misbehavior with your
application, check the system logs and see if AppArmor is too tightly confining your
application. Depending on the log mechanism used on your system, there are several
places to look for AppArmor log entries:

/var/log/audit/audit.log
/var/log/messages
dmesg

To adjust the profile, analyze the log messages relating to this application again as

described in [ar 3 (ctp. 228). Determine the access rights or restrictions when
prompted.
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NMOAOCKA3KA: For More Information

For more information about profile building and modification, refer to
Mnaea 20, Profile Components and Syntax (ctp. 243), 'nasa 22, Building
and Managing Profiles with YaST (ctp. 271), and 'nasa 23, Building
Profiles from the Command Line (cTp. 291).

18.5 Configuring Novell AppArmor
Event Notification and Reports

Set up event notification in Novell AppArmor so you can review security events.
Event Notification is an Novell AppArmor feature that informs a specified e-mail
recipient when systemic Novell AppArmor activity occurs under the chosen severity
level. This feature is currently available in the YaST interface.

To set up event notification in YaST, proceed as follows:

1 Make sure that a mail server is running on your system to deliver the event
notifications.

2 Start YaST. Then select Novell AppArmor > AppArmor Control Panel. In Security
Event Notification, select Configure.

3 For each record type (Terse, Summary, and Verbose), set a report frequency, enter
the e-mail address that should receive the reports, and determine the severity of
events to log. To include unknown events in the event reports, check Include
Unknown Severity Events.

3AMEYAHME: Selecting Events to Log

Unless you are familiar with AppArmor's event categorization, choose to
be notified about events for all security levels.

4 Leave this dialog with OK > Done to apply your settings.

Using Novell AppArmor reports, you can read important Novell AppArmor security
events reported in the log files without manually sifting through the cumbersome
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messages only useful to the aa-logprof tool. You can decrease the size of the report
by filtering by date range or program name.

To configure the AppArmor reports, proceed as follows:

1 Start YaST. Select Novell AppArmor > AppArmor Reports.

2 Select the type of report to examine or configure from Executive Security
Summary, Applications Audit, and Security Incident Report.

3 Edit the report generation frequency, e-mail address, export format, and location
of the reports by selecting Edit and providing the requested data.

4 To run a report of the selected type, click Run Now.

5 Browse through the archived reports of a given type by selecting View Archive
and specifying the report type.

or

Delete unneeded reports or add new ones.

NMNOLOCKA3KA: For More Information

For more information about configuring event notification in Novell
AppArmor, refer to Pasgen 26.2, «Configuring Security Event Notification»
(cTp. 332). Find more information about report configuration in

Pasnen 26.3, «Configuring Reports» (cTp. 335).

18.6 Updating Your Profiles

Software and system configurations change over time. As a result, your profile setup
for AppArmor might need some fine-tuning from time to time. AppArmor checks
your system log for policy violations or other AppArmor events and lets you adjust
your profile set accordingly. Any application behavior that is outside of any profile
definition can also be addressed using the Update Profile Wizard.

To update your profile set, proceed as follows:

1 Start YaST and choose Novell AppArmor > Update Profile Wizard.
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2 Adjust access or execute rights to any resource or for any executable that has been
logged when prompted.

3 Leave YaST after you have answered all questions. Your changes are applied to
the respective profiles.

NMNOOCKA3KA: For More Information

For more information about updating your profiles from the system logs,
refer to Pazpen 22.5, «Updating Profiles from Log Entries» (cTp. 287).
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Immunizing Programs

Effective hardening of a computer system requires minimizing the number of
programs that mediate privilege, then securing the programs as much as possible.
With Novell AppArmor, you only need to profile the programs that are exposed to
attack in your environment, which drastically reduces the amount of work required
to harden your computer. AppArmor profiles enforce policies to make sure that
programs do what they are supposed to do, but nothing else.

Novell® AppArmor provides immunization technologies that protect applications
from the inherent vulnerabilities they possess. After installing Novell AppArmor,
setting up Novell AppArmor profiles, and rebooting the computer, your system
becomes immunized because it begins to enforce the Novell AppArmor security
policies. Protecting programs with Novell AppArmor is referred to as immunizing.

Administrators need only concern themselves with the applications that are
vulnerable to attacks, and generate profiles for these. Hardening a system thus comes
down to building and maintaining the AppArmor profile set and monitoring any
policy violations or exceptions logged by AppArmor's reporting facility.

Users should not notice AppArmor at all. It runs «behind the scenes» and does not
require any user interaction. Performance is not noticeably affected by AppArmor.
If some activity of the application is not covered by an AppArmor profile or if some
activity of the application is prevented by AppArmor, the administrator needs to
adjust the profile of this application to cover this kind of behavior.

Novell AppArmor sets up a collection of default application profiles to protect
standard Linux services. To protect other applications, use the Novell AppArmor
tools to create profiles for the applications that you want protected. This chapter
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introduces the philosophy of immunizing programs. Proceed to I'nasa 20, Profile
Components and Syntax (ctp. 243), I'naBa 22, Building and Managing Profiles
with YaST (ctp. 271), or I'naBa 23, Building Profiles from the Command Line
(ctp. 291) if you are ready to build and manage Novell AppArmor profiles.

Novell AppArmor provides streamlined access control for network services by
specifying which files each program is allowed to read, write, and execute, and
which type of network it is allowed to access. This ensures that each program does
what it is supposed to do, and nothing else. Novell AppArmor quarantines programs
to protect the rest of the system from being damaged by a compromised process.

Novell AppArmor is a host intrusion prevention or mandatory access control scheme.
Previously, access control schemes were centered around users because they were
built for large timeshare systems. Alternatively, modern network servers largely do
not permit users to log in, but instead provide a variety of network services for users
(such as Web, mail, file, and print servers). Novell AppArmor controls the access
given to network services and other programs to prevent weaknesses from being
exploited.

MO OCKA3KA: Background Information for Novell AppArmor

To get a more in-depth overview of AppArmor and the overall concept
behind it, refer to Pazgen 17.1, «Background Information on AppArmor
Profiling» (cTp. 224).

19.1 Introducing the AppArmor
Framework

This section provides a very basic understanding of what is happening «behind the
scenes» (and under the hood of the YaST interface) when you run AppArmor.

An AppArmor profile is a plain text file containing path entries and access
permissions. See Paznen 20.1, «Breaking a Novell AppArmor Profile into Its Parts»
(ctp. 244) for a detailed reference profile. The directives contained in this text file
are then enforced by the AppArmor routines to quarantine the process or program.

The following tools interact in the building and enforcement of AppArmor profiles
and policies:
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aa-unconfined/unconfined
aa-unconfined detects any application running on your system that listens
for network connections and is not protected by an AppArmor profile. Refer to
«aa-unconfined—Identifying Unprotected Processes» (ctp. 315) for detailed
information about this tool.

aa—autodep/autodep
aa—-autodep creates a basic framework of a profile that needs to be fleshed
out before it is put to use in production. The resulting profile is loaded and put
into complain mode, reporting any behavior of the application that is not (yet)
covered by AppArmor rules. Refer to «aa-autodep—Creating Approximate
Profiles» (ctp. 298) for detailed information about this tool.

aa—-genprof /genprof
aa—-genprof generates a basic profile and asks you to refine this profile by
executing the application and generating log events that need to be taken care of
by AppArmor policies. You are guided through a series of questions to deal with
the log events that have been triggered during the application's execution. After
the profile has been generated, it is loaded and put into enforce mode. Refer to
«aa-genprof—Generating Profiles» (ctp. 301) for detailed information about
this tool.

aa-logprof/logprof
aa-logprof interactively scans and reviews the log entries generated by an
application that is confined by an AppArmor profile in complain mode. It assists
you in generating new entries in the profile concerned. Refer to «aa-logprof—
Scanning the System Log» (ctp. 309) for detailed information about this tool.

aa-complain/complain
aa-complain toggles the mode of an AppArmor profile from enforce to
complain. Exceptions to rules set in a profile are logged, but the profile is not
enforced. Refer to «aa-complain—Entering Complain or Learning Mode»
(ctp. 299) for detailed information about this tool.

aa-enforce/enforce
aa-enforce toggles the mode of an AppArmor profile from complain to
enforce. Exceptions to rules set in a profile are logged, but not permitted—the
profile is enforced. Refer to «aa-enforce—Entering Enforce Mode» (ctp. 300)
for detailed information about this tool.

Once a profile has been built and is loaded, there are two ways in which it can get
processed:
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aa-complain/complain
In complain mode, violations of AppArmor profile rules, such as the profiled
program accessing files not permitted by the profile, are detected. The violations
are permitted, but also logged. To improve the profile, turn complain mode on,
run the program through a suite of tests to generate log events that characterize
the program's access needs, then postprocess the log with the AppArmor tools
(YaST or aa-logprof) to transform log events into improved profiles.

aa-enforce/enforce
In enforce mode, violations of AppArmor profile rules, such as the profiled
program accessing files not permitted by the profile, are detected. The violations
are logged and not permitted. The default is for enforce mode to be enabled.
To log the violations only, but still permit them, use complain mode. Enforce
toggles with complain mode.

19.2 Determining Programs to
Immunize

Now that you have familiarized yourself with AppArmor, start selecting the

applications for which to build profiles. Programs that need profiling are those that
mediate privilege. The following programs have access to resources that the person
using the program does not have, so they grant the privilege to the user when used:

cron Jobs
Programs that are run periodically by cron. Such programs read input from a
variety of sources and can run with special privileges, sometimes with as much
as root privilege. For example, cron can run /usr/sbin/logrotate daily
to rotate, compress, or even mail system logs. For instructions for finding these
types of programs, refer to Pasnen 19.3, «Immunizing cron Jobs» (ctp. 237).

Web Applications
Programs that can be invoked through a Web browser, including CGI Perl
scripts, PHP pages, and more complex Web applications. For instructions for
finding these types of programs, refer to Pazgen 19.4.1, «Immunizing Web
Applications» (ctp. 239).

Network Agents
Programs (servers and clients) that have open network ports. User clients,
such as mail clients and Web browsers mediate privilege. These programs run
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with the privilege to write to the user's home directory and they process input
from potentially hostile remote sources, such as hostile Web sites and e-mailed
malicious code. For instructions for finding these types of programs, refer to
Pazpen 19.4.2, «Immunizing Network Agents» (ctp. 241).

Conversely, unprivileged programs do not need to be profiled. For instance, a shell
script might invoke the cp program to copy a file. Because cp does not have its own
profile, it inherits the profile of the parent shell script, so can copy any files that the
parent shell script's profile can read and write.

19.3 Immunizing cron Jobs

To find programs that are run by cron, inspect your local cron configuration.
Unfortunately, cron configuration is rather complex, so there are numerous files to
inspect. Periodic cron jobs are run from these files:

/etc/crontab

/etc/cron.d/*

/etc/cron.daily/*

/etc/cron.hourly/*

/etc/cron.monthly/*
/etc/cron.weekly/*

For root's cron jobs, edit the tasks with crontab -e and list root's cron tasks
with crontab -1. You must be root for these to work.

Once you find these programs, you can use the Add Profile Wizard to create profiles
for them. Refer to Pa3nen 22.1, «Adding a Profile Using the Wizard» (ctp. 273).

19.4 Immunizing Network
Applications

An automated method for finding network server daemons that should be profiled
is to use the aa—unconfined tool. You can also simply view a report of this
information in the YaST module (refer to «Application Audit Report» (ctp. 342)
for instructions).

The aa-unconfined tool uses the command netstat -nlp to inspect your
open ports from inside your computer, detect the programs associated with those
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ports, and inspect the set of Novell AppArmor profiles that you have loaded. aa—
unconfined then reports these programs along with the Novell AppArmor profile
associated with each program, or reports «none» (if the program is not confined).

3AMEYAHUE

If you create a new profile, you must restart the program that has been
profiled to have it be effectively confined by AppArmor.

Below is a sample aa—unconfined output:

2325 /sbin/portmap not confined
37020 /usr/sbin/sshd® confined
by '/usr/sbin/sshd® (enforce)'

4040 /usr/sbin/ntpd confined by '/usr/sbin/ntpd (enforce)'

4373 /usr/lib/postfix/master confined by '/usr/lib/postfix/master
(enforce) '

4505 /usr/sbin/httpd2-prefork confined by '/usr/sbin/httpd2-prefork
(enforce) '

5274 /sbin/dhcpcd not confined

5592 /usr/bin/ssh not confined

7146 /usr/sbin/cupsd confined by '/usr/sbin/cupsd (complain)'

©®  The first portion is a number. This number is the process ID number (PID) of
the listening program.

®  The second portion is a string that represents the absolute path of the listening
program

®  The final portion indicates the profile confining the program, if any.

3AMEYAHUE

aa—unconfined requires root privileges and should not be run from a
shell that is confined by an AppArmor profile.

aa—unconfined does not distinguish between one network interface and another,
so it reports all unconfined processes, even those that might be listening to an
internal LAN interface.

Finding user network client applications is dependent on your user preferences.
The aa—unconfined tool detects and reports network ports opened by client
applications, but only those client applications that are running at the time the aa-
unconfined analysis is performed. This is a problem because network services
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tend to be running all the time, while network client applications tend only to be
running when the user is interested in them.

Applying Novell AppArmor profiles to user network client applications is also
dependent on user preferences. Therefore, we leave the profiling of user network
client applications as an exercise for the user.

To aggressively confine desktop applications, the aa—unconfined command
supports a paranoid option, which reports all processes running and the
corresponding AppArmor profiles that might or might not be associated with
each process. The user can then decide whether each of these programs needs an
AppArmor profile.

If you have new or modified profiles, you can submit them to the apparmor-
general @forge.novell.com [mailto:apparmor—-general@forge
.novell.com ] mailing list along with a use case for the application behavior
that you exercised. The AppArmor team reviews and may submit the work into
openSUSE. We cannot guarantee that every profile will be included, but we make a
sincere effort to include as much as possible so that end users can contribute to the
security profiles that ship in openSUSE.

Alternatively, use the AppArmor profile repository to make your profiles available
to other users and to download profiles created by other AppArmor users and

the AppArmor developers. Refer to ['naBa 21, AppArmor Profile Repositories
(ctp. 267) for more information on how to use the AppArmor profile repository.

19.4.1 Immunizing Web Applications

To find Web applications, investigate your Web server configuration. The Apache
Web server is highly configurable and Web applications can be stored in many
directories, depending on your local configuration. openSUSE, by default, stores
Web applications in /srv/www/cgi-bin/ . To the maximum extent possible,
each Web application should have an Novell AppArmor profile.

Once you find these programs, you can use the AppArmor Add Profile Wizard to
create profiles for them. Refer to Pa3nen 22.1, «Adding a Profile Using the Wizard»
(ctp. 273).

Because CGI programs are executed by the Apache Web server, the profile for
Apache itself, usr.sbin.httpd2-prefork for Apache2 on openSUSE,
must be modified to add execute permissions to each of these programs. For instance,

Immunizing Programs 239


mailto:apparmor-general@forge.novell.com
mailto:apparmor-general@forge.novell.com

adding the line /srv/www/cgi-bin/my_hit_counter.pl rpx grants

Apache permission to execute the Perl script my_hit_counter.pl and
requires that there be a dedicated profile formy_hit_counter.pl Iy
_hit_counter.pl does not have a dedicated profile associated with it, the

rule should say /srv/www/cgi-bin/my_hit_counter.pl rix to cause
my_hit_counter.pl to inherit the usr.sbin.httpd2-prefork
profile.

Some users might find it inconvenient to specify execute permission for every CGI
script that Apache might invoke. Instead, the administrator can grant controlled
access to collections of CGI scripts. For instance, adding the line /srv/www/cgi-
bin/*.{pl,py,pyc} rix allows Apache to execute all files in /srv/www/
cgi-bin/ endingin .pl (Perlscripts) and .py or .pyc (Python scripts).

As above, the ix part of the rule causes Python scripts to inherit the Apache profile,
which is appropriate if you do not want to write individual profiles for each Python
script.

3AMEYAHMUE

If you want the subprocess confinement module (apache2-mod-
apparmor) functionality when Web applications handle Apache modules
(mod_perl andmod_php ), use the ChangeHat features when you
add a profile in YaST or at the command line. To take advantage of the
subprocess confinement, refer to Pasnen 24.1, «Apache ChangeHat»
(cTp. 318).

Profiling Web applications that use mod_perl and mod_php requires slightly
different handling. In this case, the «program» is a script interpreted directly by

the module within the Apache process, so no exec happens. Instead, the Novell
AppArmor version of Apache calls change_hat () using a subprofile (a «hat»)
corresponding to the name of the URI requested.

3AMEYAHUE

The name presented for the script to execute might not be the URI,
depending on how Apache has been configured for where to look for
module scripts. If you have configured your Apache to place scripts

in a different place, the different names appear in log file when Novell
AppArmor complains about access violations. See MnaBa 26, Managing
Profiled Applications (cTp. 331).
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For mod_perl andmod_php scripts, this is the name of the Perl script or the
PHP page requested. For example, adding this subprofile allows the localtime
.php page to execute and access the local system time:

/usr/bin/httpd2-prefork {

# ...

~/cgi-bin/localtime.php {
/etc/localtime r,
/srv/www/cgi-bin/localtime.php r,
/usr/lib/locale/** r,

t
}

If no subprofile has been defined, the Novell AppArmor version of Apache applies
the DEFAULT_URT hat. This subprofile is basically sufficient to display an HTML
Web page. The DEFAULT_URT hat that Novell AppArmor provides by default is the
following:

“"DEFAULT_URI {

/usr/sbin/suexec? mixr,
/var/log/apache2/** rwl,
@{HOME}/public_html r,
@{HOME}/public_html/** r,
/srv/www/htdocs r,
/srv/www/htdocs/** r,
/srv/www/icons/*.{gif, jpg, png} r,
/srv/www/vhosts r,
/srv/www/vhosts/** r,
/usr/share/apache2/** r,
/var/lib/php/sess_* rwl }

To use a single Novell AppArmor profile for all Web pages and CGI scripts served
by Apache, a good approach is to edit the DEFAULT_URT subprofile.

19.4.2 Immunizing Network Agents

To find network server daemons and network clients (such as fetchmail, Firefox,
Amarok or Banshee) that need to be profiled, you should inspect the open ports on
your machine, consider the programs that are answering on those ports, and provide
profiles for as many of those programs as possible. If you provide profiles for all
programs with open network ports, an attacker cannot get to the file system on your
machine without passing through a Novell AppArmor profile policy.

Scan your server for open network ports manually from outside the machine using a
scanner (such as nmap), or from inside the machine using the netstat --inet
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-n —p command. Then, inspect the machine to determine which programs are
answering on the discovered open ports.

NOJOCKA3KA

Refer to the man page of the net stat command for a detailed reference
of all possible options.
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Profile Components and
Syntax

Building AppArmor profiles to confine an application is very straightforward and
intuitive. AppArmor ships with several tools that assist in profile creation. It does
not require you to do any programming or script handling. The only task that is
required of the administrator is to determine a policy of strictest access and execute
permissions for each application that needs to be hardened.

Updates or modifications to the application profiles are only required if the software
configuration or the desired range of activities changes. AppArmor offers intuitive
tools to handle profile updates and modifications.

You are ready to build Novell AppArmor profiles after you select the programs

to profile. To do so, it is important to understand the components and syntax of
profiles. AppArmor profiles contain several building blocks that help build simple
and reusable profile code:

#include Files
#include statements are used to pull in parts of other AppArmor profiles to
simplify the structure of new profiles.

Abstractions
Abstractions are #include statements grouped by common application tasks.

Program Chunks

Program chunks are #include statements that contain chunks of profiles that
are specific to program suites.
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Capability Entries
Capability entries are profile entries for any of the POSIX.1e Linux capabilities
allowing a fine-grained control over what a confined process is allowed to do
through system calls that require privileges.

Network Access Control Entries
Network Access Control Entries mediate network access based on the address
type and family.

Local Variable Definitions
Local variables define shortcuts for paths.

File Access Control Entries
File Access Control Entries specify the set of files an application can access.

rlimit Entries
rlimit entries set and control an application's resource limits.

For help determining the programs to profile, refer to Pasngen 19.2, «Determining
Programs to Immunize» (ctp. 236). To start building AppArmor profiles with YaST,
proceed to I'naBa 22, Building and Managing Profiles with YaST (ctp. 271). To
build profiles using the AppArmor command line interface, proceed to I'maBa 23,
Building Profiles from the Command Line (ctp. 291).

20.1 Breaking a Novell AppArmor
Profile into Its Parts

The easiest way of explaining what a profile consists of and how to create one is to
show the details of a sample profile, in this case for a hypothetical application called
/usr/bin/foo:

#include <tunables/global>@®

# a comment naming the application to confine
/usr/bin/foo®
{®

#include <abstractions/base>®

capability setgid®,
network inet tcp®,
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®@ ® Qe

@ @ Q

link /etc/sysconfig/foo -> /etc/foo.conf, @

/bin/mount ux,
/dev/{,u}®random r,
/etc/ld.so.cache r,
/etc/foo/* r,
/lib/1ld-*.so* mr,
/1lib/lib*.so* mr,
/proc/[0-9]** r,
/usr/lib/** mr,
/tmp/@ r,
/tmp/foo.pid wr,
/tmp/foo.* lrw,
/@{HOME}®/.foo_file rw,
/@{HOME}/.foo_lock kw,
owner? /shared/foo/** rw,
/usr/bin/foobar cx, ¥
/bin/** px —> bin_generic, &

# a comment about foo's local (children)profile for /usr/bin/foobar.

profile /usr/bin/foobar® {

/bin/bash rmix,
/bin/cat rmix,
/bin/more rmix,
/var/log/foobar* rwl,
/etc/foobar r,

}

# foo's hat, bar.

“"bar¥* {

/1lib/1ld-*.so* mr,
/usr/bin/bar pPx,
/var/spool/* rwl,

}

This loads a file containing variable definitions.
The normalized path to the program that is confined.

The curly braces ({ }) serve as a container for include statements, subprofiles,
path entries, capability entries, and network entries.

This directive pulls in components of AppArmor profiles to simplify profiles.
Capability entry statements enable each of the 29 POSIX.1e draft capabilities.

A directive determining the kind of network access allowed to the application.
For details, refer to Paznmen 20.5, «Network Access Control» (ctp. 251).

A link pair rule specifying the source and the target of a link. See
Paznen 20.7.6, «Link Pair» (ctp. 256) for more information.
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®  The curly braces ({ } ) make this rule apply to the path both with and without
the content enclosed by the braces.

® A path entry specifying what areas of the file system the program can access.
The first part of a path entry specifies the absolute path of a file (including
regular expression globbing) and the second part indicates permissible access
modes (for example r for read, w for write, and x for execute). A whitespace of
any kind (spaces or tabs) can precede pathnames or separate the pathname from
the access modes. Spaces between the access mode and the trailing comma
are optional. Find a comprehensive overview of the available access modes in
Paznen 20.7, «File Permission Access Modes» (ctp. 254).

@®  This variable expands to a value that can be changed without changing the
entire profile.

¥ An owner conditional rule, granting read and write permission on files owned
by the user. Refer to Paznen 20.7.7, «Owner Conditional Rules» (ctp. 256)
for more information.

¥~ This entry defines a transition to the local profile /usr/bin/foobar. Find
a comprehensive overview of the available execute modes in Paznen 20.8,
«Execute Modes» (ctp. 257).

¥ A named profile transition to the profile bin_generic located in the global
scope. See Paznmen 20.8.7, «Named Profile Transitions» (ctp. 260) for details.

¥ The local profile /usr/bin/foobar is defined in this section.

#  This section references a «hat» subprofile of the application. For more details
on AppArmor's ChangeHat feature, refer to I'nasa 24, Profiling Your Web
Applications Using ChangeHat (ctp. 317).

When a profile is created for a program, the program can access only the files,
modes, and POSIX capabilities specified in the profile. These restrictions are in
addition to the native Linux access controls.

Example: To gain the capability CAP_ CHOWN, the program must have both access
to CAP__CHOWN under conventional Linux access controls (typically, be a root-
owned process) and have the capability chown in its profile. Similarly, to be able

to write to the file /foo/bar the program must have both the correct user ID and
mode bits set in the files attributes (see the chmod and chown man pages) and have
/foo/bar winits profile.

Attempts to violate Novell AppArmor rules are recorded in /var/log/
audit/audit.log if the audit package is installed or otherwise in /var/
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log/messages .In many cases, Novell AppArmor rules prevent an attack
from working because necessary files are not accessible and, in all cases, Novell
AppArmor confinement restricts the damage that the attacker can do to the set of
files permitted by Novell AppArmor.

20.2 Profile Types

AppArmor knows four different types of profiles: standard profiles, unattached
profiles, local profiles and hats. Standard and unattached profiles are stand-alone
profiles, each stored in a file under /etc/apparmor.d/ . Local profiles and
hats are children profiles embedded inside of a parent profile used to provide tighter
or alternate confinement for a subtask of an application.

20.2.1 Standard Profiles

The default AppArmor profile is attached to a program by its name, so a profile name
must match the path to the application it is to confine.

/usr/bin/foo {

}

This profile will be automatically used whenever an unconfined process executes /
usr/bin/foo

20.2.2 Unattached Profiles

Unattached profiles do not reside in the file system namespace and therefore are
not automatically attached to an application. The name of an unattached profile is
preceded by the keyword profile. You can freely choose a profile name, except
for the following limitations: the name must not begin with a : or . character. If it
contains a whitespace, it must be quoted. If the name begins with a /, the profile is
considered to be a standard profile, so the following two profiles are identical:

profile /usr/bin/foo {

}
/usr/bin/foo {
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}

Unattached profiles are never used automatically, nor can they be transitioned to
through a px rule. They need to be attached to a program by either using a named
profile transition (see Paznen 20.8.7, «Named Profile Transitions» (ctp. 260)) or
with the change_profile rule (see Paznen 20.2.5, «Change rules» (ctp. 248)).

Unattached profiles are useful for specialized profiles for system utilities that
generally should not be confined by a system wide profile (for example, /bin/
bash). They can also be used to set up roles or to confine a user.

20.2.3 Local Profiles

Local profiles provide a convenient way to provide specialized confinement for
utility programs launched by a confined application. They are specified just like
standard profiles except they are embedded in a parent profile and begin with the
profile keyword:

/parent/profile {
profile local/profile {

}
}

To transition to a local profile, either use a cx rule (see Pazgen 20.8.2, «Discrete
Local Profile Execute Mode (cx)» (ctp. 258)) or a named profile transition (see
Pazpnen 20.8.7, «Named Profile Transitions» (ctp. 260)).

20.2.4 Hats

AppArmor "hats" are a local profiles with some additional restrictions and an
implicit rule allowing for change_hat to be used to transition to them. Refer to
I'naa 24, Profiling Your Web Applications Using ChangeHat (ctp. 317) for a
detailed description.

20.2.5 Change rules

AppArmor provides change_hat and change_profile rules that control
domain transitioning. change_hat are specified by defining hats in a profile,
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while change_profile rules refer to another profile and start with the keyword
change_profile:

change_profile /usr/bin/foobar,

Both change_hat and change_profile provide for an application
directed profile transition, without having to launch a separate application.
change_profile provides a generic one way transition between any of the
loaded profiles. change_hat provides for a returnable parent child transition
where an application can switch from the parent profile to the hat profile and if it
provides the correct secret key return to the parent profile at a later time.

change_profile is best used in situations where an application goes through

a trusted setup phase and then can lower its privilege level. Any resources mapped
or opened during the start-up phase may still be accessible after the profile change,
but the new profile will restrict the opening of new resources, and will even limit
some of the resources opened before the switch. Specifically, memory resources will
still be available while capability and file resources (as long as they are not memory
mapped) can be limited.

change_hat is best used in situations where an application runs a virtual machine
or an interpreter that does not provide direct access to the applications resources
(e.g. Apache's mod_php). Since change_hat stores the return secret key in the
application's memory the phase of reduced privilege should not have direct access to
memory. It is also important that file access is properly separated, since the hat can
restrict accesses to a file handle but does not close it. If an application does buffering
and provides access to the open files with buffering, the accesses to these files may
not be seen by the kernel and hence not restricted by the new profile.

BHUMAHME: Safety of Domain Transitions

The change_hat and change_profile domain transitions are less
secure than a domain transition done through an exec because they do
not affect a processes memory mappings, nor do they close resources that
have already been opened.

20.3 #include Statements

#include statements are directives that pull in components of other Novell
AppArmor profiles to simplify profiles. Include files retrieve access permissions for
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programs. By using an include, you can give the program access to directory paths or
files that are also required by other programs. Using includes can reduce the size of a
profile.

By default, AppArmor adds /etc/apparmor.d to the pathin the #include
statement. AppArmor expects the include files to be located in /et c/apparmor
.d . Unlike other profile statements (but similar to C programs), # include lines
do not end with a comma.

To assist you in profiling your applications, Novell AppArmor provides three classes
of #includes: abstractions, program chunks and tunables.

20.3.1 Abstractions

Abstractions are #includes that are grouped by common application tasks.

These tasks include access to authentication mechanisms, access to name service
routines, common graphics requirements, and system accounting. Files listed in these
abstractions are specific to the named task. Programs that require one of these files
usually require some of the other files listed in the abstraction file (depending on

the local configuration as well as the specific requirements of the program). Find
abstractions in /etc/apparmor.d/abstractions

20.3.2 Program Chunks

The program-chunks directory (/etc/apparmor.d/program—chunks )
contains some chunks of profiles that are specific to program suites and not generally
useful outside of the suite, thus are never suggested for use in profiles by the profile
wizards (aa-logprof and aa-genprof). Currently, program chunks are only available
for the postfix program suite.

20.3.3 Tunables

The tunables directory (/etc/apparmor.d/tunables ) contains global
variable definitions. When used in a profile, these variables expand to a value that
can be changed without changing the entire profile. Add all the tunables definitions
that should be available to every profile to /etc/apparmor.d/tunables/
global .
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20.4 Capability Entries (POSIX.1e)

Capability statements are simply the word capability followed by the name of
the POSIX.1e capability as defined in the capabilities (7) man page.

20.5 Network Access Control

AppArmor allows mediation of network access based on the address type and family.
The following illustrates the network access rule syntax:

network [[<domain>@] [<type®>] [<protocol®>]]

©® Supported domains: inet, ax25, ipx, appletalk, netrom, bridge,
x25,inet 6, rose, netbeui, security, key, packet, ash, econet,
atmsvc, sna, irda, pppox, wanpipe, bluetooth

®  Supported types: st ream, dgram, segpacket, rdm, raw, packet

®  Supported protocols: t cp, udp, icmp

The AppArmor tools support only family and type specification. The AppArmor
module emits only network domain type in«access denied» messages. And
only these are output by the profile generation tools, both YaST and command line.

The following examples illustrate possible network-related rules to be used in
AppArmor profiles. Note that the syntax of the last two are not currently supported
by the AppArmor tools.

network®,

network inet®,

network inet6®,

network inet stream@®,

network inet tcp®,
network tcp®,

©®  Allow all networking. No restrictions applied with regards to domain, type, or
protocol.

®  Allow general use of IPv4 networking.

®

Allow general use of IPv6 networking.

®  Allow the use of IPv4 TCP networking.
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®  Allow the use of IPv4 TCP networking, paraphrasing the rule above.
®  Allow the use of both IPv4 and IPv6 TCP networking.

20.6 Paths and Globbing

AppArmor explicitly distinguishes directory path names from file path names. Use a
trailing / for any directory path that needs to be explicitly distinguished:

/some/random/example/* r
Allow read access to files in the /some/random/example  directory.

/some/random/example/ r
Allow read access to the directory only.

/some/**/ r
Give read access to any directories below /some.

/some/random/example/** r
Give read access to files and directories under /some/random/example

/some/random/example/** [~/] r
Give read access to files under /some/random/example . Explicitly
exclude directories ([~/]).

Globbing (or regular expression matching) is when you modify the directory path
using wild cards to include a group of files or subdirectories. File resources can be
specified with a globbing syntax similar to that used by popular shells, such as csh,
Bash, and zsh.

* Substitutes for any number of any
characters, except /.

Example: An arbitrary number of file
path elements.

*ox Substitutes for any number of
characters, including /.

252 PykoBoacteo no 6e3onacHocT



Example: An arbitrary number of path
elements, including entire directories.

? Substitutes for any single character,
except /.

[abc] Substitutes for the single character a, b,
or c.

Example: a rule that matches /
home [01]/*/.plan allows a
program to access .plan files for
users in both /homeO and /homel.

[a—c] Substitutes for the single character a, b,
or c.
{ab, cd} Expands to one rule to match ab and

one rule to match cd.

Example: a rule that matches /
{usr, www}/pages/** grants
access to Web pages in both /usr/
pages and /www/pages .

[ "a ] Substitutes for any character except a.

20.6.1 Using Variables in Profiles

AppArmor allows to use variables holding paths in profiles. Use global variables to
make your profiles portable and local variables to create shortcuts for paths.

A typical example of when global variables come in handy are network scenarios in
which user home directories are mounted in different locations. Instead of rewriting
paths to home directories in all affected profiles, you only need to change the

value of a variable. Global variables are defined under /etc/apparmor.d/
tunables and have to be made available via an #include statement. Find the
variable definitions for this use case (@ { HOME } and @ { HOMEDIRS}) in the /etc/
apparmor.d/tunables/home file.
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Local variables are defined at the head of a profile. This is useful to provide the base
of for a chrooted path, for example:

@{CHROOT_BASE}=/tmp/foo
/sbin/syslog-ng {

# chrooted applications
@{CHROOT_BASE}/var/lib/*/dev/log w,
@{CHROOT_BASE}/var/log/** w,

}

3AMEYAHMUE

With the current AppArmor tools, variables can only be used when
manually editing and maintaining a profile.

20.6.2 Alias rules

Alias rules provide an alternative way to manipulate profile path mappings to site
specific layouts. They are an alternative form of path rewriting to using variables,
and are done post variable resolution:

alias /home/ -> /mnt/users/

3AMEYAHMUE

With the current AppArmor tools, alias rules can only be used when
manually editing and maintaining a profile. Whats more, they are
deactivated by disabled. Enable alias rules by editing /etc/apparmor
.d/tunables/alias

20.7 File Permission Access Modes

File permission access modes consist of combinations of the following modes:

r Read mode

W Write mode (mutually exclusive to a)
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a Append mode (mutually exclusive to w)

k File locking mode
1 Link mode
link file -> target Link pair rule (cannot be combined with

other access modes)

20.7.1 Read Mode (r)

Allows the program to have read access to the resource. Read access is required for
shell scripts and other interpreted content and determines if an executing process can
core dump.

20.7.2 Write Mode (w)

Allows the program to have write access to the resource. Files must have this
permission if they are to be unlinked (removed).

20.7.3 Append Mode (a)

Allows a program to write to the end of a file. In contrast to the w mode, the append
mode does not include the ability to overwrite data, to rename, or to remove a file.
The append permission is typically used with applications who need to be able to
write to log files, but which should not be able to manipulate any existing data in
the log files. As the append permission is just a subset of the permissions associated
with the write mode, the w and a permission flags cannot be used together and are
mutually exclusive.

20.7.4 File Locking Mode (k)

The application can take file locks. Former versions of AppArmor allowed files
to be locked if an application had access to them. By using a separate file locking
mode, AppArmor makes sure locking is restricted only to those files which need
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file locking and tightens security as locking can be used in several denial of service
attack scenarios.

20.7.5 Link Mode (1)

The link mode mediates access to hard links. When a link is created, the target file
must have the same access permissions as the link created (with the exception that
the destination does not need link access).

20.7.6 Link Pair

The link mode grants permission to create links to arbitrary files, provided the link
has a subset of the permissions granted by the target (subset permission test). By
specifying origin and destination, the link pair rule provides greater control over
how hard links are created. Link pair rules by default do not enforce the link subset
permission test that the standard rules link permission requires. To force the rule to
require the test the subset keyword is used. The following rules are equivalent:

/link 1,
link subset /link -> /**,

3AMEYAHME

Currently link pair rules are not supported by YaST and the command line
tools. Manually edit your profiles to use them. Updating such profiles using
the tools is safe, because the link pair entries will not be touched.

20.7.7 Owner Conditional Rules

The file rules can be extended so that they can be conditional upon the the user
being the owner of the file (the fsuid has to match the file's uid). For this purpose the
owner keyword is prepended to the rule. Owner conditional rules accumulate just as
regular file rules.

owner /home/*/** rw

When using file ownership conditions with link rules the ownership test is done
against the target file so the user must own the file to be able to link to it.
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3AMEYAHME: Precedence of Regular File Rules

Owner conditional rules are considered a subset of regular file rules. If a
regular file rule overlaps with an owner conditional file rule, the resultant
permissions will be that of the regular file rule.

20.7.8 Deny Rules

Deny rules can be used to annotate or quiet known rejects. The profile generating
tools will not ask about a known reject treated with a deny rule. Such a reject will
also not show up in the audit logs when denied, keeping the log files lean. If this is
not desired, prepend the deny entry with the keyword audit.

It is also possible to use deny rules in combination with allow rules. This allows you
to specify a broad allow rule, and then subtract a few known files that should not be
allowed. Deny rules can also be combined with owner rules, to deny files owned by
the user. The following example allows read/write access to everything in a users
directory except write access to the .ssh/ files:

deny /home/*/.ssh/** w,
/home/*/** rw,

The extensive use of deny rules is generally not encouraged, because it makes it
much harder to understand what a profile does. However a judicious use of deny
rules can simplify profiles. Therefore the tools only generate profiles denying
specific files and will not make use of globbing in deny rules. Manually edit your
profiles to add deny rules using globbing. Updating such profiles using the tools is
safe, because the deny entries will not be touched.

20.8 Execute Modes

Execute modes, also named profile transitions, consist of the following modes:

pPx Discrete profile execute mode
cx Discrete local profile execute mode
ux Unconstrained execute mode
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ix Inherit execute mode

m Allow PROT_EXEC with mmap (2)
calls

20.8.1 Discrete Profile Execute Mode (px)

This mode requires that a discrete security profile is defined for a resource executed
at an AppArmor domain transition. If there is no profile defined, the access is denied.

BHUMAHME: Using the Discrete Profile Execute Mode

px does not scrub the environment of variables such as L.D_PRELOAD. As
a result, the calling domain may have an undue amount of influence over
the called item.

Incompatible with Ux, ux, Px, and ix.

20.8.2 Discrete Local Profile Execute
Mode (cx)

As px, but instead of searching the global profile set, cx only searches the
local profiles of the current profile. This profile transition provides a way for an
application to have alternate profiles for helper applications.

3AMEYAHMUE: Limitations of the Discrete Local Profile Execute Mode
(cx)

Currently, cx transitions are limited to top level profiles and can not be used
in hats and children profiles. This restriction will be removed in the future.

Incompatible with Ux, ux, Px, px, Cx, and ix.

20.8.3 Unconstrained Execute Mode (ux)

Allows the program to execute the resource without any AppArmor profile applied
to the executed resource. This mode is useful when a confined program needs to be
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able to perform a privileged operation, such as rebooting the machine. By placing the
privileged section in another executable and granting unconstrained execution rights,
it is possible to bypass the mandatory constraints imposed on all confined processes.
For more information about what is constrained, see the apparmor (7) man page.

BHUMAHME: Using Unconstrained Execute Mode (ux)

Use ux only in very special cases. It enables the designated child
processes to be run without any AppArmor protection. ux does not scrub
the environment of variables such as LD_PRELOAD. As a result, the

calling domain may have an undue amount of influence over the called
resource. Use this mode only if the child absolutely must be run unconfined
and L.D_PRELOAD must be used. Any profile using this mode provides
negligible security. Use at your own risk.

This mode is incompatible with Ux, px, Px, and ix.

20.8.4 Clean Exec modes

The clean exec modes allow the named program to run in px, cx and ux mode,
but AppArmor invokes the Linux kernel's unsafe_exec routines to scrub the
environment, similar to setuid programs. The clean exec modes are specified with
an uppercase letter: Px, Cx and Ux. See the man page of 1d. so (8) for some
information about setuid and setgid environment scrubbing.

20.8.5 Inherit Execute Mode (ix)

ix prevents the normal AppArmor domain transition on execve (2) when the
profiled program executes the named program. Instead, the executed resource
inherits the current profile.

This mode is useful when a confined program needs to call another confined program
without gaining the permissions of the target's profile or losing the permissions of the
current profile. There is no version to scrub the environment because i x executions

do not change privileges.

Incompatible with cx, ux, and px. Implies m.
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20.8.6 Allow Executable Mapping (m)

This mode allows a file to be mapped into memory using mmap (2)'s PROT_EXEC
flag. This flag marks the pages executable. It is used on some architectures to provide
non executable data pages, which can complicate exploit attempts. AppArmor

uses this mode to limit which files a well-behaved program (or all programs on
architectures that enforce non executable memory access controls) may use as
libraries, to limit the effect of invalid —L flags given to 1d (1) and LD_PRELOAD,
LD_LIBRARY_PATH, givento 1d.so (8).

20.8.7 Named Profile Transitions

By default, the px and cx (and their clean exec variants, too) transition to a profile
who's name matches the executable name. With named profile transitions, you can
specify a profile to be transitioned to. This is useful if multiple binaries need to
share a single profile, or if they need to use a different profile than their name would
specify. Named profile transitions can be used in conjunction with cx, Cx, px and
Px. Currently there is a limit of twelve named profile transitions per profile.

Named profile transitions use —> to indicate the name of the profile that needs to be
transitioned to:

/usr/bin/foo
{

/bin/** px —> shared_profile,
/usr/*bash cx -> local_profile,

profile local_profile

{

t
}

3AMEYAHMUE: Difference Between Normal and Named Transitions

When used with globbing, normal transitions provide a «one to many»
relationship—/bin/** px will transitionto /bin/ping , /bin/cat ,
etc, depending on the program being run.

Named transitions provide a «many to one» relationship—all programs
that match the rule regardless of their name will transition to the specified
profile.
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Named profile transitions show up in the log as having the mode Nx. The
name of the profile to be changed to is listed in the name?2 field.

20.8.8 Inheritance Fallback for Profile
Transitions

The px and cx transitions specify a hard dependency (if the specified profile does
not exist, the exec will fail). With the inheritance fallback, the execution will succeed
but inherit the current profile. To specify inheritance fallback, ix is combined with
cx, Cx, px and Px into the modes cix, Cix, pix and Pix. The fallback modes
can be used with named profile transitions, too.

20.8.9 Variable Settings in Execution
Modes

When choosing one of the Px, Cx or Ux execution modes, take into account that the
following environment variables are removed from the environment before the child
process inherits it. As a consequence, applications or processes relying on any of
these variables do not work anymore if the profile applied to them carries Px, Cx or
Ux flags:

¢ GCONV_PATH

e GETCONF_DIR

e HOSTALIASES

e LD_AUDIT

e LD_DEBUG

e LD_DEBUG_OUTPUT
e LD_DYNAMIC_WEAK
e ILD_LIBRARY_PATH

e LD_ORIGIN_PATH
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e LD_PRELOAD

e LD_PROFILE

e LD_SHOW_AUXV

e LD_USE_LOAD_BIAS
e LOCALDOMAIN

* LOCPATH

* MALLOC_TRACE

e NLSPATH

* RESOLV_HOST_CONF
+ RES_OPTIONS

s TMPDIR

e TZDIR

20.9 Resource Limit Control

AppArmor provides the ability to set and control an application's resource limits
(rlimits, also known as ulimits). By default AppArmor does not control applications
rlimits, and it will only control those limits specified in the confining profile. For
more information about resource limits, refer to the setrlimit (2), ulimit (1),
orulimit (3) man pages.

AppArmor leverages the system's rlimits and as such does not provide an additional
auditing that would normally occur. It also cannot raise rlimits set by the system,
AppArmor rlimits can only reduce an application's current resource limits.

The values will be inherited by the children of a process and will remain even if a
new profile is transitioned to or the application becomes unconfined. So when an
application transitions to a new profile, that profile has the ability to further reduce
the applications rlimits.
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AppArmor's rlimit rules will also provide mediation of setting an application’s hard
limits, should it try to raise them. The application will not be able to raise its hard
limits any further than specified in the profile. The mediation of raising hard limits
is not inherited as the set value is, so that once the application transitions to a new
profile it is free to raise its limits as specified in the profile.

AppArmor's rlimit control does not affect an application's soft limits beyond ensuring
that they are less than or equal to the application's hard limits.

AppArmor's hard limit rules have the general form of:

set rlimit resource <= value,
where resource and value are to be replaced with the following values:

cpu
currently not supported

fsize, data, stack, core, rss, as, memlock, msgqueue
a number in bytes, or a number with a suffix where the suffix can be K
(kilobytes), M (megabytes), G (gigabytes), for example

rlimit data <= 100M,

fsize,nofile, locks, sigpending, nproc*, rtprio
a number greater or equal to 0

nice
a value between -20 and 19

“The nproc rlimit is handled different than all the other rlimits. Instead of indicating
the standard process rlimit it controls the maximum number of processes that can be
running under the profile at any given time. Once the limit is exceeded the creation
of new processes under the profile will fail until the number of currently running
processes is reduced.

3AMEYAHUE

Currently the tools can not be used to add rlimit rules to profiles. The only
way to add rlimit controls to a profile is to manually edit the profile with

a text editor. The tools will still work with profiles containing rlimit rules
and will not remove them, so it is safe to use the tools to update profiles
containing them.
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20.10 Auditing Rules

AppArmor provides the ability to audit given rules so that when they are matched an
audit message will appear in the audit log. To enable audit messages for a given rule,
the audit keyword is prepended to the rule:

audit /etc/foo/* rw,

If it is desirable to audit only a given permission the rule can be split into two rules.
The following example will result in audit messages when files are opened for
writing, but not when they are opened for just reading:

audit /etc/foo/* w,
/etc/foo/* r,

3AMEYAHMUE

Audit messages are not generated for every read or write of a file but only
when a file is opened for read or write.

Audit control can be combined with owner conditional file rules to provide auditing
when users access files they own (at the moment it is not possible to audit files they
don't own):

audit owner /home/*/.ssh/** rw,

20.11 Setting Capabilities per
Profile

Normally AppArmor only restricts existing native Linux controls and does not grant
additional privileges. Therefore a program, having been granted write access to a file
via its profile, would not be able to actually write to this file as long as the mode bits
are set to read only.

The only exception to this strict rule is the set capability rule. This provides
the ability to give non-root users administrative privileges, as defined in the
capabilities (7) man page. Contrary to setting a program to setuid or using
file system capabilities (that apply to single programs only), the set capability rule
allows the user to apply capabilities to multiple programs running under a specific
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profile (by using ix transitions). For security reasons, set capability rules will not be
inherited (once a program leaves the profile, it loses the elevated privilege).

BHUMAHME: Use set capabilities Rules with Extreme Caution

Using the set capabilities rules allows to give processes root privileges.
Therefore these rules should be used with extreme caution and only in
exceptional cases.

To set a capability in a profile the keyword «set» is prepended to a capability rule.
Setting a capability also implicitly adds a capability rule allowing that capability.

set capability cap_chown,

3AMEYAHUE

Currently the tools can not be used to add rlimit rules to profiles. The only
way to add rlimit controls to a profile is to manually edit the profile with

a text editor. The tools will still work with profiles containing rlimit rules
and will not remove them, so it is safe to use the tools to update profiles
containing them.
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AppArmor Profile
Repositories

AppArmor ships a set of profiles enabled by default and created by the AppArmor
developers, and kept under the /etc/apparmor.d . In addition to these
profiles, openSUSE ships profiles for individual applications together with the
relevant application. These profiles are not enabled by default, and reside under
another directory than the standard AppArmor profiles, /etc/apparmor/
profiles/extras

AppArmor also supports the use of an external profile repository. This repository is
maintained by Novell and allows you to download profiles generated by Novell and
other AppArmor users as well as uploading your own. Find the profile repository at
http://apparmor.opensuse.org

21.1 Using the Local Repository

The AppArmor tools (YaST and aa-genprof and aa-logprof) support the use

of a local repository. Whenever you start to create a new profile from scratch,

and there already is one inactive profile in your local repository, you are asked
whether you would like to use the existing inactive one from /etc/apparmor/
profiles/extras  and whether you want to base your efforts on it. If you
decide to use this profile, it gets copied over to the directory of profiles enabled
by default (/etc/apparmor.d ) and loaded whenever AppArmor is started.
Any further further adjustments will be done to the active profile under /etc/
apparmor.d
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21.2 Using the External Repository

The external AppArmor profile repository at http://apparmor.opensuse
.org serves two main purposes: Allowing users to either browse and download
profiles created by other users and uploading their profiles to be able to easily use
them on different machines. A valid login on the profile repository server is required
for uploading profiles. Simply downloading profiles from the server does not require
a login.

3AMEYAHME: Using the AppArmor Profile Repository

When using the profile repository in your deployment, keep in mind that
the profiles maintained in the repository are primarily targeted at profile
developers and might probably need fine-tuning before they suit your
particular needs. Please test the downloaded profiles extensively before
deploying them to your live setup, and adjust them if necessary.

21.2.1 Setting up Profile Repository
Support

Once properly configured, both the YaST and the command line tools support the use
of an external profile repository. The initial configuration takes place when you start
the YaST Add Profile Wizard, the Update Profile Wizard, aa-genprof, or aa-logprof
to create or update a profile that already exists on the repository server:

1 Determine whether or not to use the profile repository.
2 Enable the repository for profile downloads.

3 Once you have created or modified a profile, determine whether the tools need to
be able to upload your profile to the repository.

If you choose to upload profiles to the repository, enter your credentials for the
repository server.

The configuration of the repository is done by editing two configuration
files, /etc/apparmor/logprof.conf and /etc/apparmor/
respository.conf
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The /etc/apparmor/logprof.cont file contains a section called
[repository].distro determines the version of openSUSE used on your
system for which the AppArmor tools need to search profiles on the server. url
holds the server URL and preferred_user tells the AppArmor tools to prefer
profiles created by the novell user. Those profiles were created, tested and
approved by members of the SUSE development team.

[repository]

distro = opensusel0.3
url = http://apparmor.opensuse.org/backend/api
preferred_user = novell

The /etc/apparmor/repository.conf file is created during the

configuration process with the AppArmor tools. It contains your authentication data
and specifies which actions to enable with regards to the profile repository. If you
opt for profile download and do not want to be able to upload your own profiles
enabled is set to yes while upload is set to no.

[repository]
enabled = yes
upload = yes
user = tux
pass = XXXXX

Once initially configured through the AppArmor tools, the configuration can only be
changed manually.

21.2.2 Downloading a Profile

While creating a profile from scratch or updating an existing profile by processing
reject messages in the log, the AppArmor tools search the repository for a matching
profile. If the search is successful, the profile or the list of profiles is displayed and
you can view them and choose the one that best matches your setup. As soon as you
have chosen a profile, it gets copied to the local machine (to the /et c/apparmor
.d directory) and activated. Alternatively, you can choose to ignore the profile on
the repository and create your own one from scratch.

AppArmor Profile Repositories 269



21.2.3 Uploading Your own Profile

After a profile has been created or updated, the AppArmor tools that a profile also
present in the repository has been changed or that a new one has been created. If
your system is configured to upload profiles to the repository, you are prompted to
provide a ChangeLog to document your changes before the changes are uploaded to
the server. These changes are only synched to the repository, but not to the creator of
the original profile.
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Building and Managing
Profiles with YaST

YaST provides an easy way to build profiles and manage Novell® AppArmor.

It provides two interfaces: a graphical one and a text-based one. The text-based
interface consumes less resources and bandwidth, making it a better choice

for remote administration, or for times when a local graphical environment is
inconvenient. Although the interfaces have differing appearances, they offer

the same functionality in similar ways. Another alternative is to use AppArmor
commands, which can control AppArmor from a terminal window or through remote
connections. The command line tools are described in I'maBa 23, Building Profiles
from the Command Line (ctp. 291).

Start YaST from the main menu and enter your root password when prompted for

it. Alternatively, start YaST by opening a terminal window, logging in as root, and
entering yast 2 for the graphical mode or yast for the text-based mode.
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PucyHok 22.1 YaST Controls for AppArmor

Filter
Groups
Hardware
Miscellaneaus
Network Devices N
Security and Users
Network Services
Novell AppATmIor o Firewal 4D Local Security { suto
s du
ecurtty and Users £ User and Group
Software “ Management
System Software
Vitualization
Other a Add-On Products O Media Check &, Online Update
& ggl‘j‘z::ﬁ:&aﬁe 5 Package Search (webpin) &, Software Management
T, Software Repositories

The right frame shows the AppArmor options:

Add Profile Wizard
For detailed steps, refer to Pazaen 22.1, «Adding a Profile Using the Wizard»
(ctp. 273).

Manually Add Profile
Add a Novell AppArmor profile for an application on your system without the
help of the wizard. For detailed steps, refer to Pazmen 22.2, «Manually Adding a
Profile» (ctp. 280).

Edit Profile
Edits an existing Novell AppArmor profile on your system. For detailed steps,
refer to Pasnen 22.3, «Editing Profiles» (ctp. 281).

Delete Profile
Deletes an existing Novell AppArmor profile from your system. For detailed
steps, refer to Paznen 22.4, «Deleting a Profile» (ctp. 286).

Update Profile Wizard
For detailed steps, refer to Pazaen 22.5, «Updating Profiles from Log Entries»
(ctp. 287).

AppArmor Reports
For detailed steps, refer to Pazaen 26.3, «Configuring Reports» (ctp. 335).

AppArmor Control Panel
For detailed steps, refer to Pazuen 22.6, «Managing Novell AppArmor and
Security Event Status» (ctp. 288).
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22.1 Adding a Profile Using the
Wizard

Add Profile Wizard is designed to set up Novell AppArmor profiles using the
AppArmor profiling tools, aa-genprof (generate profile) and aa-logprof (update
profiles from learning mode log file). For more information about these tools, refer to
Paznen 23.6.3, «Summary of Profiling Tools» (ctp. 298).

1 Stop the application before profiling it to ensure that application start-up is
included in the profile. To do this, make sure that the application or daemon is
not running.

For example, enter rcPROGRAM stop (or /etc/init.d/PROGRAM
stop) in a terminal window while logged in as root, replacing PROGRAM
with the name of the program to profile.

2 Start YaST and select Novell AppArmor > Add Profile Wizard.

This wizard will help you create a new AppArmaor security
profile for an application, or you can use it to enhance
an existing profile by allowing Apparmor to learn new
application behavior,

Please enter the application name for which you would like
to create a profile, or select Browse to find the

application on your system.

Application to Profile:

[

Browse

Create Abort

3 Enter the name of the application or browse to the location of the program.

4 Click Create. This runs an AppArmor tool named aa-autodep, which performs
a static analysis of the program to profile and loads an approximate profile into
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the AppArmor module. For more information about aa-autodep, refer to «aa-
autodep—Creating Approximate Profiles» (ctp. 298).

Depending on whether the profile you are about to create already exists either
in the local profile repository (see Pa3men 21.1, «Using the Local Repository»
(ctp. 267)) or in the external profile repository (see I'naBa 21, AppArmor
Profile Repositories (ctp. 267)) or whether it does not exist yet, proceed with
one of the following options:

* Determine whether you want to use or fine-tune an already existing profile
from your local profile repository, as outlined in IIlar 5 (ctp. 274).

* Determine whether you want to use or fine-tune an already existing profile
from the external profile repository, as outlined in Ilar 6 (ctp. 274).

* Create the profile from scratch and proceed with Illar 7 (ctp. 275) and
beyond.

5 If the profile already exists in the local profile repository under /etc/
apparmor/profiles/extra , YaST informs you that there is an
inactive profile which you can either use as a base for your own efforts or
which you can just accept as is.

Alternatively, you can choose not to use the local version at all and
start creating the profile from scratch. In any case, proceed with Ilar 7
(ctp. 275).

6 If the profile already exists in the external profile repository and this is the first
time you tried to create a profile that already exists in the repository, configure
your access to the server and determine how to use it:

6a Determine whether you want to enable access to the external repository
or postpone this decision. In case you have selected Enable Repository,
determine the access mode (download/upload) in a next step. In case
you want to postpone the decision, select Ask Me Later and proceed
directly to Ilar 7 (ctp. 275).

6b Provide username and password for your account on the profile
repository server and register at the server.

6¢ Select the profile to use and proceed to Ilar 7 (ctp. 275).
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7 Run the application to profile.

8 Perform as many of the application functions as possible, so that learning
mode can log the files and directories to which the program requires access to
function properly. Be sure to include restarting and stopping the program in the
exercised functions. AppArmor needs to handle these events, as well as any
other program function.

9 Click Scan system log for AppArmor events to parse the learning mode log
files. This generates a series of questions that you must answer to guide the
wizard in generating the security profile.

If requests to add hats appear, proceed to I'naBa 24, Profiling Your Web
Applications Using ChangeHat (ctp. 317).

The questions fall into two categories:

* A resource is requested by a profiled program that is not in the profile (see
Pucynok 22.2, «Learning Mode Exception: Controlling Access to Specific
Resources» (ctp. 276)). Allow or deny access to a specific resource.

* A program is executed by the profiled program and the security domain
transition has not been defined (see Pucynok 22.3, «Learning Mode
Exception: Defining Execute Permissions for an Entry» (ctp. 277)).
Define execute permissions for an entry.

Each of these cases results in a series of questions that you must answer to add
the resource to the profile or to add the program to the profile. For an example
of each case, see Pucynok 22.2, «Learning Mode Exception: Controlling
Access to Specific Resources» (ctp. 276) and Pucynok 22.3, «Learning

Mode Exception: Defining Execute Permissions for an Entry» (ctp. 277).
Subsequent steps describe your options in answering these questions.

3AMEYAHME: Varying Processing Options

Depending on the type of entry processed, the available options vary.
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PucyHok 22.2 Learning Mode Exception: Controlling Access to Specific
Resources

AppArmor Profile Dialogue

This wizard presents entries generated by the AppArmor access control module. more

Deny| |glob| |GlobwiEst
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PucyHok 22.3 Learning Mode Exception: Defining Execute Permissions for
an Entry

¢ AppArmor Profile Dialogue

W This wizard presents entries generated by the AppArmor access control module. more

Profile jusr/sbinfhttpdz-prefork”null-34
Path /srvpwwwihtdocs/cgi-binjtest-cgi
Mode r

Severity 4

#include <abstractions/web-data>

0 Jsrvjwwwihtdocs/egi-binjtest-cgi

|Allow| Deny Glob Glob w/Ext 4 Edit Oopts

Help O abort Finish

10 The Add Profile Wizard begins suggesting directory path entries that have
been accessed by the application profiled (as seen in Pucynok 22.2, «Learning
Mode Exception: Controlling Access to Specific Resources» (ctp. 276)) or
requires you to define execute permissions for entries (as seen in Pucynok 22.3,
«Learning Mode Exception: Defining Execute Permissions for an Entry»
(ctp. 277)).

* For Pucynok 22.2: Learning Mode Exception: Controlling Access to Specific
Resources: Select the option that satisfies the request for access, which could
be a suggested include, a particular globbed version of the path, or the actual
pathname. Depending on the situation, these options are available:

#include
The section of a Novell AppArmor profile that refers to an include file.
Include files give access permissions for programs. By using an include,
you can give the program access to directory paths or files that are also
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required by other programs. Using includes can reduce the size of a
profile. It is good practice to select includes when suggested.

Globbed Version
Accessed by clicking Glob. For information about globbing syntax, refer
to Paznen 20.6, «Paths and Globbing» (ctp. 252).

Actual Pathname
Literal path that the program needs to access to run properly.

After selecting a directory path, process it as an entry to the Novell
AppArmor profile by clicking Allow or Deny. If you are not satisfied with
the directory path entry as it is displayed, you can also Glob or Edit it.

The following options are available to process the learning mode entries and
build the profile:

Allow
Grant the program access to the specified directory path entries. The Add
Profile Wizard suggests file permission access. For more information
about this, refer to Pasznen 20.7, «File Permission Access Modes»
(cTp. 254).

Deny
Click Deny to prevent the program from accessing the specified paths.

Glob
Clicking this modifies the directory path (using wild cards) to include
all files in the suggested directory. Double-clicking it grants access to
all files and subdirectories beneath the one shown. For more information
about globbing syntax, refer to Pazgen 20.6, «Paths and Globbing»

(cTp. 252).

Glob w/Ext
Modify the original directory path while retaining the filename
extension. A single click causes /etc/apache2/file.ext to
become /etc/apache2/*.ext , adding the wild card (asterisk)

in place of the filename. This allows the program to access all files in
the suggested directories that end with the . ext extension. When you
double-click it, access is granted to all files with the particular extension
and subdirectories beneath the one shown.
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Edit
Edit the highlighted line. The new edited line appears at the bottom of
the list.

Abort
Abort aa-logprof, losing all rule changes entered so far and leaving all
profiles unmodified.

Finish
Close aa-logprof, saving all rule changes entered so far and modifying

all profiles.

Click Allow or Deny for each learning mode entry. These help build the
Novell AppArmor profile.

3AMEYAHUE

The number of learning mode entries corresponds to the complexity
of the application.

For Pucynok 22.3: Learning Mode Exception: Defining Execute Permissions
for an Entry: From the following options, select the one that satisfies the
request for access. For detailed information about the options available, refer
to Paznen 20.7, «File Permission Access Modes» (ctp. 254).

Inherit
Stay in the same security profile (parent's profile).

Profile
Require a separate profile to exist for the executed program. When
selecting this option, also select whether AppArmor should sanitize the
environment when switching profiles by removing certain environment
variables that can modify the execution behavior of the child process.
Unless these variables are absolutely required to properly execute the
child process, always choose the more secure, sanitized option.

Unconfined
Execute the program without a security profile. When prompted, have
AppArmor sanitize the environment to avoid adding security risks by
inheriting certain environmental variables from the parent process.
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BHUMAHME: Risks of Running Unconfined

Unless absolutely necessary, do not run unconfined. Choosing
the Unconfined option executes the new program without any
protection from AppArmor.

Deny
Click Deny to prevent the program from accessing the specified paths.

Abort
Abort aa-logprof, losing all rule changes entered so far, and leaving all
profiles unmodified.

Finish
Close aa-logprof, saving all rule changes entered so far, and modifying
all profiles.

11 Repeat the previous steps if you need to execute more functionality of the
application.

When you are done, click Finish. Choose to apply your changes to the local
profile set. If you have previously chosen to upload your profile to the external
profile repository, provide a brief change log entry describing your work and
upload the profile. If you had postponed the decision on whether to upload the
profile or not, YaST asks you again and you can create an account the upload
the profile now or not upload it at all.

As soon as you exit the Profile Creation Wizard, the profile is saved both
locally and on the repository server, if you have chosen to upload it. The profile
is then loaded into the AppArmor module.

22.2 Manually Adding a Profile

Novell AppArmor enables you to create a Novell AppArmor profile by manually
adding entries into the profile. Select the application for which to create a profile
then add entries.

1 Start YaST and select Novell AppArmor > Manually Add Profile.
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Browse your system to find the application for which to create a profile.

When you find the application, select it and click Open. A basic, empty profile
appears in the AppArmor Profile Dialog window.

In AppArmor Profile Dialog, add, edit, or delete AppArmor profile entries by
clicking the corresponding buttons and referring to Pa3men 22.3.1, «Adding
an Entry» (ctp. 283), Paznen 22.3.2, «Editing an Entry» (cTp. 286), or

Paznen 22.3.3, «Deleting an Entry» (ctp. 286).

When finished, click Done.

22.3 Editing Profiles

7 Edit Profile - Choose profile to edit

AppArmor enables you to edit Novell AppArmor profiles manually by adding,
editing, or deleting entries. To edit a profile, proceed as follows:

1 Start YaST and select Novell AppArmor > Edit Profile.

~ Please make a selection from the listed profiles and press Next to edit the profile.

Profile Name:

fshinfklogd
fshinfsyslag-ng
fsbinfsyslagd
jusrfshinfavahi-daemon
Jjusrjsbinfhttpd2-prefork
jusrfshinfidentd
Jjusrfshinfrdnsd
Jjusrishinnscd
Jjusrfshinfntpd
fusr/sbinftraceroute

Help

@ Abort B> Next
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2 From the list of profiled applications, select the profile to edit.

3 Click Next. The AppArmor Profile Dialog window displays the profile.

7 AppArmour Profile Dialogue

~Inthis form you can view and modify the contents of an individual profile. more

AppArmour profile for jusrjshinfhttpd2-prefark

File Name Permissions

[+] *HANDLING_UNTRUSTED_INPUT
#include abstractions/base

#include abstractions/consoles
#include abstractions/kerberosclient
#include abstractions/nameservice
#include abstractions/perl

CAP_KILL

CAP_NET BIND SERVICE

CAP_SETGID

CAP_SETUID

CAP_SYS_TTY_CONFIG

jdevirandom

fetcfapache2f*.conf
fetc/apache2/magic
fetc/apache2/mod_perl-startup.pl
fetcfapache2jssl.crtp*.crt
fetcfapache2jssl keyr* key
fetcfapache2{{conf,sysconfig.vhosts}.df
Ietrfanarhe?2i{ranf svsranfin vhnasts} de

R N R T T

Add Entry v Edit Entry Delete Entry

Help @abort | €@Back | | Done

4 In the AppArmor Profile Dialog window, add, edit, or delete Novell AppArmor
profile entries by clicking the corresponding buttons and referring to
Paznen 22.3.1, «Adding an Entry» (ctp. 283), Pazgen 22.3.2, «Editing an Entry»
(ctp. 286), or Paznen 22.3.3, «Deleting an Entry» (ctp. 286).

5 When you are finished, click Done.

6 In the pop-up that appears, click Yes to confirm your changes to the profile and
reload the AppArmor profile set.

MOOCKA3KA: Syntax Checking in AppArmor

AppArmor contains a syntax check that notifies you of any syntax errors in
profiles you are trying to process with the YaST AppArmor tools. If an error
occurs, edit the profile manually as root and reload the profile set with
rcapparmor reload.
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22.3.1 Adding an Entry

The Add Entry option can be found in Pa3uen 22.2, «Manually Adding a Profile»
(ctp. 280) or Pazmen 22.3, «Editing Profiles» (ctp. 281). When you select Add
Entry, a list shows the types of entries you can add to the Novell AppArmor profile.

From the list, select one of the following:

File
In the pop-up window, specify the absolute path of a file, including the type of
access permitted. When finished, click OK.

You can use globbing if necessary. For globbing information, refer to
Paznen 20.6, «Paths and Globbing» (ctp. 252). For file access permission
information, refer to Paznen 20.7, «File Permission Access Modes» (ctp. 254).

Profile Entry For fusr/sbin/httpd2-prefork
Permissions:

Read
Enter or modify Filename: Write
“ ] Link I
Append
Browse Lock
MiMap PROT _E

[

-_--_ »

Jok @Qancel

Directory
In the pop-up window, specify the absolute path of a directory, including the
type of access permitted. You can use globbing if necessary. When finished,
click OK.

For globbing information, refer to Pazuen 20.6, «Paths and Globbing» (ctp. 252).
For file access permission information, refer to Pazgen 20.7, «File Permission
Access Modes» (cTp. 254).
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Profile Entry For fusr/sbinfhttpd2-prefork
Permissions:

[] Read

Enter or modify Filename: ] Write
“ ] [ Link
] Append
Browse [] Lock

[[] MMap PROT_K

«Jok @ cancel

Network Rule
In the pop-up window, select the appropriate network family and the socket
type. For more information, refer to Pa3nen 20.5, «Network Access Control»
(ctp. 251).

Network Family:

Al vl

€9 cancel F]save

Capability
In the pop-up window, select the appropriate capabilities. These are statements
that enable each of the 32 POSIX.1e capabilities. Refer to Pazgen 20.4,
«Capability Entries (POSIX.1e)» (ctp. 251) for more information about
capabilities. When finished making your selections, click OK.
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Capabilities enabled for the profile jusr/sbin/httpd2-prefork
Capabilities: Capability Selection.

‘W CAP_CHOWN

[[] cAP_DAC_OWERRIDE
[] CAP DAC READ SEAR
[] CAP_FOWNER

[] CAP_FSETID

[] CAP_IPC_LOCK

[] CAP_IPC_OWNER

B CAP_KILL

[] cAP_LEASE

[ CAP_LINUX_IMMUTAB!
[ CAP_MKMOD

] CAP_NET_ADMIN

B CAP_NET_BIND_SERVI
[] CAP_MNET_BROADCAS
] CAP_NET RAW

B CAP_SETGID

—~an Yty

Select desired capabilities for this profile. Select a
Capability name to see information about the capability.

dok @Qancel

Include
In the pop-up window, browse to the files to use as includes. Includes are
directives that pull in components of other Novell AppArmor profiles to simplify
profiles. For more information, refer to Paznen 20.3, «#include Statements»
(ctp. 249).

3| [E]| etc | apparmerd abstracrinns‘

Places Name v Size Modified

@ Recently Used Saturday

oot (-] audio 1015 bytes Saturday

£ Desktop [£] authentication 1.3KB Saturday

= File System (] base 3.6KB saturday

=] bash 15KB Saturday

[£] consoles 853 bytes Saturday

(=] dbus 98 bytes  Saturday

=] fonts 1.4 KB Saturday

[£] freedesktop.org 586 bytes  Saturday

"] gnome 1.7 KB Saturday

(=] gnupg 278 bytes  Saturday

=] kde 1.5 KB saturday

(=] kerberosclient 10KB Saturday

] mdns 483 bytes  Saturday

(=] mysql 530 bytes  Saturday

] nameservice 23KB saturday

(] nis 573 bytes  Saturday

[l nvidia 220 bytes  Saturday

- —[Horbit2 93 bytes  Saturday
add Lo =] nerl 07 bvte aturdav | ¥
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Hat
In the pop-up window, specify the name of the subprofile (hat) to add to your
current profile and click Create Hat. For more information, refer to I'nasa 24,
Profiling Your Web Applications Using ChangeHat (ctp. 317).

Please enter the name of the Hat that you would like
to add to the profile jusrfshin/httpd2-prefork.

Hat name to add:

[

Create Hat Abort

22.3.2 Editing an Entry

When you select Edit Entry, the file browser pop-up window opens. From here, edit
the selected entry.

In the pop-up window, specify the absolute path of a file, including the type of access
permitted. You can use globbing if necessary. When finished, click OK.

For globbing information, refer to Pazngen 20.6, «Paths and Globbing» (ctp. 252). For
file access permission information, refer to Pazgen 20.7, «File Permission Access
Modes» (cTp. 254).

22.3.3 Deleting an Entry

To delete an entry in a given profile, select Delete Entry. AppArmor removes the
selected profile entry.

22.4 Deleting a Profile

AppArmor enables you to delete an AppArmor profile manually. Simply select the
application for which to delete a profile then delete it as follows:

1 Start YaST and select Novell AppArmor > Delete Profile.
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2 Select the profile to delete.
3 Click Next.

4 In the pop-up that opens, click Yes to delete the profile and reload the AppArmor
profile set.

22.5 Updating Profiles from Log
Entries

The Novell AppArmor profile wizard uses aa-logprof, the tool that scans log files
and enables you to update profiles. aa-logprof tracks messages from the Novell
AppArmor module that represent exceptions for all profiles running on your system.
These exceptions represent the behavior of the profiled application that is outside of
the profile definition for the program. You can add the new behavior to the relevant
profile by selecting the suggested profile entry.

NMOACKA3KA: Support for the External Profile Repository

Similar to the Add Profile Wizard, the Update Profile Wizard also supports
profile exchange with the external repository server. For background
information on the use of the external AppArmor profile repository, refer
to Mnasa 21, AppArmor Profile Repositories (cTp. 267). For details on how
to configure access and access mode to the server, check the procedure
described under Paspnen 22.1, «<Adding a Profile Using the Wizard»

(cTp. 273).

1 Start YaST and select Novell AppArmor > Update Profile Wizard.

Running Update Profile Wizard (aa-logprof) parses the learning mode log files.
This generates a series of questions that you must answer to guide aa-logprof to
generate the security profile. The exact procedure is the same as with creating a
new profile. Refer to Lar 9 (ctp. 275) in Paznen 22.1, «Adding a Profile Using
the Wizard» (ctp. 273) for details.

2 When you are done, click Finish. In the following pop-up, click Yes to exit the
Add Profile Wizard. The profile is saved and loaded into the Novell AppArmor
module.
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22.6 Managing Novell AppArmor
and Security Event Status

You can change the status of AppArmor by enabling or disabling it. Enabling
AppArmor protects your system from potential program exploitation. Disabling
AppArmor, even if your profiles have been set up, removes protection from your
system. You can determine how and when you are notified when system security
events occur.

3AMEYAHME

For event notification to work, you must set up a mail server on your
system that can send outgoing mail using the single mail transfer protocol
(SMTP), such as postfix or exim.

To configure event notification or change the status of AppArmor, start YaST and
select Novell AppArmor > Novell AppArmor Control Panel.

= AppArmour Configuration

* This reports whether the AppArmor policy enforcement module is loaded and function... more

[ Enable AppArmor

Configure AppArmor

Security Event Notification

MNotification is disabled Configure

Configure Profile Modes

Set profile modes Configure

Help @ abort | Done |
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From the AppArmor Configuration screen, determine whether Novell AppArmor
and security event notification are running by looking for a status message that reads
enabled or configure the mode of individual profiles.

To change the status of Novell AppArmor, continue as described in Paznen 22.6.1,
«Changing Novell AppArmor Status» (ctp. 289). To change the mode of
individual profiles, continue as described in Pazgen 22.6.2, «Changing the Mode of
Individual Profiles» (ctp. 289). To configure security event notification, continue
as described in Pa3zgen 26.2, «Configuring Security Event Notification» (ctp. 332).

22.6.1 Changing Novell AppArmor Status

When you change the status of AppArmor, set it to enabled or disabled. When
AppArmor is enabled, it is installed, running, and enforcing the AppArmor security
policies.

1 Start YaST and select Novell AppArmor > AppArmor Control Panel.

2 Enable AppArmor by checking Enable AppArmor or disable AppArmor by
deselecting it.

3 Click Done in the AppArmor Configuration window.

4 Click File > Quit in the YaST Control Center.

22.6.2 Changing the Mode of Individual
Profiles

AppArmor can apply profiles in two different modes. In complain or learning
mode, violations of AppArmor profile rules, such as the profiled program accessing
files not permitted by the profile, are detected. The violations are permitted, but
also logged. This mode is convenient for developing profiles and is used by the
AppArmor tools for generating profiles. Loading a profile in enforce mode enforces
the policy defined in the profile and reports policy violation attempts to syslogd.

The Profile Modes dialog allows you to view and edit the mode of currently
loaded AppArmor profiles. This feature is useful for determining the status of your
system during profile development. During the course of systemic profiling (see
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Paznen 23.6.2, «Systemic Profiling» (ctp. 296)), you can use this tool to adjust and
monitor the scope of the profiles for which you are learning behavior.

To edit an application's profile mode, proceed as follows:

1 Start YaST and select Novell AppArmor > AppArmor Control Panel.

2 1In the Configure Profile Modes section, select Configure.

3 Select the profile for which to change the mode.

4 Select Toggle Mode to set this profile to complain mode or to enforce mode.
5 Apply your settings and leave YaST with Done.

To change the mode of all profiles, use Set All to Enforce or Set All to Complain.

MOOCKA3KA: Listing the Profiles Available

By default, only active profiles are listed (any profile that has a matching

application installed on your system). To set up a profile before installing
the respective application, click Show All Profiles and select the profile to
configure from the list that appears.
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Building Profiles from the
Command Line

Novell® AppArmor provides the user the ability to use a command line interface
rather than a graphical interface to manage and configure the system security. Track
the status of Novell AppArmor and create, delete, or modify AppArmor profiles
using the AppArmor command line tools.

MOOCKA3KA: Background Information

Before starting to manage your profiles using the AppArmor command line
tools, check out the general introduction to AppArmor given in Mnaea 19,
Immunizing Programs (ctp. 233) and 'naBa 20, Profile Components and
Syntax (cTp. 243).

23.1 Checking the AppArmor
Module Status

An AppArmor module can be in any one of three states:

Unloaded
The AppArmor module is not loaded into the kernel.

Running

The AppArmor module is loaded into the kernel and is enforcing AppArmor
program policies.
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Stopped
The AppArmor module is loaded into the kernel, but no policies are enforced.

Detect the state of the AppArmor module by inspecting /sys/kernel/
security/apparmor/profiles .If cat /sys/kernel/security/
apparmor/profiles reports a list of profiles, AppArmor is running. If it

is empty and returns nothing, AppArmor is stopped. If the file does not exist,
AppArmor is unloaded.

Manage AppArmor through the script rcapparmor, which can perform the
following operations:

rcapparmor start
Behavior depends on the AppArmor module state. If it is unloaded, start loads
the module and starts it, putting it in the running state. If it is stopped, start
causes the module to rescan the AppArmor profiles usually found in /etc/
apparmor.d  and puts the module in the running state. If the module is
already running, start reports a warning and takes no action.

rcapparmor stop
Stops the AppArmor module if it is running by removing all profiles from kernel
memory, effectively disabling all access controls, and putting the module into
the stopped state. If the AppArmor module is unloaded or already stopped, stop
tries to unload the profiles again, but nothing happens.

rcapparmor restart
Causes the AppArmor module to rescan the profiles in /etc/apparmor.d
without unconfining running processes. Freshly created profiles are enforced and
recently deleted ones are removed from the /etc/apparmor.d  directory.

rcapparmor kill
Unconditionally removes the AppArmor module from the kernel. However,
unloading modules from the Linux kernel is unsafe. This command is provided
only for debugging and emergencies (when the module might need to be
removed).

BHUMAHUE

AppArmor is a powerful access control system and it is possible to
lock yourself out of your own machine to the point where you must
boot the machine from a rescue medium (such as the first medium of
openSUSE) to regain control.
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To prevent such a problem, always ensure that you have a running,
unconfined, root login on the machine being configured when you
restart the AppArmor module. If you damage your system to the point
where logins are no longer possible (for example, by breaking the
profile associated with the SSH daemon), you can repair the damage
using your running root prompt then restarting the AppArmor module.

23.2 Building AppArmor Profiles

The AppArmor module profile definitions are stored in the /etc/apparmor.d
directory as plain text files. For a detailed description of the syntax of these files,
refer to ['nasa 20, Profile Components and Syntax (ctp. 243).

All files in the /etc/apparmor.d  directory are interpreted as profiles and are

loaded as such. Renaming files in that directory is not an effective way of preventing
profiles from being loaded. You must remove profiles from this directory to prevent

them from being read and evaluated effectively.

You can use a text editor, such as vim, to access and make changes to these profiles.
The following options contain detailed steps for building profiles:

Adding or Creating AppArmor Profiles
Refer to Pazmen 23.3, «Adding or Creating an AppArmor Profile» (ctp. 293)

Editing AppArmor Profiles
Refer to Paznen 23.4, «Editing an AppArmor Profile» (ctp. 294)

Deleting AppArmor Profiles
Refer to Pa3pnen 23.5, «Deleting an AppArmor Profile» (ctp. 294)

23.3 Adding or Creating an
AppArmor Profile

To add or create an AppArmor profile for an application, you can use a systemic or
stand-alone profiling method, depending on your needs. Learn more about these two
approaches in Paznen 23.6, «Two Methods of Profiling» (ctp. 294).
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23.4 Editing an AppArmor Profile
The following steps describe the procedure for editing an AppArmor profile:

1 If you are not currently logged in as root, enter su in a terminal window.
2 Enter the root password when prompted.

3 Go to the profile directory with cd /etc/apparmor.d/.

4 Enter 1s to view all profiles currently installed.

5 Open the profile to edit in a text editor, such as vim.

6 Make the necessary, changes then save the profile.

7 Restart AppArmor by entering rcapparmor restart in a terminal window.

23.5 Deleting an AppArmor Profile

The following steps describe the procedure for deleting an AppArmor profile.

1 If you are not currently logged in as root, enter su in a terminal window.
2 Enter the root password when prompted.

3 Go to the AppArmor directory with cd /etc/apparmor.d/.

4 Enter 1s to view all the AppArmor profiles that are currently installed.

5 Delete the profile with rm profilename.

6 Restart AppArmor by entering rcapparmor restart in a terminal window.

23.6 Two Methods of Profiling

Given the syntax for AppArmor profiles in I'nasa 20, Profile Components and Syntax
(ctp. 243), you could create profiles without using the tools. However, the effort
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involved would be substantial. To avoid such a hassle, use the AppArmor tools to
automate the creation and refinement of profiles.

There are two ways to approach AppArmor profile creation. Tools are available for
both methods.

Stand-Alone Profiling
A method suitable for profiling small applications that have a finite run time,
such as user client applications like mail clients. For more information, refer to
Pazpen 23.6.1, «Stand-Alone Profiling» (ctp. 295).

Systemic Profiling
A method suitable for profiling large numbers of programs all at once and for
profiling applications that may run for days, weeks, or continuously across
reboots, such as network server applications like Web servers and mail servers.
For more information, refer to Paznen 23.6.2, «Systemic Profiling» (ctp. 296).

Automated profile development becomes more manageable with the AppArmor
tools:

1 Decide which profiling method suits your needs.

2 Perform a static analysis. Run either aa-genprof or aa-autodep, depending on the
profiling method chosen.

3 Enable dynamic learning. Activate learning mode for all profiled programs.

23.6.1 Stand-Alone Profiling

Stand-alone profile generation and improvement is managed by a program called
aa-genprof. This method is easy because aa-genprof takes care of everything, but is
limited because it requires aa-genprof to run for the entire duration of the test run of
your program (you cannot reboot the machine while you are still developing your
profile).

To use aa-genprof for the stand-alone method of profiling, refer to «aa-genprof—
Generating Profiles» (ctp. 301).
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23.6.2 Systemic Profiling

This method is called systemic profiling because it updates all of the profiles on the
system at once, rather than focusing on the one or few targeted by aa-genprof or
stand-alone profiling. With systemic profiling, profile construction and improvement
are somewhat less automated, but more flexible. This method is suitable for profiling
long-running applications whose behavior continues after rebooting, or a large
number of programs all at once.

Build an AppArmor profile for a group of applications as follows:
1 Create profiles for the individual programs that make up your application.

Although this approach is systemic, AppArmor only monitors those programs
with profiles and their children. To get AppArmor to consider a program, you
must at least have aa-autodep create an approximate profile for it. To create
this approximate profile, refer to «aa-autodep—Creating Approximate Profiles»
(ctp. 298).

2 Put relevant profiles into learning or complain mode.

Activate learning or complain mode for all profiled programs by entering aa—
complain /etc/apparmor.d/* in aterminal window while logged in

as root. This functionality is also available through the YaST Profile Mode
module, described in Pazmen 22.6.2, «Changing the Mode of Individual Profiles»
(ctp. 289).

When in learning mode, access requests are not blocked, even if the profile
dictates that they should be. This enables you to run through several tests (as
shown in Iar 3 (ctp. 296)) and learn the access needs of the program so it runs
properly. With this information, you can decide how secure to make the profile.

Refer to «aa-complain—Entering Complain or Learning Mode» (ctp. 299) for
more detailed instructions for using learning or complain mode.

3 Exercise your application.

Run your application and exercise its functionality. How much to exercise the
program is up to you, but you need the program to access each file representing
its access needs. Because the execution is not being supervised by aa-genprof, this
step can go on for days or weeks and can span complete system reboots.
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4 Analyze the log.

In systemic profiling, run aa-logprof directly instead of letting aa-genprof run it
(as in stand-alone profiling). The general form of aa-logprof is:

aa-logprof [ -d /path/to/profiles 1 [ -f /path/to/logfile ]

Refer to «aa-logprof—Scanning the System Log» (ctp. 309) for more
information about using aa-logprof.

5 Repeat IIlar 3 (ctp. 296) and Illar 4 (ctp. 297).

This generates optimum profiles. An iterative approach captures smaller data
sets that can be trained and reloaded into the policy engine. Subsequent iterations
generate fewer messages and run faster.

6 Edit the profiles.

You might want to review the profiles that have been generated. You can open
and edit the profiles in /etc/apparmor.d/  using vim.

7 Return to enforce mode.

This is when the system goes back to enforcing the rules of the profiles,

not just logging information. This can be done manually by removing the
flags=(complain) text from the profiles or automatically by using the aa—
enforce command, which works identically to the aa—complain command,
except it sets the profiles to enforce mode. This functionality is also available
through the YaST Profile Mode module, described in Pazgen 22.6.2, «Changing
the Mode of Individual Profiles» (ctp. 289).

To ensure that all profiles are taken out of complain mode and put into enforce
mode, enter aa—enforce /etc/apparmor.d/*.

8 Rescan all profiles.

To have AppArmor rescan all of the profiles and change the enforcement mode in
the kernel, enter rcapparmor restart.
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23.6.3 Summary of Profiling Tools

All of the AppArmor profiling utilities are provided by the apparmor-utils
RPM package and are stored in /usr/sbin . Each tool has a different purpose.

aa-autodep—Creating Approximate Profiles

This creates an approximate profile for the program or application selected. You can
generate approximate profiles for binary executables and interpreted script programs.
The resulting profile is called «approximate» because it does not necessarily

contain all of the profile entries that the program needs to be properly confined by
AppArmor. The minimum aa-autodep approximate profile has, at minimum, a base
include directive, which contains basic profile entries needed by most programs.

For certain types of programs, aa-autodep generates a more expanded profile. The
profile is generated by recursively calling 1dd (1) on the executables listed on the
command line.

To generate an approximate profile, use the aa-autodep program. The program
argument can be either the simple name of the program, which aa-autodep finds by
searching your shell's path variable, or it can be a fully qualified path. The program
itself can be of any type (ELF binary, shell script, Perl script, etc.). aa-autodep
generates an approximate profile to improve through the dynamic profiling that
follows.

The resulting approximate profile is written to the /etc/apparmor.d  directory
using the AppArmor profile naming convention of naming the profile after the
absolute path of the program, replacing the forward slash (/) characters in the path
with period (.) characters. The general form of aa-autodep is to enter the following
in a terminal window when logged in as root:

aa-autodep [ -d /path/to/profiles ] [programl programZ...]

If you do not enter the program name or names, you are prompted for them. /path/
to/profiles overrides the default location of /etc/apparmor.d , should
you keep profiles in a location other than the default.

To begin profiling, you must create profiles for each main executable service that is
part of your application (anything that might start without being a child of another
program that already has a profile). Finding all such programs depends on the
application in question. Here are several strategies for finding such programs:
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Directories
If all the programs to profile are in one directory and there are no other programs
in that directory, the simple command aa-autodep /path/to/your/
programs/* creates basic profiles for all programs in that directory.

ps command
You can run your application and use the standard Linux ps command to find
all processes running. Then manually hunt down the location of these programs
and run the aa—autodep for each one. If the programs are in your path, aa-
autodep finds them for you. If they are not in your path, the standard Linux
command find might be helpful in finding your programs. Execute find /
-name 'my_application' -print todetermine an application's path
(my_application being an example application). You may use wild cards if
appropriate.

aa-complain—Entering Complain or Learning
Mode

The complain or learning mode tool (aa-complain) detects violations of AppArmor
profile rules, such as the profiled program accessing files not permitted by the
profile. The violations are permitted, but also logged. To improve the profile, turn
complain mode on, run the program through a suite of tests to generate log events
that characterize the program's access needs, then postprocess the log with the
AppArmor tools to transform log events into improved profiles.

Manually activating complain mode (using the command line) adds a flag to the top
of the profile so that /bin/foo becomes /bin/foo flags=(complain).To
use complain mode, open a terminal window and enter one of the following lines as
root:

* If the example program (programl) is in your path, use:

aa-complain [programl program2 ...]

* If the program is not in your path, specify the entire path as follows:

aa-complain /sbin/programl

o If the profiles are notin /etc/apparmor.d , use the following to override
the default location:

aa-complain /path/to/profiles/ programl

Building Profiles from the Command Line 299



» Specify the profile for program? as follows:

aa-complain /etc/apparmor.d/sbin.programl

Each of the above commands activates the complain mode for the profiles or
programs listed. If the program name does not include its entire path, aa-complain
searches $PATH for the program. For instance, aa—complain /usr/sbin/*
finds profiles associated with all of the programs in /usr/sbin and puts them
into complain mode. aa—-complain /etc/apparmor.d/* puts all of the
profiles in /etc/apparmor.d  into complain mode.

MOOCKA3KA: Toggling Profile Mode with YaST

YaST offers a graphical front-end for toggling complain and enforce mode.
See Pazpen 22.6.2, «Changing the Mode of Individual Profiles» (cTp. 289)
for information.

aa-enforce—Entering Enforce Mode

The enforce mode detects violations of AppArmor profile rules, such as the profiled
program accessing files not permitted by the profile. The violations are logged and
not permitted. The default is for enforce mode to be enabled. To log the violations
only, but still permit them, use complain mode. Enforce toggles with complain mode.

Manually activating enforce mode (using the command line) adds a flag to the top of
the profile so that /bin/foo becomes /bin/foo flags=(enforce).To use
enforce mode, open a terminal window and enter one of the following lines as root.

* If the example program (programl) is in your path, use:

aa-enforce [programl program2 ...]

* If the program is not in your path, specify the entire path, as follows:

aa-enforce /sbin/programl

o If the profiles are not in /etc/apparmor. d, use the following to override the
default location:

aa-enforce /path/to/profiles/programl
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* Specify the profile for program1 as follows:

aa-enforce /etc/apparmor.d/sbin.programl

Each of the above commands activates the enforce mode for the profiles and
programs listed.

If you do not enter the program or profile names, you are prompted to enter one. /
path/to/profiles overrides the default location of /etc/apparmor.d

The argument can be either a list of programs or a list of profiles. If the program
name does not include its entire path, aa-enforce searches SPATH for the program.

NMOACKA3KA: Toggling Profile Mode with YaST

YaST offers a graphical front-end for toggling complain and enforce mode.
See Paspnen 22.6.2, «Changing the Mode of Individual Profiles» (cTp. 289)
for information.

aa-genprof—Generating Profiles

aa-genprof is AppArmor's profile generating utility. It runs aa-autodep on the
specified program, creating an approximate profile (if a profile does not already

exist for it), sets it to complain mode, reloads it into AppArmor, marks the log, and
prompts the user to execute the program and exercise its functionality. Its syntax is as
follows:

aa-genprof [ -d /path/to/profiles ] program

To create a profile for the the Apache Web server program httpd2-prefork, do the
following as root:

1 Enter rcapache2 stop.
2 Next, enter aa—genprof httpd2-prefork.
Now aa-genprof does the following:
1. Resolves the full path of httpd2-prefork using your shell's path variables. You

can also specify a full path. On openSUSE, the default full path is /uszr/
sbin/httpd2-prefork
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2. Checks to see if there is an existing profile for httpd2-prefork. If there is
one, it updates it. If not, it creates one using the aa-autodep as described in
Paznen 23.6.3, «Summary of Profiling Tools» (ctp. 298).

3. Puts the profile for this program into learning or complain mode so that profile
violations are logged, but are permitted to proceed. A log event looks like this

(see /var/log/audit/audit.log ):

type=APPARMOR_ALLOWED msg=audit (1189682639.184:20816) :
operation="file_mmap" requested_mask="::r" denied_mask="::r" fsuid=30
name="/srv/www/htdocs/index.html" pid=27471 profile="null-complain-

profile"

If you are not running the audit daemon, the AppArmor events are logged to /

var/log/messages

Sep 13 13:20:30 K23 kernel: audit (1189682430.672:20810) :
operation="file_mmap" requested_mask="::r" denied_mask="::r" fsuid=30
name="/srv/www/htdocs/phpsysinfo/templates/bulix/form.tpl" pid=30405
profile="/usr/sbin/httpd2-prefork///phpsysinfo/"

They also can be viewed using the dme sg command:

audit (1189682430.672:20810) : operation="file_mmap" requested_mask="::r"
denied_mask="::r" fsuid=30 name="/srv/www/htdocs/phpsysinfo/templates/
bulix/form.tpl" pid=30405 profile="/usr/sbin/httpd2-prefork///
phpsysinfo/"

4. Marks the log with a beginning marker of log events to consider. For example:

Sep 13 17:48:52 figwit root: GenProf: e2ff78636296£16d0b5301209a04430d

3 When prompted by the tool, run the application to profile in another terminal
window and perform as many of the application functions as possible. Thus, the
learning mode can log the files and directories to which the program requires
access in order to function properly. For example, in a new terminal window,
enter rcapache2 start.

4 Select from the following options that are available in the aa-logprof terminal
window after you have executed the program function:

* S runs aa-logprof on the system log from where it was marked when aa-genprof
was started and reloads the profile. If system events exist in the log, AppArmor
parses the learning mode log files. This generates a series of questions that you
must answer to guide aa-genprof in generating the security profile.
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¢ F exits the tool and returns to the main menu.

3AMEYAHUE

If requests to add hats appear, proceed to [nasa 24, Profiling Your Web
Applications Using ChangeHat (ctp. 317).

5 Answer two types of questions:

* A resource is requested by a profiled program that is not in the profile (see
IMpumep 23.1, «Learning Mode Exception: Controlling Access to Specific
Resources» (ctp. 303)).

* A program is executed by the profiled program and the security domain
transition has not been defined (see IIpumep 23.2, «Learning Mode Exception:
Defining Execute Permissions for an Entry» (ctp. 305)).

Each of these categories results in a series of questions that you must answer

to add the resource or program to the profile. [Tpumep 23.1, «Learning Mode
Exception: Controlling Access to Specific Resources» (ctp. 303) and

ITpumep 23.2, «Learning Mode Exception: Defining Execute Permissions for an
Entry» (ctp. 305) provide examples of each one. Subsequent steps describe
your options in answering these questions.

* Dealing with execute accesses is complex. You must decide how to proceed
with this entry regarding which execute permission type to grant to this entry:

TMpumep 23.1 Learning Mode Exception: Controlling Access to Specific
Resources

Reading log entries from /var/log/audit/audit.log.

Updating AppArmor profiles in /etc/apparmor.d.

Profile: /usr/sbin/xinetd

Program: xinetd

Execute: /usr/lib/cups/daemon/cups-1lpd
Severity: unknown

[(I)nherit] / (P)rofile / (U)nconfined / (D)eny / Abo(r)t / (F)inish

Inherit (ix)
The child inherits the parent's profile, running with the same access controls
as the parent. This mode is useful when a confined program needs to call
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another confined program without gaining the permissions of the target's
profile or losing the permissions of the current profile. This mode is often
used when the child program is a helper application, such as the /usxr/
bin/mail client using less as a pager or the Mozilla* Web browser
using Adobe Acrobat* to display PDF files.

Profile (px)
The child runs using its own profile, which must be loaded into the
kernel. If the profile is not present, attempts to execute the child fail with
permission denied. This is most useful if the parent program is invoking a
global service, such as DNS lookups or sending mail with your system's
MTA.

Choose the profile with clean exec (Px) option to scrub the environment of
environment variables that could modify execution behavior when passed
to the child process.

Unconfined (ux)
The child runs completely unconfined without any AppArmor profile
applied to the executed resource.

Choose the unconfined with clean exec (UX) option to scrub the
environment of environment variables that could modify execution
behavior when passed to the child process. This option introduces a security
vulnerability that could be used to exploit AppArmor. Only use it as a last
resort.

mmap (m)
This permission denotes that the program running under the profile can
access the resource using the mmap system call with the flag PROT_EXEC.
This means that the data mapped in it can be executed. You are prompted to
include this permission if it is requested during a profiling run.

Deny
Prevents the program from accessing the specified directory path entries.
AppArmor then continues to the next event.

Abort
Aborts aa-logprof, losing all rule changes entered so far and leaving all
profiles unmodified.

304 PykoBoncTeo no 6e3onacHocTy



Finish
Closes aa-logprof, saving all rule changes entered so far and modifying all
profiles.

IMpumep 23.2, «Learning Mode Exception: Defining Execute Permissions for
an Entry» (ctp. 305) shows AppArmor suggesting directory path entries that
have been accessed by the application being profiled. It might also require you
to define execute permissions for entries.

TMpumep 23.2 Learning Mode Exception: Defining Execute Permissions for an
Entry
Adding /bin/ps ix to profile.
Profile: /usr/sbin/xinetd
Path: /etc/hosts.allow
New Mode: r
[1 - /etc/hosts.allow]
[(A)1llow] / (D)eny / (N)ew / (G)lob / Glob w/(E)xt / Abo(r)t / (F)inish

AppArmor provides one or more paths or includes. By entering the option
number, select the desired options then proceed to the next step.

3AMEYAHUE

All of these options are not always presented in the AppArmor menu.

#include
This is the section of an AppArmor profile that refers to an include file,
which procures access permissions for programs. By using an include, you
can give the program access to directory paths or files that are also required
by other programs. Using includes can reduce the size of a profile. It is
good practice to select includes when suggested.

Globbed Version
This is accessed by selecting Glob as described in the next step. For
information about globbing syntax, refer to Paznen 20.6, «Paths and
Globbing» (ctp. 252).
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Actual Path
This is the literal path to which the program needs access so that it can run

properly.

After you select the path or include, process it as an entry into the AppArmor
profile by selecting Allow or Deny. If you are not satisfied with the directory
path entry as it is displayed, you can also Glob it.

The following options are available to process the learning mode entries and
build the profile:

Select Enter
Allows access to the selected directory path.

Allow
Allows access to the specified directory path entries. AppArmor suggests
file permission access. For more information, refer to Pazmen 20.7, «File
Permission Access Modes» (cTp. 254).

Deny
Prevents the program from accessing the specified directory path entries.
AppArmor then continues to the next event.

New
Prompts you to enter your own rule for this event, allowing you to specify a
regular expression. If the expression does not actually satisfy the event that
prompted the question in the first place, AppArmor asks for confirmation
and lets you reenter the expression.

Glob
Select a specific path or create a general rule using wild cards that match
a broader set of paths. To select any of the offered paths, enter the number
that is printed in front of the path then decide how to proceed with the
selected item.

For more information about globbing syntax, refer to Pa3nen 20.6, «Paths
and Globbing» (cTp. 252).
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Glob w/Ext
This modifies the original directory path while retaining the filename
extension. For example, /etc/apache2/file.ext becomes /
etc/apache2/*.ext , adding the wild card (asterisk) in place of
the filename. This allows the program to access all files in the suggested
directory that end with the . ext extension.

Abort
Aborts aa-logprof, losing all rule changes entered so far and leaving all
profiles unmodified.

Finish
Closes aa-logprof, saving all rule changes entered so far and modifying all

profiles.

6 To view and edit your profile using vim, enter vim /etc/
apparmor.d/profilename in a terminal window.

7 Restart AppArmor and reload the profile set including the newly created one using
the rcapparmor restart command.

Like the graphical front-end for building AppArmor profiles, the YaST Add Profile
Wizard, aa-genprof also supports the use of the local profile repository under /
etc/apparmor/profiles/extras and the remote AppArmor profile
repository.

To use a profile from the local repository, proceed as follows:
1 Start aa-genprof as described above.

If aa-genprof finds an inactive local profile, the following lines appear on your
terminal window:

Profile: /usr/bin/opera
[1 - Inactive local profile for /usr/bin/operal

[(V)iew Profile] / (U)se Profile / (C)reate New Profile / Abo(r)t /
(F)inish

2 If you want to just use this profile, hit U (Use Profile) and follow the profile
generation procedure outlined above.
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If you want to examine the profile before activating it, hit V (View Profile).

If you want to ignore the existing profile, hit C (Create New Profile) and follow
the profile generation procedure outlined above to create the profile from scratch.

3 Leave aa-genprof by hitting F (Finish) when you are done and save your changes.

To use the remote AppArmor profile repository with aa-genprof, proceed as follows:
1 Start aa-genprof as described above.

If aa-genprof detects a suitable profile on the repository server, the following lines
appear on your terminal window:

Repository: http://apparmor.opensuse.org/backend/api
Would you like to enable access to the profile repository?

(E)nable Repository / (D)isable Repository / Ask Me (L)ater

2 Hit E (Enable Repository) to enable the repository.

3 Determine whether you want to aa-genprof to upload any profiles to the repository
server:

Would you like to upload newly created and changed profiles to
the profile repository?

(Y)es / (N)o / Ask Me (L)ater

Hit Y (Yes), if you want to enable profile upload or select N (No), if you want aa-
genprof to just pull profiles from the repository, but not to upload any.

4 Create a new user on the profile repository server to be able to upload profiles.
Provide username and password.

5 Determine whether you want to use the profile downloaded from the server or
whether you would just like to review it:

Profile: /usr/bin/opera
[1 - novell]

[(V)iew Profile] / (U)se Profile / (C)reate New Profile / Abo(r)t /
(F)inish
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If you want to just use this profile, hit U (Use Profile) and follow the profile
generation procedure outlined above.

If you want to examine the profile before activating it, hit V (View Profile).

If you want to ignore the existing profile, hit C (Create New Profile) and follow
the profile generation procedure outlined above to create the profile from scratch.

6 Leave aa-genprof by hitting F (Finish) when you are done and save the profile.

If you opted for uploading your profile, provide a short change log and push it to
the repository.

aa-logprof—Scanning the System Log

aa-logprof is an interactive tool used to review the learning or complain-mode
output found in the log entries in /var/log/audit/audit.log or /
var/log/messages  (if auditd is not running) and generate new entries in
AppArmor security profiles.

When you run aa-logprof, it begins to scan the log files produced in learning or
complain mode and, if there are new security events that are not covered by the
existing profile set, it gives suggestions for modifying the profile. The learning or
complain mode traces program behavior and enters it in the log. aa-logprof uses this
information to observe program behavior.

If a confined program forks and executes another program, aa-logprof sees this

and asks the user which execution mode should be used when launching the child
process. The execution modes ix, px, Px, ux, and Ux are options for starting the child
process. If a separate profile exists for the child process, the default selection is px.
If one does not exist, the profile defaults to ix. Child processes with separate profiles
have aa-autodep run on them and are loaded into AppArmor, if it is running.

When aa-logprof exits, profiles are updated with the changes. If the AppArmor
module is running, the updated profiles are reloaded and, if any processes that
generated security events are still running in the null-complain-profile, those
processes are set to run under their proper profiles.
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NMOACKA3KA: Support for the External Profile Repository

Similar to the aa-genprof, aa-logprof also supports profile exchange with
the external repository server. For background information on the use of
the external AppArmor profile repository, refer to Nnasa 21, AppArmor
Profile Repositories (cTp. 267). For details on how to configure access
and access mode to the server, check the procedure described under «aa-
genprof—Generating Profiles» (cTp. 301).

To run aa-logprof, enter aa—logprof into a terminal window while logged in as
root. The following options can be used for aa-logprof:

aa-logprof -d /path/to/profile/directory/
Specifies the full path to the location of the profiles if the profiles are not located
in the standard directory, /etc/apparmor.d/

aa-logprof —-f /path/to/logfile/
Specifies the full path to the location of the log file if the log file is not located
in the default directory, /var/log/audit/audit.log or /var/
log/messages  (if auditd is not running).

aa-logprof -m "string marker in logfile"
Marks the starting point for aa-logprof to look in the system log. aa-logprof
ignores all events in the system log before the specified mark. If the mark
contains spaces, it must be surrounded by quotes to work correctly. For example:

aa-logprof -m"17:04:21"

or

logprof —m e2££78636296£16d0b5301209a04430d

aa-logprof scans the log, asking you how to handle each logged event. Each question
presents a numbered list of AppArmor rules that can be added by pressing the
number of the item on the list.

By default, aa-logprof looks for profiles in /etc/apparmor.d/  and scans the
login /var/log/messages .In many cases, running aa—-logprof as root
is enough to create the profile.

However, there might be times when you need to search archived log files, such as
if the program exercise period exceeds the log rotation window (when the log file
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is archived and a new log file is started). If this is the case, you can enter zcat -f
‘ls -1tr /var/log/messages*’ | aa-logprof -f -.

aa-logprof Example 1

The following is an example of how aa-logprof addresses httpd2-prefork accessing
the file /etc/group . [] indicates the default option.

In this example, the access to /et c/group is part of httpd2-prefork accessing
name services. The appropriate response is 1, which includes a predefined set of
AppArmor rules. Selecting 1 to #include the name service package resolves all of
the future questions pertaining to DNS lookups and also makes the profile less brittle
in that any changes to DNS configuration and the associated name service profile
package can be made just once, rather than needing to revise many profiles.

Profile: /usr/sbin/httpd2-prefork
Path: /etc/group
New Mode: r

[1 - #include <abstractions/nameservice>]
2 - /etc/group
[(A)1llow] / (D)eny / (N)ew / (G)lob / Glob w/(E)xt / Abo(r)t / (F)inish

Select one of the following responses:

Select Enter
Triggers the default action, which is, in this example, allowing access to the
specified directory path entry.

Allow
Allows access to the specified directory path entries. AppArmor suggests file
permission access. For more information about this, refer to Paznen 20.7, «File
Permission Access Modes» (cTp. 254).

Deny
Prevents the program from accessing the specified directory path entries.
AppArmor then continues to the next event.

New
Prompts you to enter your own rule for this event, allowing you to specify
whatever form of regular expression you want. If the expression entered does not
actually satisfy the event that prompted the question in the first place, AppArmor
asks for confirmation and lets you reenter the expression.
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Glob
Select either a specific path or create a general rule using wild cards that matches
on a broader set of paths. To select any of the offered paths, enter the number
that is printed in front of the paths then decide how to proceed with the selected
item.

For more information about globbing syntax, refer to Paznen 20.6, «Paths and
Globbing» (ctp. 252).

Glob w/Ext
This modifies the original directory path while retaining the filename extension.
For example, /etc/apache2/file.ext becomes /etc/apache2/

* .ext ,adding the wild card (asterisk) in place of the filename. This allows
the program to access all files in the suggested directory that end with the . ext
extension.

Abort
Aborts aa-logprof, losing all rule changes entered so far and leaving all profiles
unmodified.

Finish
Closes aa-logprof, saving all rule changes entered so far and modifying all
profiles.

aa-logprof Example 2

For example, when profiling vsftpd, see this question:

Profile: /usr/sbin/vsftpd
Path: /y2k.Jpg
New Mode: r

[1 - /y2k.Jpg]

(A)llow / [(D)eny]l / (N)ew / (G)lob / Glob w/(E)xt / Abo(r)t / (F)inish

Several items of interest appear in this question. First, note that vsftpd is asking for

a path entry at the top of the tree, even though vsftpd on openSUSE serves FTP files
from /srv/ftp by default. This is because httpd2-prefork uses chroot and, for the
portion of the code inside the chroot jail, AppArmor sees file accesses in terms of the
chroot environment rather than the global absolute path.

The second item of interest is that you might want to grant FTP read access to all
JPEG files in the directory, so you could use Glob w/Ext and use the suggested path
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of /*. jpg. Doing so collapses all previous rules granting access to individual . jpg
files and forestalls any future questions pertaining to access to . jpg files.

Finally, you might want to grant more general access to FTP files. If you select Glob
in the last entry, aa-logprof replaces the suggested path of /y2k. jpg with /*.
Alternatively, you might want to grant even more access to the entire directory tree,
in which case you could use the New path option and enter /** . jpg (which would
grant access to all . jpg files in the entire directory tree) or /* * (which would grant
access to all files in the directory tree).

These items deal with read accesses. Write accesses are similar, except that it is good
policy to be more conservative in your use of regular expressions for write accesses.
Dealing with execute accesses is more complex. Find an example in ITpumep 23.1,
«Learning Mode Exception: Controlling Access to Specific Resources» (ctp. 303).

In the following example, the /usr/bin/mail  mail client is being profiled
and aa-logprof has discovered that /usr/bin/mail executes /usr/bin/less
as a helper application to «page» long mail messages. Consequently, it presents this
prompt:

/usr/bin/nail -> /usr/bin/less
(I)nherit / (P)rofile / (U)nconfined / (D)eny

NOJOCKA3KA

The actual executable file for /usr/bin/mail  turns outto be /usr/
bin/nail , which is not a typographical error.

The program /usr/bin/less  appears to be a simple one for scrolling through
text that is more than one screen long and that is in fact what /usr/bin/mail

is using it for. However, less is actually a large and powerful program that makes use
of many other helper applications, such as tar and rpm.

NMOACKA3KA

Run less on a tar file or an RPM file and it shows you the inventory of
these containers.

You do not want to run rpm automatically when reading mail messages (that leads
directly to a Microsoft* Outlook—style virus attack, because rpm has the power to
install and modify system programs), so, in this case, the best choice is to use Inherit.
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This results in the less program executed from this context running under the profile
for /usr/bin/mail . This has two consequences:

* You need to add all of the basic file accesses for /usr/bin/less tothe
profile for /usr/bin/mail

* You can avoid adding the helper applications, such as tar and rpm, to the /usr/
bin/mail  profile so that when /usr/bin/mail runs /usr/bin/
less in this context, the less program is far less dangerous than it would be
without AppArmor protection.

In other circumstances, you might instead want to use the Profile option. This has
two effects on aa-logprof:

 The rule written into the profile uses px, which forces the transition to the child's
own profile.

* aa-logprof constructs a profile for the child and starts building it, in the same way
that it built the parent profile, by assigning events for the child process to the
child's profile and asking the aa-logprof user questions.

If a confined program forks and executes another program, aa-logprof sees this

and asks the user which execution mode should be used when launching the child
process. The execution modes of inherit, profile, unconfined or an option to deny the
execution are presented.

If a separate profile exists for the child process, the default selection is profile. If a
profile does not exist, the default is inherit. The inherit option, or ix, is described in
Pazpnen 20.7, «File Permission Access Modes» (ctp. 254).

The profile option indicates that the child program should run in its own profile. A
secondary question asks whether to sanitize the environment that the child program
inherits from the parent. If you choose to sanitize the environment, this places the
execution modifier Px in your AppArmor profile. If you select not to sanitize, px
is placed in the profile and no environment sanitizing occurs. The default for the
execution mode is px if you select profile execution mode.

The unconfined execution mode is not recommended and should only be used in
cases where there is no other option to generate a profile for a program reliably.
Selecting unconfined opens a warning dialog asking for confirmation of the
choice. If you are sure and choose Yes, a second dialog ask whether to sanitize the
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environment. Choosing Yes uses the execution mode Ux in your profile. Choosing
No uses the execution mode ux for your profile. The default value selected is Ux for
unconfined execution mode.

BA>KHO: Running Unconfined

Choosing ux is very dangerous and provides no enforcement of policy
(from a security perspective) of the resulting execution behavior of the child
program.

aa-unconfined—Ildentifying Unprotected
Processes

The aa-unconfined command examines open network ports on your system,
compares that to the set of profiles loaded on your system, and reports network
services that do not have AppArmor profiles. It requires root privileges and that it
not be confined by an AppArmor profile.

aa-unconfined must be run as root to retrieve the process executable link from the
/proc file system. This program is susceptible to the following race conditions:

¢ An unlinked executable is mishandled

* A process that dies between net stat (8) and further checks is mishandled

3AMEYAHME

This program lists processes using TCP and UDP only. In short, this
program is unsuitable for forensics use and is provided only as an aid to
profiling all network-accessible processes in the lab.

23.7 Important Filenames and
Directories

The following list contains the most important files and directories used by the
AppArmor framework. If you intend to manage and troubleshoot your profiles
manually, make sure that you know about these files and directories:
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/sys/kernel/security/apparmor/profiles
Virtualized file representing the currently loaded set of profiles.

/etc/apparmor/
Location of AppArmor configuration files.

/etc/apparmor/profiles/extras/
A local repository of profiles shipped with AppArmor, but not enabled by
default.

/etc/apparmor.d/
Location of profiles, named with the convention of replacing the / in paths with
. (not for the root /) so profiles are easier to manage. For example, the profile
for the program /usr/sbin/ntpd isnamed usr.sbin.ntpd

/etc/apparmor.d/abstractions/
Location of abstractions.

/etc/apparmor.d/program-chunks/
Location of program chunks.

/proc/*/attr/current
Check this file to review the confinement status of a process and the profile
that is used to confine the process. The ps auxZ command retrieves this
information automatically.
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Profiling Your Web
Applications Using
ChangeHat

A Novell® AppArmor profile represents the security policy for an individual
program instance or process. It applies to an executable program, but if a portion of
the program needs different access permissions than other portions, the program can
«change hats» to use a different security context, distinctive from the access of the
main program. This is known as a hat or subprofile.

ChangeHat enables programs to change to or from a hat within a Novell AppArmor
profile. It enables you to define security at a finer level than the process. This
feature requires that each application be made «ChangeHat aware», meaning that it
is modified to make a request to the Novell AppArmor module to switch security
domains at arbitrary times during the application execution. Two examples for
ChangeHat-aware applications are the Apache Web server and Tomcat.

A profile can have an arbitrary number of subprofiles, but there are only two levels:
a subprofile cannot have further sub-subprofiles. A subprofile is written as a separate
profile and named as the containing profile followed by the subprofile name,
separated by a ~. Subprofiles must be stored in the same file as the parent profile.

Note that the security of hats is considerably weaker than that of full profiles. That
is to say, if attackers can find just the right kind of bug in a program, they may be
able to escape from a hat into the containing profile. This is because the security of
hats is determined by a secret key handled by the containing process, and the code
running in the hat must not have access to the key. Thus change_hat is most useful
in conjunction with application servers, where a language interpreter (such as PERL,
PHP, or Java) is isolating pieces of code such that they do not have direct access to
the memory of the containing process.
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The rest of this chapter describes using change_hat in conjunction with Apache,

to contain web server components run using mod_perl and mod_php. Similar
approaches can be used with any application server by providing an application
module similar to the mod_apparmor described next in Pazaen 24.2.2, «Location and
Directory Directives» (ctp. 325).

3AMEYAHME: For More Information

For more information, see the change_hat man page.

24.1 Apache ChangeHat

Novell AppArmor provides a mod_apparmor module (package apache2-
mod_apparmor) for the Apache program. This module makes the Apache Web
server ChangeHat aware. Install it along with Apache.

When Apache is ChangeHat aware, it checks for the following customized Novell
AppArmor security profiles in the order given for every URI request that it receives.

* URI-specific hat. For example, “phpsysinfo/templates/classic/
images/bar_left.gif

e DEFAULT_URI

e HANDLING_UNTRUSTED_INPUT

3AMEYAHME: Apache Configuration

If you install apache2-mod_apparmor, make sure the module gets
loaded in Apache by executing the following command:

aZenmod apparmor

24.1.1 Managing ChangeHat-Aware
Applications

As with most of the Novell AppArmor tools, you can use two methods for managing
ChangeHat, YaST or the command line interface. Managing ChangeHat-aware
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applications from the command line is much more flexible, but the process is also
more complicated. Both methods allow you to manage the hats for your application
and populate them with profile entries.

The following steps are a demonstration that adds hats to an Apache profile using
YaST. In the Add Profile Wizard, the Novell AppArmor profiling utilities prompt
you to create new hats for distinct URI requests. Choosing to create a new hat allows
you to create individual profiles for each URI. You can create very tight rules for
each request.

If the URI that is processed does not represent significant processing or otherwise
does not represent a significant security risk, safely select Use Default Hat to process
this URI in the default hat, which is the default security profile.

This example creates a new hat for the URI phpsysinfo and its subsequent
accesses. Using the profiling utilities, delegate what to add to this new hat. The
resulting hat becomes a tight-security container that encompasses all the processing
on the server that occurs when the phpsysinfo URI is passed to the Apache Web
server.

The URI runs the application phpsysinfo (refer to http://phpsysinfo
.sourceforge.net  for more information). The phpsysinfo package is
assumed to be installed in /srv/www/htdocs/phpsysinfo in a clean

(new) installation of openSUSE and AppArmor.

1 Once phpsysinfo is installed, you are ready to add hats to the Apache profile.
From the Novell AppArmor GUI, select Add Profile Wizard.

2 In Application to Profile, enter ht tpd2-prefork.

3 Click Create Profile.
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This wizard will help you create a new AppArmor security
profile for an application, or you can use it to enhance
an existing profile by allowing AppArmor to learn new
application behavior,

Please enter the application name for which you would like
to create a profile, or select Browse to find the
application on your systerm,

Application to Profile:

[

Browse

Create Abort

4 Restart Apache by entering rcapache?2 restart in a terminal window.
Restart any program you are profiling at this point.

5 Openhttp://localhost/phpsysinfo/ ina Web browser window.
The browser window should display network usage and system information.

3AMEYAHME: Data Caching

To ensure that this request is processed by the server and you do not
review cached data in your browser, refresh the page. To do this, click
the browser Refresh button to make sure that Apache processes the
request for the phpsysinfo URI.

6 Click Scan System Log for Entries to Add to Profiles. Novell AppArmor launches
the aa-logprof tool, which scans the information learned in the previous step.
It begins to prompt you with profile questions.

7 aa-logprof first prompts with Add Requested Hat or Use Default Hat because
it noticed that the phpsysinfo URI was accessed. Select Add Requested Hat.

8 Click Allow.
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Choosing Add Requested Hat in the previous step creates a new hat in the profile
and specifies that the results of subsequent questions about the script's actions are
added to the newly created hat rather than the default hat for this application.

In the next screen, Novell AppArmor displays an external program that the script
executed. You can specify that the program should run confined by the phpsysinfo
hat (choose Inherit), confined by a separate profile (choose Profile), or that it
should run unconfined or without any security profile (choose Unconfined). For
the case of the Profile option, a new profile is created for the program if one does
not already exist.

3AMEYAHME: Security Considerations

Selecting Unconfined can create a significant security hole and should
be done with caution.

8a Select Inherit for the /bin/bash path. This adds /bin/bash
(accessed by Apache) to the phpsysinfo hat profile with the necessary
permissions.

8b Click Allow.

9 The remaining questions prompt you to generate new hats and add entries to your
profile and its hats. The process of adding entries to profiles is covered in detail in
the Paznen 22.1, «Adding a Profile Using the Wizard» (ctp. 273).

When all profiling questions are answered, click Finish to save your changes and
exit the wizard.

The following is an example phpsysinfo hat.
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TMpumep 24.1 Example phpsysinfo Hat
/usr/sbin/httpd2-prefork {
“phpsysinfo {
#include <abstractions/bash>
#include <abstractions/nameservice>

/bin/basename ixr,
/bin/bash ixr,
/bin/df ixr,
/bin/grep ixr,
/bin/mount Ux,
/bin/sed ixr,
/dev/bus/usb/ r,
/dev/bus/usb/** r,
/dev/null w,
/dev/tty rw,
/dev/urandom r,
/etc/SuSE-release r,
/etc/ld.so.cache r,
/etc/lsb-release r,
/etc/lsb-release.d/ r,
/1lib/1d-2.6.1.s0 ixr,
/proc/** r,
/sbin/lspci ixr,
/srv/www/htdocs/phpsysinfo/** r,
/sys/bus/pci/** r,
/sys/bus/scsi/devices/ r,
/sys/devices/** r,
/usr/bin/cut ixr,
/usr/bin/getopt ixr,
/usr/bin/head ixr,
/usr/bin/lsb_release ixr,
/usr/bin/lsscsi ixr,
/usr/bin/tr ixr,
/usr/bin/who ixr,
/usr/lib/lib*so* mr,
/usr/lib/locale/** r,
/usr/sbin/lsusb ixr,
/usr/share/locale/** r,
/usr/share/pci.ids r,
/usr/share/usb.ids r,
/var/log/apache2/access_log W,
/var/run/utmp kr,
i

3AMEYAHME: Hat and Parent Profile Relationship

The profile ~phpsysinfo is only valid in the context of a process running
under the parent profile httpd2-prefork
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24.1.2 Adding Hats and Entries to Hats

When you use the Edit Profile dialog (for instructions, refer to Paznen 22.3, «Editing
Profiles» (ctp. 281)) or when you add a new profile using Manually Add Profile (for
instructions, refer to Pazmen 22.2, «Manually Adding a Profile» (ctp. 280)), you are
given the option of adding hats (subprofiles) to your Novell AppArmor profiles.
Add a ChangeHat subprofile from the AppArmor Profile Dialog window as in the
following.

7 AppArmour Profile Dialogue

In this form you can view and modify the contents of an individual profile. more

AppArmour profile for fusr/sbinhttpd2-prefork

File MName Permissions

[+] ~DEFAULT_URI
[+] “HANDLING_UNTRUSTED_INPUT

#include abstractions/base

#include abstractions/consoles

#include abstractions/kerberosclient

#include abstractions/namesenvice

#include abstractions/perl

CAP_KILL

CAP_NET_BIND_SERVICE

CAP_SETGID

CAP_SETUID

CAP_SYS_TTY_CONFIG

jdevfrandom r
fetc/apache2/*.conf r
[etc/apache2/magic r
fetcjapache2/mod perl-startup pl r
fetcjapachez/ssl.crtpecrt r
fetc/apache2/ssl key/* key r
fetc/apache2/{conf,sysconfig.vhests}.df r
iatr he?/{ranf svsronfin vhnste} dek r

Add Entry v Edit Entry Delete Entry

Help ©abort | | €@Back | Done |

1 From the AppArmor Profile Dialog window, click Add Entry then select Hat. The
Enter Hat Name dialog box opens:

Please enter the name of the Hat that you would like
to add to the profile fusr/shin/httpd2-prefork.

Hat name to add:

[phpsysinf0|

Create Hat Abort

Profiling Your Web Applications Using ChangeHat 323



2 Enter the name of the hat to add to the Novell AppArmor profile. The name is the
URI that, when accessed, receives the permissions set in the hat.

3 Click Create Hat. You are returned to the AppArmor Profile Dialog screen.

4 After adding the new hat, click Done.

3AMEYAHMUE: For More Information

For an example of an Novell AppArmor profile, refer to Mpumep 24.1,
«Example phpsysinfo Hat» (cTp. 322).

24.2 Configuring Apache for
mod_apparmor

Apache is configured by placing directives in plain text configuration files. The
main configuration file is usually ht tpd.conf . When you compile Apache,
you can indicate the location of this file. Directives can be placed in any of these
configuration files to alter the way Apache behaves. When you make changes to
the main configuration files, you need to start or restart Apache, so the changes are
recognized.

24.2.1 Virtual Host Directives

Virtual host directives control whether requests that contain trailing pathname
information following an actual filename (or that refer to a nonexistent file in an
existing directory) are accepted or rejected. For Apache documentation on virtual
host directives, refer to http://httpd.apache.org/docs/2.2/
mod/core.html#virtualhost

The ChangeHat-specific configuration keyword is AADefaultHatName.
It is used similarly to AAHatName, for example, AADefaultHatName
My_Funky_Default_Hat.

The configuration option is actually based on a server directive, which enables you
to use the keyword outside of other options, setting it for the default server. Virtual
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hosts are considered internally within Apache to be separate «servers,» so you can
set a default hat name for the default server as well as one for each virtual host, if
desired.

When a request comes in, the following steps reflect the sequence in which
mod_apparmor attempts to apply hats.

1. A location or directory hat as specified by the AAHatName keyword
2. A hat named by the entire URI path
3. A default server hat as specified by the AADefaultHatName keyword

4. DEFAULT_URI (if none of those exist, it goes back to the «parent» Apache hat)

24.2.2 Location and Directory Directives

Location and directory directives specify hat names in the program configuration
file so the program calls the hat regarding its security. For Apache, you can find
documentation about the location and directory directives at http://httpd
.apache.org/docs/2.2/sections.html

The location directive example below specifies that, for a given location,
mod_apparmor should use a specific hat:

<Location /foo/> AAHatName MY_HAT_NAME </Location>

This tries to use MY_HAT_NAME for any URI beginning with /foo/ (/foo/, /
foo/bar ,/foo/cgi/path/blah_blah/blah , etc.).

The directory directive works similarly to the location directive, except it refers to a
path in the file system as in the following example:

<Directory "/srv/www/www.immunix.com/docs">
# Note lack of trailing slash
AAHatName immunix.com

</Directory>

Example: The program phpsysinfo is used to illustrate a location directive in the
following example. The tarball can be downloaded from http://phpsysinfo
.sourceforge.net
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1 After downloading the tarball, install it into /srv/www/htdocs/
phpsysinfo

2 Create /etc/apache2/conf.d/phpsysinfo.conf and add the
following text to it:

<Location "/phpsysinfo">
AAHatName phpsysinfo
</Location>

The following hat should then work for phpsysinfo:
/usr/sbin/httpd2-prefork {
“phpsysinfo {
#include <abstractions/bash>
#include <abstractions/nameservice>

/bin/basename ixr,
/bin/bash ixr,
/bin/df ixr,
/bin/grep ixr,
/bin/mount Ux,
/bin/sed ixr,
/dev/bus/usb/ r,
/dev/bus/usb/** r,
/dev/null w,
/dev/tty rw,
/dev/urandom r,
/etc/SuSE-release r,
/etc/ld.so.cache r,
/etc/lsb-release r,
/etc/lsb-release.d/ r,
/1lib/1d-2.6.1.s0 ixr,
/proc/** r,
/sbin/lspci ixr,
/srv/www/htdocs/phpsysinfo/** r,
/sys/bus/pci/** r,
/sys/bus/scsi/devices/ r,
/sys/devices/** r,
/usr/bin/cut ixr,
/usr/bin/getopt ixr,
/usr/bin/head ixr,
/usr/bin/lsb_release ixr,
/usr/bin/lsscsi ixr,
/usr/bin/tr ixr,
/usr/bin/who ixr,
/usr/lib/lib*so* mr,
/usr/lib/locale/** r,
/usr/sbin/lsusb ixr,
/usr/share/locale/** r,
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/usr/share/pci.ids r,

/usr/share/usb.ids r,
/var/log/apache2/access_log w,
/var/run/utmp kr,

Reload Novell AppArmor profiles by entering rcapparmor restart ata
terminal window as root.

Restart Apache by entering rcapache2 restart ataterminal window as
root.

Enter http://hostname/phpsysinfo/  into a browser to receive the
system information that phpsysinfo delivers.

Locate configuration errors by going to /var/log/audit/audit.log
or running dme sg and looking for any rejections in the output.
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Confining Users with
pam_apparmor

An AppArmor profile applies to an executable program; if a portion of the program
needs different access permissions than other portions need, the program can
change hats via change_hat to a different role, also known as a subprofile. The
pam_apparmor PAM module allows applications to confine authenticated users into
subprofiles based on group names, user names, or a default profile. To accomplish
this, pam_apparmor needs to be registered as a PAM session module.

The package pam_apparmor may not installed by default, you may need to install it
using YaST or zypper. Details about how to set up and configure pam_apparmor
can be found in /usr/share/doc/packages/pam_apparmor/

README after the package has been installed. For details on PAM, refer to I'naBa 2,
Authentication with PAM (ctp. 17).

pam_apparmor allows you to set up role-based access control (RBAC). In
conjunction with the set capabilities rules (see Pazgen 20.11, «Setting Capabilities
per Profile» (ctp. 264) for more information), it allows you to map restricted admin
profiles to users. A detailed HOWTO on setting up RBAC with AppArmor is
available at http://developer.novell.com/wiki/index.php/
Apparmor_RBAC_in_version_2.3
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Managing Profiled
Applications

After creating profiles and immunizing your applications, openSUSE® becomes
more efficient and better protected as long as you perform Novell® AppArmor
profile maintenance (which involves analyzing log files, refining your profiles,
backing up your set of profiles and keeping it up-to-date). You can deal with these
issues before they become a problem by setting up event notification by e-mail,
running periodic reports, updating profiles from system log entries by running the aa-
logprof tool through YaST, and dealing with maintenance issues.

26.1 Monitoring Your Secured
Applications

Applications that are confined by Novell AppArmor security profiles generate
messages when applications execute in unexpected ways or outside of their specified
profile. These messages can be monitored by event notification, periodic report
generation, or integration into a third-party reporting mechanism.

For reporting and alerting, AppArmor uses a userspace daemon (/usr/sbin/
aa—eventd). This daemon monitors log traffic, sends out notifications, and runs
scheduled reports. It does not require any end user configuration and it is started
automatically as part of the security event notification through the YaST AppArmor
Control Panel or by the configuration of scheduled reports in the YaST AppArmor
Reports module.
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Apart from transparently enabling and disabling aa-eventd with the YaST modules,
you can manually toggle its status with the rcaaeventd init script. The AppArmor
event daemon is not required for proper functioning of the profiling process (such as
enforcement or learning). It is just required for reporting.

Find more details on security event notification in Pa3uen 26.2, «Configuring
Security Event Notification» (ctp. 332) and on scheduled reports in Pazmen 26.3,
«Configuring Reports» (ctp. 335).

If you prefer a simple way of being notified of any AppArmor reject events that does
not require you to check your e-mails or any log files, use the AppArmor Desktop
Monitor applet that integrates into the GNOME desktop. Refer to Paznen 26.4,
«Configuring and Using the AppArmor Desktop Monitor Applet» (ctp. 355) for
details.

26.2 Configuring Security Event
Notification

Security event notification is a Novell AppArmor feature that informs you when
systemic Novell AppArmor activity occurs. Activate it by selecting a notification
frequency (receiving daily notification, for example). Enter an e-mail address so you
can be notified by e-mail when Novell AppArmor security events occur. Select one
of the following notification types:

Terse
Terse notification summarizes the total number of system events without
providing details. For example:

jupiter.example.com has had 41 security events since Mon Sep 10 14:53:16
2007.

Summary Notification
Summary notification displays the logged Novell AppArmor security events
and lists the number of individual occurrences, including the date of the last
occurrence. For example:
AppArmor: PERMITTING access to capability ’setgid’ (httpd2-prefork (6347)

profile /usr/sbin/httpd2-prefork active /usr/sbin/httpd2-prefork) 2
times, the latest at Sat Oct 9 16:05:54 2004.
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Verbose Notification

Verbose notification displays unmodified, logged Novell AppArmor security

events. It tells you every time an event occurs and writes a new line in the

verbose log. These security events include the date and time the event occurred,

when the application profile permits and rejects access, and the type of file

permission access that is permitted or rejected. Verbose notification also reports

several messages that the aa-logprof tool (see «aa-logprof—Scanning the System

Log» (ctp. 309)) uses to interpret profiles. For example:

type=APPARMOR_DENIED msg=audit (1189428793.218:2880) :
operation="file_permission" requested_mask="::w" denied_mask="::w"

fsuid=1000 name="/var/log/apache2/error_log" pid=22969 profile="/usr/
sbin/httpd2-prefork"

3AMEYAHUME

You must set up a mail server that can send outgoing mail using the SMTP
protocol (for example, postfix or exim) for event notification to work.

1 In the Enable Security Event Notification section of the AppArmor Configuration
window, click Configure.

Security Event Notification

The Security Event Notification screen enables you to setup email alerts for security e... more

Security Event Notification

Terse Notification
Erequency: Email Address: Severity:

Disabled ~ | |O

& Include Unknown Severity Events

Summary Notification
Freguency: Email Address: Severity:

Disabled ~ | |0

[ Include Unknown Severity Events

Verbose Notification
Frequency: Email Address: Seyerity:

Disabled ~ | |O

& Include Unknown Severity Events

Help @Dabort |¢-|79K|
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2 In the Security Event Notification window, enable Terse, Summary, or Verbose
event notification.

2a In each applicable notification type section, enter the e-mail addresses of
those who should receive notification in the field provided. If notification
is enabled, you must enter an e-mail address. Separate multiple e-mail
addresses with commas.

2b For each notification type enabled, select the frequency of notification.
Select a notification frequency from the following options:
* Disabled
* | minute
* 5 minutes
* 10 minutes
* 15 minutes
* 30 minutes
* | hour
* | day
* 1 week

2c¢ For each selected notification type, select the lowest severity level for
which a notification should be sent. Security events are logged and the
notifications are sent at the time indicated by the interval when events are

equal to or greater than the selected severity level. If the interval is / day,
the notification is sent daily, if security events occur.

3AMEYAHME: Severity Levels

Novell AppArmor sends out event messages for things that are
in the severity database and above the level selected. Severity
levels are numbered 1 through 10, with 10 being the most severe
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severity level of potential security events. The severity levels are
determined by the importance of different security events, such as
certain resources accessed or services denied.

3 Click OK.
4 Click Done in the Novell AppArmor Configuration window.
5 Click File > Quit in the YaST Control Center.

After configuring security event notification, read the reports and determine
whether events require follow up. Follow up may include the procedures outlined in
Pasnen 26.5, «Reacting to Security Event Rejections» (ctp. 355).

26.3 Configuring Reports

Novell AppArmor's reporting feature adds flexibility by enhancing the way users can
view security event data. The reporting tool performs the following:

* Creates on-demand reports

* Exports reports

* Schedules periodic reports for archiving

* E-mails periodic reports

* Filters report data by date

* Filters report data by other options, such as program name

Using reports, you can read important Novell AppArmor security events reported
in the log files without manually sifting through the messages only useful to the
aa-logprof tool. Narrow down the size of the report by filtering by date range or
program name. You can also export an html or csv file.

The following are the three types of reports available in Novell AppArmor:

Executive Security Summary
A combined report, consisting of one or more security incident reports from one
or more machines. This report can provide a single view of security events on

Managing Profiled Applications 335



multiple machines. For more details, refer to «Executive Security Summary»
(cTp. 345).

Application Audit Report
An auditing tool that reports which application servers are running and
whether the applications are confined by AppArmor. Application servers are
applications that accept incoming network connections. For more details, refer to
«Application Audit Report» (ctp. 342).

Security Incident Report
A report that displays application security for a single host. It reports policy
violations for locally confined applications during a specific time period. You
can edit and customize this report or add new versions. For more details, refer to
«Security Incident Report» (ctp. 343).

To use the Novell AppArmor reporting features, proceed with the following steps:

1 Open YaST > Novell AppArmor.

2 In Novell AppArmor, click AppArmor Reports. The AppArmor Security Event
Reports window appears. From the Reports window, select an option and proceed
to the respective section for instructions:
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¢ AppArmour Security Event Report

The summary of scheduled reports page shows us when reperts are scheduled to run. more

Schedule Reports

Report Name Day of Month Day of Week Hour
Applications Audit Report - - 23
Security Incident Report - - 23
View Archive | | Run Mow
4k Add | | [52Edit| | G Delete
Help @ Abort

View Archive

Mins

58
59

€aBack | Done

Displays all reports that have been run and stored in /var/log/

apparmor/reports—archived/

. Select the report you want

to see in detail and click View. For View Archive instructions, proceed to
Paznen 26.3.1, «Viewing Archived Reports» (ctp. 338).

Run Now

Produces an instant version of the selected report type. If you select a security
incident report, it can be further filtered in various ways. For Run Now
instructions, proceed to Paznen 26.3.2, «<Run Now: Running On-Demand

Reports» (cTp. 346).

Add

Creates a scheduled security incident report. For Add instructions, proceed to
Paznen 26.3.3, «<Adding New Reports» (cTp. 348).

Edit

Edits a scheduled security incident report.
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Delete
Deletes a scheduled security incident report. All stock or canned reports
cannot be deleted.

Back
Returns you to the Novell AppArmor main screen.

Abort
Returns you to the Novell AppArmor main screen.

Next
Performs the same function as the Run Now button.

26.3.1 Viewing Archived Reports

View Reports enables you to specify the location of a collection of reports from one
or more systems, including the ability to filter by date or names of programs accessed
and display them all together in one report.

1 From the AppArmor Security Event Report window, select View Archive.
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¢ AppArmour Security Event Report

The View Archive Reports form enables you to view previously generated reports, loca... more

View Archived Reports

Choose a Report Type
O SR App Aud Ess

Location of Archived Reports

Mvarflogfapparmarfreports-archivedf Browse
Report Date
View | View All
Help @abort | €@Back | | Done

Select the report type to view. Toggle between the different types: SIR (Security
Incident Report), App Aud (Application Audit), and ESS (Executive Security
Summary).

You can alter the directory location of the archived reports in Location of
Archived Reports. Select Accept to use the current directory or select Browse to
find a new report location. The default directory is /var/log/apparmor/

reports—archived

To view all the reports in the archive, select View All. To view a specific report,
select a report file listed in the Report field then select View.

For Application Audit and Executive Security Summary reports, proceed to Ilar 9
(cTp. 341).

The Report Configuration Dialog opens for Security Incident reports.
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¢ Report Configuration Dialogue

The Report Configuration dialog enables you to filter the archived report selected in the previous screen. more

|Fiter By Date Range|

Program name: Profile name: PID number: Seyerity:
[ I I | A -

Detajl Access Type: Mode:

‘ ‘ R All

Export Type: Location to store log.

None |v | |jvar/log/apparmorfreports-exported |

Browse

Help @~Abort | | @Back | | B> Next

7 The Report Configuration dialog enables you to filter the reports selected in the
previous screen. Enter the desired filter details. The fields are:

Date Range
To display reports for a certain time period, select Filter By Date Range.
Enter the start and end dates that define the scope of the report.

Program Name
When you enter a program name or pattern that matches the name of the
binary executable of the program of interest, the report displays security
events that have occurred for a specific program.

Profile Name
When you enter the name of the profile, the report displays the security events
that are generated for the specified profile. You can use this to see what is
being confined by a specific profile.

PID Number
PID number is a number that uniquely identifies one specific process or
running program (this number is valid only during the lifetime of that
process).

Severity

Select the lowest severity level for security events to include in the report.
The selected severity level (and above) are then included in the reports.

340 PykoBoncTeo no 6e3onacHocTy



Detail
A source to which the profile has denied access. This includes capabilities and
files. You can use this field to report the resources to which profiles prevent
access.

Access Type
The access type describes what is actually happening with the security event.
The options are PERMITTING, REJECTING, or AUDITING.

Mode
The Mode is the permission that the profile grants to the program or process
to which it is applied. The options are a1l (all modes without filtering), r
(read), w (write), 1 (link),x (execute), and m (mmap).

Export Type
Enables you to export a CSV (comma separated values) or HTML file. The
CSV file separates pieces of data in the log entries with commas using a
standard data format for importing into table-oriented applications. You
can enter a path for your exported report by typing the full path in the field
provided.

Location to Store Log
Enables you to change the location at which to store the exported report. The
default location is /var/log/apparmor/reports—-exported
When you change this location, select Accept. Select Browse to browse the

file system.

8 To see the report, filtered as desired, select Nexz. One of the three reports displays.

9 Refer to the following sections for detailed information about each type of report.

* For the application audit report, refer to «Application Audit Report»
(ctp. 342).

* For the security incident report, refer to «Security Incident Report»
(cTp. 343).

* For the executive summary report, refer to «Executive Security Summary»
(ctp. 345).
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Application Audit Report

An application audit report is an auditing tool that reports which application servers
are running and whether they are confined by AppArmor.

¢ AppArmour On-Demand Report

An auditing tool that reports which application servers are running and whether they are confined... more

Applications Audit Report

Host Date Program Profile PID State Type
bourbaki Thu Oct 29 10:31:25 2009 /sbinfrpcbind - 2708 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 /shin/rpcbind - 2708 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 Jshin/rpchind - 2708 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 /sbinfrpcbind - 2708 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 /shinfrpcbind B 2708 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 jusr/shin/avahi-daemon - 2861 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/shinfavahi-daemon - 2861 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/shin/cupsd - 2865 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/shinfcupsd - 2865 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/shin/cupsd - 2865 not-confined -
bourbaki Thu Oct 29 10:21:25 2009 fusrfshinfsshd B 2972 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 jusr/shin/sshd - 2872 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/shinfxinetd B 3033 not-confined -
bourbaki Thu Oct 29 10:21:25 2009 fusrfshin/xinetd - 3032  not-confined -
bourbaki Thu Oct 29 10:31:25 2009 jusr/lib/postfixjmaster - 3231 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 jusr/lib/postfixjmaster - 3231 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 Jjusr/shin/ntpd - 3271 not-confined -
bourbaki Thu Oct 29 10:31:25 2009 fusr/sbin/ntpd - 3271 not-confined -
buichali Thi Aet 20 10:21:25 2000 hintntnd 1 [T 2
Sort
Help @abort | | €EBack ‘ Done ‘

The following fields are provided in an application audit report:

Host
The machine protected by AppArmor for which the security events are reported.

Date
The date during which security events occurred.

Program
The name and path of the executing process.

Profile
The absolute name of the security profile that is applied to the process.

PID
A number that uniquely identifies one specific process or running program (this
number is valid only during the lifetime of that process).
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State
This field reveals whether the program listed in the program field is confined. If
it is not confined, consider creating a profile for it.

Type
This field reveals the type of confinement the security event represents (either
complain or enforce). If the application is not confined (state), no type of
confinement is reported.

Security Incident Report

A security incident report displays security events of interest to an administrator. The
SIR reports policy violations for locally confined applications during a specified time
period. It also reports policy exceptions and policy engine state changes. These two
types of security events are defined as follows:

Policy Exceptions
When an application requests a resource that is not defined within its profile, a
security event is triggered. A report is generated that displays security events
of interest to an administrator. The SIR reports policy violations for locally
confined applications during a specified time period. The SIR reports policy
exceptions and policy engine state changes.

Policy Engine State Changes
Enforces policy for applications and maintains its own state, including when
engines start or stop, when a policy is reloaded, and when global security feature
are enabled or disabled.
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¢ AppArmour On-Demand Report

A report that displays security events of interest to an administrater. more

on Demand Event Report - Page 1 of 1

Host  Date Program Profile PID  Severity Mode Request Mode Deny

bourbaki 2009-10-28 10:24:16 jvar/libjntpproc/syskernel/ngroups_max Jusrsbin/ntpd 2834 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntpfproc/sys/kernel/ngroups_max Jusrfsbin/ntpd 3089 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntpfproc/sysikernel/ngroups_max Jusrfsbin/ntpd 2403 U
bourbaki 2009-10-28 10:24:16 fvar/libjntpproc/sys/kernel/ngroups_max Jusrsbin/ntpd 2814 U
bourbaki 2009-10-28 10:24:16 jvar/lib/ntp/proc/sys/kernel/ngroups_max Jusrfsbin/ntpd 2764 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntpfproc/sysfkernel/ngroups_max Jusrfsbin/ntpd 2853 U
bourbaki 2009-10-28 10:24:16 fvarflibjntpfprocisysfkernel/ngroups_max Jusrsbin/ntpd 2743 U
bourbaki 2009-10-28 10:24:16 pvar/libjntpfproc/syskernel/ngroups_max Jusrsbin/ntpd 2811 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntp/proc/sys/kernel/ngroups_max Jusrfsbin/ntpd 2788 U
bourbaki 2009-10-29 10:24:16 pvar/libntpfproc/sysikernel/ngroups_max fusrfsbin/ntpd 10381 U
bourbaki 2008-10-28 10:24:16 fvarflibjntpproc/sysfkernel/ngroups_max Jusrsbin/ntpd 2823 U
bourbaki 2009-10-29 10:24:16 fvar/lib/ntp/prac/sys/kernel/ngroups_max jusrfsbin/ntpd 2608 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntp/proc/sysfkernel/naroups_max Jusrfsbin/ntpd 5812 U
bourbaki 2009-10-28 10:24:16 fvarflibjntpprocisysfkernel/ngroups_max Jusrsbin/ntpd 2862 U
bourbaki 2009-10-28 10:24:16 varflibjntpfprocsyskernel/ngroups_max Jusrsbin/ntpd 3058 U
bourbaki 2009-10-29 10:24:16 pvar/lib/ntpfproc/sys/kernel/ngroups_max Jusrfsbin/ntpd 24181 U

u
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bourbaki 2009-10-29 10:24:16 pvar/lib/ntpfproc/sysfkernel/ngroups_max fusrfsbin/ntpd 2793
H [lib/r /i /s /l /1 jusrishin/ntnd 2940 1)

hourbaki 2009.10-28 10:24:16 Aarlibintoiorocisysfkermelinarouns max
L | D

Sert

Help @abort| | €3ack | |[ Done ||

The fields in the SIR report have the following meanings:

Host
The machine protected by AppArmor for which the security events are reported.

Date
The date during which security events occurred.

Program
The name of the executing process.

Profile
The absolute name of the security profile that is applied to the process.

PID
A number that uniquely identifies one specific process or running program (this
number is valid only during the lifetime of that process).

Severity
Severity levels of events are reported from the severity database. The severity
database defines the importance of potential security events and numbers them
1 through 10, 10 being the most severe security incident. The severity levels
are determined by the threat or importance of different security events, such as
certain resources accessed or services denied.
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Mode
The mode is the permission that the profile grants to the program or process to
which it is applied. The options are r (read), w (write), 1 (link), and x (execute).

Detail
A source to which the profile has denied access. This includes capabilities and
files. You can use this field to report the resources to which the profile prevents
access.

Access Type
The access type describes what is actually happening with the security event.
The options are PERMITTING, REJECTING, or AUDITING.

Executive Security Summary

A combined report consisting of one or more high-level reports from one or more
machines. This report can provide a single view of security events on multiple
machines as long as each machine's data is copied to the report archive directory,
which is /var/log/apparmor/reports—archived . One line of the
ESS report represents a range of SIR reports.

The following fields are provided in an executive security summary:

Host
The machine protected by AppArmor for which the security events are reported.

Start Date
The first date in a range of dates during which security events are reported.

End Date
The last date in a range of dates during which security events are reported.

Num Rejects
In the date range given, the total number of security events that are rejected
access attempts.

Num Events
In the date range given, the total number of security events.

Ave. Sev
This is the average of the severity levels reported in the date range given.
Unknown severities are disregarded in this figure.
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High Sev
This is the severity of the highest severity event reported in the date range given.

26.3.2 Run Now: Running On-Demand
Reports

The Run Now report feature enables you to instantly extract report information from
the Novell AppArmor event logs without waiting for scheduled events. If you need
help navigating to the main report screen, see Pazaen 26.3, «Configuring Reports»
(ctp. 335). Perform the following steps to run a report from the list of reports:

1 Select the report to run instantly from the list of reports in the Schedule Reports
window.

2 Select Run Now or Next. The next screen is dependent on which report you
selected in the previous step. As an example, select a security incident report.

3 The Report Configuration Dialog opens for security incident reports.

¢ Report Configuration Dialogue

The Report Configuration dialog enables you to filter the archived report selected in the previous screen. more

|Fiter By Date Range|

Program name: Profile name: PID number: Seyerity:
\ I J1 J| Al v

Detajl Access Type: Mode:

‘ ‘ R all

Export Type: Location to store log.

None |v | |jvar/log/apparmorfreports-exported |

Browse

Help @~Abort | | @Back | | B> Next

4 The Report Configuration Dialog enables you to filter the reports selected in the
previous screen. Enter the desired filter details. The following filter options are
available:
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Date Range
To limit reports to a certain time period, select Filter By Date Range. Enter
the start and end dates that determine the scope of the report.

Program Name
When you enter a program name or pattern that matches the name of the
binary executable for the relevant program, the report displays security events
that have occurred for that program only.

Profile Name
When you enter the name of the profile, the report displays the security events
that are generated for the specified profile. You can use this to see what is
confined by a specific profile.

PID Number
A number that uniquely identifies one specific process or running program
(this number is valid only during the lifetime of that process).

Severity
Select the lowest severity level for security events to include in the report.
The selected severity level and above are included in the reports.

Detail
A source to which the profile has denied access. This includes capabilities and
files. You can use this field to report the resources to which profiles prevent
access.

Access Type
The access type describes the action being taken with the security event. The
options are PERMITTING, REJECTING, or AUDITING.

Mode
The mode is the permission that the profile grants to the program or process
to which it is applied. The options are r (read), w (write), 1 (link), and x
(execute).

Export Type

Enables you to export a CSV (comma separated values) or HTML file. The
CSV file separates pieces of data in the log entries with commas, using a
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standard data format for importing into table-oriented applications. Enter a
path for your exported report by typing in the full path in the field provided.

Location to Store Log
Enables you to change the location that the exported report is stored. The
default location is /var/log/apparmor/reports—exported
When you change this location, select Accept. Select Browse to browse the
file system.

5 To see the report, filtered as desired, select Next. One of the three reports displays.

Refer the following sections for detailed information about each type of report.
* For the application audit report, refer to «Application Audit Report» (ctp. 342).
* For the security incident report, refer to «Security Incident Report» (ctp. 343).

* For the executive summary report, refer to «Executive Security Summary»
(ctp. 345).

26.3.3 Adding New Reports

Adding new reports enables you to create a scheduled security incident report that
displays Novell AppArmor security events according to your preset filters. When
a report is set up in Schedule Reports, it periodically launches a report of Novell
AppArmor security events that have occurred on the system.

You can configure a daily, weekly, monthly, or hourly report to run for a specified
period. You can set the report to display rejections for certain severity levels or

to filter by program name, profile name, severity level, or denied resources. This
report can be exported to an HTML (Hypertext Markup Language) or CSV (Comma
Separated Values) file format.

3AMEYAHUE

Return to the beginning of this section if you need help navigating to the
main report screen (see Pasgen 26.3, «Configuring Reports» (cTp. 335)).

To add a new scheduled security incident report, proceed as follows:

1 Click Add to create a new security incident report. The first page of Add
Scheduled SIR opens.
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Add Scheduled SIR

Beport MName:

My Report

Day of Month: Day of Week: Hour: Minute:

Al ~ [ al v [o o [s -
Ermail Target 1 Email Target 2 Email Target 3

tux@example .com l | | | |

Export Type:! Location to store log.

Mone v | |jvarflog/apparmorfreports-exported |Erowse

@cancel | Bpnext

Fill in the fields with the following filtering information, as necessary:

Report Name
Specify the name of the report. Use names that easily distinguish different

reports.

Day of Month
Select any day of the month to activate monthly filtering in reports. If you

select A11, monthly filtering is not performed.

Day of Week
Select the day of the week on which to schedule weekly reports, if desired.
If you select ALL, weekly filtering is not performed. If monthly reporting is
selected, this field defaults to ALL.

Hour and Minute
Select the time. This specifies the hour and minute that you would like the
reports to run. If you do not change the time, selected reports run at midnight.
If neither month nor day of week are selected, the report runs daily at the

specified time.

E-Mail Target
You have the ability to send the scheduled security incident report via e-mail
to up to three recipients. Just enter the e-mail addresses for those who require
the security incident information.
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Export Type
This option enables you to export a CSV (comma separated values) or HTML
file. The CSV file separates pieces of data in the log entries with commas
using a standard data format for importing into table-oriented applications.
Enter a path for your exported report by typing in the full path in the field
provided.

Location to Store Log
Enables you to change the location where the exported report is stored. The
default location is /var/log/apparmor/reports—-exported
When you change this location, select Accept. Select Browse to browse the
file system.

3 Click Next to proceed to the second page of Add Scheduled SIR.

Program name; Profile name:
[sshd ] ‘ |

PID number: Detail:
| |

Severity: Access Type: Mode:

All v B All

@cancel |[FEsave

4 Fill in the fields with the following filtering information, as necessary:

Program Name
You can specify a program name or pattern that matches the name of the
binary executable for the program of interest. The report displays security
events that have occurred for the specified program only.

Profile Name
You can specify the name of the profile for which the report should display

security events. You can use this to see what is being confined by a specific
profile.
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PID Number
A number that uniquely identifies one specific process or running program
(this number is valid only during the lifetime of that process).

Detail
A source to which the profile has denied access. This includes capabilities and
files. You can use this field to create a report of resources to which profiles
prevent access.

Severity
Select the lowest severity level of security events to include in the report. The
selected severity level and above are included in the reports.

Access Type
The access type describes the action being taken with the security event. The
options are PERMITTING, REJECTING, or AUDITING.

Mode
The mode is the permission that the profile grants to the program or process
to which it is applied. The options are r (read), w (write), 1 (link), and x
(execute).

5 Click Save to save this report. Novell AppArmor returns to the Scheduled Reports
main window where the newly scheduled report appears in the list of reports.

26.3.4 Editing Reports

From the AppArmor Reports screen, you can select and edit a report. The three pre-
configured reports (stock reports) cannot be edited or deleted.

3AMEYAHUE

Return to the beginning of this section if you need help navigating to the
main report screen (see Pasgen 26.3, «Configuring Reports» (cTp. 335)).

Perform the following steps to modify a report from the list of reports:

1 From the list of reports in the Schedule Reports window, select the report to edit.
This example assumes that you have selected a security incident report.
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2 Click Edir to edit the security incident report. The first page of the Edit Scheduled

SIR displays.
Edit Report Schedule for Security Incident Report
Day of Month: Day of Week: Hour: Minute:
[al v {ar |v 23 o [s9 2
Email Target 1 Email Target 2 Email Target 3

Export Type: Lpcation to store log.

Both  ~ | |jvar/log/apparmorfreports-archived |ﬁrowse

@cancel | BpNext

3 Modify the following filtering information, as necessary:

Day of Month
Select any day of the month to activate monthly filtering in reports. If you
select A11, monthly filtering is not performed.

Day of Week
Select the day of the week on which to schedule the weekly reports. If you
select A11, weekly filtering is not performed. If monthly reporting is selected,
this defaults to A11.

Hour and Minute
Select the time. This specifies the hour and minute that you would like the
reports to run. If you do not change the time, the selected report runs at
midnight. If neither the day of the month nor day of the week is selected, the
report runs daily at the specified time.

E-Mail Target
You have the ability to send the scheduled security incident report via e-mail
to up to three recipients. Just enter the e-mail addresses for those who require
the security incident information.

Export Type
This option enables you to export a CSV (comma separated values) or HTML
file. The CSV file separates pieces of data in the log entries with commas,
using a standard data format for importing into table-oriented applications.
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Enter a path for your exported report by typing the full path in the field
provided.

Location to Store Log
Enables you to change the location where the exported report is stored. The
default location is /var/log/apparmor/reports—-exported
When you change this location, select Accept. Select Browse to browse the
file system.

4 Click Next to proceed to the next Edit Scheduled SIR page. The second page of
Edit Scheduled Reports opens.

Program name: Profile name:

[httpd2-prefork| ] ‘ |

PID number: Detail:
| | |

Severity: Access Type: Mode:

All |~ B All

@ cancel | | [Fsave

5 Modify the fields with the following filtering information, as necessary:

Program Name
You can specify a program name or pattern that matches the name of the
binary executable for the program of interest. The report displays security
events that have occurred for the specified program only.

Profile Name
You can specify the name of the profile for which to display security events.
You can use this to see what is being confined by a specific profile.

PID Number
Process ID number is a number that uniquely identifies one specific process
or running program (this number is valid only during the lifetime of that
process).
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Detail
A source to which the profile has denied access. This includes capabilities and
files. You can use this field to create a report of resources to which profiles
prevent access.

Severity
Select the lowest severity level for security events to include in the report.
The selected severity level and above are included in the reports.

Access Type
The access type describes the action being taken with the security event. The
options are PERMITTING, REJECTING, or AUDITING.

Mode
The mode is the permission that the profile grants to the program or process
to which it is applied. The options are r (read), w (write), 1 (link), and x
(execute).

6 Select Save to save the changes to this report. Novell AppArmor returns to the

Scheduled Reports main window where the scheduled report appears in the list of
reports.

26.3.5 Deleting Reports

Delete a Report enables you to permanently remove a report from the list of Novell
AppArmor scheduled reports. To delete a report, follow these instructions:

1 To remove a report from the list of reports, highlight the report and click Delete.

2 From the confirmation pop-up, select Cancel if you do not want to delete the
selected report. If you are sure you want to remove the report permanently from
the list of reports, select Delete.
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26.4 Configuring and Using the
AppArmor Desktop Monitor Applet

The Linux audit framework contains a dispatcher that can send AppArmor events
to any consumer application via dbus. The GNOME AppArmor Desktop Monitor
applet is one example of an application that gathers AppArmor events via dbus.
To configure audit to use the dbus dispatcher, just set the dispatcher in your audit
configuration in /etc/audit/auditd.conf to apparmor—dbus and
restart auditd:

dispatcher=/usr/bin/apparmor-dbus

Once the dbus dispatcher is configured correctly, add the AppArmor Desktop
Monitor to the GNOME panel by right-clicking the panel and selecting Add to

Panel > AppArmor Desktop Monitor. As soon as a REJECT event is logged, the
applet's panel icon changes appearance and you can click the applet to see the
number of reject events per confined application. To view the exact log messages,
refer to the audit log under /var/log/audit/audit.log . React to any
REJECT events as described in Paznen 26.5, «Reacting to Security Event Rejections»
(ctp. 355).

26.5 Reacting to Security Event
Rejections

When you receive a security event rejection, examine the access violation and
determine if that event indicated a threat or was part of normal application behavior.
Application-specific knowledge is required to make the determination. If the rejected
action is part of normal application behavior, run aa—1ogprof at the command line
or the Update Profile Wizard in Novell AppArmor to update your profile.

If the rejected action is not part of normal application behavior, this access should

be considered a possible intrusion attempt (that was prevented) and this notification
should be passed to the person responsible for security within your organization.
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26.6 Maintaining Your Security
Profiles

In a production environment, you should plan on maintaining profiles for all of the
deployed applications. The security policies are an integral part of your deployment.
You should plan on taking steps to back up and restore security policy files, plan for
software changes, and allow any needed modification of security policies that your
environment dictates.

26.6.1 Backing Up Your Security Profiles

Backing up profiles might save you from having to reprofile all your programs after
a disk crash. Also, if profiles are changed, you can easily restore previous settings by
using the backed up files.

Back up profiles by copying the profile files to a specified directory.

1 You should first archive the files into one file. To do this, open a terminal window
and enter the following as root:

tar zclpf profiles.tgz /etc/apparmor.d
The simplest method to ensure that your security policy files are regularly backed

up is to include the directory /etc/apparmor.d in the list of directories
that your backup system archives.

2 You can also use scp or a file manager like Konqueror or Nautilus to store the
files on some kind of storage media, the network, or another computer.

26.6.2 Changing Your Security Profiles

Maintenance of security profiles includes changing them if you decide that your
system requires more or less security for its applications. To change your profiles in
Novell AppArmor, refer to Pazaen 22.3, «Editing Profiles» (ctp. 281).
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26.6.3 Introducing New Software into
Your Environment

When you add a new application version or patch to your system, you should always
update the profile to fit your needs. You have several options, depending on your
company's software deployment strategy. You can deploy your patches and upgrades
into a test or production environment. The following explains how to do this with
each method.

If you intend to deploy a patch or upgrade in a test environment, the best method for
updating your profiles is one of the following:

* Run the profiling wizard by selecting Add Profile Wizard in YaST. This creates
a new profile for the added or patched application. For step-by-step instructions,
refer to Pazgen 22.1, «Adding a Profile Using the Wizard» (ctp. 273).

* Run aa-genprof by typing aa—genprof in a terminal while logged in as root.
For detailed instructions, refer to «aa-genprof—Generating Profiles» (ctp. 301).

If you intend to deploy a patch or upgrade directly into a production environment, the
best method for updating your profiles is one of the following:

* Monitor the system frequently to determine if any new rejections should be added
to the profile and update as needed using aa-logprof. For detailed instructions,
refer to «aa-logprof—Scanning the System Log» (ctp. 309).

* Run the YaST Update Profile Wizard to learn the new behavior (high security risk
as all accesses are allowed and logged, not rejected). For step-by-step instructions,
refer to Paznen 22.5, «Updating Profiles from Log Entries» (ctp. 287).
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Support

This chapter outlines maintenance-related tasks. Learn how to update Novell®
AppArmor and get a list of available man pages providing basic help for using the
command line tools provided by Novell AppArmor. Use the troubleshooting section
to learn about some common problems encountered with Novell AppArmor and their
solutions. Report defects or enhancement requests for Novell AppArmor following
the instructions in this chapter.

27.1 Updating Novell AppArmor
Online

Updates for Novell AppArmor packages are provided in the same way as any other
update for openSUSE. Retrieve and apply them exactly like for any other package
that ships as part of openSUSE.

27.2 Using the Man Pages

There are man pages available for your use. In a terminal, enter man apparmor
to open the apparmor man page. Man pages are distributed in sections numbered 1
through 8. Each section is specific to a category of documentation:
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Tabnuua 27.1 Man Pages: Sections and Categories

Section Category

1 User commands

2 System calls

3 Library functions

4 Device driver information
5 Configuration file formats
6 Games

7 High level concepts

8 Administrator commands

The section numbers are used to distinguish man pages from each other. For
example, exit (2) describes the exit system call, while exit (3) describes the
exit C library function.

The Novell AppArmor man pages are:
e unconfined (8)

* autodep (1)

e complain (1)

e enforce (1)

e genprof (1)

e logprof (1)

* change_hat (2)

* logprof.conf (5)

360 PykoBoncTeo no 6e3onacHocTy



* apparmor.conf (5)
e apparmor.d(5)

* apparmor.vim(5)
* apparmor (7)

* apparmor_parser (8)

27.3 For More Information

Find more information about the AppArmor product on the Novell AppArmor
product page at Novell: http://www.novell.com/linux/
security/apparmor// . Find the product documentation for Novell
AppArmor, including this document, at http://www.novell.com/
documentation/apparmor/  orin the installed system in /usr/share/
doc/manual

There are specific mailing lists for AppArmor that users can post to or join to
communicate with developers.

apparmor-general @forge.novell.com [mailto:apparmor-general(
forge.novell.com ]
This is a mailing list for end users of AppArmor. It is a good place for questions
about how to use AppArmor to protect your applications.

apparmor-dev @forge.novell.com [mailto:apparmor-dev@forge
.novell.com ]
This is a developer mailing list for AppArmor developers and community
members. This list is for questions about development of core AppArmor
features—the kernel module and the profiling tools. If you are interested in
reviewing the code for AppArmor and contributing reviews or patches, this
would be the list for you.

apparmor-announce @forge.novell.com [mailto:apparmor—-announce@
forge.novell.com ]
This is a low traffic list announcing the availability of new releases or features.
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27.4 Troubleshooting

This section lists the most common problems and error messages that may occur
using Novell AppArmor.

27.4.1 How to React to odd Application
Behavior?

If you notice odd application behavior or any other type of application problem,
you should first check the reject messages in the log files to see if AppArmor is too
closely constricting your application. To check reject messages, start YaST > Novell
AppArmor and go to AppArmor Reports. Select View Archive and App Aud for the
application audit report. You can filter dates and times to narrow down the specific
periods when the unexpected application behavior occurred.

If you detect reject messages that indicate that your application or service is too
closely restricted by AppArmor, update your profile to properly handle your use
case of the application. Do this with the Update Profile Profile Wizard in YaST, as
described in Paznen 22.5, «Updating Profiles from Log Entries» (ctp. 287).

If you decide to run your application or service without AppArmor protection,
remove the application's profile from /etc/apparmor.d  or move it to another
location.

27.4.2 My Profiles do not Seem to Work
Anymore ...

If you have been using previous versions of AppArmor and have updated your
system (but kept your old set of profiles) you might notice some applications which
seemed to work perfectly before you updated behaving strangely, or not working at
all .

This version of AppArmor introduces a set of new features to the profile syntax and
the AppArmor tools that might cause trouble with older versions of the AppArmor
profiles. Those features are:

* File Locking
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¢ Network Access Control
 The SYS_PTRACE Capability
* Directory Path Access

The current version of AppArmor mediates file locking and introduces a new
permission mode (k) for this. Applications requesting file locking permission might
misbehave or fail altogether if confined by older profiles which do not explicitly
contain permissions to lock files. If you suspect this being the case, check the log file
under /var/log/audit/audit.log for entries like the following:
type=APPARMOR_DENIED msg=audit (1188913493.299:9304): operation="file_lock"

requested_mask="::k" denied_mask="::k" fsuid=1000 name="/home/
tux/.qt/.gtrc.lock" pid=25736 profile="/usr/bin/opera"

Update the profile using the YaST Update Profile Wizard or the aa—1logprof
command as outlined below.

The new network access control syntax based on the network family and type
specification, described in Paznen 20.5, «Network Access Control» (ctp. 251), might
cause application misbehavior or even stop applications from working. If you notice
a network-related application behaving strangely, check the log file under /var/
log/audit/audit.log for entries like the following:

type=APPARMOR_DENIED msg=audit (1188894313.206:9123):
operation="socket_create" family="inet" sock_type="raw" protocol=1
pid=23810 profile="/bin/ping"

This log entry means that our example application, /bin/ping in this case, failed
to get AppArmor's permission to open a network connection. This permission has to
be explicitly stated to make sure that an application has network access. To update
the profile to the new syntax, use the YaST Update Profile Wizard or the aa—
logprof command as outlined below.

The current kernel requires the SYS_PTRACE capability, if a process tries to access
filesin /proc/pid/£d/* . New profiles need an entry for the file and the
capability, where old profiles only needed the file entry. For example:

/proc/*/fd/** rw,

in the old syntax would translate to the following rules in the new syntax:

capability SYS_PTRACE,
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/proc/*/fd/** rw,

To update the profile to the new syntax, use the YaST Update Profile Wizard or the
aa—-logprof command as outlined below.

With this version of AppArmor, a few changes have been made to the profile

rule syntax to better distinguish directory from file access. Therefore, some rules
matching both file and directory paths in the previous version might now just match a
file path. This could lead to AppArmor not being able to access a crucial directory at
all, and thus trigger misbehavior of your application and various log messages. The
following examples highlight the most important changes to the path syntax.

Using the old syntax, the following rule would allow access to files and directories
in /proc/net . It would allow directory access only to read the entries in the
directory, but not give access to files or directories under the directory, e.g. /proc/
net/dir/foo would be matched by the asterisk (*), but as foo is a file or
directory under dir, it cannot be accessed.

/proc/net/* r,

To get the same behavior using the new syntax, you need two rules instead of one.
The first allows access to the file under /proc/net and the second allows access
to directories under /proc/net . Directory access can only be used for listing the
contents, not actually accessing files or directories underneath the directory.

/proc/net/* r,
/proc/net/*/ r,

The following rule works similarly both under the old and the new syntax, and
allows access to both files and directories under /proc/net

/proc/net/** r,

To distinguish file access from directory access using the above expression in the
new syntax, use the following two rules. The first one only allows to recursively
access directories under /proc/net while the second one explicitly allows for
recursive file access only.

/proc/net/**/ r,
/proc/net/**[~/] «r,

The following rule works similarly both under the old and the new syntax and allows
access to both files and directories beginning with foo under /proc/net

/proc/net/foo** r,
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To distinguish file access from directory access in the new syntax and use the * *
globbing pattern, use the following two rules. The first one would have matched both
files and directories in the old syntax, but only matches files in the new syntax due

to the missing trailing slash. The second rule matched neither file nor directory in the
old syntax, but matches directories only in the new syntax:

/proc/net/**foo r,
/proc/net/**foo/ r,

The following rules illustrate how the use of the ? globbing pattern has changed.

In the old syntax, the first rule would have matched both files and directories (four
characters, last character could be any but a slash). In the new syntax, it matches
only files (trailing slash is missing). The second rule would match nothing in the old
profile syntax, but matches directories only in the new syntax. The last rule matches
explicitly matches a file called bar under /proc/net/foo? . Using the old
syntax, this rule would have applied to both files and directories:

/proc/net/foo? r,

/proc/net/foo?/ r,
/proc/net/foo?/bar r,

To find and resolve issues related to syntax changes, take some time after the update
to check the profiles you want to keep and proceed as follows for each application
you kept the profile for:

1 Make sure that AppArmor is running and that the application's profile is loaded.

2 Start the YaST AppArmor Control Panel and put the application's profile into
complain mode. Log entries are made for any actions violating the current profile,
but the profile is not enforced and the application's behavior not restricted.

3 Run the application covering all the tasks you need this application to be able to
perform.

4 Start the YaST Update Profile Wizard to update the application's profile according
to the log entries generated while running the application.

5 Once the profile is updated, put it back into enforce mode via the YaST
AppArmor Control Panel.

Using the AppArmor command line tools, you would proceed as follows:

1 Put the application's profile into complain mode:
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aa-complain /path/to/application

2 Run the application.

3 Update the profile according to the log entries made while running the application:

aa-logprof /path/to/application

4 Put the resulting profile back into enforce mode:

aa-enforce /path/to/application

27.4.3 How to Confine KDE Applications
with AppArmor?

Currently, it is not possible to confine KDE applications to the same extent as any
other application, due to the way KDE manages its processes.

If you want to confine KDE applications, choose one of the following approaches,
but note that none of them are really suited for a standard setup:

Create a Single Profile for the Entire KDE Desktop
As all KDE processes are children of one parent process and AppArmor cannot
distinguish an individual application's process from the rest, create one huge
profile to confine the entire desktop all at once. This approach is only feasible
if your setup is a very limited (kiosk-type) one. Maintaining such a profile for
a standard KDE desktop (including all of its applications) would be close to
impossible.

Modify KDE's process handling
Using KDE_EXEC_SLAVES=1 and KDE_IS_PRELINKED=1 variables force
KDE to manage its processes in a way that allows AppArmor to distinguish
individual applications from each other and apply profiles to them. This
approach might slow down your desktop considerably, as it turns off a crucial
optimization for speed. Note that the above mentioned environment variables
have to be set before KDM/XDM/GDM or startx are started. One way to achieve
this would be to add them to /etc/security/pam_env.conf

366 PykoeoncTeo no 6e3onacHocTy



27.4.4 How to Resolve Issues with
Apache?

Apache is not starting properly or it is not serving Web pages and you just installed

a new module or made a configuration change. When you install additional Apache
modules (like apache2-mod_apparmor) or make configuration changes to
Apache, you should profile Apache again to catch any additional rules that need to be
added to the profile.

27.4.5 Why are the Reports not Sent by E-
Mail?

When the reporting feature generates an HTML or CSV file that exceeds the default
size, the file is not sent. Mail servers have a default hard limit for e-mail size. This
limitation can impede AppArmor's ability to send e-mails that are generated for
reporting purposes. If your mail is not arriving, this could be why. Consider the mail
size limits and check the archives if e-mails have not been received.

27.4.6 How to Exclude Certain Profiles
from the List of Profiles Used?

AppArmor always loads and applies all profiles that are available in its profile
directory (/etc/apparmor.d/ ). If you decide not to apply a profile to a
certain application, delete the appropriate profile or move it to another location
where AppArmor would not check for it.

27.4.7 Can | Manage Profiles for
Applications not Installed on my System?

Managing profiles with AppArmor requires you to have access to the log of the
system on which the application is running. So you do not need to run the application
on your profile, build host as long as you have access to the machine that runs the
application. You can run the application on one system, transfer the logs (/var/
log/audit.log or, if audit is not installed, /var/log/messages )
to your profile build host and run aa-logprof —-f path_to_logfile.
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27.4.8 How to Spot and fix AppArmor
Syntax Errors?

Manually editing Novell AppArmor profiles can introduce syntax errors. If you
attempt to start or restart AppArmor with syntax errors in your profiles, error results
are shown. This example shows the syntax of the entire parser error.

localhost:~ # rcapparmor start
Loading AppArmor profiles AppArmor parser error in /etc/apparmor.d/

usr.sbin.squid at line 410: syntax error, unexpected TOK_ID, expecting
TOK_MODE

Profile /etc/apparmor.d/usr.sbin.squid failed to load

Using the AppArmor YaST tools, a graphical error message indicates which profile
contained the error and requests you to fix it.

Errors found in AppArmor profiles

These problems must be corrected before AppArmor can be
started or the profile management tools can be used.

. ,fetc,fapparmc-r.djusr.sbin.traceroute contains syntax errors.
Line [foo]

You can find a description of AppArmor profile syntax by running
man apparmor.d

Comprehensive documentation about AppArmor is available in
the Administration guide. This is available in the directory:

fusrfshare/doc/manualfsuselinux-manual_LANGUAGE.
Please refer to this for more detailed information about AppArmor

(oK

To fix a syntax error, log in to a terminal window as root, open the profile, and
correct the syntax. Reload the profile set with rcapparmor reload.

27.5 Reporting Bugs for AppArmor

The developers of AppArmor are eager to deliver products of the highest quality.
Your feedback and your bug reports help us keep the quality high. Whenever you
encounter a bug in AppArmor, file a bug report against this product:
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Use your Web browser to goto https://bugzilla.novell.com/
index.cgi

Enter the account data of your Novell account and click Login
or
Create a new Novell account as follows:

2a Click Create New Account on the Login to Continue page.

2b Provide a username and password and additional address data and click
Create Login to immediately proceed with the login creation.

or

Provide data on which other Novell accounts you maintain to sync all these
to one account.

Check whether a problem similar to yours has already been reported by clicking
Search Reports. Use a quick search against a given product and keyword or use
the Advanced Search.

If your problem has already been reported, check this bug report and add extra
information to it, if necessary.

If your problem has not been reported yet, select New from the top navigation bar
and proceed to the Enter Bug page.

Select the product against which to file the bug. In your case, this would be your
product's release. Click Submit.

Select the product version, component (AppArmor in this case), hardware
platform, and severity.

Enter a brief headline describing your problem and add a more elaborate
description including log files. You may create attachments to your bug report for
screen shots, log files, or test cases.

Click Submit after you have entered all the details to send your report to the
developers.

Support 369


https://bugzilla.novell.com/index.cgi
https://bugzilla.novell.com/index.cgi




AppArmor Glossary

Apache
Apache is a freely-available UNIX-based Web server. It is currently the most
commonly used Web server on the Internet. Find more information about
Apache at the Apache Web site at http://www.apache.org

application firewalling
Novell AppArmor contains applications and limits the actions they are permitted
to take. It uses privilege confinement to prevent attackers from using malicious
programs on the protected server and even using trusted applications in
unintended ways.

attack signature
Pattern in system or network activity that alerts of a possible virus or hacker
attack. Intrusion detection systems might use attack signatures to distinguish
between legitimate and potentially malicious activity.

By not relying on attack signatures, Novell AppArmor provides "proactive"
instead of "reactive" defense from attacks. This is better because there is

no window of vulnerability where the attack signature must be defined for
Novell AppArmor as it does for products using attack signatures to secure their
networks.

GUI
Graphical user interface. Refers to a software front-end meant to provide an
attractive and easy-to-use interface between a computer user and application. Its
elements include such things as windows, icons, buttons, cursors, and scroll bars.

AppArmor Glossary 371


http://www.apache.org

globbing
Filename substitution.

HIP
Host intrusion prevention. Works with the operating system kernel to block
abnormal application behavior in the expectation that the abnormal behavior
represents an unknown attack. Blocks malicious packets on the host at the
network level before they can «hurt» the application they target.

mandatory access control
A means of restricting access to objects that is based on fixed security attributes
assigned to users, files, and other objects. The controls are mandatory in the
sense that they cannot be modified by users or their programs.

profile foundation classes
Profile building blocks needed for common application activities, such as DNS
lookup and user authentication.

RPM
The RPM Package Manager. An open packaging system available for anyone to
use. It works on Red Hat Linux, openSUSE, and other Linux and UNIX systems.
It is capable of installing, uninstalling, verifying, querying, and updating
computer software packages. See http://www.rpm.org/ for more
information.

SSH
Secure Shell. A service that allows you to access your server from a remote
computer and issue text commands through a secure connection.

streamlined access control
Novell AppArmor provides streamlined access control for network services by
specifying which files each program is allowed to read, write, and execute. This
ensures that each program does what it is supposed to do and nothing else.

URI
Universal resource identifier. The generic term for all types of names and
addresses that refer to objects on the World Wide Web. A URL is one kind of
URL

URL
Uniform Resource Locator. The global address of documents and other resources
on the World Wide Web.
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The first part of the address indicates what protocol to use and the second part
specifies the IP address or the domain name where the resource is located.

For example, in http://www.novell.com, http is the protocol to use.

vulnerabilities
An aspect of a system or network that leaves it open to attack. Characteristics
of computer systems that allow an individual to keep it from correctly operating
or that allows unauthorized users to take control of the system. Design,
administrative, or implementation weaknesses or flaws in hardware, firmware,
or software. If exploited, a vulnerability could lead to an unacceptable impact
in the form of unauthorized access to information or the disruption of critical
processing.
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JNTnueH3num GNU

3ro npuioxeHue cogepxutr GNU General Public License Bepcuu 2 u GNU Free
Documentation License Bepcuu 1.2.

VauBepcaiabHass OomecrBennas Jlumen3usst GNU (GNU General Public
License)

Bepcus 2, mions 1991 1.
Copyright (C) 1989, 1991 Free Software Foundation, Inc. 59 Temple Place - Suite 330, Boston, MA 02111-1307, USA
(C) Mepesoa. O.B. Kysuna, B.M. I0da, 1993 (C) IMepesoa. O.C. TuxoHos, 1998

STOT OKYMEHT MOKHO KOIHMPOBATh, & TAKKE PACIPOCTPAHSITH €ro J0CIOBHbIE KOIHIH, OIHAKO BHOCUTD B HETO N3MEHEHHSI 3aIPEIIEeHO.

Ipeamoyaa

JInuensum Ha GOJIbINYIO0 YacTh NPOrpaMMHOro odecrnedenus (I10) cocTapieHbl TaK, YTOObI JIMIIMTH BaC CBOOOIbI COBMECTHO MCIIONB30BATh M M3MEHAThH
ero. B mpoTHBOMOJIOKHOCTB 3TOMY, NIpe/iHa3HayeHKe YHuBepcanbHoii O6mectBenHoi JInnensun GNU cocTouT B TOM, 4TOOB FapaHTHPOBATH Ballly
cB0GO/Ty COBMECTHO MCIIO/b30BaTh M M3MeHATh cBobosHoe 10, T.e. obecneunTts cBoGomy 1O s Beex ero momb3oBatesneid. JlaHHas Y HUBepcabHas
OGmecTBeHHas JIneH3usa npuMennMa K 6onbineii yacti IO ®onaa CeobomHoro ITO 1 Ko BceM APYrHM NPOrpaMMam, bM aBTOPHI IPUHAMAIOT Ha
cebs1 0043aTeNbCTBO ee UCNOoNb30BaTh. ([ HekoTophiX mporpamm Porma Ceodoanoro IO BMecTo Hee IpUMeHsAeTcs Y HuBepcaibHas OGecTBeHHas
JInuensusa GNU ans 6u6amotek.) Bol Toke MOKeTe IPUMEHHUTH €€ K CBOMM NPOrpaMMaM.

Korza met roBopum o cBodoasoM I1O, MBI iMeeM B By CBOOOJLY, a He OecrutaTHOCTb. Hatm YHusepcanbhbie OdimecTsentbie JINeH3nmn
Pa3pabaThIBATICh VIS TOTO, YTOOBI TAPAHTHPOBATH, YTO BhI MOJIB3YETECh CBOOOOM PACIPOCTPAHSTh KoMK cBoOoaHOro 10 (1 npH kenaHun
TOJTy4aTh 3a TO BO3HATPAKACHHE); UTO BBI M0Jy4aeTe NCXOAHBIN KO/ MM MOKETE MOMYUHTh €r0, €CIIM 3aXOTHTE; YTO Bbl MOKeTe n3MeHsTh 10 wm
HCTIOJB30BATh €TO YaCTH B HOBBIX CBOOOHBIX MPOrPAMMAX; 1 UTO BbI 3HaeTe 000 BCEX STHX MPaBax.

YroGbl 3aLUTHTb BALK IIPaBa, HAM HYKHO BBECTH HEKOTOPBIE OrPAaHNUEHHsI, KOTOPIE 3aIPETST KOMY Obl TO HH OBLIO OTKA3bIBATH BAM B 9THX [IPABaX
WM NIOTPeOOBATH OT BAC OTKA3aThCs OT STHX IPaB. T OrPaHMYEHUsI HAKJIAJBIBAIOT HA BAC HEKOTOPbIE 00SI3aTE/ILCTBA, €CIIN Bbl PACIIPOCTPaHsIeTe
konmu I10 wm u3mensiere ero.

Hanpumep, ecii Bbl pacipocTpaHsieTe KOIMK TaKOi POrpamMMBbl OECILIATHO WM 32 BO3HAIPaKEHHE, BbI JOJUKHBI IIPEOCTABUTD [OJIy4aTelIsIM BCe
paBa, KOTOPLIMU 00JIaJjaeTe Bbl caMK. Bbl 10JIKHBI FapaHTUPOBATH, YTO OHH TOXKE MOJIy4aT WM CMOTYT HOJIYYMTh HCXOAHBIN Ko, HakoHew, Bbl
JIOJIKHBI [IOKA3aTh UM TEKCT JAHHBIX YCJIOBUIA, YTOOBI OHY 3HAJIU O CBOUX IIpaBaXx.

MBeI 3ampimaeM Baiy 1pasa B iBa dtama: (1) coxpansiem aBropckue npasa Ha 10 u (2) npeiaraeM BaM 3Ty JIMLEH3UIO, KOTOPAs JaeT BaM 3aKOHHOE
MpaBoO KOMUPOBATh, PACIIPOCTPAHATH W/iiii Moguduimpoats I10.

Kpome Toro, B Le/IAX 3alMTHl KaK KakI0T0 aBTOPa, TaK M HAC, MBI XOTMM YIOCTOBEPHTBCSA, YTO KAk /Iblii TOHMMAET, YTO FapaHTHii Ha 3TO CBOGOIHOE
TIO wer. Ecii T1O mommdunmpyetcs u nepejaetcs KeM-To ellie, Mbl XOTUM, 4ToGbl norydaresu ITO 3Hamm, 4To To, 4TO Y HUX €CTh, — 3TO He
OPHUTHHAJ, YTOOHI JIOOBIE MPOGIEMBI, CO3/IaHHbIE IPYTMMH, HE OTPA3HIINCh Ha PEryTalliy NepBOHAYATBbHBIX aBTOPOB.



W HakoHell, Kax10i CBOOOIHOI MpOrpamMme MOCTOSAHHO YrPoKalT naTeHThl Ha ITO. Mbl X0THM H30e:KaTh TOi ONACHOCTH, 4TO MOBTOPHbIE
PacnpoCTPaHUTENIN CBOOOIHOM MPOrpaMMbl CAMOCTOATEILHO MOJTyyaT TATEHThI, eNas MPOrpaMMy TAKMM 00pa30M YacTHOH COOCTBEHHOCTBIO.
YT0oGBI MPEIOTBPATHTH 3TO, MBI CO BCEl ONIPE/IESIEHHOCTBIO 3asIBIIAEM, UTO JIOOOH MATEHT JOJIKEH ObITh 100 MPeIoCTaBlIeH BCeM LT CBOOOIHOTO
MCTIONB30BaHNsA, JIMOO He NPeJIoCTaBjIeH HUKOMY.

Huke criefyloT TOUHbIE ONpe/Ie/IeHNs U YCIIOBUS JUIs KOMMPOBAHUS, PACIIPOCTPAHEHHS 1 MOAMDUKALIIH.

OITIPEJEJIEHHWSA 1 YCJIOBUA AJI KOITMPOBAHNSA, PACITPOCTPAHEHUA 1 MOJJUPUKAIIMN

0. Sra JlnueHsus npuvMeHrMa K moGoi MporpamMmme Wi APyromy TpoM3BE/ICHHIO, CONepKaleMy YBeJOMICHNE, TOMEIICHHOE JiepiKaTesieM aBTOPCKUX
TIPaB U COOOIIAIOIIEE O TOM, YTO OHO MOKET PACIIPOCTPAHSTHCS NP YCIOBHSIX, OTOBOPEHHBIX B JaHHOI YHuBepcabHON O0mecTBeHHO# JInteHs3nn.
B nanbneitiem TepMuH «IIporpaMma» OTHOCHTCS K JIIOOO# TaKo# MporpamMme WM NPOU3BE/ICHHIO, & TEPMHUH «IPOU3BE/ICHHE, OCHOBAHHOE Ha
ITporpamme» o3Hauaet IporpamMmy nim moGoe npoussesieHue, coepxkaiee [porpaMMy Wi ee YacTh, I0CTOBHYIO, WM MOAM(HIIMPOBAHHYIO, H/UITH
TiepeBe/IeHHYI0 Ha JIpyroit si3biK. (371eck ¥ 1aee NepeBojl BKIIoYaeTcsa 6e3 OrpaHHueHUi B MOHATHE «MOAMpUKaIms».) Kaxpiii 001aaTens mieHsum
aJIpecyeTcst Kak «BbD».

Bupl 1esITeIbHOCTH, He sIBJISIIONIHECS KOIupc PacIpocCTy wiu Moaud i, He OXBATHIBAIOTCS IaHHOW JIUIeH3Mel; OHM JiekaT
3a Ipe/ieJlaMy €€ BIIMAHUA. HUcnonb3oBanue HpOl‘paMMbI 1o ee LbyHKHHOHaJ'IbHOMy Ha3HAYEHMIO HE OrPAaHUYEHO, A BBIXOHBIE JaHHbIE HpOrpaMMbI
OXBAaTBIBAIOTCs 9TOW JIUIIEH3UEH, TOJIbKO eCIIM X COAECpKAHUE ABJISAECTCA MTPOU3BEJAECHUEM, OCHOBAHHBIM Ha Hporpamme (BHe 3aBUCUMOCTH OT TOTO,
OBUIM JIX OHI TIOJTyY€HBI B IPOLIECCE UCTIONIBb30BAHUA HpOl‘paMMbI)A SIBJISIOTCS JIM OHU TAKOBBIMHU, 3aBHCUT OT TOTO, YTO UMEHHO JeJIaeT HporpaMMa.

1. Brl MOXkeTe KOMMpPOBATh M PAaCPOCTPAHATh JIOCTOBHBIC KOMMH HCXOTHOTO Kojia [TporpaMMEI 1o ero MoyueHHH Ha II000M HOCHTENe, Y YCTOBHH

YTO BBl COOTBETCTBYIOIIMM 0OPa30M MOMEIIAETE HA BHIHOM MECTE B KaXJI0H KOIHMM COOTBETCTBYIOMIEE yBEIOMIIEHHE 00 aBTOPCKHX TpaBax M OTKa3 OT
TIPE/IOCTABIICHN s TAPAHTHIA; OCTABJIIETe HETPOHYTEIMHU BCE YBEJIOMJICHHS, OTHOCAIIMECS K IAHHOH JIMIIEH3MH U K OTCYTCTBHIO KAKMX-JTMOO rapaHTHii; u
TiepesiaeTe BCeM IPYTuM nostydatesisam IporpamMmer Komiio AanHo# JInmensuu Bmecte ¢ ITporpamMmoii.

Bol Mo:KkeTe Ha3HAUMTD IUIATY 32 (PU3MUECKMIT aKT Nepeayy KoMUY M MOXETe [0 CBOEMY YCMOTPEHHIO IIPEIOCTaBIIATh IAPAHTHH 32 BO3HAI DAKIEHHE.

2. Bbl MOKETE H3MEHSATh CBOIO KOMHIO HilM Koruy TTporpamMMel Wim JiioGoii ee 4acTH, Co3/1aBasi TAKMM 00pa3oM MPOM3BEeHHe, OCHOBAHHOE Ha
IIporpamme, 1 KOMMPOBaTh ¥ PACHPOCTPAHATH ITH MOAMMHUKALIMYI WM TPOM3BE/ICHHE B COOTBETCTBMM ¢ Pa3aesoM 1, mpHUBEIGHHBIM BHILIIE, IPH
YCJIOBUM, YTO BBl BBITIOJIHUTE BCE HHKECICAYIOIINE YCIOBUS:

a) Bol 00s13aHb! CHAGUTH MOAMDULMPOBAHHbIE (Daiijibl 3aMETHBIMH YBEAOMIICHHUSIMHU, COAEPKALMMY YKA3aHUS HA TO, YTO Bbl U3MEHWIN (ailiibl, 1
J1aTy Kax/J10ro U3BMEHEHHUS.

b) Ber 00s13aHBI TIPEIOCTABATH BCEM TPETHUM JIMIIAM JIMICH3UIO Ha OeCIUTaTHOE MCIIOB30BaHNe Kak0r0 MPOU3BEJICHUA, KOTOPOE Bbl
PACTIPOCTpaHsIeTe M MyOIMKyeTe, IEIMKOM, K KOTOPOE TOTHOCTBIO WITH YaCTHYHO CoAepkuT IIporpaMMmy Ml Kakyio-JHOO ee 4acTh, Ha YCTOBHSX,
OrOBOPEHHBIX B ﬂaHHOﬁ HVH[BH3VWI.

¢) Ecim mopmduimpoBanHast mporpaMma 0ObIMHO YHTAET KOMAH/Ibl B MHTEPAKTHBHOM PEXUME padOThl, B JOJIKHBI CAENATH TaK, YTOObI IPU

3alycke 1is paémm B TAKOM UHTEPAKTUBHOM pEKUME Oébl‘{HblM Ui HEe Croco0OM OHa NevaTalia uin BbIBO/IWJIA HA 9KPAaH Oé'b}lli.'lel'll/le, coaepxariee
COOTBETCTBYIOLIEE YBEIOMJIEHUE 06 ABTOPCKMX IpaBax v yBEJIOMJIEHUE O TOM, YTO l'apau'mﬁ HEeT (MJHA, Ha06op0'r, COO(’)LI.lalOI.Llee 0 TOM, 4TO Bbl
oéecuequﬁae're lapaH'mm), M 4TO MOJIb30BATE/IM MOI'YT IIOBTOPHO PAacClpOCTPAHATH IIPOrpaMMy [IpU 3TUX YCJIOBUAX, U YKa3bIBAIOLIEE M10J1b30BATEINIO,
Kak 1pocMoTpeth Koruio JanHoi Jiuuensun. (Mckimodenue: eciu cama [IporpaMma paGoTaeT B HHTEPAKTUBHOM PEKUME, HO OOBIMHO He BHIBOJUT
MOOOHBIX COOOLIEHHI, TO Ballle IPOU3BE/IeHIe, OCHOBaHHOE Ha [IporpamMme, He 0053aHO BBIBOJUTH OObSBIEHHE. )

ITH TpeOOBaHMs MPUMEHSIOTCS K MOAH(HIIMPOBAHHOMY MPOM3BEJCHHIO B 11eIoM. ECITH N3BECTHBIE YaCTH 3TOr0O NMPOM3BEACHNMS He OBLTH OCHOBAHBI
Ha [TporpaMMe 1 MOTYT OOOCHOBAHHO CUMTATHCS HE3ABUCHMBIMHU M CAMOCTOSITEIIbHBIMU TIPOM3BEICHUSIMH, TO 9Ta JIMIIEH3NUS 1 ee YCIIOBUS He
PacipoCTPaHSAIOTCSA Ha 3TU YACTH, €CIIM BBl PACTIPOCTpaHsAeTe X KaK OT/e/abHble npoussesieHus. Ho eci BB pacnipocTpaHseTe 3T 4acTH KaK yacTh
1EJIOr0 MPOM3BEJCHNS, OCHOBaHHOTO Ha ITporpaMme, TO Bbl 00SI3aHbI IE/IaTh 9TO B COOTBETCTBUM C yCIOBHSMH JaHHON JIMIIEH3HH, PaCTpOCTpaHss
TipaBa nonyqa'reneﬁ JIMIICH3UH Ha BCE MPOU3BE/ICHUE U, TAKUM 06p330M, Ha KaKJ1yI0 4aCTh, BHE 3aBUCUMOCTH OT TOTO, KTO €€ Hamucas.

Takum 06pa3oM, cojilepikaHue STOro pa3jielia He UMeeT LIeJIM NPETEeHI0BaTh Ha BALLK IIPaBa Ha IIPOU3BE/IEHNE, HATUCAHHOE MOJIHOCTBIO BAMM, MK
OCIapUBaTh UX; LEJb CKOPee B TOM, YTOObI peaii30BaTh PABO YIPABISATH PACIPOCTPAHEHUEM [IPOM3BOIHBIX MM KOJUIEKTUBHBIX IPOM3BEICHUH,
ocHoBaHHbIX Ha ITporpamme.

Kpome Toro, mpocToe HaxoskAeHHe APYroro MPON3BEICHNs, He OCHOBAHHOTO Ha 3Toit ITporpamme, coBMecTHO ¢ ITporpamMmoii (Ml ¢ POM3BEICHIEM,
OCHOBAHHEIM Ha 3T0i [IporpamMme) Ha OHOM HOCHTEJIE /s TIOCTOSIHHOTO XPAHEHNUSI M PACTIPOCTPAHSIEMOM HOCHTEJIe He PaCTIPOCTPAHSIET JeHCTBHE
970i1 JIMIEH3MH Ha JPyroe MpOM3Be/IeHNe.

3. Bbl MOkeTe KOIMpPOBaTh U pacrpocTpansth [Iporpammy (11m npousBeeHue, OCHOBaHHOE Ha Heil) cornacHo Paszeny 2) B 00beKTHOM Koje
WK B BBIIIOJIHUMOM BHU/IE B COOTBETCTBUM C Pa’menaMu lu 2, TIPUBEJICHHBIMH BBILLIE, [IPY YCIIOBUM, YTO Bbl TAKKE BBIIIOJIHUTE OJIHO U3 CIEAYIOLINX
TpeOOBaHUIL:

a) CompoBojuTe ee MONHBIM COOTBETCTBYIONIMM MAIIMHOYUTAEMBIM HCXOJHBIM KOJOM, KOTOPBIi I0JIKEH PaclipOCTPaHATHCS B COOTBETCTBHH C
Pasnenamu 1 1 2, IpUBE/ICHHBIMH BbIlle, HA HOCUTEJIE, KOTOPBIii OOBIYHO MCTIONb3yeTcs M ooMeHa I10; nm,

b) ConpoBoauTe ee NUCbMEHHBIM MPEUIOKEHUEM, ASHCTBUTEIIBHBIM 110 KpaiiHell Mepe B TeUeHHe TPEX JIET, IIPEAOCTABUTD JII000MY TPETbeMy JIULLY
3a BO3HArpax)/I€HUE, HE MPEBBIIAIONIEE CTOUMOCTh (bmw:ecxoro AKTa U3rOTOBJICHUS KOIUH, MOJIHYI0 MAIIMHOYUTAEMYIO KOITUIO COOTBETCTBYIOLETO
HCXOJJHOTO KOJIa, HOJICKALLYIO PACIIPOCTPAHEHHUIO B COOTBETCTBUM ¢ Pasaenamu 1 u 2, npuBeIeHHBIME BBILIE; HIIH

¢) ConpososmTe ee MHpOpPMAIMEH, MOTyYeHHOI BaMH B KauecTBe NPe/IOKEH)s PACIPOCTPAaHHTh COOTBETCTBYIONIMI HCXO/HBII KO (DTa
BO3MO’KHOCTB JIONTYCTHMA TOJBKO 1Tl HSKOMMEPYECKOT0 PACTIPOCTPAHEHN S, ¥ TOJILKO €CIIM BbI MOJyYMJTH NPOrpaMMy B 0OBEKTHOM KOJIe MM B
HCTIOHAEMOM BHJIE C NIPE/IOKEHNEM B cOOTBETCTBUM ¢ ITyHKTOM b) BhIIIE.)
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WcxomHblii KO JUtst TIPOU3BEJICHUA O3HAYACT €ro B/, HPBHHO‘ITV[TeﬂbHHﬁ JUTA BBIMIOJTHEHUA B HEM Mounquauui ,D,HH HCIIOJIHAEMOrO TTPOU3BEACHNUA
TIOJTHBIIT MCXO/IHBIIT KOJI O3HAYaeT BCe HCXO/IHbIE KOIbI IS BCEX Mouyneﬁ, KOTOPbIE OH COJIEPKHT, TITIOC JI00BIE CBSI3aHHBIE C TPOM3BEACHUEM Cl)aﬁf[bl
onpeaesieHusa MHTeprbeﬁca, TUTIOC CLIEHAPWUH, UCTIOJIb3YEMBIC JIUIA YIIPABIICHUSA KOMIWIALHEN 1 yCTaHOBKOﬂ HUCTIOJIHAEMOT O TIPOU3BEACHUA. OpHako,

B BHJIE 0COOOT0 MCKITIOYEHUS paCHpOCTpaHﬂeMHﬁ MCXOMIHBII KO He 00s13aH BKJIIOYATh TO, 4TO OOBIYHO TNPENOCTaBIACTCA (Kal( B 061>E!KTHLIX, TaK U

B UCXOJIHBIX KOHHX) C OCHOBHBIMH KOMITOHEHTaMH (KOMHI/UI}ITOP, AAPO U Tak Jnanee) onepauuom-loﬁ CHCTEMBI, T10]1 yIpaBJIeHHEM KOTOpOﬁ pa(’)oTaeT
HUCIIOJIHAEMOE MPOU3BE/ICHUE, 32 UCKIIIOYEHUEM CITy4asd, Korja caM KOMITOHEHT COMPOBOKAACT UCTIOIHAEMOE ITPOU3BEIACHUE.

Ecim pacnpocrpaneHnie UCIIONHAEMOTo MPOU3BEIEH s W OOBEKTHOIO KOJIA MPOUCXOIUT MyTEeM IIPEJOCTAB/ISHNU JOCTYIIA 11l KOIMPOBAHMUS C
0003HAYEHHOr0 MECTA, TO MPEIOCTABICHNE JOCTYIIA ISl KOIMPOBAHUsI HCXOAHOIO KOJIA C TOrO K& MECTa CUMTAETCS! PACIPOCTPAHEHHEM HCXOIHOIO
KOJIa, JIaKe €C/IM TPETbH JIMIA HE MPUHYKIAIOTCS K KOIMPOBAHUIO HCXOIHOTO KOJIA BMECTE C OOBEKTHBIM KOJOM.

4. Bbl He MOKeTe KONMPOBATh, H3MEHATh, TOBTOPHO JIMIIEH3UPOBATh, HIIM PACPOCTPaHATh [TporpaMMy HUKaKMM MHBIM CIIOCOOOM, KpOME ABHO
TIPe/lyCMOTPEHHBIX JaHHO# JInniensueit. JTobas NOmbITKa KONMPOBaTh, M3MEHATh WM PAaCHPOCTPaHATh IIporpaMMy KakuM-1100 APYrHM CIIOCOGOM
WIM ¢ M3MEHEHHO JIMIeH31eii HeMpaBOMEepHa M aBTOMATHYECKHU MPEKPAIaeT Balllu TPasa, JaHHbIe BaM 3Toi JInnensueil. OHAKO JTMLICH3MHU JTHII,
TIOJyYMBIIMX OT BaC KOTMM HJIM NPaBa COTJIACHO JaHHO# YHMBepcanbHOi ObmecTBeHHOM JIMIIEH31H, He MPEKpallaioT CBOEro ACHCTBHA, €CITH 3TH
JIUIA TIOJTHOCTBIO COOMIONAIT YCIIOBHA.

5. Bl He 00s13aHBI COITIAIIATBCS € 3T0H JIMIeH3neil, Tak KaK Bbl He NOANKUCHIBaIM ee. OHAKO, HUYTO, KpoMe TOH JIuLeH3uy, He JaeT Bam

[PaBO U3MEHSITh WM PACIIPOCTPAHSATH 3Ty IIporpaMmy 1y OCHOBAHHbIE HA HEW NPOU3BEJCHUSL. DTH JEICTBUS 3aMPEIEHb! 3aKOHOM, €CJIU Bbl HE
npUHUMaeTe K codsmoaeHuo a1y Jlnnensuio. A 3HauuT, U3MeHsisl WK pacrnpocrtpansis [Iporpammy (i npousseaeHue, ocHoBanHoe Ha ITporpamme),
BbI U3BSIBIISIETE CBOE COIUIACUE ¢ 9TOM JInLieH3ueit ¥ BceMu ee YCIOBUSIME O KOIMPOBAHUM, paclpocTpaHeHny wim Moaudukanmu [porpaMmer nim
OCHOBAHHBIX HA HEW POU3BEJCHUM.

6. Kasplii pa3s, Koria Bbl IOBTOPHO pacrpoctpatsiere IIporpavmy (i Tio6oe Npou3BeeH e, OCHOBaHHOE Ha IIporpaMme), mostydaress 9T0ro
TPOM3BE/CHHS ABTOMATHYECKH [OJTY4aeT OT [ePBOHAYAIBHOrO BbIIABIIETO TUIICH3HIO JIMIIA CBOIO JIMLCH3MIO HA KOMMPOBAHHE, PACIPOCTPAHEHHE HITH
MozuduKaimio IIporpaMmsl, 06cy#1aeMyio B STHX ONPEICICHNAX U YCIOBHAX. Bbl He MOkeTe HajlaraTh KaKMX-TMO0 JOMONHUTE/IbHBIX OrPAaHHYEHHi
Ha OCYIIECTBJICHHE NOJTyyaTesieM Npas, NPeoCTaBICHHbIX JAaHHBIM I0KYMEHTOM. BhI He HeceTe OTBETCTBEHHOCTH 3a COOMIOICHNE TPETHUMH JIMIIAMH
yenoBuii 310it JIneH3uu.

7. Ecim B pesyJibTate CyeGHOro pasoupareibersa, Wik OOBUHEHHs B HAPYILIEHNH TIATEHTa WK 110 JII000i ApYroii npuunke (He 00si3aTe/bHO
CBSI3aHHOI C llalellTaMVl), BaM HaBsA3aHbI YCJIIOBUS, [IPOTUBOpEYALIIAE uauuoﬁ Huuemuu (110 TIOCTAHOBJIEHUIO CY/1a, 110 COIVIAIEHUIO WU UHBIM
€rocoGoM), 310 He 0cBOOOKAaeT Bac oT codmoaenus Jluensun. Eciu Bbl He MOXKeTe 3aHUMAThCs PACIIPOCTPAHEHHEM TAK, YTOOB! OAHOBPEMEHHO
YIOBJIETBOPUTD TPEOOBAHUAM U 3TOM JINLeH3uu, ¥ BceM APYrUM TPeOOBAHUSAM, TO Bbl HE JI0JIKHBI 3aHMMAThLCS pacrpocTpanenieM IIporpaMmel.
Haupumep, €CJIM MATEHT HE MO3BOJIACT 6e3303meauuoe TIOBTOPHOE pacCIpoCTpaHEHUE l'[porpaMMm BCEM, KTO I1OJIyYWJI KOITUU OT BAC HEIMOCPEACTBEHHO
WM Yepe3 MOCPEAHUKOB, TO €IMHCTBEHHBIM Crocodom YAOBJNIETBOPUTH U MATEHTY, U 3TOi JInue11314u (’)yue'r BAlll [IOJIHBIN OTKA3 OT pacrpocTpaHeHus
TIporpammer.

Ecimmn kakasg-mb0 4acTh 9TOrO pasjiesia He UMeeT CHJIBI HIIM He MOKET ObITh UCTIOJHEHa MPH HEKOTOPBIX KOHKPETHBIX 00CTOSITEbCTBAX, TO
TIOApa3yMeBaeTCs, YTO UMEET CHJTY OCTajIbHasA 4acTh pas/iesia, a mpu Ipyrux 00CTOATENBCTBAX MMEET CHITy BECh Paznen.

Llesb 3T0rO pasjiesia — He MOOYAUTb BAC JEJIaTh 3asiBICHMs O HAPYLICHHUSIX NPAB HA MATEHT, MK 3asiBJISATh O APYTUX IPETEH3UsX HA [PABO
COOCTBEHHOCTH MJIM OCIIAPUBATh NPABHIILHOCTb NMOJ0OHBIX IIPETEH3MIA; eIMHCTBEHHAS 11eJIb TOT0 pa3Jie/ia — 3allUTa HEJOCTHOCTU CUCTEMBI
pacripocrpatetus cBodoHoro 10, koTopast peaiu3yeTcs HCIoJIb30BAHMEM OOIECTBEHHDIX JIMLEH31A. MHOrHe JIo/iM BHEC/IH IIePbIil BRI B
mpokuit ciektp I1O, pacnpocTpaHseMoro 1o Toil cucTeMe, MoJarasch Ha €e COrIaCOBaHHOE IIPUMEHEHHE; TONILKO aBTOPY NPUHA/IEKUT IPABO
peLaTh, XOUeT JI1 OH WM OHa pacrpocTpansTh I10 B 9T0i cucTeMe WM B KaKO#-To APYroil, ¥ nojiyyaTesib JULIEH3UH He MOKET BIMATh Ha NPUHATHE
9TOrO PeleHusl.

STOT paszien npeAHa3HayeH IS TOTO, YTOOH! TIATEILHO MPOSCHUT, YTO TONAraeTCs CISACTBMEM M3 OCTATBHOI YacTH AaHHOH JINIeH3HH.

8. Ecim pacnpoctpateHye u/uim npuMeHenue [IporpaMMbl orpaHideHo B psijie CTpaH JIM00 NaTeHTaMHu, JIM00 aBTOPCKMMH [IPaBaMU Ha UHTePGENChl,
[epBOHAYAJIBHBIN 00J1a/1aTelb aBTOPCKHUX [PaB, BbillycKawowuii [IporpamMmy ¢ 91oii JInueH3 e, MoxXeT 100aBUTh SBHOE OrpaHHYEHHE Ha
reorpauyeckoe pacrpocTpaHeHNe, HCKIIOUNB TAKME CTPAHBI, TAK YTO PACIPOCTPAHEHNE PA3PELIASTCs TOJILKO B TEX CTPAHaX, KOTOPbIe He ObLIH
HCKJIIOYeHbl. B aTOM ciy4ae JaHHas .Hl’ll.lel-l'}l/lﬂ BKJIIOYAET B 066}1 3TO OrpaHUYEHUE, KaK eClIn 61:1 OHO ObLIIO HATIUCAHO B TEKCTE }.laHHOﬁ HHLLSHSMI/L

9. ®ona CodomHoro IO MoxeT BpeMs OT BpeMeHH! ITyOIMKOBaTh MePECMOTPEHHBIE W/MIM HOBbIE BEPCHH Y HUBEpcaibHOI OOIIecTBeHHOM
JInuensun. Takye HOBbIE BEPCHH Oy/IyT CXOMIHBI 110 yXy C HACTOSAIIEH BepCHeid, HO MOTYT OT/INYAThCA B JIETANIAX, HATIPAB/ICHHBIX HA HOBBIE TIPOOJIEMBI
WM 06CTOATENBCTBA.

Kasknoii Bepcun npugaercst ormuuresbHblil Homep. Eciim B [Tporpamme ykasbiBaeTcsi, YTO K Hell OTHOCUTCS HEKOTOPBIA HOMEp BEpCHH JAHHON
JInuensuu u «nodast mocie1yiowas BEpeusi», Bbl MOXKETe 110 BBIOOPY CIIE0BATH ONPE/IE/ICHUAM U YCIOBUSM JIMOO JAHHON Bepcuu, JO0 1000
rocieyiouei Bepcuu, onyomkosanHoil Pongom CeodoaHoro ITO. Eciu B [TporpamMme He yKa3aH HOMep BepCHH JaHHO# JIMIEH3UH, Bbl MOKETE
BBIOpATH J00YI0 BEPCHIO, KOraa-noo omyoimkoBannyio ®ongom Codoasoro I10.

10. Ecnu Bbl XOTHTE BCTPOMTH YacT ITporpamMmel B Apyrue CBOOOIHbIE POrPAMMBI C HHBIMU YCIIOBUSIMU PACHIPOCTPAHEHNUS], HATUIIIMTE aBTOPY C
pockOoit 0 paspemennn. s 1O, koTopoe oxpaHsiercst aBTopckumu npasamu Porna CeodoaHoro IO, Harmmute B Pony Codoatoro I1O; Mbi
MHOTZIA JIeTaéM TaKue MckmoueHns. Haie peinenue OyeT pyKOBOJCTBOBATHCS ABYMsI LIEISIMHU: COXPAHEHHMsT CBOOOHOTO CTATYCA BCEX MPONU3BOIHBIX
Hattero cBo6oHoro I10 1 coaeicTBIs COBMECTHOMY M MTOBTOPHOMY MCTOJIb30BaH#I0 [1O BoodIe.

HHUKAKHX FTAPAHTHH
11. TIOCKOJIBKY ITPOT'PAMMA TTPEJOCTABJISIETCS BECIJIATHO, HA TIPOTPAMMY HET TAPAHTHUI B TO MEPE,

KAKAA 10ITY CTUMA ITPUMEHMMBIM 3AKOHOM. 3A UCKJIIOYEHMEM TEX CIIYYAEB, KOI'TA OBPATHOE 3ASBJIEHO B
MMMCbMEHHOV ®OPME, JEPKATEJI ABTOPCKHUX [TPAB W/WJIN IPYTYE CTOPOHBI IOCTABJIAIOT [IPOTPAMMY “KAK
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OHA ECTb” BE3 KAKOTI'O-JIUBO BUJIA TAPAHTHI, BBIPAJKEHHBIX IBHO WJIN ITOIPA3YMEBAEMBIX, BKJTIOYAS, HO

HE OTPAHUYMBASCDH UMU, TIOJIPA3YMEBAEMBIE TAPAHTA KOMMEPYECKOMH [IEHHOCTH U ITPUTOJJHOCTH /IS
KOHKPETHOW LIEJIU. BECh PUCK B OTHOIIEHMY KAYECTBA U [TPOU3BOUTEIBHOCTH [TPOI'PAMMBI OCTAETCA [TPU
BAC. ECJI [IPOTPAMMA OKAJKETCS JEPEKTHOM, BbI [IPUHUMAETE HA CEBSI CTOMMOCTbD BCEI'O HEOBXOANMOI'O
OBCJIYKUBAHN A, BOCCTAHOBJIEHUA NJIU NCITPABJIEHUA.

12. HU B KOEM CJIYYAE, ECJIM HE TPEBYETCS COOTBETCTBYIOIUM 3AKOHOM, WJTN HE YCJIOBJIEHO B ITMCbMEHHOIN
POPME, HU OJIUH JEPXATEJIb ABTOPCKUX ITPAB U H OJIHO APYTOE JINIIO, KOTOPOE MOJKET U3MEHATH W/WJIA
TIOBTOPHO PACITPOCTPAHSATD ITPOI'PAMMY, KAK BbLJIO PA3PEIIEHO BBIIIE, HE OTBETCTBEHHBI ITEPE/I BAMU 3A VBBITKH,
BKJIIOYA JIIOBBIE OBIIME, CITELMAJIBHBIE, CJIYYAWHBIE WJIK ITOCJIEJOBABIIME YBBITKH, TPOUCTEKAIOIIVE U3
WCIOJIb30BAHKA MM HEBO3MOKHOCTH UCTIOJIb30BAHNA [TPOTPAMMBI (BKJIIOUYAS, HO HE OTPAHUYMBASACH ITOTEPEN
JAHHBIX, MJIN JTAHHBIMU, CTABIIMMM HEITPABUJIBHBIMMU, WJIN IIOTEPAMM, IOHECEHHBIMU 13-3A BAC UJIUM TPETbUX
JINLL, WA OTKA30M ITPOTPAMMBI PABOTATH COBMECTHO C JIIOBBIMU [PYTUMU [TPOTPAMMAMM), IAKE ECJIM TAKOM
JEPKATEJIb WJIN JIPYTOE JIMIO BbIJIM U3BEIEHBI O BO3BMOXHOCTHU TAKUX YBBITKOB.

KOHEIL] OTIPEJEJIEHHH U Y CJIOBHH

Kak npumMeHsATh 9TH yCJI0BHs K BAIIMM HOBBIM ITPOrpaMMam

Ecm BB pa3paGaThiBaeTe HOBYIO IPOrPaMMy 1 XOTHTE, YTOOBI OHA MPHHEC/A MAKCHMAIILHO BO3MOKHYIO MOJIb3y OOIIECTBY, JIy4IlIHii CIIOCOO HOCTHYb
3TOro — BKJIOYHATH ee B cBoOoHOe 10, KoTopoe KakIblii MOKET OBTOPHO PACcIIPOCTPAHATh M M3MEHSATh CONJIACHO IaHHBIM YCIIOBHAM.

YroGhl cenath 970, 100aBbTe B POrpamMmy clieylomue yenomienus. Hajnexnee Bcero Oyzer 106aBUTh MX B HAYAJIO KaKIOTO HCXONHOTO (haiiia,
4T00bI HanGoIee P(EKTUBHO NepeaTh COOOIIEHNe 00 OTCYTCTBUN FAPAHTHIT; Kaskblil (paiiy Jo/keH colepxkarh 110 MEeHbIIei Mepe CTPOKY,
colepiKallLyIo «3HaK OXPAHBI aBTOPCKOTO MpaBa» M YKA3aHKe Ha TO, T/ie HAXOUTCS TOJIHOE YBEIOMIICHHE.

omHa CTpoXa, Colepxamad HasBaHHe NPOTPaMMel U XpaTkoe ONHCaHWe TOro, YTO
OHa Hernaer.
(C) HanMeHOBaHHe (HMMH) aBTOpPa Yyyy

9To cpobomHas MporpaMMa; Bl MOXeTe MOBTOPHO PAaCHPOCTPaHSTh ee u/Hiln
MOIMPULIUPOBATE €€ B COOTBETCTBHMM C YHHBEpPCalbHOH OBmecTBeHHOH
Nuuensuedt GNU, ony6nukoBaHHOH PonmoMm CeoGomuoro I0O; nubo Bepcuu 2,
nu6o (o BameMmy BeIGOPY) mOGOH Gonee Mo3nHEH BEPCHH.

9Ta mporpaMMa pacHpocTpaHgeTCd B Halexme, 4YTO OHa OyHeT IOIe3HOH,
HO BE3 KAKUX-JIUBO FAPAHTHPI; naxe 6e3 MnompasyMeBaeMelXx IapaHTHH
KOMMEPYECKOW LEHHOCTH wmnu [PUCOOHOCTH [JIA KOHKPETHOW LEJU. [ns
MoJyueHHs MONPOGHHIX CBENEHHH CMOTPHTE YHHBepCalbHYIO OBmeCTBEHHYIO
Jluuensumo GNU.

BBl DOMXHEI OBUIM [IONYYHTEH KOMHIO YHHBEPCANbHOH OBmecTBeHHOH JHIEH3HH
GNU BMecTe C 3TOH NPOrpaMMOM; €CNIH HeT, HalWIHTe Mo agpecy: Free
Software Foundation, Inc., 59 Temple Place, Suite 330, Boston, MA
02111-1307 USA

,[Loﬁam;re TaK’K€ CBEJICHUA O TOM, KaK CBA3AThCA C BAMH 110 BHBKTPOHHOﬁ 1 OOBIYHO MOYTe.

Ecim TiporpaMmMa MHTEpaKTUBHas, cliefaiiTe TaK, YTOOBI TIpH 3aIyCKE B MHTEPAKTUBHOM PEKMME OHa BblJlaBajla KPATKOE YBEOMIIEHHE BPOJIe
CleayoIero:

C'HOMOBH30OpP, Bepcus 69, (C) uMg aBTOpa rom

T'uomoBu3op mocTaBigeTca ABCOIIOTHO BE3 KAKHX-JIMBO TAPAHTHH;

o monydeHus nompobHocTed BBemuTe |~ show w’’. DTo cBoBomHas
nporpaMMa, ¥ Bbl NpUriamaeTeCh MNOBTOPHO PACHPOCTPaHETh €€ MpPH
ONpeleNeHHBX yCIOBHSX; [Is IMONyYeHHS MNONpOCHOCTeH BBemure show c’.

T'unoteTnyeckne KoMaHabl “show W’ i “show ¢’ IOJKHBI ITOKa3bIBaTh COOTBETCTBYIOIIHME YacTH Y HuBepcaibHOi ObuecTBenHoi JInnensun. Koneuwo,
HCTIOJTb3yeMble BAMH KOMAH/Ibl MOTYT Ha3bIBATHCS KaK-HUOY/Ib MHAUe, Hexkesn “show W’ 1 “show ¢’; OHH JJake MOTYT BHIOMPATHCSI C TIOMOIIIBIO MBI
WK OBITh MyHKTAMH MEHIO — KaK OOJbIIe TIOJAXOUT VISl BAIlei POrpaMmsl.

BbI Takke JAOKHBI JOOUTHCS TOro, YTOOBI Balll paﬁOTOHaTBHL (CCJ'IPI BBl paﬁoraeTe HpOl‘paMMMCTOM) WA Bamie yqeﬁﬂoe 3aBEICHUE, €CITH TAKOBOE
UMEETCA, MOJANMMUCATTN B CITy4ae «OTKa3 OT UMYIIECTBEHHBIX IpaB» HEOOXOMMOCTH Ha 3Ty NIpOrpamMmmy. Bor 06pa3eu; 3aMEHUTE CI.)EIMPUIPIPII
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Komnauns Bparbs EENMHB HAaCTOSmMM OTXa3bHBAETCH OT BCEX HMYMECTBEHHHIX NPaB
Ha nporpamMy [HOMOBHM30Op' (xOTOpas [HenaeT MacChH B CTOPOHY KOMIHISTOPOB)
HanucaHHyYO ABcTpakTHeM K.H.

nonnuck Mara Harta, 1 ampens 1989 r
Mar Hart, IlpesuneHT $upME BHIe.

ta yHUBepca/ibHas OOIECTBEHHAS JIMIIEH3MsA He pa3peliaeT BKI0YaTh Ballly IPOrpaMMy B POrpaMMbl 3alllMIIeHHble naTeHTamu. Eciu Bama
nporpamMma — GUOIMOTEKa MOITPOrPaMM, Bbl MOKETE MOCUMTATh GoJIee MONE3HBIM Pa3peluTh KOMIOHOBATh COOCTBEHHbIE TIPUIIOKEHHS C
oudmroTexoit. Ecim 910 Bam noaxoaut — ucnonb3yiite GNU Lesser General Public License [http: //www.fsf.org/licenses/lgpl
.html ] BMeCTO 3TO¥ JIMLIEH3HH.

GNU Free Documentation License

Version 1.2, November 2002
Copyright (C) 2000,2001,2002 Free Software Foundation, Inc. 59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyone is permitted to copy and distribute verbatim copies of this license document, but changing it is not allowed.

PREAMBLE

The purpose of this License is to make a manual, textbook, or other functional and useful document “free” in the sense of freedom: to assure
everyone the effective freedom to copy and redistribute it, with or without modifying it, either commercially or noncommercially. Secondarily, this
License preserves for the author and publisher a way to get credit for their work, while not being considered responsible for modifications made by
others.

This License is a kind of «copyleft», which means that derivative works of the document must themselves be free in the same sense. It complements
the GNU General Public License, which is a copyleft license designed for free software.

‘We have designed this License in order to use it for manuals for free software, because free software needs free documentation: a free program
should come with manuals providing the same freedoms that the software does. But this License is not limited to software manuals; it can be used for
any textual work, regardless of subject matter or whether it is published as a printed book. We recommend this License principally for works whose
purpose is instruction or reference.

APPLICABILITY AND DEFINITIONS

This License applies to any manual or other work, in any medium, that contains a notice placed by the copyright holder saying it can be distributed
under the terms of this License. Such a notice grants a world-wide, royalty-free license, unlimited in duration, to use that work under the conditions
stated herein. The «Document», below, refers to any such manual or work. Any member of the public is a licensee, and is addressed as «you». You
accept the license if you copy, modify or distribute the work in a way requiring permission under copyright law.

A «Modified Version» of the Document means any work containing the Document or a portion of it, either copied verbatim, or with modifications
and/or translated into another language.

A «Secondary Section» is a named appendix or a front-matter section of the Document that deals exclusively with the relationship of the publishers
or authors of the Document to the Document’s overall subject (or to related matters) and contains nothing that could fall directly within that overall
subject. (Thus, if the Document is in part a textbook of mathematics, a Secondary Section may not explain any mathematics.) The relationship
could be a matter of historical connection with the subject or with related matters, or of legal, commercial, philosophical, ethical or political position
regarding them.

The «Invariant Sections» are certain Secondary Sections whose titles are designated, as being those of Invariant Sections, in the notice that says that
the Document is released under this License. If a section does not fit the above definition of Secondary then it is not allowed to be designated as
Invariant. The Document may contain zero Invariant Sections. If the Document does not identify any Invariant Sections then there are none.

The «Cover Texts» are certain short passages of text that are listed, as Front-Cover Texts or Back-Cover Texts, in the notice that says that the
Document is released under this License. A Front-Cover Text may be at most 5 words, and a Back-Cover Text may be at most 25 words.

A «Transparent» copy of the Document means a machine-readable copy, represented in a format whose specification is available to the general
public, that is suitable for revising the document straightforwardly with generic text editors or (for images composed of pixels) generic paint
programs or (for drawings) some widely available drawing editor, and that is suitable for input to text formatters or for automatic translation to a
variety of formats suitable for input to text formatters. A copy made in an otherwise Transparent file format whose markup, or absence of markup,
has been arranged to thwart or discourage subsequent modification by readers is not Transparent. An image format is not Transparent if used for any
substantial amount of text. A copy that is not «Transparent» is called «Opaque».

Examples of suitable formats for Transparent copies include plain ASCII without markup, Texinfo input format, LaTeX input format, SGML or
XML using a publicly available DTD, and standard-conforming simple HTML, PostScript or PDF designed for human modification. Examples of
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transparent image formats include PNG, XCF and JPG. Opaque formats include proprietary formats that can be read and edited only by proprietary
word processors, SGML or XML for which the DTD and/or processing tools are not generally available, and the machine-generated HTML,
PostScript or PDF produced by some word processors for output purposes only.

The «Title Page» means, for a printed book, the title page itself, plus such following pages as are needed to hold, legibly, the material this License
requires to appear in the title page. For works in formats which do not have any title page as such, «Title Page» means the text near the most
prominent appearance of the work’s title, preceding the beginning of the body of the text.

A section «Entitled XYZ» means a named subunit of the Document whose title either is precisely XYZ or contains XYZ in parentheses following
text that translates XYZ in another language. (Here XYZ stands for a specific section name mentioned below, such as «Acknowledgements»,
«Dedications», «Endorsements», or «History».) To «Preserve the Title» of such a section when you modify the Document means that it remains a
section «Entitled XYZ» according to this definition.

The Document may include Warranty Disclaimers next to the notice which states that this License applies to the Document. These Warranty
Disclaimers are considered to be included by reference in this License, but only as regards disclaiming warranties: any other implication that these
Warranty Disclaimers may have is void and has no effect on the meaning of this License.

VERBATIM COPYING

You may copy and distribute the Document in any medium, either commercially or noncommercially, provided that this License, the copyright
notices, and the license notice saying this License applies to the Document are reproduced in all copies, and that you add no other conditions
whatsoever to those of this License. You may not use technical measures to obstruct or control the reading or further copying of the copies you make
or distribute. However, you may accept compensation in exchange for copies. If you distribute a large enough number of copies you must also follow
the conditions in section 3.

You may also lend copies, under the same conditions stated above, and you may publicly display copies.

COPYING IN QUANTITY

If you publish printed copies (or copies in media that commonly have printed covers) of the Document, numbering more than 100, and the
Document’s license notice requires Cover Texts, you must enclose the copies in covers that carry, clearly and legibly, all these Cover Texts: Front-
Cover Texts on the front cover, and Back-Cover Texts on the back cover. Both covers must also clearly and legibly identify you as the publisher of
these copies. The front cover must present the full title with all words of the title equally prominent and visible. You may add other material on the
covers in addition. Copying with changes limited to the covers, as long as they preserve the title of the Document and satisfy these conditions, can be
treated as verbatim copying in other respects.

If the required texts for either cover are too voluminous to fit legibly, you should put the first ones listed (as many as fit reasonably) on the actual
cover, and continue the rest onto adjacent pages.

If you publish or distribute Opaque copies of the Document numbering more than 100, you must either include a machine-readable Transparent copy
along with each Opaque copy, or state in or with each Opaque copy a computer-network location from which the general network-using public has
access to download using public-standard network protocols a complete Transparent copy of the Document, free of added material. If you use the
latter option, you must take reasonably prudent steps, when you begin distribution of Opaque copies in quantity, to ensure that this Transparent copy
will remain thus accessible at the stated location until at least one year after the last time you distribute an Opaque copy (directly or through your
agents or retailers) of that edition to the public.

It is requested, but not required, that you contact the authors of the Document well before redistributing any large number of copies, to give them a
chance to provide you with an updated version of the Document.

MODIFICATIONS

You may copy and distribute a Modified Version of the Document under the conditions of sections 2 and 3 above, provided that you release

the Modified Version under precisely this License, with the Modified Version filling the role of the Document, thus licensing distribution and
modification of the Modified Version to whoever possesses a copy of it. In addition, you must do these things in the Modified Version:

A. Use in the Title Page (and on the covers, if any) a title distinct from that of the Document, and from those of previous versions (which should,

if there were any, be listed in the History section of the Document). You may use the same title as a previous version if the original publisher of that
version gives permission.

B. List on the Title Page, as authors, one or more persons or entities responsible for authorship of the modifications in the Modified Version,
together with at least five of the principal authors of the Document (all of its principal authors, if it has fewer than five), unless they release you from
this requirement.

C. State on the Title page the name of the publisher of the Modified Version, as the publisher.

D. Preserve all the copyright notices of the Document.

E. Add an appropriate copyright notice for your modifications adjacent to the other copyright notices.

F. Include, immediately after the copyright notices, a license notice giving the public permission to use the Modified Version under the terms of this
License, in the form shown in the Addendum below.

G. Preserve in that license notice the full lists of Invariant Sections and required Cover Texts given in the Document’s license notice.
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H. Include an unaltered copy of this License.

L. Preserve the section Entitled «History», Preserve its Title, and add to it an item stating at least the title, year, new authors, and publisher of the
Modified Version as given on the Title Page. If there is no section Entitled «History» in the Document, create one stating the title, year, authors, and
publisher of the Document as given on its Title Page, then add an item describing the Modified Version as stated in the previous sentence.

J. Preserve the network location, if any, given in the Document for public access to a Transparent copy of the Document, and likewise the network
locations given in the Document for previous versions it was based on. These may be placed in the «History» section. You may omit a network
location for a work that was published at least four years before the Document itself, or if the original publisher of the version it refers to gives
permission.

K. For any section Entitled «Acknowledgements» or «Dedications», Preserve the Title of the section, and preserve in the section all the substance
and tone of each of the contributor acknowledgements and/or dedications given therein.

L. Preserve all the Invariant Sections of the Document, unaltered in their text and in their titles. Section numbers or the equivalent are not
considered part of the section titles.

M. Delete any section Entitled «<Endorsements». Such a section may not be included in the Modified Version.
N. Do not retitle any existing section to be Entitled «<Endorsements» or to conflict in title with any Invariant Section.
O. Preserve any Warranty Disclaimers.

If the Modified Version includes new front-matter sections or appendices that qualify as Secondary Sections and contain no material copied from the
Document, you may at your option designate some or all of these sections as invariant. To do this, add their titles to the list of Invariant Sections in
the Modified Version’s license notice. These titles must be distinct from any other section titles.

You may add a section Entitled «<Endorsements», provided it contains nothing but endorsements of your Modified Version by various parties--for
example, statements of peer review or that the text has been approved by an organization as the authoritative definition of a standard.

You may add a passage of up to five words as a Front-Cover Text, and a passage of up to 25 words as a Back-Cover Text, to the end of the list of
Cover Texts in the Modified Version. Only one passage of Front-Cover Text and one of Back-Cover Text may be added by (or through arrangements
made by) any one entity. If the Document already includes a cover text for the same cover, previously added by you or by arrangement made by

the same entity you are acting on behalf of, you may not add another; but you may replace the old one, on explicit permission from the previous
publisher that added the old one.

The author(s) and publisher(s) of the Document do not by this License give permission to use their names for publicity for or to assert or imply
endorsement of any Modified Version.

COMBINING DOCUMENTS

You may combine the Document with other documents released under this License, under the terms defined in section 4 above for modified versions,
provided that you include in the combination all of the Invariant Sections of all of the original documents, unmodified, and list them all as Invariant
Sections of your combined work in its license notice, and that you preserve all their Warranty Disclaimers.

The combined work need only contain one copy of this License, and multiple identical Invariant Sections may be replaced with a single copy. If there
are multiple Invariant Sections with the same name but different contents, make the title of each such section unique by adding at the end of it, in
parentheses, the name of the original author or publisher of that section if known, or else a unique number. Make the same adjustment to the section
titles in the list of Invariant Sections in the license notice of the combined work.

In the combination, you must combine any sections Entitled «History» in the various original documents, forming one section Entitled «History»;
likewise combine any sections Entitled «Acknowledgements», and any sections Entitled «Dedications». You must delete all sections Entitled
«Endorsements».

COLLECTIONS OF DOCUMENTS

You may make a collection consisting of the Document and other documents released under this License, and replace the individual copies of this
License in the various documents with a single copy that is included in the collection, provided that you follow the rules of this License for verbatim
copying of each of the documents in all other respects.

You may extract a single document from such a collection, and distribute it individually under this License, provided you insert a copy of this
License into the extracted document, and follow this License in all other respects regarding verbatim copying of that document.

AGGREGATION WITH INDEPENDENT WORKS

A compilation of the Document or its derivatives with other separate and independent documents or works, in or on a volume of a storage or
distribution medium, is called an “aggregate” if the copyright resulting from the compilation is not used to limit the legal rights of the compilation’s
users beyond what the individual works permit. When the Document is included in an aggregate, this License does not apply to the other works in the
aggregate which are not themselves derivative works of the Document.

If the Cover Text requirement of section 3 is applicable to these copies of the Document, then if the Document is less than one half of the entire

aggregate, the Document’s Cover Texts may be placed on covers that bracket the Document within the aggregate, or the electronic equivalent of
covers if the Document is in electronic form. Otherwise they must appear on printed covers that bracket the whole aggregate.
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TRANSLATION

Translation is considered a kind of modification, so you may distribute translations of the Document under the terms of section 4. Replacing Invariant
Sections with translations requires special permission from their copyright holders, but you may include translations of some or all Invariant Sections
in addition to the original versions of these Invariant Sections. You may include a translation of this License, and all the license notices in the
Document, and any Warranty Disclaimers, provided that you also include the original English version of this License and the original versions of
those notices and disclaimers. In case of a disagreement between the translation and the original version of this License or a notice or disclaimer, the
original version will prevail.

If a section in the Document is Entitled «Acknowledgements», «Dedications», or «History», the requirement (section 4) to Preserve its Title (section
1) will typically require changing the actual title.

TERMINATION

You may not copy, modify, sublicense, or distribute the Document except as expressly provided for under this License. Any other attempt to copy,
modify, sublicense or distribute the Document is void, and will automatically terminate your rights under this License. However, parties who have
received copies, or rights, from you under this License will not have their licenses terminated so long as such parties remain in full compliance.

FUTURE REVISIONS OF THIS LICENSE

The Free Software Foundation may publish new, revised versions of the GNU Free Documentation License from time to time. Such new versions
will be similar in spirit to the present version, but may differ in detail to address new problems or concerns. See http://www.gnu.org/copyleft/.

Each version of the License is given a distinguishing version number. If the Document specifies that a particular numbered version of this License
«or any later version» applies to it, you have the option of following the terms and conditions either of that specified version or of any later version
that has been published (not as a draft) by the Free Software Foundation. If the Document does not specify a version number of this License, you may
choose any version ever published (not as a draft) by the Free Software Foundation.

ADDENDUM: How to use this License for your documents

To use this License in a document you have written, include a copy of the License in the document and put the following copyright and license
notices just after the title page:

Copyright (c) YEAR YOUR NAME.

Permission is granted to copy, distribute and/or modify this document
under the terms of the GNU Free Documentation License, Version 1.2

or any later version published by the Free Software Foundation;

with no Invariant Sections, no Front-Cover Texts, and no Back-Cover Texts.
A copy of the license is included in the section entitled “GNU

Free Documentation License”.

If you have Invariant Sections, Front-Cover Texts and Back-Cover Texts, replace the “with...Texts.” line with this:

with the Invariant Sections being LIST THEIR TITLES, with the
Front-Cover Texts being LIST, and with the Back-Cover Texts being LIST.

If you have Invariant Sections without Cover Texts, or some other combination of the three, merge those two alternatives to suit the situation.

If your document contains nontrivial examples of program code, we recommend releasing these examples in parallel under your choice of free
software license, such as the GNU General Public License, to permit their use in free software.
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